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1 Reason for Change

 This contribution describes the concept of Cloud Bursting in federated cloud environments and its functionalities.  
2 Impact on Backward Compatibility

No impact

3 Impact on Other Specifications

No other specifications are affected.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that changes be discussed, accepted and incorporated into the white paper.

6 Detailed Change Proposal

Change 1:  Add Chapter 6.6 Federated Cloud Environments
6.6  Federated Cloud Environments
“Federated” cloud environments allow enterprises using cloud services to share applications and data across internal private clouds and external public clouds. Three key steps enabling federated clouds are:
· Move applications and data between cloud environments operated by different entities

· Have scale-out storage aware of distributed data needs

· Ensure all cloud environments are secure and compliant.

Elastic cloud environment allow handling surge in demand or moving compute environment for business continuity. Federated clouds enable this without building redundancy or excess capacity in private clouds.

Federated cloud and explosion of data volumes require a different paradigm in efficiency of storage. Storage architectures based on SAN or NAS have limited ability to meet federated usage models involving remote data center or cloud service. Scale-out storage architecture federates the storage according to end-user need and tracks the distribution (or federation) of the storage using metadata.
Federated clouds have to satisfy security concerns and compliance over all involved cloud environments.
Change 2:  Add Chapter 6.6.1 Cloud Bursting
6.6.1 Cloud Bursting
Cloud Bursting usage of federated clouds is deployment model in which applications running in private cloud when needed can move (“burst”) to public cloud. This is beneficial for high-performance, non-critical applications computing on non-sensitive information and not depending on complex integration or infrastructure available only in private cloud environment.
Some of key architectural consideration for design and implementation of cloud bursting are:

· Security and isolation in end-to-end view
· Networking (performance of WAN and the Internet in the presence of VPN and encryption)

· Interoperability, automation and programmability of the management frameworks

· Data locality and regulatory compliance

Public cloud service provider brands imply a degree of trust and reliability, details of which can be exposed with certificates of authenticity/origin during metadata exchange before bursting begins.
Characteristics of networking between cloud environments will determine what bursting is possible because of bandwidth or latency limitations.

Functionality of bursting will be determined by management framework interoperability and programmability through IaaS Cloud APIs (examples: Amazon Elastic Compute Cloud API, VMware vCloud API submitted to DMTF).

In cases that must satisfy regulatory compliance, physical location of data in cloud environment must be exposed before bursting, limited during bursting and properly cleaned after bursting.
Change 3:  Add new changes
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