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Reason for Change
This contribution cleans up the White Paper 2.0.
Impact on Backward Compatibility
No impact
Impact on Other Specifications
No other specifications are affected.
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
We recommend that changes be accepted and incorporated into the white paper.
Detailed Change Proposal
Add 7.x OMA API Program
[bookmark: _Toc311148506]7.x OMA API Program
Platform as a Service (PaaS) of Cloud Computing is the delivery of a computing platform and solution stack as a service. PaaS offerings facilitate deployment of applications without the cost and complexity of buying and managing the underlying hardware and software and provisioning hosting capabilities, providing all of the facilities required to support the complete life cycle of building and delivering applications and services entirely available from the network.
PaaS offerings also include facilities for application design, application development, testing, deployment and hosting as well as application services such as team collaboration, service integration and marshalling, database integration, security, scalability, storage, persistence, state management, application versioning, application instrumentation and developer community facilitation.
One key element in PaaS offerings is the Application Programming Interfaces (APIs) that enable the application development. OMA API Program has been producing API specifications for more than 40 network and device resources, with various language and protocol bindings. Current list of OMA APIs is shown in Figure x:

[bookmark: _Toc311148526]Figure X – OMA APIs
[bookmark: _Toc311148507]Gap Analysis 
Current OMA APIs provide the application developers with the access to a set of network capabilities such as SMS, MMS, LBS, Push, voice services, device capabilities, and contacts / address book etc. On the other hand, developers now need more APIs at enhanced network level as well as service level that enable more advanced applications with better user experience and new business models. Among those capabilities, QoS-Aware Application Support, Network Discovery and Selection for Data Offload, Enhanced Device Management, Consistent and Transparent Authentication agnostics of network and application, Advertising, Mobile Coupons, Speech Recognition / Speech-To-Text in cloud, Personal Cloud / Storage-as-a-Service, Social Networking, User Content Management, Mapping and Navigation, Calendar, VoD etc. are the top needs from the developers.
For example, QoS-Aware Application Support will enable the applications and/or users to identify the network condition and handle traffic in an optimized way, including the ability for application to request QoS-enhanced bearers, the ability for application to uniquely specify which bearer that traffic flow needs to be directed, the ability to handle the admission control failures and the ability to handle the mid-session failures / inability to sustain QoS.
Secondly, Network Discovery and Selection for Data Offload will enable application and network operator to discover and select the most appropriate network based on network conditions and operator’s policies, terminal status and location, and user preferences, which needs a standard set of APIs for multi-RAN and WiFi network discovery and location awareness, and for network selection based on network conditions and operator’s policies, location, user preferred list, and application type. It also needs a dual network connectivity to allow specific applications (e.g. voice) to remain on cellular network while others are offloaded to non-cellular network, and the API and mechanism to detect Redirection and Captive Portals.
The Enhanced Device Management and APIs, on the other hand, will use the device and application information and monitoring to enable features such as Centralized deployment and software distribution mechanism through the control of access to the public markets, GPS-based tracking, Asset Management, Parental Control, the ability to drive a VPN from a specific application rather than from OS, and anti-virus scan APIs.
The Consistent and Transparent Authentication, which is agnostics of network and application, is for network and application authentication with existing mobile subscriber credentials, for example, a standard set of APIs leveraging existing mobile subscriber credentials (e.g. contained with UICC, either IMSI, NAI, etc.) for WiFi authentication and application authentication, EAP-SIM and EAP-AKA authentication support and standardized IPSec and TLS APIs.
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