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1 Reason for Contribution

To resolve DCD ADRR AI 0821 #8, related to ADRR comments 248-251-237-238-309-292.
2 Summary of Contribution

Change 1: Various definitions and references are added/updated.

Change 2: Text at end of section 5.5.1.1 deleted, as redundant with other sections.

Comment #248: Section 5.5.1.1: The explained part of DCD Client at the last paragraph, what’s the meaning of existing interfaces to external OMA…? Need to clarify what interfaces are meaning.
The text at the end of section 5.5.1.1 is proposed to be deleted, since it is redundant with section 5.5.2 and other sections, and adds no specific additional value.
Change 3: Section 5.5.2 updated to add specifics on the interfaces used, and for consistency in general.

Change 4: Section 5.5.3.8 deleted, and description of external interfaces moved to informative introduction (Section 4).

Comment #237: Section 4: About Figure 1, what’s the difference between interface EXT-2 and EXT-3?
The difference is explained in new text in Section 4.
Comment #251: Section 5.5.3.8: What’s the difference of each external interfaces; especially, between EXT-2 and EXT-3?

Since these are not DCD-defined interfaces, this high-level description of their use etc is moved to Section 4, and section 5.5.3.8 is deleted.
Comment #238: Section 4: The external enablers of DCD Client and the ones of DCD Server are mismatched. (e.g. if DCD Client has an interface with OMA DM, DCD Server also has to have an interface with OMA DM.)

Text is added explaining why some external enablers have interfaces from one DCD entity only.
Change 5: Text at end of section 5.5.1.3 deleted, and explanation of enabler interaction expanded in Section 5.5.2.
Comment #309: Section 5.5.1.3: OMA enablers cannot directly interface with the DCD server. Maybe a mediation entity is required within the server to handle interfacing with other enablers.

Similar to the response to comment #248, the text at the end of section 5.5.1.3 is proposed to be deleted, since it is redundant with section 5.5.2 and other sections, and adds no specific additional value.

Text is added in Section 5.5.2 explaining that interaction with external enablers occurs within the framework of the OSE.

Comment #292: Not all Enablers have external interfaces allowing use by the DCD enabler. How are DCD functions to be realized through enablers without external interfaces? Does the DCD enabler require all related enablers to be realized in a server or terminal?

Text is added to Section 5.5.2 clarifying how enablers that do not expose interfaces can still provide support for DCD, and clarifying optionality of DCD dependent enablers.
3 Detailed Proposal

Change 1: updates to definitions and references

3.2 Definitions

(editors note: add a table row)

	OMNA
	Open Mobile Naming Authority, the operational naming authority established by WAP (as WAP Interim Naming Authority - WINA) and inherited by OMA.


2.1 Normative References 

	[DCD-RD]
	“Dynamic Content Delivery Requirements”, Open Mobile AllianceTM, OMA-RD-DCD-V1_0, URL:http://www.openmobilealliance.org/ 

	[Browsing[
	“OMA Browsing v2.3”, Open Mobile AllianceTM, OMA-ERP-Browsing-V2_3, URL:http://www.openmobilealliance.org/

	[CBCS-AD]
	“Categorization-based Content Screening Framework Architecture”, Open Mobile AllianceTM, OMA-AD-CBCS-V1_0, URL:http://www.openmobilealliance.org/ 

	[CSCF-AD]
	“Client Side Content Screening Framework Architecture”, Open Mobile AllianceTM, OMA-AD_Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/ 

	[CSCF-TS]
	“Client Side Content Screening Framework Specification”, Open Mobile AllianceTM, OMA-TS-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[DM-AD]
	“Device Management Architecture”, Open Mobile AllianceTM, OMA-AD-DM-V1_0, URL:http://www.openmobilealliance.org/ 

	[DPE-RD]
	“Device Profile Requirements Version 1.0”, Open Mobile AllianceTM, OMA-RD-DPE-V1_0, URL:http://www.openmobilealliance.org/

	[DRM-AD]
	“Digital Rights Management (DRM) Architecture”, Open Mobile AllianceTM, OMA-AD-DRM-V2_0, URL:http://www.openmobilealliance.org/ 

	[MCC-AD]
	“Charging Architecture”, Open Mobile AllianceTM, OMA-AD-Charging-V1_0, URL:http://www.openmobilealliance.org/ 

	[OMA-BCAST]
	“Mobile Broadcast Services Architecture” , Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/

	[OMA-CP]
	OMA Client Provisioning v1.1, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-DM]
	OMA Device Management v1.2, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-FUMO]
	OMA Firmware Update Management Object v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-LOC]
	OMA Location v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-Presence]
	OMA Presence (IMPS and SIMPLE), Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/ 

	[OMA-SCOMO]
	OMA Software Component Management v1.0, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/

	[OMA-STOR]
	OMA Persistent Storage, Open Mobile AllianceTM, URL:http://www.openmobilealliance.org/

	[OSE]
	“OMA Service Environment”, Open Mobile AllianceTM, OMA-Service-Environment-V1_0_2,
URL: http://www.openmobilealliance.org/

	[PUSH-AD]
	“Push Architecture”, Open Mobile AllianceTM, OMA-AD-Push-V2_2, URL:http://www.openmobilealliance.org/ 

	[PUSH-PPG]
	“Push Proxy Gateway Service”, Open Mobile AllianceTM, OMA-WAP-TS-PPGService-V2_1, URL:http://www.openmobilealliance.org/

	[PUSH-OTA]
	“Push Over The Air”, Open Mobile AllianceTM, OMA-WAP-TS-PushOTA-V2_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[UAPROF]
	“OMA User Agent Profile V2.0”, Open Mobile AllianceTM, OMA-ERP-UAProf-V2_0-20060206, URL:http://www.openmobilealliance.org/

	[MLS-AD]
	OMA Mobile Location Service Architecture, Open Mobile AllianceTM, OMA-AD-MLS-V1_0, URL:http://www.openmobilealliance.org/

	[MLP 3.2]
	Mobile Location Protocol v3.2, Open Mobile AllianceTM, OMA-TS-MLP-V3_2, URL:http://www.openmobilealliance.org/ 

	[PRS-AD] 
	Presence SIMPLE Architecture Document, Open Mobile AllianceTM, OMA-AD-Presence_SIMPLE-V1_0, URL:http://www.openmobilealliance.org/

	[PRS-SIMPLE]
	Presence SIMPLE Specification, Open Mobile AllianceTM, OMA-TS-Presence_SIMPLE-V1_0, URL:http://www.openmobilealliance.org/


Change 2: Text at end of section 5.5.1.1 deleted, as redundant with other sections.

5.5.1.1 DCD Client

(editors note: delete the following text)

The DCD Client should:

· Be able to interact with supporting enablers realized in mobile terminal and providing following functions respectively
· Broadcast

· Push

· Content protection

· Charging agent 
· Providing of an Advice of Charge to the user as directed by the DCD Server, with the option of requiring user confirmation to proceed with the related action, based upon the Advice of Charge

· Online charging as defined by [MCC-AD]

· Offline charging as defined by [MCC-AD]

· Browsing client

· Service and system functions as well as content delivery
· Any functions necessary for broadcast service
· Handle settings for delivery control provided by either DCD-Enabled Client Application or DCD Content Provider.
The DCD Client may:

· Be able to interact with supporting enablers realized in mobile terminal and providing following functions respectively
· Content filtering
· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

Change 3: Section 5.5.2 updated to add specifics on the interfaces used, and for consistency in general.
5.5.2 External Entities providing services to the DCD system

5.5.2.1 Device Provisioning and Management Client

The Device Provisioning and Management Client is an external entity providing the provisioning functions to the DCD Client. It is able to:

· receive the initial parameters needed for DCD Service sent by service provider by using mechanisms specified in [OMA-CP] or [OMA-DM].
· update the parameters needed for DCD Service sent by service provider by using [OMA-DM] .

Editor’s note: the specific interfaces to be used and other dependencies are TBD pending further discussion with the DM group.
5.5.2.2 Device Provisioning and Management Server

The Device Provisioning and Management Server may perform the following functions that are needed in support of the DCD Service:

· Initialization and updating of all the configuration parameters necessary for the DCD Client.

· Support of software update for application upgradeable handsets.

The detailed description of the functionalities is given in [OMA-CP], [OMA-DM], [OMA-FUMO] and [OMA-SCOMO].
Editor’s note: the specific interfaces to be used and other dependencies are TBD pending further discussion with the DM group.

5.5.2.3 Charging Entity

This is an external entity, which may reside in the operator's domain. This entity takes various roles, which network operators and / or service providers need to perform the charging activities.
This entity is specified in [MCC-AD].
Editor’s note: the specific interfaces to be used are TBD pending further discussion with the MCC group.
5.5.2.4 Presence Server

The Presence Service is an entity that provides presence information of the DCD user. 
This entity is specified in [PRS-AD].
For access to presence information, the DCD Server acts as a Watcher and interfaces to:

· the SIP/IP Core network via the PRS-2 reference point, as defined in [PRS-SIMPLE]
· the Content Server via the PRS-14 reference point, as defined in [PRS-SIMPLE]
The DCD Server uses the methods defined by [PRS-SIMPLE] to acquire user presence information.
The conditions under which the Presence Service is invoked and the methods to be used in any specific DCD-enabled service case are application-specific, and thus not defined or limited by the DCD Enabler.
5.5.2.5 Location Server

The Location Service is an entity that provides location information of the DCD user. 
This entity is specified in [MLS-AD].
For access to location information, the DCD Server acts as a MLS Client and interfaces to:

· the Requesting Location Server via the Le reference point, using the Mobile Location Protocol (MLP) V3.2 as defined in [MLP 3.2]
The DCD Server uses the HTTP-based methods defined by MLP V3.2 to acquire user location information.
The conditions under which the Location Service is invoked and the methods to be used in any specific DCD-enabled service case are application-specific, and thus not defined or limited by the DCD Enabler.
5.5.2.6 Categorization-Based Content Screening Service Content Screening Component
The Content Screening Component entity of the Categorization-Based Content Screening Service (CBCS) provides content screening functionality. 
This entity is specified in [CBCS-AD].
The DCD Server and DCD Client interact with the CBCS Content Screening Component via the CBCS-1 interface defined in [CBCS-AD].

The conditions under which the CBCS Content Screening Component is invoked and the methods to be used in any specific DCD-enabled service case are application-specific, and thus not defined or limited by the DCD Enabler.

5.5.2.7 Client-Side Content Screening Framework Scan Engine
The Scan Engine entity of the Client-Side Content Screening Framework (CSCF) provides content screening  functionality in client devices. The CSCF Scan Engine 
is specified in [CSCF-AD].
The DCD Client interacts with the Scan Engine via the CSF-1 interface as specified in [CSCF-TS].
The conditions under which the CSCF Scan Engine is invoked and the methods to be used in any specific DCD-enabled service case are application-specific, and thus not defined or limited by the DCD Enabler.
5.5.2.8 Push Enabler Entities


The DCD Server uses the Push Enabler for delivery of content or administration actions to the DCD Client either by interacting with:

· the Push Proxy Gateway (PPG) entity, 
· via the Push Access Protocol (PAP) interface defined in [PUSH-PPG], for adaptation of Push operations to underlying bearers.

· the Push Client entity, via the 
· 
· Push Over-the-Air protocol (Push-OTA) interface defined in [PUSH-OTA].
· 
· 
· 
· 
· 
The DCD Client uses the Push Enabler for reception of content or administration actions from the Push Client. The interface between the Push Client and DCD Client is implementation-dependent and unspecified by OMA.
Push messages received by the Push Client are routed to the DCD Client via association with an OMNA-assigned Push-OTA Application-ID. 
The DCD Enabler may define DCD-specific MIME media types for DCD-specific Push content, e.g. for

· DCD Service Administration

· DCD Content Update
5.5.2.9 BCAST Enabler Entities

It is assumed that these BCAST enabler entities are usable for DCD Services delivered via broadcast bearers only. Use for DCD Services delivered via point-to-point bearers is for further study.

DCD Enabler’s use of BCAST Enabler entities and functions includes:

· Service Guide Function
· The BCAST Service Guide Function may provide the following services:

· The Service Guide itself may be useful for publication of DCD Service information, either for use by a common Service Guide Client, the DCD Client, or DCD-Enabled Client Applications. The DCD Enabler should support use of the BCAST Service Guide for publication of DCD Service information.

· The distribution of the Service Guide could occur via the BCAST Service Guide Distribution function, or direct between the DCD Server and DCD Clients. The DCD Enabler should support use of BCAST Service Guide Distribution for distribution of DCD Service information.

· File Distribution Function
· BCAST File Distribution will enable efficient filecast delivery of DCD Content to BCAST-enabled DCD Clients.

· The DCD Enabler should support the use of the BCAST File Distribution Function for delivery of DCD Content. This includes:

· DCD Server use of the BCAST File Application Function for delivery of DCD Content

· DCD Client use of the BCAST File Delivery Client Function for reception of DCD Content

· Stream Distribution Function

· BCAST Stream Distribution will enable efficient streaming delivery of DCD Content to BCAST-enabled DCD Clients.

· The DCD Enabler should support the use of the BCAST Stream Distribution Function for delivery of DCD Content. This includes:

· DCD Server use of the BCAST Stream Application Function for delivery of DCD Content

· DCD Client use of the BCAST Stream Delivery Client Function for reception of DCD Content

· Service and Content Protection Function
· BCAST Service Protection enables access control for BCAST channels via which DCD Content can be delivered. Use of the channel as a delivery medium for DCD Content filecasting presumes that DCD Client host terminals have access to the related BCAST channels. This may require pre-distribution of BCAST channel access rights to DCD / BCAST-enabled terminals, or dynamic distribution of BCAST channel access rights if these are affected by DCD Service / content subscription actions. The DCD Enabler should support use of the BCAST Service Protection Function for controlling access to DCD Content delivered via BCAST.

· BCAST Content Protection enables access control for individual DCD Content items delivered via BCAST. This could be used to partition DCD Content items into DCD channels, each item of which is governed by common rights. This may require pre-distribution of BCAST content access rights to DCD / BCAST-enabled terminals, or dynamic distribution of BCAST content access rights if these are affected by DCD Service / content subscription actions. The DCD Enabler should support use of either the BCAST Content Protection Function or DRM Enabler directly for protecting individual DCD Content items delivered via BCAST.

· Service Provisioning Function
· The BCAST Service Provisioning Function enables user subscription to a BCAST service, and payment related functions. The BCAST Service Provisioning Function may be useful for service provisioning of DCD Services provided via BCAST.
· The DCD Enabler should support use of BCAST Service Provisioning for service provisioning of DCD Services provided via BCAST.

· Notification Function
· BCAST Notification will enable efficient delivery of DCD notifications to BCAST-enabled DCD Clients.

· The DCD Enabler should support use of the BCAST Notification Function for delivery of notifications from DCD Servers to DCD Clients. This includes:

· DCD Server use of the BCAST Notification Event Function for delivery of DCD notifications

· DCD Client use of the BCAST Notification Client Function for reception of DCD notifications

Additional BCAST functions without specific dependency for the DCD Enabler:

· Service Interaction Function
· The BCAST Service Interaction Function is focused on serving generic supplementary services that require user interaction. While this function could be useful to DCD-Enabled Client Applications on BCAST-enabled terminals, it falls outside the scope of the DCD Enabler. 

· Terminal Provisioning Function
· The BCAST Terminal Provisioning Function is a generic delivery enabler for terminal provisioning information over BCAST. While it could be useful for DCD Client and DCD-Enabled Client Application provisioning, these should be possible without any specific DCD Enabler role.
5.5.2.10 Profile Repository

The Profile Repository is an entity of the UAProf framework that stores device’s profile resources.  The Profile Repository [UAPROF] should provide information for content adaptation.

This entity is specified in [UAPROF]. 

Change 4: Section 5.5.3.8 deleted, and description of external interfaces moved to informative introduction (Section 4).

(editors note: delete section 5.5.3.8)

5.5.3.8 External Interfaces (EXT-1, EXT-2 and EXT-3)

The external interfaces EXT-1, EXT-2 and EXT-3 are out of scope for the DCD. The DCD Enabler is always a Client for these interfaces, therefore in terms of DCD Enabler it only needs to specify bindings of DCD specific data entities to data parameters of these interfaces.
(editors note: add text to end of section 4)

4 Introduction
(Informative)

The external interfaces EXT-1, EXT-2 and EXT-3 are not defined by the DCD Enabler, but are used by DCD Enabler entities. EXT-1 represents interfaces the DCD Server has to entities providing information or services used in fulfilling specific DCD enabler requirements. EXT-2 represents interfaces the DCD Server has to external subscription management systems, for maintaining the current status of DCD channel subscriptions for a user. EXT-3 represents interfaces the DCD Client has to entities providing information or services used in fulfilling specific DCD enabler requirements. Where the interfaces are to OMA enabler entities, the use of these interfaces by DCD Enabler entities is described in section 5.5.2, and the OMA-specified interfaces are described.
Even though external OMA enablers, e.g. Device Management, have both network and client entities, not all OMA enablers expose interfaces to external entities on both the network and device sides. Thus in some cases only one DCD entity will interface to external enabler entities for a specific OMA enabler.
Change 5: Text at end of section 5.5.1.3 deleted, and explanation of enabler interaction expanded in Section 5.5.2.
5.5.1.3 DCD Server
(editor’s note: the following text is deleted)
The DCD Server should:

· Be able to interact with supporting enablers realized in the network and providing following functions respectively
· Broadcast

· Push

· Content Protection

· Charging Agent 
· Based upon charging policies associated with DCD actions, directing the DCD Client to provide an Advice of Charge to the user, with the option of requiring user confirmation to proceed with the related action, based upon the Advice of Charge

· Online charging as defined by [MCC-AD]

· Offline charging as defined by [MCC-AD]

The DCD Server may:

· Be able to interact with supporting enablers realized in the network and providing following functions respectively
· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

· Content Aggregation Agent by re-use of existing interfaces to external OMA and non-OMA Enablers

5.5.2 External Entities providing services to the DCD system

The following sections describe the external OMA enabler entities with which the DCD Enabler interacts directly, or which provide indirect support for the DCD Enabler. For example, device management enablers support DCD client configuration through data objects managed by the device management enabler. The DCD Enabler does not directly interact with the device management enablers, yet the device management enablers provide support for the DCD Enabler.
Except where noted, the external enabler entities are not mandatory dependencies of the DCD Enabler in any specific deployment, e.g. the DCD Enabler can be used when only some of the external enabler clients referenced here are present in a device. What is mandatory is that the DCD Enabler be capable of interfacing (if applicable) to these external enablers, when they are present in any specific deployment.
Where the DCD Enabler interacts directly with external OMA enablers, it does so under the enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the DCD Service Provider and the provider of the external enablers, a policy enforcement step may be required.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed resolutions for the next revision of the AD.
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