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1 Reason for Change

R01:  Syntact correction made to the example and add “id” to filder. Also, update the change #2 example based on the correction.
1. Background information

During the discussion of CR0142 about PCC structure and CONRR comment D0130, the question was raised of how comment D0130 proposal supports Contact View.

· AI CAB-2010-A017 to Thinh to provide alternative proposal to CR142 for multiple PersonDetails support. Ref OMA-COM-CAB-2010-0142-CR_CONR_Resolution_CAB_XDMS_PCC_structure

In the past 3-4 CAB meetings, there are a lot of discussions of multiple persona, etc.  The author reviewed the past RD CRs, INP papers and meeting minutes, and concluded that multiple persona topic is clarified in the form of Contact View definition and requirements.   In the spirit of moving forward, the author recommends to use the term Contact View definition and requirements. 
For reference, the following figure and tables are cut and pasted from CAB RD.
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Figure 1: Example of Contact Views in the CAB User's Personal Contact Card (from RD document)
	Contact View
	A named subset of the Personal Contact Card of the CAB User to be made available to other users.  

	Personal Contact Card
	The collection of personal contact information that a CAB User defines about him/herself. 

	Published Contact Card
	A subset of a Personal Contact Card, as defined by Contact Views, that is made available to other CAB users (via a Contact Subscription) in the CAB environment.


	Label
	Description
	Enabler Release

	CAB- VIEW-001
	The CAB Enabler SHALL allow the CAB User to manage (e.g. add/change/delete) his/her Personal Contact Card information.
	CAB V1.0

	CAB-VIEW-002
	The CAB Enabler SHALL allow a CAB User to manage (e.g. create, delete, modify, name) Contact Views of their Personal Contact Card and select the fields that are associated with each Contact View.
	CAB V1.0

	CAB-VIEW-003
	The CAB Enabler SHALL allow a CAB User to associate specific fields in his/her Personal Contact Card to more than one Contact View.
	CAB V1.0

	CAB-VIEW-004
	The CAB Enabler SHALL permit a CAB User to select the Contact View(s) to be provided to a user requesting Personal Contact Card information.
	CAB V1.0

	CAB-VIEW-005
	The CAB Enabler SHOULD allow the service provider to provide a set of  Contact Views, each with their associated default set of fields, for use and personalization by each CAB User, subject to service provider policies.
	CAB V1.0

	CAB-VIEW-006
	The CAB Enabler SHALL produce contact information, for distribution to others, by including only fields from the Personal Contact Card that are selected in the associated Contact View with the user making the request.
	CAB V1.0

	CAB-VIEW-007
	The CAB Enabler SHALL utilize a CAB-common data format for providing Personal Contact Card information derived from a Contact View to requests generated from CAB Systems.
	CAB V1.0

	CAB-VIEW-008
	The CAB Enabler MAY provide contact information from the Personal Contact Card in a requested data format (i.e. vCard format).
	CAB V1.0

	CAB-VIEW-009
	The CAB Enabler SHOULD provide a CAB User with the possibility to set the ‘Display name’ field with a different value per Contact View.
	CAB V1.0


2. Technical solution

During development of PCC structure, the working assumption is that the user may have a lot of contact information, such as <comm-addr>, <address>, <hobbies>, etc. And, the user may have a lot of different Contact View, such as family, work, football buddy, etc.  Furthermore, these contact information may be authorized for sharing to specific Contact View.
Based on the Contact View definition, requirements, and Contact View concept from the RD Introduction Section, XDM Access Permission must be use to define rules for access Published Contact Card/Contact View. 
XDM Access Permission document enable the CAB User to define “what” and “who” of his PCC to be shared.  Contact View name is equal to XDM Access Permission document rule name.

For example, the CAB User creates the Contact View = “work” and “home”, and Access Permission rule = “work” and “home”.  The CAB User selects the contact information that he want to share of each of Contact View.  When a PCC subscription request comes into the PCC XDMS, based on the access permission document rule, the PCC XDMS determines the Contact View to use and gather which contact information to share on selected Contact View.  (see example figure below).  
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Figure 2: Example of Contact Views concept in the CAB User's Personal Contact Card
2.1 Example of PCC Access Permission Document 
Note: Example below is based on contribution: OMA-COM-XDM-2010-0184, which clarifies XDM Access Permission procedures in XDM 2.1 Core TS and adds several examples how it can be used. Contribution has been not discussed yet in XDM WA. 

This example shows an Access Permission Document for the “PCC” Application Usage. The user with the identity “sip:User_A@domain” is the administrator of all XDM Document is this User Directory. 

The users “sip:john.smith@domain” and “sip:marry.jones@domain” are allowed to retrieve part of the PCC document as described by the <filter set> element defining “work-view” for them.

The users “sip:janet.nguyenphu@domain” and “sip:thinh.nguyenphu@domain” are allowed to retrieve part of the PCC document as described by the <filter set> element defining “home-view” for them.

<?xml version="1.0" encoding="UTF-8"?>

<ap-rules xmlns="urn:oma:xml:xdm:ap"

    xmlns:cp="urn:ietf:params:xml:ns:common-policy"

    xmlns:ocp="urn:oma:xml:xdm:common-policy"
    xmlns:fi="urn:ietf:params:xml:ns:simple-filter">    

<access-permissions-document-rule>

 <cp:ruleset>

  <cp:rule cp:id="ap-admin ">   //This rule is for admin User_A
    <cp:conditions>

         <cp:identity>

            <cp:one id="sip:User_A@domain"/>

         </cp:identity>

    </cp:conditions>

    <cp:actions>

        <allow-any-operation/>

     </cp:actions>

    </cp:rule>
</cp:ruleset>

</access-permissions-document-rule>

<directory-rule>
 <cp:ruleset>
  <cp:rule cp:id="ap-allow-all">

    <cp:conditions>

         <cp:identity>

            <cp:one id="sip:User_A@domain"/>

         </cp:identity>

    </cp:conditions>

    <cp:actions>

        <allow-any-operation/>

     </cp:actions>

    </cp:rule>
  </cp:ruleset>

</directory-rule>
<document-rule path="PCC">

 <cp:ruleset>
   <cp:rule cp:id="work">  //This rule is for “work” view for PCC
     <cp:conditions>

         <cp:identity>

            <cp:one id="sip:john.smith@domain"/>

            <cp:one id="sip:mary.jones@domain"/>
         </cp:identity>

      </cp:conditions>

    <cp:actions>

        <allow-retrieve/>

    </cp:actions>
    <cp:transformations>

      <fi:filter-set>

        <fi:ns-bindings>

          <fi:ns-binding prefix="pcc" urn="urn:oma:xml:cab:pcc"/>
        </fi:ns-bindings>

        <fi:filter id="work">

          <fi:what>
            <fi:include type="xpath">//pcc:pcc-type>

            <fi:include type="xpath">//pcc:PersonalDetails/Display name[@id="name1"]>

            <fi:include type="xpath">//pcc:PersonalDetails/name[@id="name1"]/>

            <fi:include type="xpath">//pcc:PersonalDetails/Address[@id="address1"]/>

            <fi:include type="xpath">//pcc:organizational detail/>

            <fi:include type="xpath">//pcc:comm-addr[@id="addr1"]/>

           </fi:what>

        </fi:filter>

     </fi:filter-set>

    </cp:transformations>
   </cp:rule>  
   <cp:rule cp:id="work"> //This rule is for “home” view for PCC
     <cp:conditions>

         <cp:identity>

            <cp:one id="janet.nguyenphu@domain"/>

            <cp:one id="thinh.nguyenphu@domain"/>
         </cp:identity>

      </cp:conditions>

    <cp:actions>

        <allow-retrieve/>

    </cp:actions>
    <cp:transformations>

      <fi:filter-set>

        <fi:ns-bindings>

          <fi:ns-binding prefix="pcc" urn="urn:oma:xml:cab:pcc"/>
        </fi:ns-bindings>

        <fi:filter id="work">

          <fi:what>

            <fi:include type="xpath">//pcc:pcc-type>

            <fi:include type="xpath">//pcc:PersonalDetails/Display name[@id="name2"]>

            <fi:include type="xpath">//pcc:PersonalDetails/name[@id="name2"]/>

            <fi:include type="xpath">//pcc:PersonalDetails/Address[@id="address2"]/>

            <fi:include type="xpath">//pcc:PersonalDetails/location[@id="loc2"]/>

            <fi:include type="xpath">//pcc:comm-addr[@id="address2"]/>

            <fi:include type="xpath">//pcc:birth[@id="date1"]/>

            <fi:include type="xpath">//pcc:anniversary[@id="anni2"]/>

            <fi:include type="xpath">//pcc:gender[@id="gender1"]/>

           </fi:what>

        </fi:filter>

     </fi:filter-set>

    </cp:transformations>
   </cp:rule>  

 </cp:ruleset>

</document-rule>

</ap-rules>

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-CAB group to agree with this proposal, incorporate the proposed contents into CAB XDMS TS.
6 Detailed Change Proposal

Change 1:  Modify section 5.2.1.11

5.2.1.11  Access Permissions
The Access Permissions for manipulating PCC documents, i.e. create, delete, retrieve and modify, SHALL conform to [OMA XDM_Core] sub-clause 5.6 “Access Permissions Document”.
The Access Permissions SHALL be used to realized CAB Contact Views. Example of such realization can be found from the appendix C. 

If the Access Permissions document is used, it SHALL conform to [OMA XDM_Core] Section “Access Permissions Document” with the following restrictions:
1. The <document-rule> element SHALL include a “path” attribute specifying the PCC Document Selector for which the rule applies

2. The <actions> child element of <rule> element SHALL only include the <allow-any-operation-own-data> element or/and the <allow-retrieve> element and/or the <allow-modify> element, and/or <allow-delete> element as specified in [XDM Core] and/or the CAB extension element <allow-search>. 

Editor’s Note: The rule for xdm forwarding is to be added depending on the realization of the Contact Share in CAB to CAB case.

3. The <allow-search> SHALL be a child element to the <actions> element. This element SHALL grant access to search a PCC XDM Resource when the <conditions> element of a <rule> element is evaluated to true.

Change 2:  Create a new Appendix C

Appendix C. Example of PPC Access Permission Document 
(Informative)

Editor Note: Check the consistency of this example with XDM 2.1 Core TS spec, when it is completed.
This example shows an Access Permission Document for the “PCC” Application Usage. The user with the identity “sip:User_A@domain” is the administrator of all XDM Document is this User Directory. 

The users “sip:john.smith@domain” and “sip:marry.jones@domain” are allowed to retrieve part of the PCC document as described by the <filter set> element defining “work-view” for them.

The users “sip:janet.nguyenphu@domain” and “sip:thinh.nguyenphu@domain” are allowed to retrieve part of the PCC document as described by the <filter set> element defining “home-view” for them.

<?xml version="1.0" encoding="UTF-8"?>

<ap-rules xmlns="urn:oma:xml:xdm:ap"

    xmlns:cp="urn:ietf:params:xml:ns:common-policy"

    xmlns:ocp="urn:oma:xml:xdm:common-policy"
    xmlns:fi="urn:ietf:params:xml:ns:simple-filter">    

<access-permissions-document-rule>

 <cp:ruleset>

  <cp:rule cp:id="ap-admin ">   //This rule is for admin User_A
    <cp:conditions>

         <cp:identity>

            <cp:one id="sip:User_A@domain"/>

         </cp:identity>

    </cp:conditions>

    <cp:actions>

        <allow-any-operation/>

     </cp:actions>

    </cp:rule>
</cp:ruleset>

</access-permissions-document-rule>

<directory-rule>
 <cp:ruleset>
  <cp:rule cp:id="ap-allow-all">

    <cp:conditions>

         <cp:identity>

            <cp:one id="sip:User_A@domain"/>

         </cp:identity>

    </cp:conditions>

    <cp:actions>

        <allow-any-operation/>

     </cp:actions>

    </cp:rule>
  </cp:ruleset>

</directory-rule>
<document-rule path="PCC">

 <cp:ruleset>
   <cp:rule cp:id="work">  //This rule is for “work” view for PCC
     <cp:conditions>

         <cp:identity>

            <cp:one id="sip:john.smith@domain"/>

            <cp:one id="sip:mary.jones@domain"/>
         </cp:identity>

      </cp:conditions>

    <cp:actions>

        <allow-retrieve/>

    </cp:actions>
    <cp:transformations>

      <fi:filter-set>

        <fi:ns-bindings>

          <fi:ns-binding prefix="pcc" urn="urn:oma:xml:cab:pcc"/>

        </fi:ns-bindings>

        <fi:filter id="work">

          <fi:what>
            <fi:include type="xpath">//pcc:pcc-type>

            <fi:include type="xpath">//pcc:PersonalDetails/Display name[@id="name1"]>

            <fi:include type="xpath">//pcc:PersonalDetails/name[@id="name1"]/>

            <fi:include type="xpath">//pcc:PersonalDetails/Address[@id="address1"]/>

            <fi:include type="xpath">//pcc:organizational detail/>

            <fi:include type="xpath">//pcc:comm-addr[@id="addr1"]/>

           </fi:what>

        </fi:filter>

     </fi:filter-set>

    </cp:transformations>
   </cp:rule>  
   <cp:rule cp:id="work"> //This rule is for “home” view for PCC
     <cp:conditions>

         <cp:identity>

            <cp:one id="janet.nguyenphu@domain"/>

            <cp:one id="thinh.nguyenphu@domain"/>
         </cp:identity>

      </cp:conditions>

    <cp:actions>

        <allow-retrieve/>

    </cp:actions>
    <cp:transformations>

      <fi:filter-set>

        <fi:ns-bindings>

          <fi:ns-binding prefix="pcc" urn="urn:oma:xml:cab:pcc"/>

        </fi:ns-bindings>

        <fi:filter id="work">

          <fi:what>

            <fi:include type="xpath">//pcc:pcc-type>

            <fi:include type="xpath">//pcc:PersonalDetails/Display name[@id="name2"]>

            <fi:include type="xpath">//pcc:PersonalDetails/name[@id="name2"]/>

            <fi:include type="xpath">//pcc:PersonalDetails/Address[@id="address2"]/>

            <fi:include type="xpath">//pcc:PersonalDetails/location[@id="loc2"]/>

            <fi:include type="xpath">//pcc:comm-addr[@id="address2"]/>

            <fi:include type="xpath">//pcc:birth[@id="date1"]/>

            <fi:include type="xpath">//pcc:anniversary[@id="anni2"]/>

            <fi:include type="xpath">//pcc:gender[@id="gender1"]/>

           </fi:what>

        </fi:filter>

     </fi:filter-set>

    </cp:transformations>
   </cp:rule>  

 </cp:ruleset>

</document-rule>

</ap-rules>
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User A Personal contact information:
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   <public-note>

User A: Contact View = work



<PCC>

   <ppc-type>

   <personal Details>
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       <name1>
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   <comm-addr>

User A: Contact View = home 
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