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1 Reason for Change

This contribution proposes to fix a bug in the AB forwarding procedures in section C.4.1.2.1 and C.4.1.2.2 of CAB-TS by aligning the text with the figure.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The WG is recommended to take into consideration and to agree on the proposed changes.
6 Detailed Change Proposal

Change 1:  Bug fix for C.4.1.2.1
C.4.1.2 Terminating Side

4.1.2.1 AB forwarding (Accept)
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Figure 5: Flows of AB forwarding in the terminating side towards a CAB user
Step 1:
CAB XDMS (AB Application Usage) of CAB Client B receives the Forward XDCP request from the originating network.

Step 2:
CAB XDMS (AB Application Usage) of CAB Client B on receiving the remote forward request checks whether the recipients listed in the request are in its domain and then creates the 200 OK response and sends to the CAB XDMS (AB Application Usage) of CAB Client A.

Step 3:
CAB XDMS (AB Application Usage) of CAB Client B checks the preferences of the CAB Client B for handling the forward request from the AB forward preferences stored in the XDM Preferences Document. Here the case shown is that CAB Client B wants to accept the XDM Resource received from CAB Client A
Step 4:
CAB XDMS (AB Application Usage) fetches the XDM Resource using the URI received in the Forward XDCP request and stores the Contact Share data in CAB Client’ AB Application Usage and sets the contact status as “updated”. 

Step 5: CAB XDMS (AB Application Usage) of CAB Client B updates the Forwarding Notification List of CAB Client B for request notification with the details of the received remote forward request
Step 6:
The List XDMS of CAB Client B updates the Forwarding Notification List of CAB Client B with the above request notification entry and sends 200 OK response.

Step 7:
Since CAB Client A has requested for the Contact Share delivery report, CAB XDMS (AB Application Usage) of CAB Client B generates the Forward Delivery Report request.

Step 8:
CAB XDMS (AB Application Usage) of CAB Client B receives 200 OK response with the XDCP Response containing <done> element from the originating network.

Step 9: CAB XDMS (AB Application Usage) of CAB Client B notifies the CAB Server about document changes using SIC-2 interface.

Step 10:
The CAB Server sends the response (200 OK) to CAB XDMS (AB Application Usage) using SIC-2 interface.
Step 11:
The CAB Server sends an alert to CAB Client B to indicate changes occurred in the CAB User’s AB as described in the step 5 of [CAB TS] Appendix C.6.2
Following this, the CAB Client B may initiate synchronization as described in [CAB TS] Appendix C.6.1.

4.1.2.2 AB forwarding (Confirm)
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Figure 6: Flows of AB forwarding in the terminating side towards a CAB user
Step 1:
CAB XDMS (AB Application Usage) of CAB Client B receives the Forward XDCP Forward request from the originating network.

Step 2:
CAB XDMS (AB Application Usage) of CAB Client B on receiving the remote forward request checks whether the recipients listed in the request are in its domain and then creates the 200 OK response and sends to the CAB XDMS (AB Application Usage) of CAB Client A.

Step 3:
CAB XDMS (AB Application Usage) of CAB Client B checks the preferences of the CAB Client B for handling the forward request from the AB forward preferences stored in the XDM Preference document. Here the case shown is that CAB Client B wants to confirm the XDM Resource received from CAB Client A
Step 4:
CAB XDMS (AB Application Usage) fetches the XDM Resource using the URI received in the Forward XDCP request and stores the Contact Share data in CAB Client B’s AB Document and sets the contact status as “temporary”.

Step 5: [optional] CAB XDMS (AB Application Usage) of CAB Client B updates the Forwarding Notification List of CAB Client B for request notification with the details of the received remote forward request
Step 6:
[optional] The List XDMS of CAB Client B updates the Forwarding Notification List of CAB Client B with the above request notification entry and sends 200 OK response.
Step 7: Since CAB Client A has requested for the Contact Share delivery report CAB XDMS (AB Application Usage) of CAB Client B generates the Forward Delivery Report request.

Step 8:
CAB XDMS (AB Application Usage) of CAB Client B receives 200 OK response with the XDCP Response containing <done> element from the originating network.

Step 9: CAB XDMS (AB Application Usage) of CAB Client B notifies the CAB Server about document changes using SIC-2 interface.

Step 10:
The CAB Server sends the response (200 OK) to CAB XDMS (AB Application Usage) using SIC-2 interface.
Step 11:
The CAB Server sends an alert to CAB Client to indicate changes occurred in the CAB User’s AB as described in the step 5 of [CAB TS] Appendix C.6.2
Step 12: Following this, the CAB Client B may initiate synchronization as described in [CAB TS] Appendix C.6.1
Step 13: CAB Client B accepts the contact share data stored as “temporary” contact in the AB Document  and removes <temporary> element in the address book.

Step 14: Following this, the CAB Client B may initiate synchronization as described in [CAB TS] Appendix C.6.1
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