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1 Reason for Change

As an outcome of the CR#2008-0430 discussion in Prague comments 527, 561, 562 have been re-assigned to Nokia.
This CR lays out different alternatives of resolving the comments:

1. No changes, close comments without action.

2. Separate mandatory and optional features.

3. Separate mandatory and optional features and also remove things that are not covered in the RD.

Nokia’s concern is the validity of the ADRR comments quoted below. It is our opinion that there are no requirements in the CPM RD that would make these requirements mandatory for CPM Clients. Truly, all requirements listed in the sections are mandatory, however they talk about the CPM Enabler delivering/handling things like CPM Messages, Media, notifications, invitations, etc which are not the role of the CPM Client – these are clearly the role of the CPM-based Service and the underlying network infrastructure. Other requirements talk about what the CPM User ask the CPM-based Service to do - which are also out of the scope of the CPM Client. If the working group can agree this, we suggest taking Option #1 and closing these ADRR comments without action.
It could be argued that the “CPM Enabler SHALL provide…” statements are always to be interpreted as a mandatory feature to implement for every CPM Client/Server (whatever is listed in the context). Following this logic, these requirements could be seen as a backup for the features addressed in the ADRR comments:
	CPM-MLD-009
	The CPM Enabler SHALL allow the CPM User to switch a CPM Session from one device to another device with minimal interruption of the CPM Session.
	CPM V1.1

	CPM-MLD-015
	The CPM Enabler SHALL provide the CPM User with a mechanism to define an identifier (i.e. a human readable name) for each of his/her devices.
	CPM V1.0


Each of these alternatives are captured in the CR under a different change section – remove the ones that have not been agreed during the meeting.
We propose closing ADRR comment 562 without action, for these reasons:

· Because internal communication is an implementation issue.

· Adding a “SHALL” would mandate things that are optional: Communicating with Presence Source, Presence Watcher, Message and Media Storage Client, CAB Client, Device Management Client.

· Attempting to separate to optional and mandatory (MAY and SHALL) parts is not possible because the optional part would sound very strange.
The related ADRR comments are:

	A0527
	2008.05.09
	T
	5.3.1.1
	Source: Telefonica SA

Form: OMA-MWG-CPM-2008-0253

Comment: 

The following features identified as optional (MAY) are mandatory per the RD:

Features related to “Multidevice usage”

“Providing view of stored CPM Threads”

Proposed Change: 

Move these points to the paragraph listing the mandatory features (SHALL) 
	Status: OPEN
Closed in 

	A0561
	2008.05.12
	T
	5.3.1.1


	 Source: Alcatel-Lucent

Comment: On Page 18: It is not clear as why the following CPM Client’s functional requirement is designated optional by using the verb “MAY”:

“The CPM Client MAY be able to perform the following client side CPM service logic related functions:

· Multidevice usage ……..”

Proposed Change: Change “MAY” to “SHALL” as many requirements listed here under “Multi-device usage” are considered essential to the multi-device environment.
	Status: OPEN
Closed in 

	A0562
	2008.05.12
	T
	5.3.1.1


	 Source: Alcatel-Lucent

Comment: In the last two paragraphs (Page 18, above Section 5.3.1.2: It states “The CPM Client is responsible for the following ….”

These functionalities should be stated as normative.

Proposed Change: Change both cases to either “SHALL be responsible for the following …“ or “SHALL be capable of the following …” 
	Status: OPEN
Closed without action.


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and accept this change request.
6 Detailed Change Proposal

Change 1:  Option #1: Close comments without action. No substantial changes are made to the AD.
Change 2:  Option #2: Separate mandatory and option features

5.3 Functional Components and Interfaces definition

5.3.1 CPM Functional Entities

5.3.1.1 CPM Client

The CPM Client resides in a Device. It is used to access CPM network entities and includes both core functionality and service logic related functionality. The other entities in the Device in the CPM architecture supplement the CPM Client functionality; see descriptions of such entities from 5.3.2 External Entities.

The CPM Client is involved in the following high level functions: 

· SIP/IP Core related communication

· User Plane communication

· Client side CPM service logic execution

· Communication internal to the Device with the Supporting Enablers clients and the Message and Media Storage Client.

The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP Core.

The CPM Client SHALL be able to perform the following client-side CPM service logic related functions:

· Generating and receiving CPM Messages within and outside CPM Sessions

· Sending a CPM Message

· Requesting to forward without download a CPM Message

· Requesting, generating and receiving delivery notifications and/or read reports

· Attaching Media Objects to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Attaching CPM Messages, CPM Session Histories or CPM Threads to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Activating/de-activating storing of CPM Messages during a CPM Session
· Perform CPM Session handling related functions
· CPM Session initiation, joining and termination

· Negotiating the Media Types
· Indicating the preferred Media Types

· CPM Session parameter negotiation

· Dynamically adding/modifying/removing media during a CPM Session
· Activating/de-activating storage of CPM Sessions for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media Types currently being used in ongoing CPM Sessions of the CPM User and receiving this information
· Perform CPM Group Session related functions within the limits of group policy

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Receiving invitations to CPM Group Sessions

· Initiating ad-hoc type of CPM Group Sessions

· Requesting Participant and CPM Group Session state information, and notifications of changes of the Participant and state information

· Setting and modifying own SIP session parameters

· Terminating own participation

· Setting and modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

· Providing the CPM User to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Providing privacy through use of Pseudonyms for Participants to hide their identity in a group session 

· Be able to hide from a CPM User the selection of the underlying functions required for conveying messages and communication. 

· Usage of multiple Devices

· Transferring CPM Sessions between Devices

· Allowing the CPM User to create/modify a Device name

The CPM Client MAY be able to perform the following client-side CPM service logic related functions:

· Usage of multiple Devices

· Activating, splitting, and merging CPM Sessions between Devices

· 
· Communicating the Device name to the CPM Conversation Server (e.g. as part of the Device information)
· Accessing the list of the registered Devices (i.e. the list of names of his/her Devices)

· Providing view of stored CPM Threads
The CPM Client is responsible for the following functions related to internal communication within a Device:

· Communicating with Presence Source, Presence Watcher, XDM Client , Message and Media Storage Client and CAB Client

· Communicating with Device Management Client for getting CPM service provisioning and other Device configuration information

The CPM Client is responsible for the following User Plane communication related functions:

· Establishing and maintaining User Plane connections

· Generating and receiving User Plane requests and responses

· User Plane floor control requests when applicable 

Change 3:  Option #3: Separate mandatory and optional features and also remove things that are not covered in the RD
5.4 Functional Components and Interfaces definition

5.4.1 CPM Functional Entities

5.3.1.2 CPM Client

The CPM Client resides in a Device. It is used to access CPM network entities and includes both core functionality and service logic related functionality. The other entities in the Device in the CPM architecture supplement the CPM Client functionality; see descriptions of such entities from 5.3.2 External Entities.

The CPM Client is involved in the following high level functions: 

· SIP/IP Core related communication

· User Plane communication

· Client side CPM service logic execution

· Communication internal to the Device with the Supporting Enablers clients and the Message and Media Storage Client.

The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP Core.

The CPM Client SHALL be able to perform the following client-side CPM service logic related functions:

· Generating and receiving CPM Messages within and outside CPM Sessions

· Sending a CPM Message

· Requesting to forward without download a CPM Message

· Requesting, generating and receiving delivery notifications and/or read reports

· Attaching Media Objects to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Attaching CPM Messages, CPM Session Histories or CPM Threads to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Activating/de-activating storing of CPM Messages during a CPM Session
· Perform CPM Session handling related functions
· CPM Session initiation, joining and termination

· Negotiating the Media Types
· Indicating the preferred Media Types

· CPM Session parameter negotiation

· Dynamically adding/modifying/removing media during a CPM Session
· Activating/de-activating storage of CPM Sessions for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media Types currently being used in ongoing CPM Sessions of the CPM User and receiving this information
· Perform CPM Group Session related functions within the limits of group policy

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Receiving invitations to CPM Group Sessions

· Initiating ad-hoc type of CPM Group Sessions

· Requesting Participant and CPM Group Session state information, and notifications of changes of the Participant and state information

· Setting and modifying own SIP session parameters

· Terminating own participation

· Setting and modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

· Providing the CPM User to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Providing privacy through use of Pseudonyms for Participants to hide their identity in a group session 

· Be able to hide from a CPM User the selection of the underlying functions required for conveying messages and communication. 

· Usage of multiple Devices

· Transferring CPM Sessions between Devices

· Allowing the CPM User to create/modify a Device name


· 
· 
· 
· 
· 
· 
The CPM Client is responsible for the following functions related to internal communication within a Device:

· Communicating with Presence Source, Presence Watcher, XDM Client , Message and Media Storage Client and CAB Client

· Communicating with Device Management Client for getting CPM service provisioning and other Device configuration information

The CPM Client is responsible for the following User Plane communication related functions:

· Establishing and maintaining User Plane connections

· Generating and receiving User Plane requests and responses

· User Plane floor control requests when applicable 
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