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1 Reason for Change

In CPM Meeting in Osaka, the CPM group agreed to split the Message & Media Storage Server into two separate servers each exposing its own interface. Per the proposal presented in OMA-MWG-CPM-2008-0718- INP_MSG_and_CNT_Storage_Protocols.zip, this CR recommends the use of IMAP4 as the most suitable protocol for the newly agreed interfaces, CPM-MSG and CPM-CNT.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The creation of the new servers, Message Storage and Content Storage, does not have any bearing on suitability of the IMAP4 protocol recommended in OMA-MWG-CPM-2008-0671-INP_CPM-STO_Protocols.zip. The CPM requirements CPM-STOR-001 through CPM-STOR-029 are still valid and must be fulfilled fully where applicable to either of these two interfaces, CPM-MSG or CPM-CNT. Therefore, in light of the conclusion reached in INP # 671 and the latest recommendation in INP # 718, it is proposed to use IMAP4 and its revisions specified by IETF LEMONADE as the protocol for both CPM-MSG and CPM-CNT interfaces. 
The specific recommendation is for the CPM group to agree to the changes proposed in Section 6 below.
6 Detailed Change Proposal

Change 1:  IMAP4 for CPM-MSG Interface
5.3.3.6 CPM-MSG
The CPM-MSG interface is exposed by the Message Storage Server to allow other functional components (such as the Message Storage Client, the CPM Participating Function or a remote environment trusted server) to access the Message Storage Server.

Supported functionalities include:

· Authentication of the locally recognized User address.

· Authentication of the requesting remote environment trusted server.
· Uploading and downloading of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects attached to them.

· Retrieving a preview of a Media Object attached to a CPM Message, a CPM Session History.

· Deletion of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects attached to them from the Message Storage Server.

· Renaming and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects attached to them in a folder in the Message Storage Server.

· Creation, deletion, moving, and renaming of folders in the Message Storage Server.

· Moving and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects attached to them between folders in the Message Storage Server.

· Searching within accessible folders in the Message Storage Server.

· Synchronisation between the Message Storage Client’s local storage and the Message Storage Server.

· Obtaining a reference to a stored object, or obtaining a stored object using a reference in the Message Storage Server (e.g. to be used for “forward without download” functionality).

· Management of access permissions to specific folders in the Message Storage Server.


The protocol used for the CPM-MSG interface is IMAP4 [RFC3501] as extended by IETF LEMONAD. IMAP4 is used for uploading, downloading and management of discrete messages and media objects attached to them. Also, this protocol’s capabilities include synchronization of client-to-server as well as search for specific stored messages and media objects attached to them.
Change 2:  IMAP4 for CPM-CNT Interface

5.3.3.7 CPM-CNT
The CPM-CNT interface is exposed by the Content Storage Server to allow other functional components (such as the Content Storage Client, the CPM Participating Function or a remote environment trusted server) to access the Content Storage Server.

Supported functionalities include:

· Authentication of the locally recognized User address.

· Authentication of the requesting remote environment trusted server.
· Uploading and downloading of standalone Media Objects.

· Retrieving a preview of a standalone Media Object.

· Deletion of standalone Media Objects from the Content Storage Server.

· Renaming and copying of standalone Media Objects in a folder in the Content Storage Server.

· Creation, deletion, moving, and renaming of folders in the Content Storage Server.

· Moving and copying of standalone Media Objects between folders in the Content Storage Server.

· Searching within accessible folders in the Content Storage Server.

· Synchronisation between the Content Storage Client’s local storage and the Content Storage Server.

· Obtaining a reference to a stored object, or obtaining a stored object using a reference in the Content Storage Server (e.g. to be used for “forward without download” functionality).

· Management of access permissions to specific items in the Content Storage Server.


The protocol used for the CPM-CNT interface is IMAP4 [RFC3501] as extended by IETF LEMONAD. IMAP4 is used for uploading, downloading and management of standalone media objects. Also, this protocol’s capabilities include synchronization of client-to-server as well as search for specific stored media objects or contents.
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