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1 Reason for Change

Message handling is currently subdivided into 1-1 and 1-N cases, see sections 5.2.2.1.1 and 5.2.2.1.2. We believe it would be better to structure along originating network, controlling network, and terminating network because of the following:
· 5.2.2.1.1 contains text on message handling in the originating and in the terminating network. The text on the terminating network holds also for group scenarios as the corresponding PF’s of the individual message receivers all run the same logic independent if the message was 1-1 or 1-N (though the outcome of running this logic will be different between receivers)

· 5.2.2.1.2 on 1-N messages has text on originating network, controlling network and on terminating networks whereby 

· The text on originating network partially overlaps with the corresponding text in 5.2.2.1.1

· The text on terminating networks mostly says it is the same as the corresponding text in 5.2.2.1.1 but then still replicates some text (the last three paragraphs of 5.2.2.1.2)
· By having replicated text, mistakes happen. Today, we have the following artefacts (and more might be introduced during maintenance):

· Text for Reply-to header was forgotten in the 1-N text

· Text ordering differs, e.g., sending towards target address once comes before text on feature tag, once after text on feature tag.

· Replication by itself is bad as readers first have to investigate if this is exact replication of if there aren’t tiny but important differences

We believe that restructuring as proposed here gives us the chance to avoid replication of text and all the mistakes and burdens on the reader with such repetition.

Note that this CR does not intend to introduce new semantics or take away existing semantics.

2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Simply agree
6 Detailed Change Proposal

Change 1:  Restructure two sections on session handling – Note to the Editor: section numbers and section header styles need to be adapted accordingly
5.2.1.1.1 Message Handling in the Originating Network
The CPM Client SHALL include the address of the target CPM User or the target non-CPM User when sending a CPM Message to a single recipient. 
When sending a CPM Message to a CPM Ad-hoc Group, the CPM Client SHALL include the addresses of the target CPM Users and the target non-CPM Users when sending the CPM Message. The CPM Client SHALL use the address of the CPM Controlling Function provisioned to the CPM Client as the target address of the CPM Message.

When sending a CPM Message to a CPM Pre-defined Group, the CPM Client SHALL include the address of the target CPM Pre-defined Group when sending the CPM Message. The CPM Client SHALL use the address of the CPM Pre-defined Group as the target address of the CPM Message. The CPM Client SHALL indicate the CPM Feature Tag in the CPM Message.
Upon request of a CPM User, the CPM Client SHALL include a Reply-to Indication in a CPM Message containing the CPM Address where replies to the CPM Message have to be sent to, instead of sending those replies to the CPM Address that was used to send the CPM Message from.

Upon request from a CPM User to send a CPM Message, the CPM Client SHALL send the CPM Message towards the target address via the SIP/IP core. The CPM Client SHALL indicate the CPM Feature Tag in the CPM Message.

NOTE:
The CPM Feature Tag is used by the SIP/IP core to route the CPM Message to the CPM Participating Function.
The SIP/IP core serving the sender routes the CPM Message to the CPM Participating Function serving the sender based on the included CPM Feature Tag. 

The CPM Participating Function serving the sender SHALL authorize the sender and if authorized, the CPM Participating Function SHALL send the CPM Message towards the target address via the SIP/IP core.

The SIP/IP core serving the sender forwards the CPM Message towards the target address.
5.2.1.1.2 Message Handling in the Controlling Network
The SIP/IP core in the controlling network routes the CPM Message to the CPM Controlling Function based on the included CPM Feature Tag.

Upcon receiving a CPM Message targeted to a CPM Pre-defined Group, the CPM Controlling Function SHALL fetch the CPM Pre-defined Group members as well as the policies from the Shared Group XDMS. Subsequently the CPM Controlling Function SHALL determine whether to allow the request or not based on the policies stored as part of the CPM Pre-defined Group definition. These conditions include criteria such as whether the service requested is allowed for the group, whether the requesting CPM User is allowed to initiate the service, etc.

When the CPM Controlling Function receives a CPM Message targeted to a CPM Ad-hoc Group, the CPM Controlling Function SHALL determine whether to allow the request or not based on the service provider policies.

When the CPM Controlling Function allows the request, the CPM Controlling Function SHALL respond with a CPM Message successful response and SHALL send the CPM Message towards each CPM Group member via the SIP/IP core; otherwise, the CPM Controlling Function SHALL reject the request with an appropriate error response. When distributing the CPM Message to the members of a CPM-Pre-defined Group, the CPM Controlling Function SHALL ensure that the CPM Message contains both the CPM Address of the sender of the CPM Message and the address of the CPM Pre-defined Group.

The CPM Controlling Function SHALL indicate the CPM Feature Tag in the CPM Messages it sends towards the recipients. 
For CPM Messages sent by the CPM Controlling Function to non-CPM User recipients with a valid SIP address, the procedures described in sections 5.3.1.1.2, 5.3.1.2, and 5.3.1.3 apply.

For CPM Messages sent by the CPM Controlling Function to non-CPM User recipients with an address that is not routable in the SIP/IP core, the procedures in sections 5.3.1.1.5, 5.3.1.2, and 5.3.1.3 apply.

For CPM Messages sent to CPM User recipients, the SIP/IP core associated with the CPM Controlling Function and the SIP/IP core serving the recipient route the CPM Message to the CPM Participating Function serving the recipient based on the included CPM Feature Tag. 

5.2.1.1.3 Message Handling in Terminating Networks
The SIP/IP core serving the recipient routes the CPM Message to the CPM Participating Function serving the recipient based on the included CPM Feature Tag.

The CPM Participating Function serving the recipient SHALL handle the CPM Message in one of the following ways:

· reject the CPM Message, if 

· user preferences of the recipient indicate rejection for the received CPM Message.

Editor’s note: It is FFS if user preferences per device should be supported in the first release (because they introduce complexity not well understood for the time being)

NOTE 1:
The user preferences can depend on e.g. originator address, undisclosed sender identity, or message type/content.
· hand over the CPM Message to the Interworking Selection Function

· if the user preferences of the recipient indicate interworking

· deliver the CPM Message to the Message Storage Server 

· if the the user preferences of the recipient indicate delivery to the Message Storage Server

NOTE 2:
delivery to the Message Storage Server is realized as a storage operation and not to be confused with recording copies of incoming messages in the Message Storage Server (which are also realized as storage operations). In cases where both scenarios apply (delivery and recording to Message Storage Server) only one storage operation is triggered.

· defer the CPM Message and act as specified in section 5.2.2.2, if 

· user preferences of the recipient indicate checking back with the user; or,

· user preferences of each registered CPM Client of the recipient indicate deferring; or, 
· no CPM Client of the recipient is registered and the user preferences of the recipient indicate deferring.

· send the CPM Message via the SIP/IP Core towards each registered CPM Client of the recipient for which the user preferences, device capabilities, device connectivity and server provider policies indicate delivering the CPM Message;

Editor's note: the CPM Client addressing is FFS

NOTE 3:
CPM Clients of the recipient for which user preferences or other factors (e.g. service provider policies, device connectivity) prevent delivery will not receive the CPM Message.

NOTE 4:
If the CPM Message is stored in the Message Storage Server as specified in 5.2.1.2, any Device of the recipient can get the CPM Message by synchronizing with the Message Storage Server.

If supported by the SIP/IP core serving the recipient, the SIP/IP core inserts the target CPM Address into the CPM Message. If this is not supported by the SIP/IP core serving the recipient, the CPM Participating Function serving the recipient SHALL insert the target CPM Address into the CPM Message.
Subsequently the SIP/IP core serving the recipient routes the CPM Message to the addressed recipient’s CPM Client(s).

Upon receiving the CPM Message, the recipient's CPM Client(s) SHALL respond with a CPM Message successful response. 
5.2.1.1.2 































NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

