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1 Reason for Change

This CR addresses the following CONRR comment
	D655
	2010.01.22
	T
	All 9
	Source: Jerry Shih

Form: OMA-CONR-2010-003-CPM_V1_0_Comments_ATT

Comment: : need to resolve the Editor’s notes

Proposed Change: 
	Status: Closed by CR 524

	D778
	2010.01.21
	T
	9.2.3.2
	Source: Nadia.Bishai@ericsson.com

Form: OMA-CONR-2010-0018 

Comment:  The editor’s note needs to be removed and more detail provided on what parts of the conference state xml document are needed in CPM.
Proposed Change: 

- tbd – Ericsson will provide a contribution to resolve this comment.

	Status: Closed by CR 524

	D780
	2010.01.24
	T
	9.2.3.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Last paragraph can be removed as it is already covered by a generic section.
Proposed Change: Remove it.
	Status: Closed by CR 524


1. In order to close this editor’s note, the CPM group must request to reserve an XML Schema domain in OMNA even if there are no XML schemas specific to CPM. But the CPM service must be registered with OMNA.
The editor’s note is removed for now, but an action needs to be assigned to the chair or someone else from the group.
Editor’s note: How to express CPM Service in the <supported-services> element is FFS.

2. For this editor’s note no special action is required since the normal processing in the referenced RFCs as well as “according to operator’s policy take care of handling SDP negotiations.
Editor’s Note: How to handle different accepted media types from various clients is FFS

3. For these editor’s notes:

Editor’s Note: Requirement of allowing anonymity on a per group basis, or per user within a group, needs to be clarified and made consistent throughout the TS. 

Editor’s Note: group privacy issue is still open – is privacy allowed for an entire group or are some group participants allowed to be anonymous and others not? 

A separate CR will propose modifications to clarify this issue throughout the TS. So this note remains open until that CR is agreed. 
4. For this editor’s note:

Editor’s Note:  How to get the Group policy is FFS.
How to get group policy is described in 8.2.1 Retrieving User Preferences. This note is removed without further actions

5. For this editor’s note:

Editor’s Note: It is FFS whether other <status-type> element is needed for CPM.

It is deemed sufficient to have only those two values of status. This note is removed without further actions

R01 Adds more comments closed by this CR
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be discussed and agreed.
6 Detailed Change Proposal

Change 1:  Fix section 9.1.2
9.1.2   Large Message Mode CPM Message to CPM Pre-defined Group

Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ corresponding to Large Message Mode CPM Message, the CPM Controlling Function:
1. SHALL check that the CPM Group identity in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service.;

a. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response;

Otherwise, continue with the rest of the steps;


2. SHALL check the authenticated originator's CPM Address contained in the P-Asserted-Identity header and authorize the request, if not authorized, the CPM Controlling Function:
a. SHALL respond with a SIP 403 “Forbidden” response to the originating network;
b. SHOULD include a Warning header with the warning text set to “127Service not authorised”;
Otherwise, continue with rest of the steps;
3. SHALL check if anonymity is requested and whether anonymity is allowed for the authenticated originator’s CPM Address. Allowing anonymity for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function:

a. SHALL respond with a SIP 403 "Forbidden" response to the originating network.

b. SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'.

Otherwise, continue with the rest of the steps; 

Note: The word “anonymity” is referring to the word “privacy” used in [RFC3323]

4. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
a. SHALL respond with SIP 403 “Forbidden” response to the originating network. 
b. SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. 
· Otherwise, continue with rest of the steps;

5. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028]; 
6. SHALL act  as a conference focus according to the rules and procedures of [RFC4353];
7. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the SIP session; 

8. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Group];
9. SHALL proceed with the SIP INVITE requests towards each CPM Pre-defined Group member as specified in the section 9.1.6 “Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving the first SIP 200 ”OK” response, the CPM Controlling Function: 

1. SHALL generate SIP 200 “OK” response according to the rules and procedures of [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE request as an answer SDP according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975]  and [draft-ietf-simple-msrp-acm] with the following clarification:

a. SHALL include media line proposing MSRP media parameters;

b. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;

c. SHALL set the SDP directional media attribute to a= recvonly;
d. SHALL set the a=setup attribute as “passive”.

3. SHALL include the CPM release version in the Server header as specified in Appendix D “Release Version in User-agent and Server headers”;

4. SHALL include a URI identifying its own address in the Contact header, and 

5. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];

6. SHALL send the SIP 200 “OK” response according to the rules and procedures of SIP/IP core.

Upon receiving a SIP CANCEL request, the CPM Controlling Function: 

1. SHALL act as UAS to handle the SIP CANCEL request according to the rules and procedures of [RFC3261]; and,

2. SHALL act as UAC to cancel the SIP INVITE request towards each CPM Pre-defined Group member via the SIP/IP core according to the rules and procedures of [RFC3261].
Upon receiving a SIP ACK acknowledgement, the CPM Controlling Function: 

1. SHALL initiate MSRP Session as specified in section 9.1.8 “MSRP Session Handling for Large Message Mode CPM Message”;

2. SHALL send SIP ACK acknowledgement according to the rules and procedures of SIP/IP core.

Upon receiving a MSRP SEND, the CPM Controlling Function:

1. SHALL handle MSRP SEND request as specified in section 9.1.8 “MSRP Session Handling for Large Message Mode CPM Message”.

Upon receiving a SIP BYE request from the sender CPM User, the CPM Controlling Function: 

1. SHALL respond to the BYE request as described in [3GPP TS24.229] and [RFC3261]; 

2. SHALL send BYE request towards each CPM Pre-defined Group member; and

3. SHALL release the resources, related to the CPM Pre-defined Group.

Change 2:  Fix section 9.1.5
9.1.5    Pager Mode CPM Message Request Originating at the Controlling Function

When the CPM Controlling Function has to create an outgoing SIP MESSAGE request, the CPM Controlling Function:

1. SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428];

2. SHALL copy the values received in each Accept-Contact header to a corresponding Accept-Contact header in the outgoing SIP MESSAGE request, if any Accept-Contact headers were received;

3. In the case of CPM Ad-hoc Group message , the CPM Controlling Function SHALL include authenticated originator's ‘CPM Address of the sending CPM user;

4. In the case of a CPM Pre-defined Group message, the CPM Controlling Function SHALL include authenticated originator’s CPM Address with the following clarification:

a. Set the P-Asserted-Identity header to the CPM Pre-defined Group URI;

b. If privacy was requested by the sending CPM User, the CPM Controlling Function SHALL include a Referred-By header with anonymous URI;

c. Otherwise, SHALL include a Referred-By header with the authenticated originator's CPM Address contained in the P-Asserted-Identity header of the received SIP INVITE request.

5. SHALL set the Request-URI to the CPM Address or non-CPM Address of the intended message recipient;

6. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Server as specified in Appendix D ”Release Version in User-agent and Server headers”;
7. SHALL include all the other received SIP headers as well as the body of the received message in each outgoing message;
8. SHALL perform one of the following if the SIP MESSAGE request is to be sent to more than one CPM User:

a. Generate a SIP MESSAGE request for each member contained in MIME resource-list body according to procedures specified in [RFC5365], if the SIP MESSAGE request was received for an Ad-hoc Group; 

b. Generate a SIP MESSAGE request to each member of the CPM Pre-defined Group by retrieving the CPM and non-CPM Addresses of the user belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Group], if the SIP MESSAGE request was received for a CPM Pre-defined Group;    

9. SHALL forward the SIP MESSAGE request towards the SIP/IP core according to the rules and procedures of the SIP/IP core.


Editor’s note: It is FFS how to handle disposition notification requests in an incoming request towards the CPM CF.


Change 3:  Fix section 9.2.1.1 

9.2.1.1  Ad-Hoc Session Invitation Request

Upon receiving an initial SIP INVITE request the CPM Controlling Function:
1. SHALL check whether the authenticated originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function:

a. SHALL respond with a SIP 403 “Forbidden” response to the originating network and  SHOULD include a Warning header with the warning text set to “127 Service not authorized” according to the rules and procedures of [RFC3261];
b. Otherwise, continue with rest of the steps; 

2. SHALL check if the SIP INVITE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed by service provider policy:

a. If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" error response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “119 Anonymity not allowed”.

b. Otherwise, continue with the rest of the steps;
3. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in a CPM Ad-hoc Group is not exceeded. 
a. If exceeded, the CPM Controlling Function SHALL respond with  SIP 486 “Busy Here”  and SHOULD include a Warning header with the warning text set to “102 Too many participants”;

b.  Otherwise, continue with the rest of the steps; 
4. SHALL check if the SDP parameters in the SDP offer of the inviting User are allowed/supported by the CPM Controlling Function according to service provider policy. 

a. If the received SDP parameters are not allowed, the CPM Controlling Function SHALL respond with SIP 488 “Not Acceptable here”  with a description of the supported SDP parameters  by the CPM Controlling Function, 

b. Otherwise continue with the rest of the steps;

5. SHALL use the display name described in section 6.3 “Display Name”;

6. SHALL establish a CPM Group Session and allocate a CPM Group Session Identity  as described in [RFC4579];

7. SHALL invite the users listed in the MIME resource-lists body according to the rules and procedures of [RFC5368] as specified in section 9.2.2.1 "Session Invitation Request". If a Session-Replaces header is included in one of the entries in the MIME resource-lists body, it SHALL ensure that the header is added into the new SIP INVITE request for that entry.
Upon receiving a SIP 200 “OK” response for the SIP INVITE request, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to the rules and procedures of [RFC3261] and the following additional clarifications if the SIP final response is not yet sent to the inviting client;

a. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to the rules and procedures of [RFC4028];
b. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ corresponding to CPM Session;

c. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release Version in User-agent and Server headers”;
d. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” set to the CPM Controlling Function;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975] with the following additional clarifications;

a. The CPM Controlling Function SHALL include media attribute of SDP body allowed/supported by the CPM Controlling Function according to service provider’s policy;

b. The CPM Controlling Function SHALL include ‘a’ attributes accompanying the media line selected by the CPM Controlling Function according to service provider’s policy.
NOTE: Service provider’s policy determines how to handle the sessions when different participants accept different media types.

3. SHALL send a SIP 200 “OK” response to the inviting network.

4. SHALL initiate the Media Plane as in section 9.3 “CPM Group Session Media Plane Handling”.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the CPM Controlling Function SHALL perform one of the following:
1. SHALL send the SIP final response towards the inviting CPM Client, if a SIP final response was received from all the invited clients and the SIP 200 "OK" response is not yet sent to the inviting CPM Client;

2. SHALL remove inviting client from the CPM Group Session as specified in section 9.2.2.4 "Participant Removing Request ", if a SIP final response other than 2xx or 3xx was received from all the invited clients and the SIP 200 "OK" response has already been sent to the inviting CPM Client.
Change 4:  Fix  section 9.2.1.2
9.2.1.2    Pre-defined Group Session Invitation Request

Upon receiving an initial SIP INVITE request the CPM Controlling Function:
1. SHALL check that the group identity in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response . Otherwise, continue with the rest of the steps;

2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the CPM Controlling Function SHALL reject the request with a SIP 403 "Forbidden" response according to the rules and procedures of [RFC3261]. It SHALL include a Warning header with the warning text set to “105 isfocus already assigned”. Otherwise, continue with the rest of the steps;
3. SHALL check whether anonymity is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a Warning header with the warning text set to “119 Anonymity not allowed”. Otherwise, continue with the rest of steps;

Editor’s Note: Requirement of allowing anonymity on a per group basis, or per user within a group, needs to be clarified and made consistent throughout the TS. 

4. SHALL validate that the media parameters are acceptable for the CPM Pre-defined Group and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

5. SHALL use the display name, if a display name is included, according to the priority specified in section 6.3 “Display Name”;
6. If the CPM Group does not have an active CPM Group Session, SHALL establish a conference focus and allocate a CPM Group Session Identity for the CPM Group Session as described in [RFC4353], and the CPM Controlling Function:

a. SHALL determine if the authenticated originator’s CPM Address is allowed the action <allow-initiate-conference> as specified in [OMA-XDM-Group] and if the policy does not allow session initiation, then the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHOULD include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261]; otherwise continue with the rest of the steps.

b. SHALL determine if the value of the <invite-members> element is ‘true’ and if  so SHALL invite members of the Pre-defined CPM Group as specified in section 9.2.2.1 “Session Invitation Request”; 
c. SHALL interact with the Media Plane as described in section 7.5.1 “Media Plane for CPM Session”.
7. If the CPM Group already has an active CPM Group Session, SHALL process the request as described in section 9.2.1.3 “Joining Pre-defined Group Session”;

Upon receiving a SIP 200 “OK” response for the SIP INVITE request, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to the rules and procedures of [RFC3261] and the following additional clarifications; 

a. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to the rules and procedures of [RFC4028];
b. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ corresponding to CPM Session;

c. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release Version in User-agent and Server headers”;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975] with the following additional clarifications

a. The CPM Controlling Function SHALL include media attribute of SDP body allowed/supported by the CPM Controlling Function according to service provider’s policy;

b. The CPM Controlling Function SHALL include ‘a’ attributes accompanying the media line selected by the CPM Controlling Function according to service provider’s policy.
NOTE: Service provider’s policy determines how to handle the sessions when different participants accept different media types.

3. SHALL send a SIP 200 “OK” response to the inviting network.

4. SHALL initiate the Media Plane as in section 9.3 “CPM Group Session Media Plane Handling”.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the CPM Controlling Function SHALL perform one of the following:
1. SHALL send the SIP final response towards the inviting CPM Client, if a SIP final response was received from all the invited clients and the SIP 200 "OK" response is not yet sent to the inviting CPM Client;

2. SHALL remove inviting client from the CPM Group Session as specified in section 9.2.2.4 "Participant Removing Request ", if a SIP final response other than 2xx or 3xx was received from all the invited clients and the SIP 200 "OK" response has already been sent to the inviting CPM Client.
Change 5:  Fix section 9.2.1.5

9.2.1.5 Adding Participants Request

Upon receiving a SIP REFER request that is with a method parameter “INVITE” in the Refer-To header, the CPM Controlling Function:

1. In case of CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the inviting CPM User is allowed to invite other users by checking the <allow-invite-users-dynamically> action as specified in [OMA-XDM-Group]and if  not authorized, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a warning header with the warning text set to “127 Service not authorised”. Otherwise, continue with the rest of steps;


2. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a warning header with the warning text set to “119 Anonymity not allowed”. Otherwise, continue with the rest of steps;

3.  SHALL extract the CPM Address(es) of the users from the SIP REFER request to be invited either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] for a inviting user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for inviting multiple users.
4. SHALL generate a SIP 2xx final response to the SIP REFER request according to the rules and procedures of [RFC3515];
5. SHALL if the SIP REFER request was an initial SIP request received outside of an existing SIP dialog, then the CPM Controlling Function SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
6. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the CPM Controlling Function SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
7. In case of CPM Pre-defined Group, SHALL perform for the CPM Addresses allowed according to the CPM Pre-defined Group policy. 


8. SHALL follow the actions described in section 9.2.2.1 “Session Invitation Request” for each User; and,
9. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the inviting CPM Client SIP NOTIFY request(s) as specified in the section 9.2.2.6 “Session Information Request”.
Change 6:  Fix section 9.2.1.6
9.2.1.6   Removing Participant Request

Upon receiving a SIP REFER request that is with a method parameter “BYE” in the Refer-To header, the CPM Controlling Function:

1. In case of CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the CPM User who initiated the request is authorized for the request by checking the <allow-expelling> element as defined in [OMA-XDM-Group]and if not authorized, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a warning header with the warning text set to “122 Function not allowed”. Otherwise, continue with the rest of steps;


2. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a warning header with the warning text set to “119 Anonymity not allowed”. Otherwise, continue with the rest of steps;

3.  SHALL extract the CPM Address(es) of the users from the SIP REFER request to be removed either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] for removing one user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for removing multiple users.
4. SHALL generate a SIP 2xx final response to the SIP REFER request according to the rules and procedures of [RFC3515];
5. If the SIP REFER request was an initial SIP request received outside of an existing SIP dialog, then the CPM Controlling Function SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
6. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the CPM Controlling Function SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
7. SHALL follow the actions described in section 9.2.2.4 “Participant Removing Request” for each User; and,
8. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the originating CPM Client SIP NOTIFY request(s) as specified in the section 9.2.2.6 “Session Information Request”.
Change 7:  Fix section 9.2.1.9
9.2.1.9    CPM Group Session Information Request

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to the rules and procedures of [RFC4575], the CPM Controlling Function:

1. SHALL, if the Request-URI contains a CPM Group Session Identity, check whether the CPM Group Session identified by the CPM Group Session Identity in the Request-URI is owned by the CPM Controlling Function and SHALL return a SIP 404 "Not found" response if it is not owned by the CPM Controlling Function; Otherwise continue with the rest of the steps;

2. SHALL, if the Request-URI contains a CPM Group identity, check whether the CPM Group identified with the CPM Group identity in the Request-URI is owned by the CPM Controlling Function and SHALL return a SIP 404 "Not found" response if it is not owned by the CPM Controlling Function. Otherwise continue with the rest of the steps;

3. SHALL perform the actions to verify the authenticated originator's CPM Address and authorize the request and if it is not authorized, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response to the originating network and SHOULD include a Warning header with the warning text set to “127 Service not authorized”; Otherwise, continue with the rest of the steps;

NOTE:
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the CPM Controlling Function to reject the subscription request.

4. SHALL check whether the authenticated originator’s CPM Address is allowed to subscribe to CPM Group Session information according to the <allow-conference-state> action as specified in [OMA-XDM-Group] and if user is a Participant in the CPM Group Session. If it is not allowed or if the CPM User is not attending the CPM Group Session, the CPM Controlling Function SHALL respond with a SIP 403 “Forbidden” response to the originating network and SHOULD include a Warning header with the warning text set to “122 Function not allowed”; Otherwise, continue with the rest of the steps;
5. SHALL create a subscription to the conference state of the CPM Group Session according to the rules and procedures of [RFC3265] and [RFC4575] with the following clarifications:

a. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to the rules and procedures of [RFC3265] [RFC4575];

6. SHALL set the Contact header of the SIP response to the address of the CPM Controlling Function;

7. SHALL send the SIP response towards the CPM Client according to the rules and procedures of the SIP/IP core;

8. SHALL generate an initial SIP NOTIFY request and,

9. SHALL send the SIP NOTIFY request to the CPM Client according to the rules and procedure of the SIP/IP core.

When a change in the subscribed state occurs, the CPM Controlling Function SHOULD generate and send a SIP NOTIFY request to the CPM Client.

When needed, the CPM Controlling Function SHALL terminate the subscription and indicate it to the CPM Client.
Change 8:  Fix section 9.2.2

9.2.2  Outgoing Requests


Change 9:  Fix section 9.2.2.3

9.2.2.3    Session Modification Request

When the CPM Controlling Function receives a request to modify an ongoing CPM Session, CPM Controlling Function:


1. In case of CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the CPM User who initiated the request is authorized for the request by checking the <allow-media-handling> element as defined in [OMA-XDM-Group] according to CPM Pre-defined Group policy and if not authorized, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a warning header with the warning text set to “122 Function not allowed”. Otherwise, continue with the rest of steps;
2. SHALL generate a SIP re-INVITE request;

3. SHALL include a MIME SDP body as a SDP offer according to the rules and procedures of [RFC3264] ,[ RFC4566] and for MSRP sessions [RFC4975] with the modified parameters, and,

4. SHALL send the SIP request towards the session Participants according to the rules and procedures of SIP/IP core.

Upon receipt of a SIP 200 "OK" response from one or more Participants, based on local policy, the CPM Controlling Function:

1. SHALL activate the new SDP parameters as specified in [RFC3264] and [RFC4566] and for MSRP sessions in [RFC4975] for MSRP sessions.

Note: The CPM Controlling Function SHALL continue to use the current SDP parameters until it has received at least one SIP 200 "OK" response.
Change 10:  Fix section 9.2.3.2
9.2.3.2  Sending Participant Information Notifications

The CPM Controlling Function SHALL generate a SIP NOTIFY request according to the rules and procedures of [RFC3265] with the clarifications in this section.
The CPM Controlling Function SHOULD limit the rate of SIP NOTIFY requests sent toward a CPM Client.
NOTE: How a CPM Controlling Function limits the rate of SIP NOTIFY requests towards the CPM Client is out of scope of this specification.
When reporting changes in the Participant information the CPM Controlling Function SHALL use partial notification according to the rules and procedures of [RFC4575].
The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to the rules and procedures of [RFC4575] with the following limitations:
1. The CPM Controlling Function SHALL include the CPM Group Session Identity in the <entity> attribute of the <conference-info> element;
2. The CPM Controlling Function SHALL include a <user> element. The "user" element:
a. SHALL include the <entity> attribute. The <entity> attribute:
i. SHALL for the originating CPM Client include the authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
ii. SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
iii. SHALL for an invited CPM Client include the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
iv. SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
v. SHALL include, for each Participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the Participant’s own information as defined in Appendix M of [OMA-SIMPLE-IM].
b. MAY include the <display-text> element. If include, the <display-text> element SHALL include the Display Name of the identity which was used in the <entity> attribute as defined in a).
c. SHALL include a single <endpoint> element. The <endpoint> element
i. SHALL include the <entity> attribute;
ii. SHALL include the <status> element. The <status> element SHOULD have one of the following values:
· "connected", when the Participant has joined to the CPM Group Session; or,
· "disconnected", when the Participant has left the CPM Group Session since the last SIP NOTIFY request was sent.


Change 11:  Fix section 9.3
9.3  CPM Group Session Media Plane Handling
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