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R01 – online edits during LA meeting
[bookmark: _GoBack]The purpose of this CR is to align the agreed change (CR54R03) of CPM session folder with the Conversation Function TS.
With the new enhancement of session history folder in the message storage, the Participating Function must know when and how to create session history folder and session info objectsession info object. 
Summary of changes:
In the case of INVITE, Participating Function need to create the session history folder, group state info object (if needed) and session info objectsession info object.
In the case SIP BYE or expiration, Participating Function sends the UID from the session info objectsession info object instead of creating the Session History Object. Originally the Session History Object UID was sent.
In this CPM 2.0 Enabler release, Participating Function will use a session history folder to store the CPM Session.  However, both options (session history object and session history folder) are supported for backward compability.
Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The COM CPM WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the CPM Message Storage TS 
Detailed Change Proposal
PF Procedure @ the Original Network for 200 OK

[bookmark: _Ref268171716]Handle a CPM Session Invitation 
Upon receiving a SIP INVITE request for a CPM 1-1 Session or a CPM Group Session:
1. The CPM Participating Function SHALL check whether the authenticated originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version as defined in Appendix D “Release Version in User-agent and Server headers” and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261]
Otherwise, continue with the rest of the steps;
4. If the CPM Participating Function stays in the media path, the CPM Participating Function:
a. SHALL copy the received Request-URI; 
b. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the CPM Session; 
c. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261];
d. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;
e. SHALL copy the Contact header and the Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;
f. SHALL insert a URI identifying its own address in the Contact header of the SIP INVITE request;
g. SHALL include an SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the originating client, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”;
h. If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”. Otherwise the CPM Participating Function SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
5. If the CPM Participating Function does not stay in the media path, the CPM Participating Function:
a. SHALL act as a SIP proxy according to the rules and procedures of [RFC3261] for the duration of the CPM Session;
b. SHALL include a Record-Route header containing a URI identifying its own address; and,
c. If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL forward the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”. Otherwise, the CPM Participating Function SHALL forward the SIP INVITE request according to the rules and procedures of [RFC3261] and the SIP/IP core.
Upon receiving a SIP 200 "OK" response, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 
1. If the SIP 200 “OK response was received from the ISF, the CPM Participating Function SHALL check whether the all offered Media Streams have been accepted. If not, the CPM Participating Function MAY attempt to establish a new session for the rejected Media Streams. To establish the new session the CPM Participating Function:
a. SHALL check if service provider policy allows to establish a new session for the new Media Stream;
b. If allowed, SHALL generate a SIP INVITE request with the following details;
i. SHALL perform the above step 4 with the exception of step 4-f and step 4-g;
ii. SHALL include SDP parameters about the rejected Media Streams in the SDP body, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes” ;
iii. SHALL send the SIP INVITE request directly to the ISF.
Otherwise, continue with the rest of steps;
2. SHALL generate a SIP 200 "OK" response;
3. SHALL include a Server header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;
4. SHALL include the received SDP body as an SDP answer based on the SDP answer received in the SIP 200 “OK” response as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes;
5. SHALL include a SIP URI in the Contact header that can resolve back to the original SIP URI in the received Contact header:
6. SHALL send the SIP 200 "OK" response to the CPM Client according to the rules and procedures of SIP/IP core; and,
7. SHALL check the <actions> element <allow-offline-storage> retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences”, and if set to”true”:
a.  , it SHALL execute the processing described in 8.5 ”Record CPM Conversation History”. 
b. In the case of CPM Participating Function use a Session History Folder for the CPM Session, it SHALL create a Session History Folder with the folder name set to the session-id value  Session info objectand create a Session info object for the session in the folder and retrieve a UID from the Message Storage Folder for the session info object.
Upon receiving a SIP 200 "OK" response, and when the CPM Participating Function is acting as a SIP proxy, the CPM Participating Function:
1. SHALL forward the SIP 200 "OK" response toward the initiating CPM Client according to the rules and procedures of [RFC3261] and the SIP/IP core; and,
2. SHALL continue to act as a SIP proxy for the duration of the CPM Session.
Upon receiving an error response, e.g. SIP 404”Not Found” or SIP 488 “Not Acceptable Here” or SIP 606 “Not Acceptable”, based on service provider policies, the CPM Participating Function: 
1. SHALL check if service provider policy allows to initiate interworking;
2. If interworking is allowed, it SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”;
3. Otherwise, it SHALL forward the SIP INVITE error response towards the originating CPM Client.
Upon receiving a SIP ACK request, the CPM Participating Function SHALL forward the SIP ACK request to the SIP/IP core according to the rules and procedures of the SIP/IP core.

[bookmark: _Ref268867408]Handle a Cancel Request
Upon receiving a SIP CANCEL request, the CPM Participating Function performing as a B2BUA: 
1. SHALL act as UAS according to the rules and procedures of [RFC3261];
2. SHALL cancel the SIP INVITE request towards the SIP/IP core according to the rules and procedures of [RFC3261].
When acting as a SIP proxy, rules and procedures as specified in [RFC3261] SHALL be applied.
[bookmark: _Ref268186650][bookmark: _Ref271462866]Handle a SIP BYE Request
Upon receiving a SIP BYE request associated with an existing CPM Session, a CPM Participating Function that acts as a SIP proxy SHALL forward the received SIP BYE request along the Signalling Path and upon receiving the SIP 200 “OK” response associated with the SIP BYE request, the CPM Participating Function SHALL forward the SIP 200 "OK" response along the same Signalling Path as the SIP BYE request according to the rules and procedures of [RFC3261].
Upon receiving a SIP BYE request associated with an existing CPM Session, a CPM Participating Function that acts as a B2BUA:
1. SHALL release the Media Plane resources associated with the CPM session;
2. If the SIP BYE request was sent by the CPM Client served by the CPM Participating Function, the CPM Participating Function:
a. If the affected CPM Session is being interworked, the CPM Participating Function:
i. SHALL generate SIP BYE requests for each of the associated IWFs according to the rules and procedures of [RFC3261];
ii. SHALL send these SIP BYE requests to the IWFs according to the rules and procedures of [RFC3261].
b. Otherwise, when the affected CPM Session is not being interworked, the CPM Participating Function:
i. SHALL generate a SIP BYE request for the other CPM entity of the affected CPM Session according to the rules and procedures of [RFC3261];
ii. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261]. 
c. Upon receiving a SIP 200 ”OK” response from the IWFs or the other CPM entity associated with the SIP BYE request, the CPM Participating Function:
i. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3261];
ii. If the action element <allow-offline-storage> is set to true, the CPM Participating Function:
1. SHALL store the CPM Session History to the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
2. SHALL include in the SIP 200 “OK” response a Message-UID header set to the retrieved UID information as defined in Appendix C “CPM-defined SIP Headers”.
iii. If the action element <allow-offline-storage> is set to true and is using a CPM Session History Folder, the CPM Participating Function:
1. SHALL create and store the group state  object;
2. SHALL include in the SIP 200 “OK” response a Message-UID header set to the retrieved UID information the session info object of the CPM Session.
iv. SHALL send the SIP 200 “OK” response according to the rules and procedures of [RFC3261].
3. If the SIP BYE request was sent by the other CPM entity, the CPM Participating Function:
a. SHALL generate a SIP BYE request for the CPM Client that it serves according to the rules and procedures of [RFC3261];
b. If the action element <allow-offline-storage> is set to true, the CPM Participating Function:
i. SHALL store the CPM Session to the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
ii. SHALL include in the SIP BYE request a Message-UID header set to the retrieved UID information as defined in Appendix C “CPM-defined SIP Headers”.
c. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261].
d. Upon receiving a SIP 200 ”OK” response from the CPM Client associated with the SIP BYE request, the CPM Participating Function SHALL generate and send a SIP 200 “OK” response towards the other CPM entity according to the rules and procedures of [RFC3261] and the SIP/IP core.
4. If the SIP BYE request was sent by one of the IWFs involved in the interworking of the CPM Session, the CPM Participating Function:
a. If the CPM Session is interworked towards multiple IWFs and the service provider policies indicate that only the Media Streams associated with the IWF that sent the SIP BYE request are to be closed, the CPM Participating Function SHALL send a SIP re-INVITE request for deleting the Media Streams associated with the IWF that sent the SIP BYE request to the CPM Client, according to the rules and procedures of [RFC3261] and the SIP/IP core.
b. Otherwise, if the CPM Session is interworked towards multiple IWFs and the service provider policies indicate closure of the entire CPM Session, or the CPM Session is interworked to a single IWF, the CPM Participating Function:
i. SHALL generate a SIP BYE request for the CPM Client that it serves according to the rules and procedures of [RFC3261];
ii. If the action element <allow-offline-storage> is set to true, the CPM Participating Function:
1. SHALL store the CPM Session to the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
2. SHALL include in the SIP BYE request a Message-UID header set to the retrieved UID information as defined in Appendix C “CPM-defined SIP Headers”.
iii. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261].
iv. Upon receiving a SIP 200 ”OK” response from the CPM Client associated with the SIP BYE request, the CPM Participating Function SHALL generate and send a SIP 200 “OK” response towards the IWF according to the rules and procedures of [RFC3261].
[bookmark: _Ref268178508][bookmark: _Ref268197423]SIP Session Timer Expiry
On expiry of the SIP session timer and if the CPM Participating Function is behaving as a B2BUA for the affected CPM Session, the CPM Participating Function:
1. SHALL generate a SIP BYE request for the CPM Client that the CPM Participating Function serves according to the rules and procedures of [RFC3261];
2. If the action element <allow-offline-storage> is set to true, the CPM Participating Function:
a. SHALL store the CPM Session History in the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
b. If a CPM Session History Folder is used, it SHALL create and store group state object in the CPM Session History Folder.
c. SHALL include in the SIP BYE request the Message-UID header set to the retrieved UID information as defined in Appendix C “CPM-defined SIP Headers”.
3. SHALL send  the SIP BYE request according to the rules and procedures of [RFC3261];
4. If the affected CPM Session is being interworked, the CPM Participating Function:
a. SHALL generate SIP BYE requests for each of the associated IWFs according to the rules and procedures of [RFC3261];
b. SHALL send these SIP BYE requests according to the rules and procedures of [RFC3261].
5. Otherwise, when the affected CPM Session is not being interworked, the CPM Participating Function:
a. SHALL generate a SIP BYE request for the other CPM entity of the affected CPM Session according to the rules and procedures of [RFC3261];
b. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261]. 
6. SHALL release all Media Plane resources associated with the CPM Session according to the rules and procedures of [RFC3261] and [RFC4028].
If the CPM Participating Function behaves as a SIP proxy, it SHALL act as specified in [RFC4028].
PF Procedure @ the Terminating Network for 200 OK

8.3.2.1 [bookmark: _Ref268186170]Handle a CPM Session Invitation
Upon receiving a SIP INVITE request of a CPM 1-1 Session or a CPM Group Session, the CPM Participating Function: 
1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
3. SHALL check if the Authenticated Originator CPM Address of the SIP INVITE request is included in the  chat Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps.
4. SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains a ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL return a SIP 480 “Temporarily Unavailable” response according to the rules and procedures of [RFC3261];
5. SHALL check the SIP INVITE request SDP attributes against service provider’s policies specified for the service and for the CPM User. If media types of SDP do not conform to the service provider’s policies, the CPM Participating Function SHALL return a SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261].. 
Otherwise, continue with the rest of the steps;
6. SHALL check that there is at least one CPM Client registered for the CPM User. If there are no suitable registered CPM Clients for the CPM User (see the note in step 7 of section 8.3.1.1 “Handle a Pager Mode CPM Standalone Message” for a description of what it means for a CPM client to be suitable), the CPM Participating Function SHALL check the service provider policy. If the service provider policy is:
a. To reject the CPM Session Invitation,  then the CPM Participating Function SHALL return a SIP 480 “Temporarily Unavailable” response according to the rules and procedures of [RFC3261];
b. To deliver the CPM Session Invitation using a non-CPM service the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”;
Otherwise, continue with the rest of the steps;
7. If the CPM Participating Function stays in the media path, the CPM Participating Function:
a. SHALL copy the received Request-URI; 
b. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the CPM Session; 
c. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] with the following details:
i. SHALL copy the Contact header and Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;
ii. SHALL insert a URI identifying its own address in the Contact header;
iii. SHALL include a SDP body as a SDP offer in the SIP INVITE request based on the received in the SDP as described in as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”;
iv. if the SIP INVITE request contains a Session-Replaces header (as defined in Appendix C “CPM-defined SIP Headers”), the CPM Participating Function SHALL forward the SIP INVITE request to the CPM Client on which the CPM Session is being extended according to rules and procedures of the SIP/IP core.
v. If the SIP INVITE request does not contain a Session-Replaces header, SHALL check the offered Media Streams in the request and which ones of the user’s registered CPM Clients are suitable to receive the request, then the CPM Participating Function:
· If at least one CPM Client is suitable to receive the request:
a. SHALL include in the Reject-Contact header the instance ID in the +sip.instance feature tag as described in [RFC3841] and [RFC5626] for those CPM Clients that are not suitable to receive the request; and
b. SHALL set in the Request-Disposition header the fork-directive attribute as "fork" and the parallel-directive attribute as "parallel"; and
c. SHALL send the SIP INVITE request to the SIP/IP core which will fork the request to the appropriate user’s registered CPM Clients according to the rules and procedures of the SIP/IP core.
· If no CPM Client is suitable to receive the request and interworking is determined by user preference and/or service provider policy the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF without routing the SIP request via the SIP/IP core.
· Otherwise, SHALL respond to the SIP INVITE with a SIP 480 "Temporarily Unavailable" response.
8. If the CPM Participating Function does not stay in the media path, the CPM Participating Function:
a. SHALL act as a SIP proxy according to the rules and procedures of [RFC3261] for the duration of the CPM Session;
b. SHALL include a Record-Route header containing a URI identifying its own address; and,
i. If the SIP INVITE request contains a Session-Replaces header (as defined in Appendix C “CPM-defined SIP Headers”), SHALL forward the SIP INVITE request to the CPM Client on which the CPM Session is being extended according to rules and procedures of the SIP/IP core.
ii. If the SIP INVITE request does not contain a Session-Replaces header, SHALL check the offered Media Streams in the request and which ones of the user’s registered CPM Clients are suitable to receive the request. Then the CPM Participating Function:
· If at least one CPM Client is suitable to receive the request:
a. SHALL include in the Reject-Contact header the instance ID in the +sip.instance feature tag as described in [RFC3841] and [RFC5626] for those CPM Clients that are not suitable to receive the request;
b. SHALL set in the Request-Disposition header the fork-directive attribute as "fork" and the parallel-directive attribute as "parallel".
c. SHALL forward the SIP INVITE request to the SIP/IP core which will fork the request to the appropriate user’s registered CPM Clients according to the rules and procedures of [RFC3261] and SIP/IP core.
· Otherwise, SHALL respond to the SIP INVITE with a SIP 480 "Temporarily Unavailable" response.
Upon receiving the first SIP 200 "OK" response from one of those appropriate CPM Clients, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 
1. SHALL generate a SIP 200 "OK" response; 
2. SHALL include an SDP body as a SDP answer based on the SDP answer received in the SIP 200 “OK” response as described in as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes";
3. SHALL include a SIP URI in the Contact header that can resolve back to the original SIP URI in the received Contact header;
4. SHALL send the SIP 200 "OK" response according to the rules and procedures of SIP/IP core;
a. SHALL check the action element <allow-offline-storage> and if set to true, it SHALL start recording the CPM Conversation as described in section 8.5 “Record CPM Conversation History”.
b. In the case of CPM Participating Function use a Session History Folder, it SHALL create a CPM Session History Folder with the folder name set to the session-id value of the session info object at the Message Storage Server and create a session info object for the session in the folder and retrieve a UID from the Message Storage Folder for the session info object.
Upon receiving the first SIP 200 "OK" response from one of those appropriate CPM Clients, and when the CPM Participating Function is acting as a SIP proxy, the CPM Participating Function:
1. SHALL forward the SIP 200 "OK" response according to the rules and procedures of [RFC3261] and SIP/IP core;
2. SHALL continue to act as a SIP proxy for the duration of the CPM Session.
Upon receiving a SIP final response other than a SIP 200 “OK” response from all the appropriate CPM Clients, the CPM Participating Function SHALL
1. If a SIP 302 “Temporarily Moved” response was received, the CPM Participating Function SHALL send the CPM Session Invitation towards the address received in the Contact header of the response according to rules and procedures of [RFC3261];
2. Otherwise, the CPM Participating Function SHALL check the service provider policy; 
a. If the service provider policy is to deliver the session invitation using another non-CPM service, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”;
b. Otherwise, the CPM Participating Function SHALL forward one of the error responses along the signalling path according to [RFC3261].
Upon receiving a SIP ACK request, the CPM Participating Function SHALL forward the SIP ACK request to the SIP/IP core according to the rules and procedures of the SIP/IP core for delivery to the first CPM Client that sent a SIP 200 “OK” response.
Upon receiving a SIP 200 "OK" response from ISF, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 
1. SHALL check whether the all offered Media Streams have been accepted;
2. If not, the CPM Participating Function MAY attempt to establish a new session for the rejected Media Streams. To establish the new session the CPM Participating Function:
c. SHALL check if service provider policy allows to establish a new session for the new Media Stream;
d. If allowed, SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications;
i. SHALL include SDP parameters about the rejected Media Streams in the SDP body as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes" and information received in the SDP from the originating client;
ii. SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”.
3. Otherwise, SHALL perform the same procedures as receiving a SIP 200 “OK” response from a CPM Client.
8.3.2.2 [bookmark: _Ref268866826]Handle a Cancel Request
The CPM Participating Function SHALL handle a received SIP CANCEL request in exactly the same manner as when operating in the originating network, as described in section 8.2.2.2 ”Handling a Cancel Request”.
8.3.2.3 [bookmark: _Ref268186513][bookmark: _Ref268866973]Handle a SIP BYE Request
Upon receiving a SIP BYE request associated with an existing CPM Session, a CPM Participating Function that acts as a SIP proxy SHALL forward the received SIP BYE request along the Signalling Path and upon receiving the SIP 200 “OK” response associated with the SIP BYE request, the CPM Participating Function SHALL forward the SIP 200 "OK" response along the same Signalling Path as the SIP BYE request according to the rules and procedures of [RFC3261].
Upon receiving a SIP BYE request associated with an existing CPM Session, a CPM Participating Function that acts as a B2BUA:
1. SHALL release the Media Plane resources associated with the CPM session;
2. If the SIP BYE request was sent by the CPM Client served by the CPM Participating Function, the CPM Participating Function:
a. SHALL generate a SIP BYE request for the other CPM entity of the affected CPM Session according to the rules and procedures of [RFC3261];
b. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261]. 
c. Upon receiving a SIP 200 ”OK” response from the other CPM entity associated with the SIP BYE request, the CPM Participating Function:
i. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3261];
ii. If the action element <allow-offline-storage> is set to true, the CPM Participating Function:
1. SHALL store the CPM Session History to the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
2. SHALL include in the SIP 200 “OK” response a Message-UID header set to the retrieved UID information as defined in Appendix C “CPM-defined SIP Headers”.
iii. If the action element <allow-offline-storage> is set to true and is using a CPM Session History Folder, the CPM Participating Function:
1. SHALL update and store the group state info object,
2. SHALL include in the SIP 200 “OK” response a Message-UID header set to the retrieved UID information the session info object of the CPM Session.
iv. SHALL send the SIP 200 “OK” response according to the rules and procedures of [RFC3261].
3. If the SIP BYE request was sent by the other CPM entity, the CPM Participating Function:
a. If the action element <allow-offline-storage> is set to true, the CPM Participating Function SHALL store the CPM Session to the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
b. If the affected CPM Session is being interworked, the CPM Participating Function:
i. SHALL generate SIP BYE requests for each of the associated IWFs according to the rules and procedures of [RFC3261];
ii. SHALL send these SIP BYE requests to the IWFs according to the rules and procedures of [RFC3261].
c. Otherwise, when the affected CPM Session is not being interworked, the CPM Participating Function:
i. SHALL generate a SIP BYE request for the CPM Client it serves according to the rules and procedures of [RFC3261];
ii. SHALL include in the SIP BYE request a Message-UID header set to the retrieved UID information as defined in Appendix C “CPM-defined SIP Headers”.
iii. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261]. 
d. Upon receiving a SIP 200 ”OK” response from the CPM Client or the IWFs associated with the SIP BYE request, the CPM Participating Function SHALL generate and send a SIP 200 “OK” response towards the other CPM entity according to the rules and procedures of [RFC3261] and the SIP/IP core.
4. If the SIP BYE request was sent by one of the IWFs involved in the interworking of the CPM Session, the CPM Participating Function:
a. If the CPM Session is interworked towards multiple IWFs and the service provider policies indicate that only the Media Streams associated with the IWF that sent the SIP BYE request are to be closed, the CPM Participating Function SHALL send a SIP re-INVITE request for deleting the Media Streams associated with the IWF that sent the SIP BYE request to the other CPM entity, according to the rules and procedures of [RFC3261] and the SIP/IP core.
b. Otherwise, if the CPM Session is interworked towards multiple IWFs and the service provider policies indicate closure of the entire CPM Session, or the CPM Session is interworked to a single IWF, the CPM Participating Function:
i. If the action element <allow-offline-storage> is set to true, the CPM Participating Function SHALL store the CPM Session to the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
ii. SHALL generate a SIP BYE request for the other CPM entity according to the rules and procedures of [RFC3261];
iii. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261].
iv. Upon receiving a SIP 200 ”OK” response from the CPM Client associated with the SIP BYE request, the CPM Participating Function SHALL generate and send a SIP 200 “OK” response towards the IWF according to the rules and procedures of [RFC3261].
8.3.2.4 [bookmark: _Ref268186541][bookmark: _Ref271463341]SIP Session Timer Expiry
On expiry of the SIP session timer and if the CPM Participating Function is behaving as a B2BUA for the affected CPM Session, the CPM Participating Function:
a. if the action element <allow-offline-storage> is set to true, the CPM Participating Function SHALL store the CPM Session History in the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session” and retrieve a UID from the Message Storage Server;
b. SHALL update and store Group State Info Object, and retrieve a UID of the Session History Info Object of the Message Storage Server.
2. If the affected CPM Session is being interworked, the CPM Participating Function:
a. SHALL generate SIP BYE requests for each of the associated IWFs according to the rules and procedures of [RFC3261];
b. SHALL send these SIP BYE requests according to the rules and procedures of [RFC3261].
3. Otherwise, when the affected CPM Session is not being interworked, the CPM Participating Function:
a. SHALL generate a SIP BYE request for the CPM Client that the CPM Participating Function serves according to the rules and procedures of [RFC3261];
b. SHALL include in the SIP BYE request the Message-UID header set to the retrieved UID information as defined in Appendix C “CPM-defined SIP Headers”.
c. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261];
4. SHALL generate a SIP BYE request for the other CPM entity of the affected CPM Session according to the rules and procedures of [RFC3261];
5. SHALL send the SIP BYE request according to the rules and procedures of [RFC3261];
6. SHALL release all Media Plane resources associated with the CPM Session according to the rules and procedures of [RFC3261] and [RFC4028].
If the CPM Participating Function behaves as a SIP proxy, it SHALL act as specified in [RFC4028].
8.3.2.5 [bookmark: _Ref268186257]Handling a CPM Session Modification Request
The CPM Participating Function SHALL handle a received CPM Session modification request (i.e. a SIP re-INVITE request) in exactly the same manner as when operating in the originating network, as described in section 8.2.2.5 ”Handle a CPM Session Modification Request

Recording CPM Session
[bookmark: _Ref244331069][bookmark: _Toc336382164]
Record CPM Session
The general process of recording a CPM Session is as follows: the CPM Participating Function SHALL extract and store locally the content received through the signaling plane and Media Plane during the CPM Session. Upon termination of the CPM Session, the CPM Participating SHALL create a message formatted according to [RFC2822] containing all the locally stored data and upload this message to the Message Storage Server.
Upon receiving a SIP INVITE or a SIP REFER request whose method is set to INVITE, the CPM Participating Function 
1. SHALL extract and locally store the following headers of the request:
a. From header;
b. To header;
c. Date header, if it exists;
d. Conversation Identity and Contribution Identity and if there is, Contribution Identity being replied to.
2. In addition, if the request includes SDP content describing media streams, the CPM Participating Function MAY extract and locally store some of the SDP attributes associated with those media streams.
Upon receiving an MSRP SEND request, the CPM Participating Function: 
1. SHALL wait until all chunks of the CPM Chat Message have been received via subsequent MSRP SEND requests and SHALL reassemble the CPM Chat Message from these chunks.
2. SHALL store the CPM Chat Message locally.
3. SHALL store the message in  the Message Storage Server and retrieve a UID from the Message Storage Server.
Upon receiving real-time media, the CPM Participating Function, for each media stream:
1. SHALL store locally the media received in RTP packets, and,
2. SHALL store the received media as a single MIME object when the media stream is closed (i.e. when the media stream is removed from the CPM Session, or when the CPM Session is terminated).
Upon termination of the CPM Session, as described in 8.3.2.3 “Handle a SIP BYE Request”, the Participating Function: 
1. SHALL construct a CPM Session History object containing the CPM Session information, the received Media and CPM Chat Messages according to section 5.2.3 “Session History Object” of [OMA-CPM_TS_MessageStorage], and,
SHALL store the CPM Session History object to the Message Storage Server and retrieve its UID as described in section 6.3 “Message and History Operations” of [OMA-CPM_TS_MessageStorage].
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