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1 Reason for Change

R01 – Add ‘failed’ status in last change

The CR addresses the following CONRR comments:
	D037
	2013.02.13
	T/E
	ALL
	Source: Ericsson
Form: OMA-CONR-2013-0002
Comment: SIP ‘header fields’ are all called ‘headers’ throughout the specification. Use the correct term as per IETF.   

Proposed Change: Add to all applicable sections in the TS.
	Status:    PARTIALLY CLOSED with CR#79, CR#081 for sect.7, CR#xx

	D038
	2013.02.13
	T
	ALL
	Source: Ericsson

Form: OMA-CONR-2013-0002

Comment: Feb maintenance CRs made some functional changes and bug fixes in RCS 5.1, from the previous alignment

Proposed Change: bridge any gap, align with latest version of RCS 5.1 Service Spec (including the Feb maintenance CRs)
	Status:   CLOSED with CR#xx

	D055
	2013.02.13
	T
	7.3.1.3, 7.3.1.4, 7.3.1.5


	Source: Ericsson

Form: OMA-CONR-2013-0002

Comment: Add support for ‘departed’ and ‘booted’ status in conf event package (align with RCS 5.1 maint CRs) 

Proposed Change: add text to clarify
	Status:   CLOSED WITH CR#xx
Already handled by CF in sect. 9.2.11. 



	D095
	2013.02.13
	T
	9.2.2
	Source: Ericsson

Form: OMA-CONR-2013-0002

Comment: align reason codes with RCS 5.1 in CANCEL 

Proposed Change:


	Status:   CLOSED WITH CR#xx

	D096
	2013.02.13
	T
	9.2.5, 9.2.6
	Source: Ericsson

Form: OMA-CONR-2013-0002

Comment: not clear that REFER is expected inside the INVITE dialog.

Proposed Change: Add statement for clarification in each section.
	Status:   CLOSED WITH CR#xx

	D097
	2013.02.13
	T
	9.2.9
	Source: Ericsson

Form: OMA-CONR-2013-0002

Comment: align reason codes with latest RCS 5.1 UNI.

Proposed Change:
	Status:    CLOSED WITH CR#xx

	D098
	2013.02.13
	T
	9.2.11
	Source: Ericsson

Form: OMA-CONR-2013-0002

Comment: align the conf state statuses with the ones used in RCS 5.1 UNI (in case any new ones added during maintenance phase).

Proposed Change:
	Status:    CLOSED WITH CR#xx


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Conversation 2.0.
6 Detailed Change Proposal

Change 1:  D037 (entire selection) & D055 – section 7.2.3.1 
7.3.10. Participant Information

7.3.10.1.Subscribe to Receiving CPM Group Session Participant Information
When a CPM Client needs to subscribe to CPM Group Session Participant Information, the CPM Client:

1. SHALL generate a SIP SUBSCRIBE request, according to the rules and procedures of [RFC3265] and [RFC4575];

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the CPM Group Session Identity; 
3. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’;
5. SHALL include a Contact header field with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
6. SHALL send the SIP SUBSCRIBE request according to the rules and procedures of the SIP/IP core.

The response to the SIP SUBSCRIBE request SHALL be handled according to the rules and procedures of [RFC3265] and [RFC4575], and rules and procedures of the SIP/IP core.

When needed the CPM Client SHALL terminate the subscription according to the rules and procedures of [RFC3265].
7.3.10.2.Receive Participant Information Notification

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as a previously sent SIP SUBSCRIBE request for subscribing to participation information, the CPM Client:

1. SHALL handle the request according to the rules and procedures of [RFC3265] and [RFC4575], supporting the <status> element values and <disconnection-method> element values described in sect. 9.2.14.2. “Sending Participant Information Notifications “;

2. MAY display the Participants of the CPM Group Session by that are included in the chat Blacklist URI-list stored in [OMA-XDM-List].
Change 2:  D095 
9.2.2. Session Cancellation Request

When the CPM Controlling Function receives a SIP CANCEL request from the originator to cancel a CPM Group Session and beforeit has received a SIP final response from any one of the Participants yet, the CPM Controlling Function SHALL cancel all SIP INVITE requests it sent out according to the rules and procedures of [RFC3261]. When the CPM Controlling Function has received at least one SIP final response from any of the invited Participants, it SHALL ignore the SIP CANCEL request.
Change 3:  D096 - REFER
9.2.5.Adding Participants Request

CPM SIP REFER requests are sent within the scope of the CPM Session dialog to which they are related. Upon receiving a SIP REFER request that includes an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ and the “method” parameter set to  “INVITE” in the Refer-To header, the CPM Controlling Function:

1. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send a SIP 421 “Extension Required” response  including a Require header with the option tag “norefersub”.
2. In case of CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the inviting CPM User is allowed to invite other users by checking the <allow-invite-users-dynamically> action as specified in [OMA-XDM-Group] and if not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261];

3. In case of a CPM Ad-hoc group: it SHALL check the type of CPM Group Session, and if it is a Closed CPM Group Session it SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of steps;

4. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of steps;

5.  SHALL extract the address(es) of the users from the SIP REFER request to be invited either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] for inviting one user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for inviting multiple users.
6. SHALL generate a SIP 202 “Accepted” final response to the SIP REFER request according to the rules and procedures of [RFC3515];
7. SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
8. SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
9. SHALL follow the actions described in section 9.2.10 “Create Session with a Participant” for each address.

9.2.6.Removing Participant Request

CPM SIP REFER requests are sent within the scope of the CPM Session dialog to which they are related. Upon receiving a SIP REFER request that includes an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ and the “method” parameter set to “BYE” in the Refer-To header, the CPM Controlling Function:

1. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send a SIP 421 “Extension Required” response including a Require header with the option tag “norefersub”.
2. In case of CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the CPM User who initiated the request is authorized for the request by checking the <allow-expelling> element as defined in [OMA-XDM-Group] and if not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with the rest of steps;

3. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with the rest of steps;

4.  SHALL extract the address(es) of the users from the SIP REFER request to be removed either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] for removing one user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for removing multiple users.
5. SHALL generate a SIP 202 “Accepted” response to the SIP REFER request according to the rules and procedures of [RFC3515];
6. SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
7. SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
8. SHALL follow the actions described in section 9.2.11 “Participant Removing Request” for each address;
Change 4:  D038, D055 – departed, booted, pending
9.2.14.2.Sending Participant Information Notifications

When the CPM Controlling Function needs to notify a Participant of changes to the Participant Information, it SHALL generate a SIP NOTIFY request according to the rules and procedures of [RFC3265] with the following clarifications:
1. When reporting changes in the Participant information, the CPM Controlling Function SHALL use partial notification according to the rules and procedures of [RFC4575];
2. The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to the rules and procedures of [RFC4575] with the following limitations:

a. The CPM Controlling Function SHALL include the CPM Group Session Identity in the <entity> attribute of the <conference-info> element;
b. The CPM Controlling Function SHALL include a <user> element. The "user" element:
i. SHALL include the <entity> attribute. The <entity> attribute:
· SHALL for the originating CPM Client include the authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
· SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
· SHALL for an invited CPM Client include the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
· SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
· SHALL include, for each Participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the Participant’s own information as defined in Appendix M of [OMA-SIMPLE-IM].
ii. MAY include the <display-text> element. If include, the <display-text> element SHALL include the Display Name of the identity which was used in the <entity> attribute as defined in step a;
iii. SHALL include a single <endpoint> element. The <endpoint> element
· SHALL include the <entity> attribute;
· SHALL include the <status> element. The <status> element SHOULD have one of the following values:
a. "connected", when the Participant has joined to the CPM Group Session; or,
b. "disconnected", when the Participant has left the CPM Group Session since the last SIP NOTIFY request was sent with the following <disconnection-method> element values:  “departed”, “booted” or “failed”.
c.  “pending”, when the acceptance of the CPM Group Session invitation was not yet received from the Participant as per [RFC4575]).
Next, The CPM Controlling Function SHALL send the SIP NOTIFY request according to the rules and procedures of the SIP/IP core.

The CPM Controlling Function SHOULD limit the rate of SIP NOTIFY requests sent towards a Participant.
NOTE: 
How a CPM Controlling Function limits the rate of SIP NOTIFY requests sent towards the CPM Client is out of scope of this specification.
Change 5:  End of Changes
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