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1 Reason for Change

R0

1. Add the server handling when   CPM File Transfer in session is not supported when requested.  
2.  Edit the enhancement for CPM Group Chat and CPM File Transfer in section 4.2.
R01

· Cover  the handling in both Participating Function and Controlling Function 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

· None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the OMA-TS-CPM_Conversation_Function-V2.0
6 Detailed Change Proposal

Change 1:   Section 8.3.2.1
8.3.2.1 Handle a CPM Session Invitation
Upon receiving a SIP INVITE request of a CPM 1-1 Session or a CPM Group Session, the CPM Participating Function: 

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header field with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header field with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
3. SHALL check if the Authenticated Originator CPM Address of the SIP INVITE request is included in the  chat Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header field with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps.

4. SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains a ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL return a SIP 480 “Temporarily Unavailable” response according to the rules and procedures of [RFC3261];
5. SHALL check the SIP INVITE request SDP attributes against service provider’s policies specified for the service and for the CPM User. If media types of SDP do not conform to the service provider’s policies, the CPM Participating Function SHALL return a SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261].. 
Otherwise, continue with the rest of the steps;
6. SHALL check that there is at least one CPM Client registered for the CPM User. If there are no suitable registered CPM Clients for the CPM User (see the note in step 7 of section 8.3.1.1 “Handle a Pager Mode CPM Standalone Message” for a description of what it means for a CPM client to be suitable), the CPM Participating Function SHALL check the service provider policy. If the service provider policy is:

a. To reject the CPM Session Invitation,  then the CPM Participating Function SHALL return a SIP 480 “Temporarily Unavailable” response according to the rules and procedures of [RFC3261];

b. To deliver the CPM Session Invitation using a non-CPM service the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”;
Otherwise, continue with the rest of the steps;

7. SHALL check if in the received SIP INVITE:
i. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’; or
ii. if P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’. If another value is found and/or  the CPM Feature tag is not supported by that CPM Participating Function or CPM Controlling Function, the CPM Participating Function MAY reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261];

8. If the CPM Participating Function stays in the media path, the CPM Participating Function:

=================== End of Change  1 ==========================================================
Change 2:   Section 8.3.3.1  Handle a CPM File Transfer Initiation
8.3.3.1Handle a CPM File Transfer Initiation

The CPM Participating Function SHALL handle a CPM File Transfer initiation request (i.e. a SIP INVITE request that includes the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.filetransfer’ in the Accept-Contact header) in exactly the same manner as described for CPM Session Invitations in section 8.3.2.1 “Handle a CPM Session Invitation” , with the clarification that the CPM Feature Tag expected and checked is the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.filetransfer’.

With respect to the SDP contents of outgoing SIP INVITE requests the CPM Participating Function SHALL follow the rules and procedures of [RFC5547].
=================== End of Change  2 ==========================================================

Change 3: Section 9.2.1 
9.2.1CPM Group Session Initiation
Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header, the CPM Controlling Function SHALL check if the feature tag is supported.  If it is not, the CPM Controlling Function SHALL reject the SIP INVITE with   a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].  Otherwise, the CPM Controlling Function:
1. SHALL check ...
Otherwise, continue with rest of the steps; 

2. SHALL check the presence of the "isfocus" ...

3. SHALL check if the SDP parameters in the SDP offer .....
4. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:
a. ....
5. Otherwise, the CPM Controlling Function:

a. SHALL check that the CPM Pre-defined Group address in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response" according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

b. SHALL check if the SIP INVITE request received for a CPM Pre-defined Group has anonymity requested and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
c. SHALL determine if the authenticated originator’s CPM Address is allowed the action <allow-initiate-conference> as specified in [OMA-XDM-Group]. If the policy does not allow session initiation or if the requested CPM Feature Tag is not supported by the CPM Controlling Function, then the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261];

Otherwise, continue with the rest of the steps.

d. SHALL validate that the media parameters are acceptable for the CPM Pre-defined Group. If not acceptable, then the CPM Controlling Function SHALL reject the request with a SIP 488 "Not Acceptable Here" response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

e. SHALL check if a CPM Group Session is active for the CPM Pre-defined Group. If there is already an active CPM Group Session, then the CPM Controlling Function SHALL process the request as described in section 9.2.3 “Participant Joining a CPM Group Session”.

Otherwise, continue with the rest of the steps;

=================== End of Change  3 ==========================================================

Change 4:  Section 9.3.1  CPM File Transfer in  Group Session Handling
9.3.1 CPM File Transfer in Group Session Handling
If File Transfer in CPM Group Session is supported , the CPM Controlling Function receives a SIP INVITE request with CPM File Transfer Feature Tag and with the Request-URI having a value of the CPM Group Session Identity of the on-going active CPM Group Session, it SHALL execute the procedures in section 9.1.2 “Large Message Mode CPM Standalone Message” with the following clarifications:

1. SHALL handle the CPM Participants that did not indicate support for CPM supported MIME types in the a=accept-wrapped-types attribute of the SDP answer to the CPM File Transfer SIP INVITE, as per service provider policy; and

2. SHALL not include the recipient-list in the body of the generated INVITE requests (i.e. skip the steps 3 b, c and d, and step 4 in section 9.1.2 “Large Message Mode CPM Standalone Message ”).
If File Transfer in CPM Group Session is not supported, the CPM Controlling Function receives a SIP INVITE request with CPM File Transfer Feature Tag and with the Request-URI having a value of the CPM Group Session Identity of the on-going active CPM Group Session, it SHALL reject the SIP INVITE request with a SIP  403 “Forbidden”   response  and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
=================== End of Change 4==========================================================

=================== End of Change ==========================================================

Change 5:  Editorial change for  CPM Group Chat  and CPM File Transfer in Section 4.2 CPM Version 2.0

4.2 CPM Version 2.0

CPM Enabler version 2.0 Conversation Function adds the following enhancements:

· CPM Standalone Message handling:

· Enhanced multi-device functionality for sending imdn notifications (delivery notifications and read reports) towards the device that originated the CPM Standalone Message

· CPM 1-1  and Group Session handling:

· Support for notifications within the chat such as “isComposing” and disposition notifications (i.e. delivered, displayed);

· Storing of chat messages and associated notifications while a chat participant is not available (e.g. lost coverage, not registered in IMS) or missed chat;

· Delivery of stored chat messages and disposition notifications once the recipient becomes available;
· Enhanced multi-device functionality for chat (forking in case of auto-answer);
· Support for live recording of chat messages;
· 
· 
· 
· 
· 
· 
· Support Closed Group Session;
· Support Long-lived Group Session;
· Interworking over the NNI with SIMPLE IM V2.0 chat 

· File transfer:

· Support for file size, file name, and type in a CPM File Transfer request.

· Define a maximum file size policy.
· Support CPM File Transfer while having an ongoing CPM Session.
· Support CPM File Transfer to off-line recipients
· Support  File Transfer resume by either sender or recipient

· Support thumbnail in the invitation of the content to be transferred
· Backward compatibility of version 2.0 with CPM Version 1.0 excludes support of session history object as defined in CPM version 1.0. This has been replaced in CPM version 2.0 by the session history folder and session info object.

=================== End of Change 5==========================================================
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