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Upon receiving a request from the PoC User to expel one or more Participants from an ongoing PoC Session, the PoC Client:
1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 
3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] if the SIP REFER request will be sent in a new dialog;
NOTE 1:	If the ongoing PoC Session is established using Pre-established Session but it is not controlled by the same PoC Server, which hosts the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the MBCP Connect message.
4. SHALL perform the following actions, if only one Participant is expelled, either
NOTE 2:	This is either a case when another Participant is expelled from a PoC Session or the initiator of  the release leaves a PoC Session. 
a) if the Participant to be expelled is not an anonymous one, then set the Refer-To header of the SIP REFER request to the PoC Address of the expelled Participant according to rules and procedures of [RFC3515], otherwise set the Refer-To header of the SIP REFER request to the Anonymous PoC Address of the expelled Participant and skip the next step; or
b) continue to the next step.
5. SHALL perform the following actions, if not all Participants are expelled:
a) include a Refer-To header with a content-ID URL pointing to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [RFC5368]; 
b) include a MIME resource-lists body with the list of the PoC Users to be expelled according to rules and procedures of [RFC5368] if the Participant to be expelled is anonymous then the Anonymous PoC Address SHALL be used in the MIME resource-lists; and,
c) include 'multiple-refer' option tag to the Require header according to rules and procedures of [RFC5368]. 
6. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;
7. SHALL include the following according to rules and procedures of [RFC4488], when more than one Participant is expelled:
a) the option tag 'norefersub' in the Require header; and,
b) the value 'false' in the Refer-Sub header.
8. SHOULD include the following according to rules and procedures of [RFC4488], when only one Participant is expelled:
a) the option tag 'norefersub' in the Require header; and,
b) the value 'false' in the Refer-Sub header.
· 9. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the SIP REFER request as well as a Refer-to uri parameter; and,
10. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE 3:	If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [OMA-PoC-Document-Mgmt] the expelling will be rejected by the PoC Server hosting the PoC Group. 
11. SHALL include a Target-Dialog header as specified in [RFC4538] identifying the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response, if such a dialog exists and the PoC Session Identity is a GRUU.
1112. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists and the PoC Session Identity is not a GRUU, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 
NOTE 4:	If a PoC User wants to expel another Participant from the PoC Session, the PoC Client uses SIP URI when sending a SIP request. In that case the expelling PoC Client can convert TEL URI to SIP URI according to [RFC3261], if needed.
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265RFC6665]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.
NOTE 5:	The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
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Upon receiving a request from the Active PoC Dispatcher of a Dispatch PoC Session to transfer the Dispatcher role to another PoC User, the PoC Client:
1. SHALL, if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the ongoing Dispatch PoC Session; 
3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] if the SIP REFER request will be sent in a new dialog; 
NOTE 1:	If the on-going PoC Session is established using Pre-established Session but it is not controlled by the same PoC Server, which hosts the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the MBCP Connect message.
4. SHALL, if the PoC Dispatcher role is to be transferred to an individual PoC Dispatcher, set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515];
5. SHALL, if the PoC Dispatcher role is to be transferred to any available PoC Dispatcher of the Dispatch PoC Group, set the Refer-To header of the SIP REFER request to the PoC Group Identity identifying the Dispatch PoC Group, according to rules and procedures of [RFC3515]; 
6. SHALL include the following according to rules and procedures of [RFC4488]:
a) the option tag 'norefersub' in the Require header; and,
b) the value 'false' in the Refer-Sub header.
7. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [RFC5373]; 
NOTE 2:	If a PoC User wants to use a TEL URI when transferring the PoC Dispatcher role to another PoC User the PoC Client can convert TEL URI to SIP URI according to [RFC3261].
8. SHALL include in the Refer-To URI an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

NOTE 3:	The handling of any other non-PoC specific feature tags in Accept-Contact headers or Reject-Contact headers is specified in the subclause 5.13 "Handling of non-PoC specific feature tags".
9. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the SIP REFER request as well as a Refer-to uri parameter; and,
10. SHALL include a Target-Dialog header as specified in [RFC4538] identifying the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response, if such a dialog exists and the PoC Session Identity is a GRUU.
1011. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists and the PoC Session Identity is not a GRUU, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265RFC6665]; and,
2. SHALL display transfer success or fail information to the PoC Dispatch User based on the information in the SIP NOTIFY request body.
NOTE 4:	After successfully transferring the PoC Dispatcher role, the former PoC Dispatcher participates as a PoC Fleet Member in the ongoing Dispatch PoC Session and can leave the Dispatch PoC Session without causing the release of the Dispatch PoC Session.
NOTE 5:	After successfully transferring the PoC Dispatcher role for a Dispatch PoC Session with a Dispatch PoC Group, the PoC Client is supposed automatically to transfer the PoC Dispatcher role to the same PoC User for all the remaining Dispatch PoC Sessions associated with that Dispatch PoC Group. 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
.
.
.
.
From 6.1.16.2 “Releasing a PoC Session – Pre-established Session case”, pg. 89:
Upon receiving a request from a PoC User to release a PoC Session, the PoC Client: 

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release" for releasing the granted permission to talk or for cancelling the queued Talk Burst Request;
2. SHALL generate an initial SIP REFER request as specified in subclause .1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
3. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;
4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 
NOTE 1:	The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
5. MAY include the following according to rules and procedures of [RFC4488]:
a) the option tag 'norefersub' in the Require header; and, 
b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;
7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
8. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is allowed to use the 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the REFER request as well as a Refer-to URI parameter; and,
9. SHALL include a Target-Dialog header as specified in [RFC4538] identifying the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response, if such a dialog exists and the conference URI is a GRUU. 
10. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists and the conference URI is not a GRUU, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client :
1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265RFC6665]; and,
2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".
NOTE 2: 	If the Media Streams of the Pre-established Session were modified by the PoC Session initiation or a PoC Session modification, the PoC Client can initiate the Pre-established Session modification as specified in 6.1.4.8 "Pre-established Session modification" to restore the Media Streams used before the association of the PoC Session with the Pre-established Session.
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265RFC6665]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY request body. 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
From 6.1.17, “PoC Client sending an FDCFO Proceed SIP MESSAGE”, pg. 90:
Upon a request from a PoC User to send an FDCFO Proceed message to all Participants in the PoC Session supporting FDCFO Proceed, the PoC Client: 
1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];
2. SHALL include the Privacy header with the value "id" if privacy is requested;
3. SHALL include a list of full duplex voice call addresses in the form of Content-Type application/vnd.poc.fdcfo+xml body as specified in the subclause E.1.3 "FDCFO Proceed Document"; and,
4. SHALL send the SIP MESSAGE request towards the PoC Server inside the SIP dialog used for the PoC Session according to rules and procedures of the SIP/IP Core.
NOTE 1:	After the PoC Client receives the SIP 2xx final response, the full duplex voice client collocated with the PoC Client initiates the full duplex voice call to one of the full duplex voice call addresses.
After receiving the SIP 2xx final response to the SIP MESSAGE request, the PoC Client:
1. SHOULD release the PoC Session as specified in subclause 6.1.6 "PoC Client leaving a PoC Session"; or,
2. SHOULD remove the PoC Speech from the PoC Session as specified in subclause 6.1.4.6 "Adding and disconnecting from Media" if other Media Types than PoC Speech are used in the PoC Session.
NOTE 2:	The timing of the PoC Session release and the PoC Session modification is not specified in detail, the PoC Session release or the PoC Session modification can be postponed until after the full duplex voice client collocated with the PoC Client successfully establishes the full duplex voice call
Upon a request from a PoC User to send an FDCFO Proceed message to a subset of the Participants in the PoC Session supporting FDCFO Proceed, the PoC Client:
1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 
NOTE 3:	If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Server, which hosts the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the  MBCP Connect message.
3. SHALL perform the following actions, if the PoC User only wants to send the FDCFO Proceed message to only one Participant in the PoC Session:
a) set the Refer-To header of the SIP REFER request URI of the target Participant according to rules and procedures of [RFC3515];
4. SHALL perform the following actions, if the PoC User wants to send the FDCFO Proceed message to more than one Participant (but still not all Participants) in the PoC Session:
a) include a Refer-To header with a content-ID URL pointing to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [RFC5368]; 
b) include a MIME resource-lists body with the list of target Participant receiving the FDCFO Proceed to be added according to rules and procedures of [RFC5368];
c) include option tag 'multiple-refer' to the Require header according to rules and procedures of [RFC5368]; 
d) the option tag 'norefersub' in the Require header; and,
e) the value 'false' in the Refer-Sub header.
NOTE 4: The URI of a target Participant in step 3 and 4 above can be the anonymous identity or the PoC Address received in Participant Information.
5. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,
b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with the value "MESSAGE" in the Refer-To header;
7. SHALL include a list of full duplex voice call addresses in the form of Content-Type application/vnd.poc.fdcfo+xml body as specified in the subclause E.1.3 "FDCFO Proceed Document";
8. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
NOTE 5:	If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [OMA-PoC-Document-Mgmt] the PoC Server hosting the PoC Group will not send the FDCFO Proceed message; 
9. SHALL include a Target-Dialog header as specified in [RFC4538] identifying the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response, if such a dialog exists and the PoC Session Identity is a GRUU.
10. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists and the PoC Session Identity is not a GRUU, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core.
NOTE 6:	The SIP REFER request is sent using a new SIP dialog in case of Pre-established Session if the PoC Session Identity is different from Pre-established Session identity or in the case that the Pre-established Session identity or PoC Session Identity is a GRUU. 
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265RFC6665]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.
NOTE 7:	The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
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NOTE 1:	This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.
On receipt of an initial SIP INVITE request the PoC Server 
1. SHALL cache the supported SIP methods if received in the Allow header; 
2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported; 
3. SHALL create and cache the Nick Name as specified in subclause 5.4 "Nick Name"; and,
4. SHALL cache the uri-parameter "b2bua", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.
When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server
1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];
[bookmark: _Toc84655804][bookmark: _Toc84658374][bookmark: _Toc87169695]2. SHALL include the Server header with the OMA PoC release version  of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers";
3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];
4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or,
b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of Pre-arranged or Chat PoC Group respectively.
5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter".
6. SHALL copy into the Contact header the feature tags 'sip.automata', 'sip.actor' and 'sip.description' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response; 
NOTE 2: 	If both UE PoC Box and NW PoC Box take part in the PoC Session and a provisional response other than SIP 100 "Trying" was already sent, the feature tag 'sip.actor' has the same value as in the previous provisional response. If both UE PoC Box and NW PoC Box take part in the PoC Session and no provisional response other than SIP 100 "Trying" has been sent yet, the feature tag 'sip.actor' value is either 'principal' or 'msg-taker' according to the PoC Server local policy.
7. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media content was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
8. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the text content in the Subject header was removed; 
9. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or the Call-Info header or both was removed; and,
NOTE 3:	The reason for removing the Subject header and the reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
10. SHALL include Warning header(s) received in incoming provisional responses to SIP INVITE request with the exception of the SIP 100 "Trying" response.
When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:
1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];
2. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];
3. SHALL include the Session-Expires header with and start supervising the SIP Session according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac';
4. SHALL include the option tag 'timer' in a Require header;
5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or,
b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.
6. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter";
7. SHALL copy into the Contact header the feature tags, 'sip.automata', 'sip.actor' and 'sip.description' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response;
NOTE 4: 	If both UE PoC Box and NW PoC Box take part in the PoC Session and a provisional response other than SIP 100 "Trying" was already sent, the feature tags 'sip.actor' and 'sip.description' have the same value as in the previous provisional response. If both UE PoC Box and NW PoC Box take part in the PoC Session and no provisional response other than SIP 100 "Trying" has been sent yet, the feature tag 'sip.actor' value is either 'principal' or 'msg-taker' according to the PoC Server local policy.
8. SHALL include the Server header with the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response;
9. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media content was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
10. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the text content in the Subject header was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
11.SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or the Call-Info header or both was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
12. SHALL include Warning header(s) received in incoming responses to SIP INVITE request; 
13. SHALL include the option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488] ; and,
14. SHALL interact with the [OMA-PoC-UP] "Moderated PoC Session Media Burst Control" if it is a Pre-arranged PoC Group Session and the <allow-moderator> element as specified in [OMA DM] is set to "true" for PoC User and the PoC Client requested to be the Moderator and the PoC Server has assigned the role of Moderator to the PoC User.
15. SHALL include the option tag ‘tdialog’ in a Supported header according to rules and procedures of [RFC4538] ;

When sending a SIP 488 "Not Acceptable Here" response to the initial SIP INVITE request, the PoC Server:
1. SHALL generate the SIP 488 "Not Acceptable Here" response according to rules and procedures of [RFC3261]; and,
2. SHALL perform one of the following actions:
a) include in the SIP 488 "Not Acceptable Here" response a MIME SDP body, containing the Media Types, the Media-floor Control Entities and the Media-floor Control Entity bindings as currently used in the PoC Session according to rules and procedures of [RFC3261], if the offered Media Types where none of those currently used in the PoC Session; or,
b) include the warning text set to '107 Not authorized to add <Media Type>' as specified in subclause 5.6 "Warning header", if the offered Media Type is not authorized for the PoC User. 
When sending a SIP 404 "Not Found" in response to the initial SIP INVITE request that has an EMCS feature external media reference with Content-Disposition value "relay",  and for which the external media content does not exist, the PoC Server:
1. SHALL generate the SIP 404 "Not Found" response according to rules and procedures of [RFC3261]; and, 
2. SHALL including a warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". 
When sending a SIP 415 "Unsupported Media Type" in response to the initial SIP INVITE request that has an EMCS feature external media reference with Content-Disposition value "relay",  and the PoC Server does not support the external media content, the PoC Server:
1. SHALL generate the SIP 415 "Not Acceptable Here" response according to rules and procedures of [RFC4483]; and,
2. SHALL including a warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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Upon receiving a SIP BYE request the PoC Server:
1. SHALL check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP BYE request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to leave the PoC Session, as specified in [RFC4412];
2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function Procedures at PoC Session release" for releasing User Plane resource associated with the SIP Session towards the Participating PoC Function;
3. SHALL send a SIP 200 "OK" response towards the PoC Client according to rules and procedures of the SIP/IP Core;
4. SHALL perform the actions described in the subclause 7.2.1.2.8.3 "Termination of PoC Session Control for Crisis Handling" if the SIP BYE request is received from the PoC Crisis Event Handling Entity;
5. SHALL check PoC Session release policy as specified in the subclause 7.2.1.16 "PoC Session release policy" and if the applied release policy requires that the PoC Session is released perform for each Participant of the PoC Session the procedures as specified in the subclause 7.2.2.4 "Removal of Participant from PoC Session";
6. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP BYE request is received for a Dynamic PoC Group Session;
.
.
From 7.2.1.9.2, “SIP REFER BYE request received when using a Pre-established Session “, pg. 144:
.
.
Upon receiving from the PoC Client a SIP REFER request when using a Pre-established Session with the method parameter set to value "BYE" in the Refer-To header the PoC Server:
1. SHOULD check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP REFER request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to leave the PoC Session, as specified in [RFC4412];
2. SHALL perform actions to verify the Authenticated Originator's PoC Address of the PoC Client and authorize the request according to local policy and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

3. SHALL examine the URI in the Refer-To header of the SIP REFER request and 
a) if the URI is a PoC Address, that identifies a Participant in the on-going PoC Session, the PoC Server :
i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];
iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 
v. SHALL check the PoC Session expulsion policy as specified in 7.2.1.27 "PoC Session expulsion policy" and according to the applied expulsion policy perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
vi. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and if the applied release policy requires that the PoC Session is released perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
                            vii. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP REFER BYE request is received for a Dynamic PoC Group Session using the Pre-established Session;
viii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
ix. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package; and,
x. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

b) if the URI refers to a URI list, the PoC Server :
i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];
iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 
v. SHALL check the PoC Session expulsion policy as specified in 7.2.1.27 "PoC Session expulsion policy" and according to the applied expulsion policy perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
vi. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and if the applied release policy requires that the PoC Session is released perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
                             vii. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP REFER BYE request is received for a Dynamic PoC Group Session using the Pre-established Session;
viii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
ix. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package; and,
x. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedure of the SIP/IP Core.
c) if the URI is the PoC Session Identity of the on-going PoC Session then the PoC Server :
i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];
iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 
v. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform either:
A. for each identified PoC User: the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session"; or,
B. remove the Participant referred by the Authenticated Originator’s PoC Address from the PoC Session by performing the procedures as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session".

                            vi. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP REFER BYE request is received for a Dynamic PoC Group Session using the Pre-established Session;
vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package; and,
ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
d) if the URI is not a PoC Address and does not refer to a  URI list and is not the PoC Session Identity of the on-going PoC Session, the PoC Server: 
.
.
From 7.2.1.9.3,  pg. 146:
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Upon receiving a SIP BYE request to a Pre-established Session the PoC Server:
1. SHOULD check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP BYE request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to leave the PoC Session, as specified in [RFC4412];
2. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and perform according to the applied PoC Session release policy for every Participant of the PoC Session (except for the owner of the Pre-established Session) the procedures as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
3. SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 "Leaving a PoC Session when using Pre-established Session";
4. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP BYE request is received for a Dynamic PoC Group Session;
.
.
From 7.2.1.9.4, “SIP REFER BYE request received when using an On-demand Session “, pg. 147:
1. SHOULD check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP REFER request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to leave the PoC Session, as specified in [RFC4412];
2. SHALL perform the actions to verify the Authenticated Originator's PoC Address of the PoC Client and authorize the request according to local policy and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

3. SHALL examine the URI in the Refer-To header of the SIP REFER request and 
a) if the URI identifies a Participant in the on-going PoC Session, the PoC Server:
i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];
iv. SHALL send the SIP 2xx response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 
v. SHALL check the PoC Session expulsion policy as specified in 7.2.1.27 "PoC Session expulsion policy" and according to the applied expulsion policy perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
vi. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and if the applied release policy requires that the PoC Session is released perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
vii. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP REFER BYE request is received for a Dynamic PoC Group Session;
viii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
ix. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package; and,
x. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
b) if the URI refers to a URI list, then the PoC Server:
i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];
iv. SHALL send the SIP 2xx response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 
v. SHALL check the PoC Session expulsion policy as specified in 7.2.1.27 "PoC Session expulsion policy" and according to the applied expulsion policy perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
vi. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and if the applied release policy requires that the PoC Session is released perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session";
vii. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP REFER BYE request is received for a Dynamic PoC Group Session;
viii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
ix. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package; and,
x. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
c) if the PoC Address is the PoC Session Identity of the on-going PoC Session, then the PoC Server:
i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];
iv. SHALL send the SIP 2xx response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 
v. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform either:
A. for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from PoC Session"; or,
B. remove the Participant referred by the Authenticated Originator’s PoC Address from the PoC Session by performing the procedures as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session".
 vi. SHALL terminate the subscription to the Dynamic PoC Group member information and indicate it terminated according to rules and procedures of [RFC3265RFC6665] if the subscription is ongoing for the PoC Session and, if the PoC Session is released according to the applied release policy and if the SIP REFER BYE request is received for a Dynamic PoC Group Session;
vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package; and,
ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
d) if the URI is not a PoC Address and does not refer to a  URI list and is not the PoC Session Identity of the on-going PoC Session, the PoC Server: 
i. SHALL return SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps.
4. SHALL generate and send to the PoC Client a SIP NOTIFY request(s) as specified in subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the BYE request, if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request.
NOTE:	A SIP REFER request according to rules and procedures of [RFC3515] or [RFC5368] is an implicit subscription to event 'refer' in case the Refer-Sub header is not present in or is set to 'true'.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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