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	1-1 PoC Session
	A feature enabling a PoC User to establish a PoC Session with another PoC User

	1-many-1 PoC Group Session
	A PoC Session established by a PoC User to a Pre-arranged PoC Group, in which one Participant is a Distinguished Participant and other Participants are Ordinary Participants.

	Access Control
	PoC User specified rules that define the interactions with other PoC Users, e.g. rules restricting other PoC Users that may try to establish PoC Sessions to the PoC User. 

	Active PoC Dispatcher
	PoC User currently taking the role of PoC Dispatcher for all the Dispatch PoC Sessions of a Dispatch PoC Group. The Active PoC Dispatcher can change along time between PoC Users that are allowed the role of PoC Dispatcher for the Dispatch PoC Group (e.g. through role transfer mechanisms)

	Active PoC Session
	A PoC Session that carries both RTP and MBCP/TBCP based packets to the PoC User. If the PoC User has multiple PoC Sessions, at most only one can be active at any given time.

	Ad-hoc PoC Group Session
	A PoC Group Session established by a PoC User to PoC Users listed on the invitation. The list includes PoC Users or PoC Groups or both.  

	Anonymous PoC Address
	A PoC Address identifies a PoC User who has requested privacy. The Anonymous PoC Address is of the form that the hostname of URI is "anonymous.invalid" and 'user' is of the form "anonymous-n".     Anonymous PoC Addresses are scoped within a given PoC Session.

	Answer Mode
	A PoC Client mode of operation for the terminating PoC Session invitation handling.

	Answer Mode Indication
	A PoC Service Setting indicating the current Answer Mode of the PoC Client.

	Application Server
	In 3GPP/3GPP2 IMS, a functional entity that implements the service logic for SIP sessions. When the SIP/IP Core used for the PoC service is according to 3GPP/3GPP2 IMS, the PoC Server implements the Application Server functionality.

	Audio
	General communication of sound with the execption of PoC Speech.

	Authenticated Originator's PoC Address
	The Authenticated Originator's PoC Address is the PoC Address of the PoC User at the originating or terminating PoC Client that has been validated by the SIP/IP Core or the PoC Group Identity used by the PoC Server performing the Controlling PoC Function when inviting PoC Users to a PoC Group Session.

	Automatic Answer Mode
	Answer Mode where the PoC Client accepts a PoC Session establishment request without manual intervention from the PoC User. The Media is immediately played when received.

	Bit Map
	A MIME type in which a bit set means invite the PoC User that is associated with the bit location. 

	Chat PoC Group
	A persistent PoC Group in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other PoC Users being invited.
NOTE:	A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to "false" as specified in the [OMA-PoC-Document-Mgmt] "PoC Group".

	Chat PoC Group Identity
	PoC Group Identity of a Chat PoC Group.

	Chat PoC Group Session
	A PoC Session established to a Chat PoC Group.

	Condition Re-evaluation
	Repeated evaluation of conditions of PoC Users against the rules that define a Dynamic PoC Group. According to the evaluation results PoC Users are invited to or removed from a PoC Session involving the Dynamic PoC Group.

	Conference-factory-URI
	A Conference-Factory-URI for PoC service is a provisioned SIP URI that identifies the PoC service in the Home PoC Network.

	Confirmed Indication
	A signalling message returned by the PoC Server to confirm that the PoC Server, all other network elements intermediary to the PoC Server and a terminating PoC Client are able and willing to receive Media.

	Continuous Media
	Media with an inherent notion of time (e.g., PoC Speech, audio, and video).

	Control Plane
	The specification of the signalling between PoC Client and PoC Server, between PoC Box and PoC Server and between PoC Servers for the Push to talk over Cellular (PoC) service.

	Controlling PoC Function
	A function implemented in a PoC Server, providing centralized PoC Session handling, which includes Media distribution, Talk Burst Control, Media Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant Information.

	Discrete Media
	Media that itself does not contain an element of time (e.g. images, text).

	Discrete Media Transfer Final Report
	A report sent to the sending PoC Client to indicate final status of the Discrete Media transfer to the receiving PoC Clients.

	Discrete Media Transfer Progress Report
	A report sent to the sending PoC Client to indicate progress of the Discrete Media transfer to the receiving PoC Clients.

	Dispatch PoC Group
	A Pre-arranged PoC Group in which one member is assigned the role of PoC Dispatcher and the other member(s) are assigned the role of PoC Fleet Members.

	Dispatch PoC Session
	The PoC Session of a Dispatch PoC Group, or a subset of the Dispatch PoC Group, in which the 1-many-1 communication method is used.

	Distinguished Participant
	A Participant in a 1-many-1 Session that sends Media to all Ordinary Participants, and that receives Media from any Ordinary Participant.
NOTE:	The <is-key-participant> is set to "true" as specified in [OMA-PoC-Document-Mgmt] to indicate who is the Distinguished Participant.

	Dynamic Ad-hoc PoC Group
	An Ad-hoc PoC Group which is a Dynamic PoC Group.

	Dynamic Chat PoC Group
	A Chat PoC Group which is a Dynamic PoC Group.

	Dynamic PoC Group
	A Pre-arranged, restricted Chat or Ad-hoc PoC Group whose Participants are restricted based on the evaluation of a set of rules.

	Dynamic Group Member Information
	Information about PoC Addresses matching the rules for being member of a Dynamic PoC Group.

	Dynamic Pre-arranged PoC Group
	A Pre-arranged PoC Group which is a Dynamic PoC Group.

	Exploder URI
	An Exploder URI is an address of a SIP URI-list service. A URI-list service is a specialized application service that receives a SIP request with a list of URIs and generates a similar SIP request to each of the URIs on the list. The SIP URI-list service includes a copy of the body of the original SIP request in the generated SIP requests.

	External Media Content Server 
	An entity outside the scope of OMA that contains a media content that the PoC Server accesses and renders over the PoC Session 

	External Media Content Server Retrieval Function
	A functional Entity contained within the PoC Server performing the Controlling Function that supports the conveying of Media from External Media Content Server to Participants of a PoC Session.

	Filter Criteria
	Filter Criteria is routing logic used in the 3GPP/3GPP2 IMS SIP/IP Core to route SIP requests to the correct Application Server.

	Full Duplex Call Follow-on Proceed
	A feature which allows PoC Session Participant to request the other PoC Session Participants to set up another independent full duplex voice call (either a circuit switched voice call or voice-over-IP call, subject to Service Provider Policy and configuration). The full duplex voice call set up is out of the scope of this specification.

	Group
	A predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.

	Group Advertisement
	A feature that provides the capability to inform other PoC Users of the existence of a PoC Group.

	Group List
	A list of members in a Pre-arranged PoC Group or restricted Chat PoC Group. Each member is identified by a SIP URI or a TEL URI.

	Home PoC Network
	A network comprising a Home PoC Server and SIP/IP Core operated by the PoC User's PoC service provider. The Home PoC Network is the same as the Home Network defined in 3GPP/3GPP2 IMS specifications.

	Home PoC Server
	The PoC Server of the PoC Service Provider that provides PoC service to the PoC User.

	Implicit Media Burst Request
	A Media Burst request that is inferred from the receipt of a SIP INVITE request or a SIP REFER request.

	Included Media Content
	Media content included in an invitation to a PoC Session or in a Group Advertisement.

	Incoming Condition Based PoC Session Barring
	· A feature to block a particular incoming PoC Session request based on conditions defined for incoming PoC Sessions.

	Incoming Instant Personal Alert Barring
	A PoC Service Setting for the PoC Client that indicates the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.

	Incoming Media Content Barring
	A feature to block particular Media Type(s) of media content included in incoming PoC Session and Group Advertisement requests.

	Incoming Media Stream Barring
	A feature to block particular Media Type(s) of media streams in incoming PoC Session requests and during ongoing PoC Sessions at terminating PoC Client.

	Incoming PoC Session Barring
	A PoC Service Setting for the PoC Client that indicates the PoC User's desire for the PoC service to block all incoming PoC Session requests.

	Instant Personal Alert
	A feature in which a PoC User sends a SIP based instant message to a PoC User requesting a 1-1 PoC Session.

	Instance Identifier URN
	A global unique identifier identifying a PoC Client created as specified in [sip-outboundRFC5626].

	Invited Parties Identity Information Mode
	A PoC Service Setting for the PoC Server that indicates that the PoC Client is able and PoC User is willing to receive invited parties identity information.
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	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	AD
	Architecture Document

	B2BUA
	Back to Back User Agent

	CBUS
	Condition Based URIs Selection

	DM
	Device Management

	IMEI
	International Mobile station Equipment Identity
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From a market perspective...  
What can you do with this specification?
What problem does this solve?
How can this specification be applied?
Consider the target audience and provide deployment examples as possible.
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This specification contains the Control Plane procedures for the Push to talk over Cellular (PoC) service on the POC-1, POC-2, POC-9, POC-11, POC-14 and IP-1 reference points as specified in [OMA-PoC-AD]. 
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This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 
DELETE THIS COMMENT
The PoC version 1.0 Enabler comprises the basic functionality for providing Push to talk over Cellular service. 
The PoC version 1.0 Control Plane signalling addresses the high-level procedures described in PoC V1.0 OMA-POC-1-AD].
PoC version 1.0 Enabler introduced the following procedures.
· PoC Service Registration, PoC Service Settings procedures, PoC Session Initiation using Pre-establish session or On-demand Session, initialization of a PoC Session (1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Session and Chat PoC Group Session);
· [bookmark: _Toc176760961][bookmark: _Toc176760962][bookmark: _Toc176760965][bookmark: _Toc176760967]PoC Session modification, rejoining a PoC Session, leaving a PoC Session, adding PoC User(s) to a PoC Session, cancelling a PoC Session, Simultaneous PoC Session control procedures;
· [bookmark: _Toc176760963][bookmark: _Toc176760964][bookmark: _Toc176760997]sending an Instant Personal Alert, sending a Group Advertisement, subscription to the conference state event package; and,
· [bookmark: _Toc176761011][bookmark: _Toc176761012][bookmark: _Toc176761013][bookmark: _Toc176761015]PoC Session joining policy, PoC Session initiation policy, PoC Session adding policy, PoC Session release policy, PoC Session Participant information policy. 
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This section should be included for each new major or minor version of the specification.
It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.
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The PoC version 2.0 Control Plane procedures extend [OMA-POC-1-CP] by adding signalling procedures described in [OMA-PoC-2-SD].
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The PoC version 2.1 Control Plane procedures extend [OMA-POC-2-CP] by adding signalling procedures described in [OMA-PoC-SD].
This subclause summarises the signalling procedures included in PoC version 2.1.
· Procedures for: PoC Session Control for Crisis Handling, PoC Client subscription to the Dynamic PoC Group Member Information, External Media Content Server Retrieval (EMCS) Function, Dynamic PoC Group Sessions, Limited Participant Information, Simultaneous Media Streams and Moderated PoC Session are introduced;
·  Dynamic PoC Group Session initiation policy is introduced; and,
· The following additional features using XML document stored in XDMS are introduced: Incoming Condition PoC Session Barring, Outgoing Condition PoC Session Barring, Incoming Media Content Barring and Incoming Media Stream Barring.
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The procedures in this specification are presented in the form of procedural description. The order of the procedural steps can be significant and deviating from the presented order can result in interoperability problems.
All Control Plane signalling requests and responses between the PoC Client and the PoC Server, between the PoC Box and PoC Server, as well as between PoC Servers, SHALL be routed via the SIP/IP Core as specified in [OMA-PoC-AD]. When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the SIP routing procedures are specified in [3GPP TS 24.229] / [3GPP2 X.S0013.4]. 
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The Authenticated Originator's PoC Address is the PoC Address of the PoC User at the originating or terminating PoC Client that has been validated by the SIP/IP Core or the PoC Group Identity used by the PoC Server performing the Controlling PoC Function when inviting PoC Users to a PoC Group Session. 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's PoC Address is contained in the P-Asserted-Identity header according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4]. The PoC Client MAY insert a P-Preferred-Identity header, which contains a PoC Client preferred identity, for the SIP/IP Core to use inside the P-Asserted-identity header. If privacy is required, the From header SHALL contain an anonymous URI. 
The From header MAY be used to carry the Authenticated Originator's PoC Address, and MAY be supported by the PoC Server. The PoC Server MAY be able to support an Authenticated Originator's PoC Address in the From header if the PoC Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the PoC Client.
If the PoC Server cannot obtain an Authenticated Originator's PoC Address for an initial request it SHALL reject the request with a SIP 403 "Forbidden" response. 
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If the SIP/IP Core supports SIP signaling compression, the SIP/IP Core SHALL support SigComp, as specified in [RFC3320], [RFC3485] and [RFC3486].
The PoC Client SHOULD compress the SIP signaling according to rules and procedures of [RFC3320], [RFC3485] and [RFC3486] to reduce the transmission delays.
If the PoC Client initiates the signaling compression according to rules and procedures of [RFC3320], [RFC3485] and [RFC3486], then the SIP/IP Core SHALL compress the SIP signaling according to rules and procedures of [RFC3320], [RFC3485] and [RFC3486].  
The PoC Client and the SIP/IP Core MAY support stateful compression like dynamic compression, User Specific Dictionaries (USD) or other SigComp extended operations to improve the compression efficiency and to further reduce transmission delays (a definition of dynamic compression, USD and a description of other SigComp extended operations is specified in [RFC3321]).
NOTE:	Dynamic compression and USD can be implemented without using the extended operations mechanisms of [RFC3321], which is referenced here in the interest of thoroughness. 
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Nick Name
The PoC Server and the PoC Client MAY send Nick Names in SIP requests and SIP responses. 
If a PoC Server supports sending of Nick Names in SIP requests and SIP responses the use of Nick Names SHALL be a service provider configuration option, where it is possible to enable or disable the sending of Nick Names.
If PoC Client and PoC Server supports sending of Nick Names, then following applies:
A PoC Client MAY provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the PoC Server performing the Participating PoC Function.
NOTE 1:	A Nick Name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the underlying SIP/IP Core if validation of the PoC Address is successful as described in [RFC3325]. If validation of the PoC Address fails the SIP/IP Core uses a default PoC Address in the P-Asserted-Identity header and the Nick Name, if included in the P-Preferred-Identity header, is lost. A Nick Name in the From header is never lost. 
The PoC Server performing the Participating PoC Function SHALL provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address in the initial SIP INVITE request before sending the initial SIP INVITE request to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replaced by the configured Nick Name, if available and if privacy not requested.
NOTE 2:	The Nick Name can be configured in the PoC Group definitions in the case of Pre-arranged PoC Group and in the case of Chat PoC Group.
The terminating PoC Client MAY provide the Invited PoC User’s Nick Name in the "display-name" part of the To header of the SIP 200 "OK" response to an initial INVITE request sent to the PoC Server performing the Participating PoC Function.
The terminating PoC Client MAY have provided the PoC User’s Nick Name in the "display-name" part of the From header of the SIP INVITE request, when Pre-established Session has been established.
The PoC Server performing the Participating PoC Function SHALL provide the Invited PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address in SIP 200 "OK" responses to initial SIP INVITE requests before sending the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replaced by the configured Nick Name, if available and if privacy not requested.
In case of more than one identical Nick Name in a PoC Session, the PoC Server MAY make Nick Names unique by using the form of <Nick Name-n> where n is an integer number. For example with Nick Names there can be 'anonymous', 'anonymous-5', 'Batman' and 'Batman-3' in the same PoC Session as all these are unique.
The PoC Server performing the Controlling PoC Function SHALL collect Nick Names, if Nick Names for Participants in a PoC Session are provided, according to the following priority order: 
In case that privacy is requested: 
1. A Nick Name received in the "display-name" part of the From header of an initial SIP request, if included; or,
2. A Nick Name received in the "display-name" part of the To header of a SIP 200 "OK" response to an initial SIP request, if included; or,
3. A string that is the 'user' part of the Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" e.g., "Anonymous-5". 
In case that privacy is not requested:
1. The <display-name> child element of the <entry> element for PoC Users in PoC Group definitions as specified in [OMA-PoC-Document-Mgmt] if <display-name> is defined; or,
2. The Nick Names received in the "display-name" part of the Authenticated Originator’s PoC Address of initial SIP requests and SIP 200 "OK" responses to the initial SIP requests from Participants; or,
3. The Nick Names received in the "display-name" part of the From header of initial SIP requests or in the "display-name" part of the To header of the SIP 200 "OK" responses to the initial SIP requests from Participants.
The PoC Server performing the Controlling PoC Function SHALL include a Nick Name, if a Nick Name is collected as described above, in the Authenticated Originator’s PoC Address of the initial SIP INVITE request wheninviting a PoC User to a PoC Session.
NOTE 3:	The PoC Server performing the Controlling PoC Function uses the Nick Name as part of the Sender Identification as specified in [OMA-POC-UP] "Sender Identification", and as part of Participant Information as described in subclause 7.2.1.11 "PoC Session Participant request".
The PoC Client MAY show the PoC User a locally stored display name in stead of the received Nick Name, if a locally stored display name is available in the User Equipment. 
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This specification describes PoC specific error procedures but the handling of errors that cannot be regarded as PoC specific SHALL follow the rules and procedures of the relevant specification in subclause 2.1 "Normative References".
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The PoC Server MAY include a free text string in a SIP response to SIP request specified in clause 7 "Procedures at the PoC Server".
When the PoC Server includes a text string in a response to a SIP INVITE request the text string SHALL be included in a Warning header as specified in [RFC3261]. The PoC Server SHALL include the Warning code set to 399 and MAY include the host name set to the host name of the PoC Server.
The PoC Client MAY include the preferred language in Accept-Language header in the SIP INVITE request or the SIP 200 "OK" response to the SIP INVITE request.
NOTE:	The preferred language can also be used in subsequent SIP transactions of the PoC Session.
The PoC Server SHOULD choose language of the warning text in the Warning-header depending on the preferred language indicated in Accept-Language header received from the PoC Client in the SIP INVITE request or in the SIP response, if the language is supported. If the warning text is to be translated, only explanatory text of the free text string SHALL be replaced by the preferred language.
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The text string included in a Warning header consists of an explanatory text preceded by a 3-digit text code, according to the following format <xxx> + <explanatory text>, for example '102 Too many participants'. 
Table 1 defines the warning texts that are defined for the Warning header when a Warning header is included in a response to a SIP INVITE request as specified in subclause 5.6.1 "General".
	Code
	Explanatory text
	Description

	100
	Correct Session Type of <Request-URI> is "session=chat"
	The Session type uri parameter does not correspond to a Chat PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	101
	Correct Session Type of <Request-URI> is "session=prearranged"
	The Session type uri parameter does not correspond to a Pre-arranged PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	102
	Too many participants
	The maximum number of Participants allowed in a PoC Session is exceeded.

	103
	Too many group members
	The PoC Group has more than <max-participant-count> members as specified in [OMA-PoC-Document-Mgmt].

	104
	Too many Simultaneous PoC Sessions
	The maximum number of Simultaneous PoC Sessions for the PoC Client is exceeded.

	105
	Isfocus already assigned
	A conference focus (a PoC Server performing the Controlling Function) has already been assigned to the PoC Session. 

	106
	Isfocus not assigned
	A conference focus (a PoC Server performing the Controlling Function) has not been assigned to the PoC Session. 

	107
	Not authorized to add <Media Type>
	The offered Media Type is not accepted due to authorization. The value of <Media Type> is 'PoC Speech', 'Audio', 'Video' or 'Discrete Media'.

	108
	Media content in INVITE discarded
	At least one MIME body containing media has been removed from the SIP INVITE request.

	109
	PoC Box not possible for a Chat PoC Group
	Voice mail type PoC Box can't be used for Chat PoC Groups.

	110
	Dispatch group has already another active dispatcher
	The Dispatch PoC Group already has on-going Dispatch PoC Session(s) with another PoC Dispatcher.

	111
	User not allowed to transfer the dispatcher role
	Requesting PoC User not allowed to transfer the PoC Dispatcher role based on the Dispatch PoC Group definition

	112
	Target User not allowed to receive the dispatcher role 
	Target PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	113
	User is not a dispatcher for the group
	Requesting PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	114
	QoE Assignment Error
	An error in the assignment of the QoE Profile to the PoC Session has occurred. 

	115
	<RequestedQoE> QoE Profile not authorized
	Requested Local QoE Profile is not authorized according to the PoC User subscription.
<Requested QoE> will be the Local QoE Profile requested by the inviting PoC User in the initial request or by the Invited PoC User in the final response. 

	116
	PoC Session already exists
	Although the PoC Client attempted to initiate a new PoC Session, existing PoC Session was joined instead.

	117
	Client not supporting the PoC Dispatcher capability
	PoC Client is not supporting the PoC Dispatcher capability.

	118
	Media content not allowed
	Added media content in the request is not allowed by PoC Server local policy.

	119
	Anonymity not allowed
	Privacy is requested, but anonymity is not allowed.

	120
	Routing error in network
	The SIP request is routed to a wrong server by the SIP/IP Core.

	121
	Function not allowed due to <detailed reason>
	The function is not allowed to this user.
The <detailed reason> will be 'Group definition', 'Access Policy', 'Local Policy', 'User authorization', 'Dynamic PoC Group rules' or free text string.

	122
	Function not allowed
	Function is not allowed, but the detailed description about the reason is not given.

	123
	Session does not exist
	The target session in the Request URI does not exist
NOTE:	Used by OMA IM as specfiied in [OMA_IM_TS_Endorsement] "Warning header".

	124
	Service not allowed due to the age limit
	Service has an age limit and the limit is not reached.
NOTE:	Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	125
	No messages
	Messages are retrieved, but the history function has no messages.
NOTE:	Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	126
	Uri-list service not supported
	Uri-list service not supported/allowed by the Server.
NOTE:	Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	127
	Service not authorised
	The User is not authorised for this service.
NOTE:	Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	128
	Too many embedded groups
	PoC Server has found too many embedded groups.

	129
	No destinations
	No destination addresses available for the action.

	130
	Conflicting URI: <URI>
	If the URI Usage Type uri-parameter of an URI in the MIME resource-lists body or in the Refer-to header does not correspond to the actual usage of the URI.
<URI> will be the URI including the URI Usage Type uri-parameter.

	131
	Invalid URI <URI>
	The PoC Address received in a SIP PUBLISH request is not registered by this PoC Client. The reason could be that a race condition has occurred between the SIP/IP Core and the PoC Network. Retransmitting the SIP PUBLISH request can give a different result.

	132
	Session already ended
	The target session in the Request URI has already been released.

	133
	Incoming invitation conditionally barred due to unfulfilled <Subscriber/User> condition <condition>
	An invitation to this PoC Client has been barred by Incoming Condition Based PoC Session Barring.
<Subscriber/User> will be ‘Subscriber’ or ‘User’ depending on the setter of the unfulfilled condition.
<condition> will be the unfulfilled condition.

	134
	Outgoing invitation conditionally barred due to unfulfilled <Subscriber/User> condition <condition>
	An invitation from this PoC Client has been barred by Outgoing Condition Based PoC Session Barring.
<Subscriber/User> will be ‘Subscriber’ or ‘User’ depending on the setter of the unfulfilled condition.
<condition> will be the unfulfilled condition.

	135
	Authorization of Dynamic PoC Group ongoing
	The invitation to a Dynamic PoC Group is pending due to the authorization to fetch information about  Dynamic PoC Group members is ongoing

	136
	No matching members found, Condition Re-evaluation ongoing
	No members of the Dynamic PoC Group were invited because currently they do not match the Dynamic PoC Group rules. The members’ status will be re-evaluated later.

	137
	No matching members found
	No members of the Dynamic PoC Group were invited because they did not match the Dynamic PoC Group rules.

	138
	One or more Users not invited to Dynamic PoC Group 
	One or more members of the Dynamic PoC Group were not invited because they did not match the Dynamic PoC Group rules.

	139
	Invalid Bit Map
	One or more bits set in the Bit Map does not correspond to a known PoC User. The PoC User should refresh the Bit Map of the device. 


[bookmark: _Toc189885489][bookmark: _Toc300323772]Table 1: PoC specific warning texts
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Code numbers 000 – 999 are reserved for use in warning texts within PoC.
NOTE:	Vendor-specific warning text is sent without warning text code.
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The PoC Session Identity is a SIP URI, which SHALL identify the PoC Session.
The PoC Server performing Controlling PoC Function SHALL allocate a unique PoC Session Identity for the PoC Session when established.  
The PoC Server performing the Participating PoC Function MAY re-construct the PoC Session Identity based on the SIP URI received from the Controlling PoC Function during PoC Session establishment as described in the subclause 7.3.2.1 "General".
The PoC Session Identity identifies the PoC Session in such a way that e.g.:
· the PoC User is able to leave a PoC Session;
· the PoC User is able to add PoC Users to an on-going PoC Session;
· the PoC User is able to subscribe the Participant Information of the on-going PoC Session;
· the PoC User is able to re-join the PoC Session as long as the PoC Session is on-going in the PoC Server performing the Controlling PoC Function also in the case that his Home PoC Server is not anymore participating the PoC Session; and,
· the SIP/IP Cores are able to route an initial SIP request to the PoC Server performing the Controlling PoC Function.
NOTE:	The exact format of the PoC Session Identity allocated by the PoC Server depends on the functionality of the SIP/IP Core in this PoC Network. 
The PoC Server performing Controlling PoC Function SHALL send the PoC Session Identity towards the PoC Client during the PoC Session establishment in the Contact header. 
The PoC Server performing Participating PoC Function SHALL send the PoC Session Identity to the PoC Client in the  MBCP Connect message if Pre-established Session is used.
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A PoC Client MAY support multiple PoC Addresses and be involved in one or more PoC Sessions at the same time using the same or different PoC Addresses.
One or more PoC Clients MAY register for the PoC Service as described in 6.1.1 "PoC service registration" using the same PoC Addresses.
The PoC Client:
1. SHALL include in the Contact header of the SIP REGISTER request a '+sip.instance' feature tag with the Instance Identifier URN as specified in [sip-outboundRFC5626] when registering to the PoC Service;
NOTE 1: When the SIP/IP Core is 3GPP IMS, the Instance Identifier URN contains the IMEI.
2. SHALL include in the Contact header of PoC specific SIP requests and SIP responses a '+sip.instance' feature tag with the Instance Identifier URN as specified in [sip-outboundRFC5626]; and,
3. SHALL include the Instance Identifier URN as the <entity> element 'id' attribute in PoC Service Settings.
NOTE 12:	If a '+sip.instance' feature tag is not included in the Contact header or in the <entity> 'id' attribute in the PoC Service Settings by a PoC Client compliant to earlier PoC releases, the PoC Server handles this as if an Instance Identifier URN with the zero length value was included.
The PoC Server SHALL subscribe to the "reg" event package according to rules and procedures of [RFC3265] and [RFC3680].
Upon receiving the SIP NOTIFY request as the result of the subscription to the "reg" event package the PoC Server:
1. SHALL if the state of the <contact> element is "created", "registered", "refreshed" 
a) cache, for each combination of a PoC address received in the <aor> element and the Instance Identifier URN included in the <unknown-param> element with 'name' attribute equal to '+sip.instance' all PoC Addresses registered by the same Instance Identifier URN so that the PoC Server can retrieve the list of PoC Addresses used by the same PoC Client by using the PoC Address and the Instance Identifier URN as the key to the cached information; and,
b) cache, for each PoC Address received in the <aor>, the PoC Addresses and the Instance Identifier URN included in the <unknown-param> element with 'name' attribute equal to '+sip.instance' that are registered together at a PoC Client so that the PoC Server can retrieve the list of PoC Addresses registered together by the same PoC Client using a PoC Address as the key to the cached information.
NOTE 23:	The PoC Server caches the information with two keys in order to handle SIP requests and SIP responses from the PoC Client and the SIP INVITE request from the PoC Server performing the Controlling PoC Function differently.
NOTE 34:	If an <unknown-param> with a 'name' attribute equal to '+sip.instance' is not included the PoC Server handles this as if an Instance Identifier URN with the zero length value was received.
2. SHALL if the state of the <contact> element is set to "expired", "deactivated", "probation", "unregistered" or "rejected":
a) remove, for each combination of a PoC address received in an <aor> element and the Instance Identifier URN included in the  <unknown-param> element with 'name' attribute equal to '+sip.instance', the cached list of PoC Addresses using the PoC Address and the Instance Identifier URN as the key to the cached information; and,
b) remove, for each PoC Address received in the <aor>, the cached list of PoC Addresses using the PoC Address in the <aor> as the key to the cached information.
Upon receiving the SIP PUBLISH request with the PoC Service settings the PoC Server: 
.
.
.
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[bookmark: _Ref138445560][bookmark: _Ref138445569][bookmark: _Toc154206182]Four QoE Profiles are defined as follows, from lower to higher priority level: 'Basic', 'Premium', 'Professional', and 'Official Government Use' as specified in [OMA-PoC-SD] "Quality of Experience (QoE)". 
PoC Clients SHOULD and PoC Servers SHALL support the use of QoE Profiles.
QoE Profiles are part of the PoC User subscription (i.e: a QoE Profile is considered within the PoC User subscription) and, therefore, the PoC User SHALL be authorized to use the subscribed QoE Profile as well as any lower QoE Profile. How the PoC Server checks that a PoC User is authorized to use a QoE Profile is out of the scope of this specification.
.
.
.
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PoC Servers and PoC Clients MAY Support the 'Official Government Use' QoE Profile. If supported the 'Official Government Use' QoE Profile relies on the use of the Resource-Priority header together with the "WPS" namespace, as specified in [RFC4412]. If not supported, the PoC Server SHALL ignore the received QoE information.
The WPS namespace defines 5 levels of priority, which are numbered from 0 to 4, where 4 is the lowest and 0 is the highest priority level.
When the 'Official Government Use' QoE Profile is used for PoC Session or Pre-established Session establishment or modification procedures, a Resource-Priority header SHALL be included according to rules and procedures of [RFC4412] along with the SDP QoE Profile attribute in the appropriate SIP requests or SIP responses. Exhaustive analysis of the appropriate SIP requests or SIP responses in which the Resource-Priority header will be included is made across this specification; further, the Resource-Priority header SHALL be included according to rules and procedures of [RFC4412] in the following SIP request:
SIP ACK requests in response to the receipt of a SIP 200 "OK" response to an initial SIP INVITE request containing a Resource-Priority header; in this case the Resource-Priority header SHALL be equal to the one included in the initial SIP INVITE request.
For procedures that do not involve PoC Session or Pre-established Session establishment or modification, the Resource-Priority header, but not the SDP QoE Profile attribute, is used to request 'Official Government Use' priority treatment.
NOTE:	SIP/IP Core is expected to support the Resource-Priority header.
[bookmark: _Toc189885054][bookmark: _Toc226889470][bookmark: _Toc235870377][bookmark: _Toc236104431][bookmark: _Toc236107681][bookmark: _Toc236108406][bookmark: _Toc240704271][bookmark: _Toc300323190]Priority and pre-emption
PoC Servers and PoC Clients MAY support the priorization and pre-emption capability. The Controlling PoC Function SHOULD directly determine the PoC Session Precedence from the QoE Profile assigned for the PoC Session, as defined by the PoC Service Provider. If this capability is supported, then under high load situations the PoC Server:
SHALL prioritise the signalling of PoC Sessions using the 'Official Government Use' QoE Profile among the signalling of other PoC Sessions with lower QoE Profile. Between PoC Sessions using 'Official Government Use' QoE Profile, the PoC Server SHALL prioritize the signalling depending on the WPS priority level being used by each PoC Session, according to the rules and procedures of [RFC4412];
SHOULD prioritise the Media flows of PoC Sessions with higher PoC Session Precedence over Media flows of PoC Sessions with lower PoC Session Precedence;
When performing the Controlling PoC Function, the PoC Server MAY revoke the Media Burst sending permissions, or reject the Media Burst requests, of PoC Clients participating in PoC Sessions with lower PoC Session Precedence. To carry out this actions, the PoC Server SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Server state transition diagram for general Media Burst operation"; 
When performing the Controlling PoC Function, the PoC Server MAY release, as specified in subclause 7.2.1.16 "PoC Session release policy", PoC Sessions with lower PoC Session Precedence due to the requests of establishment of PoC Sessions of a higher PoC Session Precedence.
[bookmark: _Toc189885055][bookmark: _Toc226889471][bookmark: _Toc235870378][bookmark: _Toc236104432][bookmark: _Toc236107682][bookmark: _Toc236108407][bookmark: _Toc240704272][bookmark: _Toc300323191][bookmark: _Toc93913060][bookmark: _Toc93913645][bookmark: _Toc93916629][bookmark: _Toc102188388][bookmark: _Toc139087150]Anonymous PoC Address
When a PoC User requests privacy, the PoC Server performing the Controlling PoC Function creates an Anonymous PoC Address for the PoC User. In addition to anonymity, the PoC Addresses are also unique in a PoC Session. The PoC Server SHALL support Anonymous PoC Addresses. When receiving a SIP request or a SIP response with privacy requested, the PoC Server performing the Controlling PoC Function SHALL create an Anonymous PoC Address of the form <sip:anonymous@anonymous.invalid>. If PoC Server supports Nick Names, and if the Nick Name (see subclause 5.4 "Nick Name") is received in a SIP request or SIP response, the PoC Server SHALL use it as a Nick Name. If Nick Name is not received in a SIP request or SIP response, the PoC Server MAY use the 'user' part of the Anonymous PoC Address as a Nick Name.
In addition to anonymity, the Anonymous PoC Addresses SHALL be unique within PoC Session. If Nick Names are supported and used, the PoC Server allocated Nick Names of Anonymous PoC Addresses SHALL also be unique in a PoC Session and the PoC User given Nick Names MAY be unique in the PoC Session. In case of more than one Anonymous PoC Addresses are used in the same PoC Session, for the second Anonymous PoC Session and thereafter, the PoC Server SHALL use the form <sip:anonymous-n@anonymous.invalid> where n is an integer number. 
NOTE:	The PoC Client can find out the Anonymous PoC Addresses of the Participants who requested to be anonymous by subscribing to the Participant Information.
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PoC Speech SHALL be offered either with the Talk Burst Control Protocol or with the Media Burst Control Protocol.PoC Speech Media SHALL exist at most once in the SDP offer.
When PoC Speech is offered with TBCP one "m=audio" line SHALL be included in the SDP without the "a=label" attribute. 
When PoC Speech is offered with MBCP one "m=audio" line SHALL be included in the SDP with the "a=label" attribute with a unique value as specified in [RFC4574] and a "i=" field associated with the "m=audio" line set to "speech" as specified in [RFC4566].
NOTE:	The procedure does not allow for any negotiation which means that the sender of an offer decides which Media Stream that is regarded as PoC Speech.
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An initial SIP INVITE request or a SIP REFER request fulfilling one of the following criteria SHALL be regarded as received with an Implicit Media Burst request when the PoC Client
1. is initiating a PoC Session other than a Chat PoC Group Session and only PoC Speech is bound to the Media-floor Control Entity; or,
2. attempts to initiate a PoC Session and the PoC Session is already ongoing and the PoC Session is different from a Chat PoC Group Session and only PoC Speech is bound to the Media-floor Control Entity; or,
3. includes the 'imp_mb_req' parameter in the SDP offer/answer as specified in subclause E.3.1 "Media Burst Control Protocol MIME registration" with the value of 1.
In all other cases the SIP INVITE request or the SIP REFER request SHALL be regarded as received without an Implicit Media Burst request.
[bookmark: _Toc98923987][bookmark: _Toc168281292]When the received SIP INVITE request or the SIP REFER request is regarded as an Implicit Media Burst request the PoC Server performing the Controlling PoC Function SHALL send a response to the PoC Client as specified in the [OMA-PoC-UP] "Media Burst Control". 
NOTE:	The response can be a MBCP message or the 'tb_granted' parameter set to 1 included in the SDP answer as specified in E.3.1 "Media Burst Control Protocol MIME registration".
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The PoC Server performing the Participating PoC Function SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the Media path. 
The PoC Server performing the Participating PoC Function MAY indicate the B2BUA behaviour to the PoC Server performing the Controlling PoC Function using the b2bua uri-parameter as specified in subclause E.5.3 "Back to back UA uri-parameter" and SHALL insert the "b2bua" to the URI of the PoC Server in the Contact header of the SIP INVITE request or the SIP response to the SIP INVITE request, if the PoC Server performing Participating PoC Function indicates according to the local policy to the Controlling PoC Function, that it acts as a B2BUA and stays on the Media path.
.
.
.
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PoC Clients can include other feature tags in Accept-Contact headers and Reject-Contact headers than those described in this specification, e.g. 'video', that can be part of the selection of the appropriate user equipment and application at the Invited PoC User. This subclause describes the behaviour in PoC Clients and PoC Servers for non-PoC specific feature tags included in Accept-Contact headers and Reject-Contact headers.
The PoC Client:
1. MAY include non-PoC specific feature tags out of scope of this specification in the Accept-Contact header or in the Reject-Contact header of a initial SIP INVITE request when initiating a Pre-arranged PoC Group Session, a 1-1 PoC Session or an Ad-hoc PoC Session; 
2. MAY include non-PoC specific feature tags out of scope of this specification in the Accept-Contact header or in the Reject-Contact header in the Refer-To URI of the SIP REFER request when initiating a Pre-arranged PoC Group Session, a 1-1 PoC Session or an Ad-hoc PoC Session using Pre-established Session or when adding PoC Users in an existing PoC Session; and,
3. MAY include non-PoC specific feature tags out of scope of this specification in the Accept-Contact header or in the Reject-Contact header of a SIP MESSAGE request when sending a Instant Personal Alert or a Group Advertisement message.
NOTE 1:	The  behaviour in the PoC Client when receiving non-PoC specific feature tags is outside the scope of this specification.
The PoC Server performing the Participating PoC Function acting as a B2BUA
1. SHALL include non-PoC specific feature tag(s) in the Accept-Contact header of the outgoing SIP INVITE request when receiving an initial SIP INVITE request with non-PoC specific feature tag(s) included in Accept-Contact header(s) of the SIP INVITE request or when receiving a SIP REFER request establishing a PoC Session using Pre-established Session with non-PoC specific feature tag(s) included in Accept-Contact header(s) of the Refer-To URI of the SIP REFER request when sending the SIP INVITE request to the PoC Server performing the Controlling PoC Function or to an Invited PoC Client; and,
2. SHALL include non-PoC specific feature tag(s) in in the Reject-Contact header of the outgoing SIP INVITE request when receiving an initial SIP INVITE request with non-PoC specific feature tag(s) included in Reject-Contact header(s) of the SIP INVITE requestor when receiving a SIP REFER request establishing a PoC Session using Pre-established Session with non-PoC specific feature tag(s) included in Reject-Contact header(s) of the Refer-To URI of the SIP REFER request when sending the SIP INVITE request to the PoC Server performing the Controlling PoC Function or to an Invited PoC Client;
NOTE 2:	When the PoC Server performing the Participating PoC Function is acting as a SIP proxy Accept-Contact headers and Reject-Contact headers are forwarded according to rules and procedures of [RFC3261].
NOTE 3: The SIP/IP core could remove feature tags based on policy.
The PoC Server performing the Controlling PoC Function:
1. SHALL include non-PoC specific feature tag(s) in Accept-Contact header(s) in outgoing SIP INVITE request(s) when receiving a SIP INVITE request initiating a 1-1 PoC Session, an Ad-hoc PoC Session or a Pre-arranged PoC Session if non-PoC specific feature tag(s) are included in the Accept-Contact header;
2. SHALL include non-PoC specific feature tag(s) in Accept-Contact header(s) in outgoing SIP INVITE request(s) when receiving a SIP REFER request initiating a 1-1 PoC Session, an Ad-hoc PoC Session or a Pre-arranged PoC Session when non-PoC specific feature tag(s) are included in the Accept-Contact header in the Refer-To URI;
3. SHALL include non-PoC specific feature tag(s) in Reject-Contact header(s) in outgoing SIP INVITE request(s) when receiving an SIP INVITE request initiating a 1-1 PoC Session, an Ad-hoc PoC Session or a Pre-arranged PoC Session if non-PoC specific feature tag(s) are included in the Reject-Contact header;
4. SHALL include non-PoC specific feature tag(s) in a Reject-Contact header in outgoing SIP INVITE requests when receiving non-PoC specific feature tag(s) included in the Reject-Contact header in the Refer-To URI of a SIP REFER request initiating a 1-1 PoC Session, an Ad-hoc PoC Session or a Pre-arranged PoC Session;
5. SHALL include non-PoC specific feature tag(s) in Accept-Contact header(s) in outgoing SIP MESSAGE request(s) when receiving a SIP MESSAGE request sending a Group Advertisement if non-PoC specific feature tag(s) are included in the Accept-Contact header; and,
6. SHALL include non-PoC specific feature tag(s) in Reject-Contact header(s) in outgoing SIP MESSAGE request(s) when receiving a SIP MESSAGE request sending a Group Advertisement if non-PoC specific feature tag(s) are included in the Reject-Contact header.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Application Server procedures according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
.
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If the PoC Server performing the Controlling PoC Function supports the Ad-hoc PoC Group Session re-initiation functionality, the PoC Server SHALL cache a list of PoC Users which either did not accept the PoC Session Invitation to the Ad-hoc PoC Group Session, or left the Ad-hoc PoC Group Session, or were removed from the Ad-hoc PoC Group Session, or were not invited to the Ad-hoc PoC Group Session because they did not match the Dynamic PoC Group rules in case of  a Dynamic Ad-hoc PoC Group Session. 
The PoC Server SHALL maintain for each PoC User the following:
PoC Address;
Nick Name, if supported and negotiated; and,
whether the PoC User requested privacy.
.
.
.
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To effect media sharing over a PoC Session via the EMCS Retrieval feature, the PoC Client MAY trigger EMCS Retrieval based content indirection [RFC 4483] by using a Content-Disposition value "relay", and optional parameter "emcs-rf", as defined in Annex E.7.1 "Relay Value and EMCS-RF Parameter" in SIP requests. 
For SIP requests that initiate a PoC Session, a rejoin to a PoC Session, EMCS Retrieval based content indirection appears in a SIP INVITE request.  For adding users to a PoC Session, EMCS Retrieval based content indirection appears in a SIP REFER request.
NOTE 1: EMCS Retrieval based content indirection does not apply to a SIP REFER request that initiates a PoC Session over Pre-established Session.
NOTE 2: EMCS Retrieval is not applicable for SIP requests associated with the establishment of a Pre-established Session.  
For on-going PoC Sessions, EMCS Retrieval based content indirection can also appear in a SIP MESSAGE request addressed to an existing PoC Session URI.
NOTE 3: It is possible for a PoC Client to request Discrete Media based EMCS Retrieval content indirection from within an MSRP Session, i.e., not using SIP requests. 
The Participating Function PoC Server MAY insert an "emcs-rf" Content-Disposition parameter, as defined in Annex E.7.1 "Relay Value and EMCS-RF Parameter",  which provides the URI of an EMCS Retrieval function that the Controlling PoC Function MAY use to resolve an EMCS that possesses the media content. However, if the PoC Client inserts an "emcs-rf" parameter, the Participating PoC Function SHALL remove the parameter, and MAY insert a valid "emcs-rf" parameter. 
The Controlling Function PoC Server SHOULD use the "emcs-rf" Content-Disposition parameter for purposes of accessing the media content that the PoC Client indicates in the content indirection.  The procedures and interfaces that the Controlling Function PoC Server with an EMCS Retrieval function, as well as to access an EMCS itself, are outside the scope of OMA.
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A PoC Client MAY support including a MIME "application/resource-list-bitmap" body instead of a MIME "resource-list" body.
For purposes of establishing an Ad-Hoc PoC Group Session,  a PoC Client MAY include in a SIP REFER request or in a SIP INVITE request a Bit Map that references a PoC Address of an Invited PoC User, or set of PoC Addresses of Invited PoC Users.  
If a Bit Map is included the PoC Client SHALL use the MIME "application/resource-list-bitmap" body described in Annex E.6.2 "Bit Map MIME" instead of a MIME "resource-lists" body of PoC Addresses of Invited PoC User(s).  
The Bit Map MAY also apply for a subset of PoC Fleet Members of a Dispatch PoC Group for the establishment of a Dispatch PoC Group Session to a subset of Fleet Members.   
NOTE 1:	The purpose of the Bit Map is to reduce the overall size of a SIP REFER request or a SIP INVITE request, and as well, to improve the compressibility of the SIP REFER or INVITE request, for service cases of PoC where latency to establish a PoC Session is of absolute importance. The Bit Map parallels a similar Bit Map for Fast PoC Session establishment in the User Plane, but which can impose certain constraints on the radio physical layer.
There SHALL be a one-to-one relationship between Bit Map locations in a Bit Map and PoC Addresses.  The PoC Server SHALL invite the associated PoC User of that PoC Address if a bit location is set. The configuration of the one-to-one map of PoC Addresses and Bit Map locations is outside the scope of the Control Plane.  Typical use is a local configuration in the Home PoC Server of the PoC User or a network address book.
NOTE 2:	For PoC Dispatch Group use, the PoC Server of the Dispatcher has access to the Bit Map codes of PoC Fleet Members.
If a PoC Server encounters Bit Map location that is set, but there is no corresponding configured PoC Address of a PoC User, the PoC Server  SHALL reject the request.with a SIP 404 "Not Found" response  with the warning text set to "Invalid Bit Map as specified in subclause 5.6 "Warning header" with a Warning code 139.
NOTE 3:	When receiving the reject response to the request the user can refresh the Bit Map on their device.
As with any PoC Session that is established using a list of Invited PoC Users, a PoC User MAY track the PoC Session status via Participant Information.
The Bit Map only applies on an originating request for SIP REFER request and SIP INVITE request for the Ad-Hoc PoC Group Session and the invitation of a subset of PoC Fleet Members from the PoC Dispatcher.
The PoC Client SHALL, for the case of inclusion of the Bit Map MIME (see Annex E.6.2 "Bit Map MIME"), include the Conent-Disposition "recipient-list" for the Bit Map MIME, and the 'recipient-list-invite' option-tag in a Require header field .   The MIME Content-Type is "application/resource-lists-bitmap".  The disposition copy capacity types defined in [RFC5364] do not apply to the MIME "application/resource-list-bitmap".  The actual Bit Map itself SHALL be included in the body of the SIP INVITE request or REFER request, and not a reference to a Bit Map stored somewhere else in the network.
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[bookmark: _Toc189885061][bookmark: _Toc226889478][bookmark: _Toc235870388][bookmark: _Toc236104442][bookmark: _Toc236107692][bookmark: _Toc236108417][bookmark: _Toc240704282][bookmark: _Toc300323201][bookmark: _Toc144716502]6.1a	Backward compatibility
When PoC Client is configured according to the parameters specified in [OMA-PoC1.0-CP] "The parameters to be provisioned for PoC service" the PoC Client SHALL perform procedures specified in [OMA-PoC-1-CP] "Procedures at the PoC Client" instead of the procedures specified in this document.
NOTE:	OMA PoC 1 CP doesn't specify how to handle the PoC 2 specific PoC Service Settings.
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The PoC Client PoC service registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.
When registering or re-registering for the PoC service, the PoC Client
1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];
2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;
3. SHALL include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the PoC Dispatcher capability is supported; 
.
.
.
Each time the PoC Client has successfully performed an initial PoC service registration the PoC Client SHALL set the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".
Each time the PoC Crisis Event Handling Entity has successfully performed an initial PoC service registration the PoC Crisis Event Handling Entity SHALL set the PoC Service Setting as specified in subclause 9.1.2 "PoC Service Settings procedure".
NOTE 7: 	The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials. 
The PoC Client SHALL send NAT keep-alive messages as specified in [sip-outboundRFC5626] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client.
NOTE 8:	Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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When de-registering from the PoC service, the PoC Client SHALL de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following.
When PoC service de-registering, the PoC Client:
1. SHALL remove the PoC Service Settings before de-registering from the PoC service as specified in subclause 6.1.2 "PoC Service Settings procedure".
2. SHALL generate a SIP REGISTER request;
3. SHALL NOT include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;
.
.
.
NOTE 1:	In case several enabler clients are registered from the same UE, the UAC needs to ensure that it only deregisters the PoC Client and maintains all other enabler clients in the registered state unless the User intends those other clients also to be de-registered. To prevent complete de-registration of all registered enabler clients the SIP REGISTER request does not include an Expires header set to 0 but is a refresh registration without the relevant PoC enabler feature tags (e.g +g.poc.talkburst).
The PoC Client SHALL send NAT keep-alive messages as specified in [sip-outboundRFC5626] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client if the PoC Client needs to continue to receive Group Advertisement messages or if UE PoC Box functionality is supported by the UE and the PoC User needs the UE to continue to act as a UE PoC Box.
NOTE 2:	Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.
When NAT traversal is supported by the PoC Client and when the PoC Client is behind a NAT, registration is done according to the procedures in this subclause and according to rules and procedures of [sip-outboundRFC5626] if the PoC Client needs to continue to receive Group Advertisement messages or if UE PoC Box functionality is supported by the UE or the PoC User needs the UE to continue to act as a UE PoC Box.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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To set, update, remove or refresh the PoC Service Settings, the PoC Client:
1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354];
2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;
3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";
.
.
.
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NOTE 1:	This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.
The PoC Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261], except for the case when generating a SIP SUBSCRIBE request t the PoC Client:
1. SHALL include an User-Agent header to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 
2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 
3. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 
4. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if Discrete Media is supported and acceptable to the PoC User during the PoC Session;
5. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
6. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";
7. MAY include a Nick Name in the Authenticated Originator’s PoC Address and, if included, the Nick Name SHALL be included as specified in subclause 5.4 "Nick Name". 
The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Client:
1. SHALL include the option tag 'timer' in the Supported header; 
2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac';
3. SHALL include an Accept-Language header to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default;
NOTE 2:	The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for POC-1 reference point.
4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles";
5. MAY include media content in one or more MIME bodies as specified in [RFC2046] with a total size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE". For each included media content, the PoC Client;
NOTE 3:	If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional"; and,
NOTE 4:	The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Client in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
b) MAY include an Accept header with "message/external-body" and a MIME body with a reference to the media content as specified by [RFC4483] with the Content-Disposition value "relay" if the Media is stored in an EMCS, the PoC Client supports the EMCS Retrieval, the PoC Client wants the Controlling PoC Function to retrieve the Media, and if the PoC Client is not initiating a Pre-established Session or a PoC Session over a Pre-Established Session.
NOTE 5:	The EMCS Retrieval feature does not apply to the Pre-Established Session.
6. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] with a total size equal to or less than the maximum size indicated in "INCLUDED-TEXT-CONTENT-SIZE"; and,
NOTE6:	If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.
7. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261].
NOTE 7:	Included Media Content is not applicable, when establishing a Pre-established Session as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session" or when joining to a Chat PoC Group Session as specified in subclause 6.1.3.3.2 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session".
The PoC Client SHALL generate a SIP SUBSCRIBE request according to rules and procedures of [RFC3261]. The PoC Client:
1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP requests; 
2. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers";
3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 
4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; and,
5. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address".
On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 
1. SHALL cache the list of SIP methods that the PoC Server supports if received in the Allow header; 
2. SHALL cache the contact if received in the Contact header; and,
3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.
On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:
1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], "Processing a 2xx Response";
2. SHALL use the accepted Media Stream and the connected Media-floor Control Entities until the PoC Session is modified or released;
3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received; and,
NOTE 8: The PoC Client can perform any further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification in accordance with the requested priority procedures of the invitation, if the PoC Client included a Resource-Priority header.
4. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation", of the achieved QoE Profile, if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".
When NAT traversal is supported by the PoC Client and when the PoC Client is behind a NAT, generation of SIP requests is done as specified in this subclause and as specified in [sip-outboundRFC5626].
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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For a PoC Session one or more Media Types MAY be offered. The offered Media Streams MAY be of PoC Speech, Audio, Video and Discrete Media. Media Streams for a PoC Session are offered with an SDP body, each independent Media Stream of offered Media Type represented by its own media-level section also known as m-line. One PoC Session MAY include one or more Media-floor Control Entities.
.
.
.
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When the PoC Client initiates a Pre-established Session the PoC Client:
1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";
2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;
3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];
.
.
.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:
1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];
2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;
3. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if Discrete Media is supported and acceptable to the PoC User during the PoC Session, and if it was included in the Pre-established Session;
.
.
.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:
1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];
2. SHALL set the Request URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;
3. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if Discrete Media is supported and acceptable to the PoC User during the PoC Session, and if it was included in the Pre-established Session;
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.
.
.
.
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If the PoC Dispatcher capability is supported and when the following procedures are required in order to establish a Dispatch PoC Session as PoC Dispatcher, as specified in subclause 6.1.3.2.3 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session", the PoC Client:
1. SHALL, in case the PoC User has requested a PoC Session with the entire Dispatch PoC Group, add the Dispatch Type uri-parameter "dispatch=entire-group" to the Refer-To URI, as specified in E.5.2 "Dispatch Type uri-parameter";
.
.
.
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When a PoC Client needs to release a Pre-established Session as created in subclause 6.1.3.2.1"PoC Client initiates a Pre-established Session", the PoC Client:
1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];
2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at Pre-established Session release";
3. SHALL set the Request-URI of the SIP BYE request to the conference URI that identifies the Pre-established Session;
.
.
.
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Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:
1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";
2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;
3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];
.
.
.
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Upon receiving a request from a PoC User to establish a PoC Group Session using a PoC Group Identity, identifying a Pre-arranged PoC Group or a Chat PoC Group the PoC Client: 
1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 
2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the PoC Group;
3. SHALL include a Reject-Contact header with the feature tags 'sip.automata' and 'sip.actor' with the value of 'msg-taker' along with 'require' and 'explicit' and in another Reject-Contact header the feature tags 'sip.automata' and 'sip.actor' with the value of 'principal' and 'sip.description' with the value "poc recording device" along with 'require' and 'explicit' if the PoC Client doesn't want to be routed to a PoC Box;
.
.
.
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If the PoC Dispatcher capability is supported and when the following procedures are required in order to establish a Dispatch PoC Session as PoC Dispatcher, as specified in subclause 6.1.3.3.2 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session" , the PoC Client:
1. SHALL include in the SIP INVITE request the PoC Dispatcher feature tag '+g.poc.dispatcher' in the Contact header according to rules and procedures of [RFC3840];
.
.
.

[bookmark: _Toc93913078][bookmark: _Toc93913663][bookmark: _Toc93916647][bookmark: _Toc102188405][bookmark: _Toc139087167][bookmark: _Toc189885079][bookmark: _Toc226889496][bookmark: _Toc235870406][bookmark: _Toc236104460][bookmark: _Toc236107710][bookmark: _Toc236108435][bookmark: _Toc240704300][bookmark: _Toc300323219]PoC Client PoC Session modification
2.1.1.6 [bookmark: _Toc93913079][bookmark: _Toc93913664][bookmark: _Toc93916648][bookmark: _Toc102188406][bookmark: _Toc139087168][bookmark: _Toc189885080][bookmark: _Toc226889497][bookmark: _Toc235870407][bookmark: _Toc236104461][bookmark: _Toc236107711][bookmark: _Toc236108436][bookmark: _Toc240704301][bookmark: _Toc300323220]General
NOTE 1:	This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.
The PoC Client SHALL generate either a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method.
NOTE 2:	The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.
When NAT traversal is supported by the PoC Client and when the PoC Client is behind a NAT, generation of SIP requests is done as specified in this subclause and as specified in [sip-outboundRFC5626].
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
2.1.1.7 [bookmark: _Toc79265469][bookmark: _Toc84655835][bookmark: _Toc84658405][bookmark: _Toc87169738][bookmark: _Toc93913080][bookmark: _Toc93913665][bookmark: _Toc93916649][bookmark: _Toc102188407][bookmark: _Toc139087169][bookmark: _Toc189885081][bookmark: _Toc226889498][bookmark: _Toc235870408][bookmark: _Toc236104462][bookmark: _Toc236107712][bookmark: _Toc236108437][bookmark: _Toc240704302][bookmark: _Toc300323221]PoC Client placing media on hold
This subclause describes the optional procedures that the PoC Client SHALL use when placing a media component on hold.
When the PoC Client sets a media component on hold the PoC Client:
1. SHALL generate SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";
2. SHALL include in the SIP request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation" with the modified capabilities;
.
.
.

2.1.1.8 [bookmark: _Toc93913081][bookmark: _Toc93913666][bookmark: _Toc93916650][bookmark: _Toc102188408][bookmark: _Toc139087170][bookmark: _Toc189885082][bookmark: _Toc226889499][bookmark: _Toc235870409][bookmark: _Toc236104463][bookmark: _Toc236107713][bookmark: _Toc236108438][bookmark: _Toc240704303][bookmark: _Toc300323222]PoC Client placing media off hold
This subclause describes the procedures that the PoC Client SHALL use when re-activating a media component that had been on hold.
When the PoC Client activates a media component, the PoC Client: 
1. SHALL generate a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
2.1.1.9 [bookmark: _Toc93913082][bookmark: _Toc93913667][bookmark: _Toc93916651][bookmark: _Toc139087171][bookmark: _Toc189885083][bookmark: _Toc226889500][bookmark: _Toc235870410][bookmark: _Toc236104464][bookmark: _Toc236107714][bookmark: _Toc236108439][bookmark: _Toc240704304][bookmark: _Toc300323223][bookmark: _Toc102188409]User Plane adaptation 
This subclause describes the optional procedures that the PoC Client SHALL use when initiating User Plane adaptation during an ongoing PoC Session.

.
.
.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
2.1.1.10 [bookmark: _Toc93913083][bookmark: _Toc93913668][bookmark: _Toc93916652][bookmark: _Toc102188410][bookmark: _Toc139087172][bookmark: _Toc189885084][bookmark: _Toc226889501][bookmark: _Toc235870411][bookmark: _Toc236104465][bookmark: _Toc236107715][bookmark: _Toc236108440][bookmark: _Toc240704305][bookmark: _Toc300323224]SIP Session refresh
Prior to the expiry of the SIP Session timer the PoC Client:
1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General". It is RECOMMENDED that SIP UPDATE request be used instead of a SIP re-INVITE request if supported by PoC Client and PoC Server;
.
.
.

2.1.1.11 [bookmark: _Toc189885085][bookmark: _Toc226889502][bookmark: _Toc235870412][bookmark: _Toc236104466][bookmark: _Toc236107716][bookmark: _Toc236108441][bookmark: _Toc240704306][bookmark: _Toc300323225]Adding and disconnecting from Media Stream
This subclause describes the procedures that the PoC Client uses when the PoC Client attempts to add a new Media Stream to an existing PoC Session, to connect to a Media Stream that is used in the PoC Session to disconnect from a Media Stream that is currently used by the PoC Client in the PoC Session, to change the Media-floor Control Entity binding of an used Media or combination of these.
NOTE 1:	To avoid removing the Media Type from all the Participants the PoC Client authorized to remove the Media Type can put the Media Stream on hold instead of disconnecting from the Media Stream.

.
.
.

2.1.1.12 [bookmark: _Toc189885086][bookmark: _Toc226889503][bookmark: _Toc235870413][bookmark: _Toc236104467][bookmark: _Toc236107717][bookmark: _Toc236108442][bookmark: _Toc240704307][bookmark: _Toc300323226]Enabling and disabling the Discrete Media Transfer Progress Report and the Final Report
This subclause describes the procedures that the PoC Client SHALL use when the PoC Client wishes to enable or disable the Discrete Media Transfer Final Report, detailed Discrete Media Transfer Progress Report, optimized Discrete Media Transfer Progress Report in the ongoing PoC Session, if the PoC Client supports these features.
.
.
.

2.1.1.13 [bookmark: _Toc189885087][bookmark: _Toc226889504][bookmark: _Toc235870414][bookmark: _Toc236104468][bookmark: _Toc236107718][bookmark: _Toc236108443][bookmark: _Toc240704308][bookmark: _Toc300323227]PoC Client modifies the Pre-established Session
This subclause describes the procedures that the PoC Client uses when the PoC Client attempts to modify the negotiated Media Streams, codecs, Media formats or Media Parameters of the Pre-established Session without associated PoC Session.
.
.
.

2.1.1.14 [bookmark: _Toc235870415][bookmark: _Toc236104469][bookmark: _Toc236107719][bookmark: _Toc236108444][bookmark: _Toc240704309][bookmark: _Toc300323228]Negotiating Moderator role
This procedure shall be used when the PoC Client wants to re-negotiate the Moderator role during an ongoing PoC Session.
.
.
.
[bookmark: _Toc93913084][bookmark: _Toc93913669][bookmark: _Toc93916653][bookmark: _Toc102188411][bookmark: _Toc139087173][bookmark: _Toc189885088][bookmark: _Toc226889505][bookmark: _Toc235870416][bookmark: _Toc236104470][bookmark: _Toc236107720][bookmark: _Toc236108445][bookmark: _Toc240704310][bookmark: _Toc300323229]PoC Client rejoining a PoC Session 
2.1.1.15 [bookmark: _Toc93913085][bookmark: _Toc93913670][bookmark: _Toc93916654][bookmark: _Toc102188412][bookmark: _Toc139087174][bookmark: _Toc189885089][bookmark: _Toc226889506][bookmark: _Toc235870417][bookmark: _Toc236104471][bookmark: _Toc236107721][bookmark: _Toc236108446][bookmark: _Toc240704311][bookmark: _Toc300323230]On-demand Session establishment
Upon receiving a request from a PoC User to re-join a PoC Session the PoC Client:
1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";
.
.
.

2.1.1.16 [bookmark: _Toc93913086][bookmark: _Toc93913671][bookmark: _Toc93916655][bookmark: _Toc102188413][bookmark: _Toc139087175][bookmark: _Toc189885090][bookmark: _Toc226889507][bookmark: _Toc235870418][bookmark: _Toc236104472][bookmark: _Toc236107722][bookmark: _Toc236108447][bookmark: _Toc240704312][bookmark: _Toc300323231]Pre-established Session
Upon receiving a request from a PoC User to re-join a PoC Session within a Pre-established Session that has been established as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session", the PoC Client:
1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];
2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;
.
.
.

[bookmark: _Toc93913087][bookmark: _Toc93913672][bookmark: _Toc93916656][bookmark: _Toc102188414][bookmark: _Toc139087176][bookmark: _Toc189885091][bookmark: _Toc226889508][bookmark: _Toc235870419][bookmark: _Toc236104473][bookmark: _Toc236107723][bookmark: _Toc236108448][bookmark: _Toc240704313][bookmark: _Toc300323232]PoC Client leaving a PoC Session 
2.1.1.17 [bookmark: _Toc93913088][bookmark: _Toc93913673][bookmark: _Toc93916657][bookmark: _Toc102188415][bookmark: _Toc139087177][bookmark: _Toc189885092][bookmark: _Toc226889509][bookmark: _Toc235870420][bookmark: _Toc236104474][bookmark: _Toc236107724][bookmark: _Toc236108449][bookmark: _Toc240704314][bookmark: _Toc300323233]Leaving a PoC Session - On-demand Session case
When a Participant wants to leave the PoC Session that has been established using On-demand Session signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 " On-demand Session establishment", the PoC Client:
1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";
.
.
.

2.1.1.18 [bookmark: _Toc93913089][bookmark: _Toc93913674][bookmark: _Toc93916658][bookmark: _Toc102188416][bookmark: _Toc139087178][bookmark: _Toc189885093][bookmark: _Toc226889510][bookmark: _Toc235870421][bookmark: _Toc236104475][bookmark: _Toc236107725][bookmark: _Toc236108450][bookmark: _Toc240704315][bookmark: _Toc300323234]Leaving a PoC Session – Pre-established Session case 
Upon receiving a request from a PoC User to leave a PoC Session, the PoC Client: 
1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";
2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

.
.
.

[bookmark: _Toc93913090][bookmark: _Toc93913675][bookmark: _Toc93916659][bookmark: _Toc102188417][bookmark: _Toc139087179][bookmark: _Toc189885094][bookmark: _Toc226889511][bookmark: _Toc235870422][bookmark: _Toc236104476][bookmark: _Toc236107726][bookmark: _Toc236108451][bookmark: _Toc240704316][bookmark: _Toc300323235]PoC Client adding PoC User(s) to a PoC Session
Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:
1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
.
.
.

[bookmark: _Toc93913091][bookmark: _Toc93913676][bookmark: _Toc93916660][bookmark: _Toc102188418][bookmark: _Toc139087180][bookmark: _Toc189885095][bookmark: _Toc226889512][bookmark: _Toc235870423][bookmark: _Toc236104477][bookmark: _Toc236107727][bookmark: _Toc236108452][bookmark: _Toc240704317][bookmark: _Toc300323236]PoC Client sending an Instant Personal Alert 
Upon a request from a PoC User to send an Instant Personal Alert with a PoC Address identifying the receiving PoC Client, the PoC Client: 
.
.
.
[bookmark: _Toc93913092][bookmark: _Toc93913677][bookmark: _Toc93916661][bookmark: _Toc102188419][bookmark: _Toc139087181][bookmark: _Toc189885096][bookmark: _Toc226889513][bookmark: _Toc235870424][bookmark: _Toc236104478][bookmark: _Toc236107728][bookmark: _Toc236108453][bookmark: _Toc240704318][bookmark: _Toc300323237]PoC Client sending a Group Advertisement
Upon a request from a PoC User to send a Group Advertisement and if PoC Client supports Group Advertisement, the PoC Client: 
.
.
.
[bookmark: _Toc93913093][bookmark: _Toc93913678][bookmark: _Toc93916662][bookmark: _Toc102188420][bookmark: _Toc139087182][bookmark: _Toc189885097][bookmark: _Toc226889514][bookmark: _Toc235870425][bookmark: _Toc236104479][bookmark: _Toc236107729][bookmark: _Toc236108454][bookmark: _Toc240704319][bookmark: _Toc300323238]PoC Client subscription to the conference state event package 
A PoC Client MAY subscribe to the conference state event package by sending a SIP SUBSCRIBE request to obtain information of the status of a PoC Session. 
.
.
.
[bookmark: _Toc93913094][bookmark: _Toc93913679][bookmark: _Toc93916663][bookmark: _Toc102188421][bookmark: _Toc139087183][bookmark: _Toc189885098][bookmark: _Toc226889515][bookmark: _Toc235870426][bookmark: _Toc236104480][bookmark: _Toc236107730][bookmark: _Toc236108455][bookmark: _Toc240704320][bookmark: _Toc300323239]PoC Client canceling a PoC Session 
2.1.1.19 [bookmark: _Toc93913095][bookmark: _Toc93913680][bookmark: _Toc93916664][bookmark: _Toc102188422][bookmark: _Toc139087184][bookmark: _Toc189885099][bookmark: _Toc226889516][bookmark: _Toc235870427][bookmark: _Toc236104481][bookmark: _Toc236107731][bookmark: _Toc236108456][bookmark: _Toc240704321][bookmark: _Toc300323240]Canceling a PoC Session - On-demand Session case
When the PoC User wants to cancel the PoC Session initiation, when On-demand Session signaling is used as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" and when the PoC Client has not yet received a final SIP response for the SIP INVITE request, the PoC Client SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
[bookmark: _Toc93913096][bookmark: _Toc93913681][bookmark: _Toc93916665][bookmark: _Toc102188423][bookmark: _Toc139087185][bookmark: _Toc189885100][bookmark: _Toc226889517][bookmark: _Toc235870428][bookmark: _Toc236104482][bookmark: _Toc236107732][bookmark: _Toc236108457][bookmark: _Toc240704322][bookmark: _Toc300323241]Simultaneous PoC Session control procedures
The PoC Client MAY use Simultaneous PoC Session control procedures if Simultaneous PoC Sessions are supported by the Home PoC Network, if the provisioned parameter SIMU-SESNS specified in Appendix B "The parameters to be provisioned for PoC service" is greater than zero.
2.1.1.20 [bookmark: _Toc93913097][bookmark: _Toc93913682][bookmark: _Toc93916666][bookmark: _Toc102188424][bookmark: _Toc139087186][bookmark: _Toc189885101][bookmark: _Toc226889518][bookmark: _Toc235870429][bookmark: _Toc236104483][bookmark: _Toc236107733][bookmark: _Toc236108458][bookmark: _Toc240704323][bookmark: _Toc300323242]PoC Client setting PoC Session priority
The PoC Client MAY set a PoC Session priority while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or SIP re-INVITE request. 
.
.
.
2.1.1.21 [bookmark: _Toc93913098][bookmark: _Toc93913683][bookmark: _Toc93916667][bookmark: _Toc102188425][bookmark: _Toc139087187][bookmark: _Toc189885102][bookmark: _Toc226889519][bookmark: _Toc235870430][bookmark: _Toc236104484][bookmark: _Toc236107734][bookmark: _Toc236108459][bookmark: _Toc240704324][bookmark: _Toc300323243]PoC Client handling of PoC Session locking
The PoC Client MAY request to lock itself in a particular PoC Session while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or a SIP re-INVITE request. 
.
.
.
[bookmark: _Toc189885103][bookmark: _Toc226889520][bookmark: _Toc235870431][bookmark: _Toc236104485][bookmark: _Toc236107735][bookmark: _Toc236108460][bookmark: _Toc240704325][bookmark: _Toc300323244]PoC Client expels Participant(s) from a PoC Session 
Upon receiving a request from the PoC User to expel one or more Participants from an ongoing PoC Session, the PoC Client:
1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
.
.
. 
[bookmark: _Toc189885104][bookmark: _Toc226889521][bookmark: _Toc235870432][bookmark: _Toc236104486][bookmark: _Toc236107736][bookmark: _Toc236108461][bookmark: _Toc240704326][bookmark: _Toc300323245]PoC Dispatcher transferring the PoC Dispatcher role
Upon receiving a request from the Active PoC Dispatcher of a Dispatch PoC Session to transfer the Dispatcher role to another PoC User, the PoC Client:
1. SHALL, if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
.
.
. 
[bookmark: _Toc189885105][bookmark: _Toc226889522][bookmark: _Toc235870433][bookmark: _Toc236104487][bookmark: _Toc236107737][bookmark: _Toc236108462][bookmark: _Toc240704327][bookmark: _Toc300323246]PoC Client sending a Discrete Media as a SIP MESSAGE
Upon a request from a PoC User to send a Discrete Media and when the SIP MESSAGE request is used, the PoC Client: 
1. SHALL generate a SIP MESSAGE request as specified in [OMA_IM_TS_Endorsement] "Sending SIP MESSAGE for Pager Mode";

[bookmark: _Toc189885106][bookmark: _Toc226889523][bookmark: _Toc235870434][bookmark: _Toc236104488][bookmark: _Toc236107738][bookmark: _Toc236108463][bookmark: _Toc240704328][bookmark: _Toc300323247]PoC Client releases a PoC Session 
2.1.1.22 [bookmark: _Toc189885107][bookmark: _Toc226889524][bookmark: _Toc235870435][bookmark: _Toc236104489][bookmark: _Toc236107739][bookmark: _Toc236108464][bookmark: _Toc240704329][bookmark: _Toc300323248]Releasing a PoC Session – On-demand Session case
When the Participant wants to release the PoC Session that has been established using On-demand Session signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 "On-demand Session establishment", the PoC Client:
.
.
.
2.1.1.23 [bookmark: _Toc189885108][bookmark: _Toc226889525][bookmark: _Toc235870436][bookmark: _Toc236104490][bookmark: _Toc236107740][bookmark: _Toc236108465][bookmark: _Toc240704330][bookmark: _Toc300323249]Releasing a PoC Session – Pre-established Session case 
Upon receiving a request from a PoC User to release a PoC Session, the PoC Client: 
1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release" for releasing the granted permission to talk or for cancelling the queued Talk Burst Request;
.
.
.
[bookmark: _Toc189885109][bookmark: _Toc226889526][bookmark: _Toc235870437][bookmark: _Toc236104491][bookmark: _Toc236107741][bookmark: _Toc236108466][bookmark: _Toc240704331][bookmark: _Toc300323250]PoC Client sending an FDCFO Proceed SIP MESSAGE
Upon a request from a PoC User to send an FDCFO Proceed message to all Participants in the PoC Session supporting FDCFO Proceed, the PoC Client: 
1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];
.
.
.
[bookmark: _Toc226889527][bookmark: _Toc235870438][bookmark: _Toc236104492][bookmark: _Toc236107742][bookmark: _Toc236108467][bookmark: _Toc240704332][bookmark: _Toc300323251]PoC Session Control for Crisis Handling
2.1.1.24 [bookmark: _Toc226889528][bookmark: _Toc235870439][bookmark: _Toc236104493][bookmark: _Toc236107743][bookmark: _Toc236108468][bookmark: _Toc240704333][bookmark: _Toc300323252]Initiating PoC Session Control for Crisis Handling
Upon a request from a PoC User to initiate PoC Session Control for Crisis Handling during an ongoing PoC Session a PoC Client supporting PoC Session Control for Crisis Handling:
.
.
.
[bookmark: _Toc234139998][bookmark: _Toc234145651]
[bookmark: _Toc235870440][bookmark: _Toc236104494][bookmark: _Toc236107744][bookmark: _Toc236108469][bookmark: _Toc240704334][bookmark: _Toc300323253]PoC Client sending an EMCS Retrieval SIP MESSAGE
Upon a request from a PoC User to send EMCS Retrieval message as specified in subclause 5.15 "EMCS Retrieval" to Participants in a PoC Session supporting EMCS Retrieval, the PoC Client: 
.
.
.

[bookmark: _Toc226889531][bookmark: _Toc93913099][bookmark: _Toc93913684][bookmark: _Toc93916668][bookmark: _Toc102188426][bookmark: _Toc139087188][bookmark: _Toc189885110][bookmark: _Toc235870441][bookmark: _Toc236104495][bookmark: _Toc236107745][bookmark: _Toc236108470][bookmark: _Toc240704335][bookmark: _Toc300323254]PoC Client termination procedures
[bookmark: _Toc93913100][bookmark: _Toc93913685][bookmark: _Toc93916669][bookmark: _Toc102188427][bookmark: _Toc139087189][bookmark: _Ref160510902][bookmark: _Ref160510922][bookmark: _Toc189885111][bookmark: _Toc226889532][bookmark: _Toc235870442][bookmark: _Toc236104496][bookmark: _Toc236107746][bookmark: _Toc236108471][bookmark: _Toc240704336][bookmark: _Toc300323255]PoC Client invited to a PoC Session
2.1.1.25 [bookmark: _Toc93913101][bookmark: _Toc93913686][bookmark: _Toc93916670][bookmark: _Toc102188428][bookmark: _Toc139087190][bookmark: _Toc189885112][bookmark: _Toc226889533][bookmark: _Toc235870443][bookmark: _Toc236104497][bookmark: _Toc236107747][bookmark: _Toc236108472][bookmark: _Toc240704337][bookmark: _Toc300323256]General
NOTE 1:	This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.
Upon receiving a SIP re-INVITE request within a Pre-established Session without associated PoC Session or upon receiving an initial SIP INVITE request, the PoC Client: 
1. MAY reject the SIP INVITE request or the SIP re-INVITE request within a Pre-established Session with an appropriate reject code as specified in [RFC3261] e.g.
a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 "Simultaneous PoC Sessions control procedures"; or,
b) when the PoC Client is occupied in a CS call; or,
c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,
d) any other reason outside the scope of this specification.
NOTE 2:	The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 
2. SHALL reject the initial SIP INVITE request with a SIP 403 "Forbidden" response if either of the following conditions are true:
a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value 'Auto' as specified in [RFC5373] and the PoC Client does not support manual answer override;
b) the incoming SIP INVITE request contained an Answer-Mode header with the value 'Manual;Require' as specified in [RFC5373] and the PoC Client does not support Manual Answer Mode;
NOTE 3:	A SIP re-INVITE request cannot include an Answer-Mode header as specified in [RFC5373] so Manual Answer is implied when a SIP re-INVITE request is received within the existing SIP dialog of the Pre-established Session. 
3. SHALL cache the list of supported SIP methods if received in the Allow header;
4. SHALL cache as the PoC Session Identity the content of the Contact header;
5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; 
6. MAY render to the PoC User the identities which are indicated to be shown and the total number of anonymous PoC Users invited to the Ad-hoc PoC Group Session and 1-1 PoC Session, if indicated in the MIME resource-lists body in the request;
7. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header; 
8. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
9. MAY check if a Resource-Priority header is included in the incoming SIP INVITE request and can perform further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification to act upon an included Resource-Priority header, if 'Official Government Use' QoE Profile is supported; 
10. SHOULD render the media content received in MIME bodies to the PoC User if Included Media Content in a request is supported and the Media Type is supported by the PoC Client and if the dispostion type of the Content-Disposition header is set to "render", "alert" or "icon";
NOTE 4:	The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Client in an attempt to alert the PoC User when receiving the invitation to the PoC Session.
11. SHOULD cache the media content received in MIME bodies if Included Media Content in a request is supported and if the associated disposition type of the Content-Disposition header is set to "attachment"; and,
12. SHOULD render the text content in Subject header to the PoC User if text is included in the Subject header and if Text Content is supported by the PoC Client,
When generating SIP provisional responses other than the SIP 100 "Trying" or SIP 2xx final responses to the received initial SIP request or the SIP re-INVITE request within a Pre-established Session the PoC Client:
1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE 5:	The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.
2. SHALL include Server header to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers";
3. SHALL include the option tag 'timer' in a Require header;
4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 
6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas'.
7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address", if not provided automatically by SIP/IP Core; 
8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
9. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 
10. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP 200 "OK" response, if Discrete Media is supported and acceptable to the PoC User during the PoC Session;
11. MAY include a Nick Name and, if included, SHALL be included as specified in subclause 5.4 "Nick Name" in the SIP 200 "OK" response to the initial SIP INVITE request;
12. SHALL include an Accept-Language header in the SIP 2xx final response to indicate the language to be used by the PoC Server for the texts sent to the PoC Client if the PoC Client wishes to get the texts in a language different than default; and,
13. SHALL include the Moderator feature tag '+g.poc.moderator' in the Contact header of the SIP 200 "OK" response if the PoC Client supports Moderated PoC Session Media Burst Control and if the PoC User has enabled this capability and if the SIP INVITE request included the Moderator feature tag '+g.poc.moderator'. include the Moderator feature tag '+g.poc.moderator' in the Contact header of the SIP 200 "OK" response.
When NAT traversal is supported by the PoC Client and when the PoC Client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in [sip-outboundRFC5626].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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When PoC Client receives an initial SDP offer for a PoC Session, the PoC Client SHALL accept or reject each Media Stream according to rules and procedures of [RFC3264].
.
.
.
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Upon receiving an initial SIP INVITE request, the PoC Client SHALL perform the auto-answer procedures described in this subclause if any of the following conditions are true: 
.
.
.
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Upon receiving an initial SIP INVITE request, if any of the following conditions are true:
.
.
.
.
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NOTE 1:	This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.
.
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Upon receiving a SIP UPDATE request, or a SIP re-INVITE request with a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC4566], the PoC Client:
.
.
.
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When PoC Client receives a request to add a new Media Stream to the existing PoC Session, to remove currently used Media Stream from the PoC Session, to change the Media-floor Control Entity binding of a used Media in the PoC Session or a combination of these, the PoC Client:
1. SHALL validate that the offered Media Streams are supported by the PoC Client, and mark the not supported Media Streams as rejected in the SDP offer according to rules and procedures of [RFC3264];
2. SHALL, for each offered Media Stream not yet rejected, validate that at least one offered codec or offered Media format is supported by the PoC Client, and if not, reject the particular Media Stream in the SDP offer according to rules and procedures of [RFC3264];
3. SHALL, for each offered Media Stream not yet rejected, validate that the Media Parameters are acceptable for the PoC Client and if not, reject the particular Media Stream in the SDP offer according to rules and procedures of [RFC3264];
4. SHALL reject the request with a SIP 488 "Not Acceptable Here" response towards the PoC Server according to rules and procedures of SIP/IP Core, if all offered Media Stream are rejected. Otherwise, continue with the rest of the steps;
5. SHALL, for the offered Media Stream, which were not yet rejected and which are not used currently or if the current Media-floor Control Entity binding of a Media used by the PoC Client and offered to the PoC Client is not the same as in the received SDP offer, either
a) prompt the request to the PoC User for acceptance if Manual Answer Mode is required by the PoC User for the offered Media Type. If the PoC User decides not to accept the Media Stream, reject the Media Stream in the SDP offer according to rules and procedures of [RFC3264];
b) reject the Media Stream in the SDP offer according to rules and procedure of [RFC3264]; or,
c) accept the Media Stream.
NOTE:	A SIP re-INVITE request cannot include an Answer-Mode header as specified in [RFC5373] so the PoC Server does not indicate whether the PoC Client is to accept the offered Media automatically or not based upon the <allow-auto-answermode> action associated to the Invited PoC User. The PoC Client therefore needs to determine whether to accept the offered Media automatically or not based upon the local preferences of the PoC User stored on the PoC Client.
6. SHALL generate SIP 200 "OK" response according to rules and procedures of [RFC3261];
7. SHALL include in the SIP 200 "OK" response an SDP answer to the SDP offer as specified in subclause 6.2.1.1a "SDP answer generation";
8. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of SIP/IP Core;
9. SHALL interact with User Plane as specified in [OMA-PoC-UP] "User Plane adaptation", if the SDP answer contains changes in the Media Parameters, Media formats or codecs compared to the previously agreed SDP;
10. SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures when disconnecting from a Media Type", if the SDP answer contains a Media Stream, that is currently used by the PoC Client, marked as rejected or if the current Media-floor Control Entity binding of a Media used by the PoC Client and offered to the PoC Client is not the same as in the received SDP offer; and,
11. SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures when connecting to a Media Type", if the SDP answer contains an accepted Media which is not currently used by the PoC Client in the PoC Session or if the current Media-floor Control Entity binding of a Media used by the PoC Client and offered to the PoC Client is not the same as in the received SDP offer.
When NAT traversal is supported by the PoC Client and when the PoC Client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in [sip-outboundRFC5626].
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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