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1 Reason for Change

This change request makes updates to the Control Plane TS for PCPS 1.0 with respect to Dynamic Groups and Conditioned Based URIs (CBUS).
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
6 Detailed Change Proposal
Change 1:  Modifications to section 7.2.1.3.2
7.2.1.3.2  Dispatch PoC Session setup request from PoC Dispatcher

Upon receiving an initial SIP INVITE request to establish a Dispatch PoC Session from a PoC Dispatcher, as specified in subclause 7.2.1.3.1"General", the PoC Server:

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '113 User is not a dispatcher for the group' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 2. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '119 Anonymity not allowed' as specified in subclause 5.6 "Warning header" to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [OMA-PoC-Document-Mgmts]. Otherwise, continue with the rest of the steps;

· 3. SHALL check the presence of the Dispatch Type uri-parameter in the Request-URI, and

a) if the Dispatch Type uri-parameter is present and its value is understood, the PoC Server SHALL consider the received value as the Dispatch Type uri-parameter for the Dispatch PoC Session; or

b) if the Dispatch Type uri-parameter is present but its value is unknown, the PoC Server SHALL reject the SIP INVITE request with a SIP 404 "Not Found" response and do not continue with the rest of the steps.

· 4. SHALL, if Included Media Content is supported by the PoC Server and if media content is received in one or more MIME bodies,

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, the PoC Server SHALL, based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" response, the SIP 415 "Unsupported Media Type" response SHALL include:
1. the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2. the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3. both.
and do not continue with the rest of the steps; or,

ii. remove the MIME bodies containing the media content that is not allowed.

NOTE 1:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider policy either, 

i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content.

· 5. SHOULD use the "b=AS" attribute as specified in [OMA-PoC-UP] "Media Buffering", if included in the SDP offer;

· 6. MAY remove the Subject header;

· 7. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 2:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.

· 8. If the Dispatch PoC Group does not have already any on-going Dispatch PoC Session the PoC Server:

a) SHALL validate that the received SDP offer includes at least one Media Stream allowed as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session" for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

b) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the Dispatch PoC Session; and,

iii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip step c and proceed with the rest of the steps.

c) SHALL, if QoE Profiles are enabled, 
i. if there is no <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], assign the QoE Profile indicated in the QoE Profile attribute in the SDP offer as the QoE Profile of the Dispatch PoC Session; and,

ii. if there is a <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], check whether the value of the QoE Profile attribute in the SDP offer is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe> element. If it is lower the PoC Server SHALL reject the SIP INVITE request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the Dispatch PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps.

NOTE 3:
If no QoE Profile attribute is included in the SDP offer of the SIP INVITE request, it is considered that 'Basic' QoE Profile is requested.

d) If the Dispatch Type uri-parameter is "dispatch=sub-group", then the PoC Server:




i. SHALL allocate a PoC Session Identity for the PoC Session; and,

iii. SHALL 

invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".

e) If the Dispatch Type uri-parameter is "dispatch=entire-group", the PoC Server:







i. SHALL allocate a PoC Session Identity for the PoC Session;
ii. SHALL 

invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests".

· 9. If the Dispatch PoC Group has already one or more on-going Dispatch PoC Session, then the PoC Server:

a) SHALL check whether the inviting PoC User is the Active PoC Dispatcher for the other on-going Dispatch PoC Sessions. If not, the PoC Server SHALL reject the request with as SIP 486 "Busy Here" response with the warning text set to '110 Dispatch group has already another active dispatcher' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

b) If the Dispatch Type uri-parameter is "dispatch=sub-group", the PoC Server

i. SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

1. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
2. assign 'Official Government Use' QoE Profile as the QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP request as specified in [RFC4412], skip step ii and proceed with the rest of the steps.

ii. SHALL, if QoE Profiles are enabled, 
1. if there is no <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], assign the QoE Profile indicated in the QoE Profile attribute in the SDP offer as the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], check whether the value of the QoE Profile attribute in the SDP offer is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe> element. If it is lower the PoC Server SHALL reject the SIP INVITE request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the Dispatch PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps.

NOTE 6:
If no QoE Profile attribute is included in the SDP offer of the SIP INVITE request, it is considered that 'Basic' QoE Profile is requested.

iii. SHALL validate that the received SDP offer includes at least one Media Stream allowed as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session" for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;



iv. SHALL allocate a PoC Session Identity for the PoC Session; 
v. SHALL

invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".

c) If the Dispatch Type uri-parameter is "dispatch=entire-group", and

i. If any of the already on-going Dispatch PoC Sessions is established with the entire Dispatch PoC Group, the PoC Server SHALL reject the request with as SIP 486 "Busy Here" response. Otherwise continue with the rest of the steps; and,

ii. SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

1. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
2. assign 'Official Government Use' QoE Profile as the QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP request as specified in [RFC4412], skip step iii and proceed with the rest of the steps.

iii. SHALL, if QoE Profiles are enabled, 
1. if there is no <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], assign the QoE Profile indicated in the QoE Profile attribute in the SDP offer as the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], check whether the value of the QoE Profile attribute in the SDP offer is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe> element. If it is lower the PoC Server SHALL reject the SIP INVITE request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the Dispatch PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps.

NOTE 8:
If no QoE Profile attribute is included in the SDP offer of the SIP INVITE request, it is considered that 'Basic' QoE Profile is requested.

NOTE 9:
Dispatch PoC Session with the entire Dispatch PoC Group are only established when the inviting PoC Dispatcher indicates the Dispatch Type uri-parameter "dispatch=entire-group" or no MIME resource-lists body is included in the SIP INVITE request

iv. SHALL validate that the received SDP offer includes at least one Media Stream allowed as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session" for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps; and,

v. If none of the already on-going Dispatch PoC Sessions is established with the entire Dispatch PoC Group, the PoC Server:




· 


1. SHALL allocate a PoC Session Identity for the PoC Session;

2. SHALL 

invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests".

· 10. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP response for the SIP INVITE request, as specified in subclause 7.2.2.2 "PoC Session invitation requests", the PoC Server SHALL proceed as specified in subclause 7.2.1.3.1"General".
If the Dispatch PoC Session is established successfully and the originator is the active PoC Dispatcher, the PoC Server SHOULD start monitoring the status of the PoC Client performing the Dispatcher function during the PoC Session. When the role of PoC Dispatcher was transferred the PoC Server SHOULD start monitoring the status of the new PoC Client performing the Dispatcher function and stop monitoring the PoC Client of the PoC Dispatcher from which the role was transferred.

NOTE 11: The Still-alive function can be used as specified in [OMA-POC-UP] to monitor the status of the PoC Client performing the Dispatcher function.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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