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1. Scope

This specification describes the documents used by the PoC Enabler, including description of the PoC Enabler specific usage of data formats and XCAP Application Usages defined in the XDM Enabler. Additionally, this document specifies PoC Enabler specific deviations and extensions to the XDM Enabler documents. This document also specifies the PoC specific XCAP Application Usages.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.


	Active PoC Dispatcher
	PoC User currently taking the role of PoC Dispatcher for all the Dispatch PoC Sessions of a Dispatch PoC Group. The Active PoC Dispatcher can change along time between PoC Users that are allowed the role of PoC Dispatcher for the Dispatch PoC Group (e.g. through role transfer mechanisms).

	Ad-hoc PoC Group Session
	A PoC Group Session established by a PoC User to PoC Users listed on the invitation. The list includes PoC Users or PoC Groups or both.  

	Application Unique ID
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application. (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Audio
	General communication of sound with the exception of PoC Speech.

	Chat PoC Group
	A persistent PoC Group in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other PoC Users being invited.

NOTE:
A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to "false" as specified in the [OMA-PoC-Document-Mgmt] "PoC Group".

	Chat PoC Group Session
	A PoC Session established to a Chat PoC Group.

	Controlling PoC Function
	A function implemented in a PoC Server, providing centralized PoC Session handling, which includes Media distribution, Talk Burst Control, Media Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant information.

	Discrete Media
	Media that itself does not contain an element of time (e.g. images, text).

	Dispatch PoC Group
	A Pre-arranged PoC Group in which one member is assigned the role of PoC Dispatcher and the other member(s) are assigned the role of PoC Fleet Members.

	Dispatch PoC Session
	The PoC Session of a Dispatch PoC Group, or a subset of the Dispatch PoC Group, in which the 1-many-1 communication method is used.

	Global Document
	A document placed under the XCAP Global Tree that applies to all users of that application usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root.

	Group
	A predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI. 

	Group Advertisement
	A feature that provides the capability to inform other PoC Users of the existence of a PoC Group.

	Group Usage List
	A list of group names or service URIs that are known by the XDM Client

	Media
	Forms of information that are exchanged between Participants. Media may come in different forms, which are referred to as Media Types.

	Media Burst Control
	Media Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send Media and Multimedia. 

	Media Burst Control Schemes
	Way of using Media Burst Control according to predefined rules and procedures. 

	Media Streaming Control
	A Media Type allowing Participants to control a Continuous Media stream using RTSP in a PoC Session.

	Media Type
	Media Types share a characteristic of human perception. Media Types are either realtime or non-realtime, like:

· PoC Speech
· Audio (e.g. music)
· Video
· Discrete Media (e.g. still image, formatted and non-formatted text, file)
· Media Streaming Control (RTSP)

	Multimedia
	Multimedia is the simultaneous existence of multiple Media Types like

· audiovisual 

· video plus subtitles 

Multimedia from a single source that involves real-time Media Types are assumed to be synchronized.

	NW PoC Box
	A PoC functional entity in the PoC Network where PoC Session Data and PoC Session Control Data can be stored

	Participant
	A Participant is a PoC User in a PoC Session.

	Participant Information
	Information about the PoC Session and its Participants.

	Participating PoC Function
	A function implemented in a PoC Server, which provides PoC Session handling, which includes policy enforcement for incoming PoC Sessions and relays Talk Burst Control and Media Burst Control messages between the PoC Client and the PoC Server performing the Controlling PoC Function. The Participating PoC Function may also relay RTP Media between the PoC Client and the PoC Server performing the Controlling PoC Function.

	PoC Box
	A PoC functional entity where PoC Session Data and PoC Session Control Data can be stored. It can be a NW PoC Box or a UE PoC Box.

	PoC Client
	A functional entity that resides on the User Equipment that supports the PoC service. 

	PoC Crisis Event Handling Entity
	A functional Entity in the PoC Network authorizing PoC Users to initiate or join Crisis PoC Sessions. The PoC Crisis Event Handling Entity enforces the local policy for National Security, Public Safety and Private Safety applications within a country or a sub-division of a country.
NOTE:
The PoC Crisis Event Handling Entity complements the emergency service.

	PoC Dispatcher
	The Participant in a Dispatch PoC Session that sends Media to all PoC Fleet Members and that receives Media from any PoC Fleet Member.

NOTE:
The PoC Dispatcher is an enhancement to the PoC 1 Distinguished Participant.

	PoC Fleet Member
	A Participant in a Dispatch PoC Session that is only able to send Media to the PoC Dispatcher, and that likewise is only able to receive Media from the PoC Dispatcher.

NOTE:
PoC Fleet Member is the same as Ordinary Participant in PoC 1.

	PoC Group
	A Group supporting the PoC service. PoC User uses PoC Groups e.g. to establish PoC Group Sessions.

	PoC Group Identity
	A SIP URI identifying a Pre-arranged PoC Group or a Chat PoC Group. A PoC Group Identity is used by the PoC Client e.g. to establish PoC Group Sessions to the Pre-arranged PoC Groups and Chat PoC Groups.

	PoC Group Name
	Indicates the name of the PoC Group that can be presented to the PoC User.

	PoC Group Session
	A Pre-arranged PoC Group Session, Ad-hoc PoC Group Session or Chat PoC Group Session.

	PoC Network
	Network comprising of a SIP/IP Core and PoC Server(s), which provide PoC capabilities to the associated PoC capable User Equipments which are compliant with OMA PoC Service Enabler specifications.

	PoC Session
	A PoC Session is a SIP Session established by the procedures of this specification. This specification supports the following types of PoC Sessions: 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session, or Chat PoC Group Session.

	PoC Session Control Data
	Information about PoC Session Data e.g. time and date, PoC Session initiator.

	PoC Session Data
	Media Bursts and Media Burst Control information exchanged during a PoC Session e.g. Video frames, an image or Talk Burst.

	PoC Session Identity
	SIP URI, which identifies the PoC Session and which can be used for routing initial SIP requests. It is received by the PoC Client during the PoC Session establishment in the Contact header and/or in the MBCP Connect message in case of using Pre-established Session.

	PoC Speech
	Communication of speech as defined by PoC version 1.0.

	PoC Subscriber
	Is one whose service subscription includes the PoC service. A PoC Subscriber can be the same person as a PoC User.

NOTE: 
In [OMA-PoC-RD-V1.0] the term "PoC Subscriber" is sometimes used to mean the same as term "PoC User" in [OMA-PoC-AD], [OMA-PoC-CP] and [OMA-PoC-UP].

	PoC User
	A User of the PoC service. A PoC User can be the same person as a PoC Subscriber. A PoC User uses the PoC features through the User Equipment.

	PoC User Access Policy
	A rule-based plan of actions that defines the criteria for access to the PoC User. The plan describes the expected pattern of behaviour of the PoC User at access attempts from other PoC Users.

	Pre-arranged PoC Group
	A persistent PoC Group. The establishment of a PoC Session to a Pre-arranged PoC Group results in the members being invited.

NOTE:
A Pre-arranged PoC Group is a persistent PoC Group, where the <invite-members> element is set to "true".

	Pre-arranged PoC Group Session
	A PoC Session established by a PoC User to a Pre-arranged PoC Group.

	RTP Media
	The Media carried in an RTP payload.

	SIP Session
	A SIP dialog. From [RFC3261], a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time. A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local tag, and a remote tag. A dialog was formerly known as a call leg in [RFC2543].

	SIP URI
	From RFC 3261: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in RFC 2396 [5]". PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI Lists, etc.

	Talk Burst
	A flow of PoC Speech from a PoC Client having the permission to send PoC Speech as specified in PoC version 1.0.

	Talk Burst Control
	A control mechanism that arbitrates requests from the PoC Clients for the right to send PoC Speech as specified in [OMA PoC V1.0]. 

	UE PoC Box
	A functional entity co-located with the PoC Client in the User Equipment where PoC Session Data and PoC Session Control Data can be stored.

	URI List
	A list of URIs. 

	User
	Any entity that uses the described features through the User Equipment.

	User Equipment
	A hardware device that supports a PoC Client e.g., a wireless phone. 

	Video
	Communication of live-streamed pictures without any Audio component.

	XCAP Application Usage
	Detailed information on the interaction of an XCAP Client with an XCAP Server. (Source: [RFC4825])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in this specification. 

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. 

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. 


3.3
Abbreviations

	AUID
	Application Unique ID

	HTTP
	Hypertext Transfer Protocol

	MIME
	Multipurpose Internet Mail Extensions

	NW
	Network

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


4. Introduction

The PCPS Enabler is intended to deliver a complete set of Push-to-Communicate for Public Safety application and service layer standards (for voice and data), hence the PCPS acronym. This enabler is an update from the PoC V2.1 Enabler.
This specification describes the usage of documents used by the PCPS Enabler. The specific usages include the usage of the XML schemas and Application Usages for Group documents, User Access Policy documents and Group Usage List documents and PoC Session documents. XDM Application Usages include that for PoC Groups and PoC User Access Policy, which are specified in details in [XDM_POLICY] as User Access Policy and in [XDM_GROUP] as Group. The specific Application Usages include that for PoC Sessions. Additionally, this specification describes the usage of the XML schema for the Group Advertisement, which is specified in [XDM_GROUP] as Extended Group Advertisement. This specification also defines the specific deviations and extensions to the XML schemas for the Group, the User Access Policy, Group Usage List, and Extended Group Advertisement documents.

Clients use the AUIDs and the protocol specified in [OMA PoC V1.0 XDM], if the PoC Enabler Release 1 is indicated by the provisioning.

In addition to above the backward compatibility towards PoC V1.0 is ensured by appropriate configuration of the Aggregation Proxy and the special handling of PoCv1.0 level requests in the Shared XDMS.

Clients use the AUIDs and the protocol specified in [OMA-PoC-V2.0-Document-Mgmt] if the PoC Enabler Release 2.0 is indicated by the provisioning.
Clients use the AUIDs and the protocol specified in [OMA-PoC-V2.1-Document-Mgmt] if the PoC Enabler Release 2.1 is indicated by the provisioning.
Informational Note:  Usage of all PoCv2.1 functionalities requires XDMv2.1 functionalities.
Clients use the AUIDs and the protocol specified in this document, if the PCPS V1.0 Enabler is indicated by the provisioning.

4.1 Version 1.0

PCPS V1.0 has a limited scope, serving as a limited OMA PoC Enabler Update from the current version of PoC V2.1. 

PCPS V1.0 updates PoC V2.1 to support 3GPP Release 12 LTE and relevant key features based upon completed 3GPP requirements up through Release 12.

PCPS V1.0 is synchronized to 3GPP Release 12, specifically excluding the following in progress Release 12 work:

· Group Communication System Enablers for LTE (GCSE_LTE) 

· Proximity Services (ProSe) 
PCPS V1.0 is synchronized to 3GPP Release 12, to specifically include the following:

· Adapt PoC V2.1 Multicast (currently using MBMS over UTRA) to use eMBMS over LTE
· Update PoC V2.1 SIP/IP Core operations to align with 3GPP Release 12 LTE architecture
PCPS V1.0 describes usage of PoC specific Application Usages for PoC Sessions documents. PCPS V1.0 also describes usage of XDM specific Application Usages for Group documents, User Access Policy documents and Group Usage List documents.

The PCPS V1.0 enabler summarizes the usage of documents for:


· Group 
· 
· User Access Policy 
· 

· Group Usage List 

· Type of PoC Group

4.2 


· 
· 
· 
· Extended Group Advertisement



· PoC Box

· Active PoC Dispatcher
· Media Burst Control Schemes

· 

· Dispatch PoC Group

4.3 


· PoC Sessions

· 
· 
· 
· 



· 

· 
· Media Burst Control Schemes
· PoC Group specific releasing rules
· PoC Crisis Event Handling
· Moderator

· 

· 
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