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1 Reason for Contribution

Signalling compression is supported in the OMA PoC AD. Therefore, details about how SigComp shall be used in PoC must be added to the OMA PoC CP. This contribution describes the how the PoC Client and/or the SIP/IP Core can detect and recover from loss of state information. 
2 Summary of Contribution

The contribution describes how the PoC Client and/or the SIP/IP Core can detect and recover from loss of state information 

3 Detailed Proposal 

5.X.5 Unsuccessful cases

For general handling of errors see [RFC3320].

This sub-clause describes how the PoC Client and/or the SIP/IP Core can detect and recover from loss of state information.

5.X.5.1 Re-synchronization of SigComp state after PoC Client restart
This sub-clause describes the procedure to recover from a loss of synch in the PoC Client during an active registration The SIP/IP Core has a compartment associated with the PoC Client.
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Figure X: Re-synchronization of SigComp state after PoC Client recovery.
1. After recovery the PoC Client SHALL start the procedure for initial registration as described in sub-clause 5.X.2. The SIP/IP Core SHALL detect that the Call-Id has a new value and decompress the SigComp message as at the initial registration.

2. When the end user is authenticated the SIP/IP Core SHALL replace the old compartment information with new compartment information.

5.X.5.2 Re-synchronization of SigComp state after SIP/IP Core restart

This sub-clause describes the procedure to recover from a loss of synch in the SIP/IP Core.

NOTE:
The SIP/IP Core may have lost its SigComp compartment information due to (for example) software or hardware failure.
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FigureX+1: Detection of loss of state information in the SIP/IP Core.

1. The PoC Client sends a compressed SIP request to the SIP/IP Core. The state item indicated by the SigComp message is missing in the SIP/IP Core and the SIP/IP Core cannot de-compress the message and the message is discarded. The PoC Client SHALL: 

a. Perform the normal procedures for retransmission defined in [RFC3261]; and,

b. (If the retransmission procedure fails) perform the initial registration as defined in sub-clause 5.X.2.

5.X.5.3 Re-synchronization of SigComp state during traffic

This sub-clause describes the procedure when SigComp state is lost in the PoC Client and the SIP/IP Core tries to send an SIP Request to the PoC Client.
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Figure X+2: Re-synchronization of SigComp state during traffic.

1. The SIP/IP Core sends a SigComp message to the PoC Client. The PoC Client cannot de-compress the message and discards it. The SIP/IP Core SHALL:

a. Perform the normal procedures for retransmission defined in [RFC3261]; and,

b. (If the retransmission procedure fails) report SIP “408 Server timed out” to the initiator of the request.

c. The PoC Client SHALL ignore decompression failure and recover according to the sub-clause 5.X.5.1.

4 Intellectual Property Rights Considerations

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the content in Section 3 shall be included in the OMA PoC CP
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