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1 Reason for Contribution

Here are collected the comments concerning the media parameters.  This CR is a proposal for solving the media parameter comments.  Also included some comments already allocated to the CP editor.  Status column is updated by using the revision marks.
R01:  The document is split the way that only the chapter 6 (client issues) is covered in this contribution and the chapter 7 (server issues) is moved to another contribution. The meeting comments on 13th January are taken account. 
	ID
	Open Date
	Spec
Section
	Description
	Status

	1978
	2004.12.06
	CP 6.1 in general
	Technical:

We should add a NOTE somewhere in 6.1 and 6.2 (maybe several places) to give warning that PoC Client should not select two small value (less than 8) for the amount of maximum number of codec frames per one RTP packet, because at least the PoC Clients under GRPS networks will become to the problems.

Nokia to contribute. 

(OMA-POC-2004-1132)
	[2004.12.13]

3GPP SA4 work this issue?

Differ decision.

AI: Nokia willing to write contribution

	1510
	2004.12.06
	CP 6.1.3.2.1
	Technical:

d) set the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol

Talk Burst parameters missing

Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters and the port number(s) for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	[2004.12.13]

"Talk Burst Control Protocol(s)" (add "(s)")

"parameter(s)" (lower case and parenthes)

AI: Editor to include this change

Resolution proposed in attachment.

	949
	2004.12.01
	CP 6.1.3.2.1
	Technical:

Change: IP address and port number for the RTCP Session at the PoC Client to: IP address and port number to be used for RTCP at the PoC Client 

(OMA-POC-2004-1104)
	[2004.12.13]

AI: Editor to include this change

Resolution proposed in attachment.

	2266
	2004.12.06
	CP 6.1.3.2.1
	Technical:

Because there may be other media parameters, make the following changes in step b:

“b)   set the supported codecs of the PoC Client”

To:

“b)   set the supported codecs and other media parameters of the PoC Client”

(OMA-POC-2004-1141)
	[2004.12.13]

Considering [1509].

AI: contribution?
Valid comment.

Resolution proposed in attachment.

	1509
	2004.12.06
	CP 6.1.3.2.1
	Editorial

b) set the supported codecs of the PoC Client

Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Combined to the previous one.

	966
	2004.12.01
	CP 6.1.3.3.1
	Technical: 

Change: IP address and port number for the RTCP Session at the PoC Client  to: IP address and port number to be used for RTCP at the PoC Client 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	2267
	2004.12.06
	CP 6.1.3.3.1
	Technical:

Because there may be other media parameters, make the following changes in step b:

“b)   set the supported codecs of the PoC Client”

To:

“b)   set the supported codecs and other media parameters of the PoC Client”

(OMA-POC-2004-1141)
	Valid comment.

Resolution proposed in attachment. 

	1517
	2004.12.06
	CP 6.1.3.3.1
	Editorial

b) Set the supported codecs of the PoC Client

Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Combined to the previous one.

	968
	2004.12.01
	CP 6.1.3.3.2
	Technical: 

Change: IP address and port number for the RTCP Session at the PoC Client  to: IP address and port number to be used for RTCP at the PoC Client 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	2268
	2004.12.06
	CP 6.1.3.3.2
	Technical:

Because there may be other media parameters, make the following changes in step b:

“b)   set the supported codecs of the PoC Client”

To:

“b)   set the supported codecs and other media parameters of the PoC Client”

(OMA-POC-2004-1141)
	Valid comment.

Resolution proposed in attachment. 

	1520
	2004.12.06
	CP 6.1.3.3.2
	Editorial

b) Set the supported codecs of the PoC Client

Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Combined to the previous one.

	971
	2004.12.01
	CP 6.1.3.3.3
	Technical:

Change: IP address and port number for the RTCP Session at the PoC Client  to: IP address and port number to be used for RTCP at the PoC Client 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	2269
	2004.12.06
	CP 6.1.3.3.3
	Technical:

Because there may be other media parameters, make the following changes in step b:

“b)   set the supported codecs of the PoC Client”

To:

“b)   set the supported codecs and other media parameters of the PoC Client”

(OMA-POC-2004-1141)
	Valid comment.

Resolution proposed in attachment. 

	1522
	2004.12.06
	CP 6.1.3.3.3
	Editorial

b) Set the supported codecs of the PoC Client

Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Combined to the previous one.

	2300
	2004.12.06
	CP 6.1.4.2
	Editorial:

“SIP/IP core”

“If a SIP 200 "OK" response is not received the PoC Client shall continue to use the previously agreed media capabilities.”

To:

“SIP/IP Core”

“If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed media capabilities.”

(OMA-POC-2004-1141)
	[2004.12.07]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Also “media capabilities” is changed to “Media Parameters”.

	2301
	2004.12.06
	CP 6.1.4.3
	Editorial:

“SIP/IP core”

“If a SIP 200 "OK" response is not received the PoC Client shall continue to use the previously agreed media capabilities.”

To:

“SIP/IP Core”

“If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed media capabilities.”

(OMA-POC-2004-1141)
	[2004.12.07]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Also “media capabilities” is changed to “Media Parameters”.

	2303
	2004.12.06
	CP 6.1.4.3
	Technical/Editorial:

To clarify make change:

“When the PoC Client wants to activate a media component, the PoC Client:”

To:

“When the PoC Client activates a media component, the PoC Client:”

(OMA-POC-2004-1141)
	Valid comment.

Resolution proposed in attachment.  Also similar editorial change made to the previous sub clause.

	2302
	2004.12.06
	CP 6.1.4.4
	Editorial:

“SIP/IP core”

“If a SIP 200 "OK" response is not received the PoC Client shall continue to use the previously agreed media capabilities.”

To:

“SIP/IP Core”

“If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed media capabilities.”

(OMA-POC-2004-1141)
	[2004.12.07]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Also “media capabilities” is changed to “Media Parameters”.

	983
	2004.12.01
	CP 6.1.5.1
	Technical:

Change: IP address and port number for the RTCP Session at the PoC Client  to: IP address and port number to be used for RTCP at the PoC Client 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	2409
	2004.12.07
	CP 6.1.5.1
	Technical:

Because there may be other media parameters, make the following changes in step b:

Change:

“b)   set the supported codecs of the PoC Client”

To:

“b)   set the supported codecs and other media parameters of the PoC Client”

(OMA-POC-2004-1142)
	Valid comment.

Resolution proposed in attachment.  

	1527
	2004.12.06
	CP 6.1.5.1
	Editorial

b) Set the supported codecs of the PoC Client

Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Combined to the previous one.

	1979
	2004.12.06
	CP 6.2 in general
	Technical:

We should add a NOTE somewhere in 6.1 and 6.2 (maybe several places) to give warning that PoC Client should not select two small value (less than 8) for the amount of maximum number of codec frames per one RTP packet, because at least the PoC Clients under GRPS networks will become to the problems.

Nokia to contribute. 

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  

	1004
	2004.12.01
	CP 6.2.1.2
	Technical:

Change: IIP address and port number at the PoC Client for the RTCP Session   to: IP address and port number at the PoC Client to be used for RTCP 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	1554
	2004.12.06
	CP 6.2.1.2
	Editorial

b) The selected codec

Modify to

b) The codec selected from those in the SDP offer contained in the SIP INVITE request; 

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Resolution proposed in attachment.  Combined with several other comments to the same subclause.



	1555
	2004.12.06
	CP 6.2.1.2
	Technical

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

Modify to

d) The Talk Burst Control Protocol and Talk Burst Control Parameters selected from those in the SDP offer contained in the SIP INVITE request 

e) the port number to be used for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1981
	2004.12.06
	CP 6.2.1.2
	Technical:

Media parameters are also negotiated.  It shall be described here or somewhere else.

Nokia will contribute.

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1984
	2004.12.06
	CP 6.2.1.2
	Technical:

Codec selection needs a revision.  If one PoC Client selects one of the offered codecs and another PoC Client in the same PoC session selects another codec, then communication is not possible.  Same problem with codec mode and other media parameters (like amount of codec frames in one RTP packet).

Nokia will contribute. 

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2453
	2004.12.07
	CP 6.2.1.2
	Technical:

Because several codecs may be given in the answer and there may be other media parameters, make the following changes in step b:

Change:

“b) The selected codec;”

To:

“b) The selected codecs and other media parameters;”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2456
	2004.12.07
	CP 6.2.1.2
	Technical:

Because several protocols may be given in the answer, make the following changes in step d:

Change:

“d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.”

To:

“d) The selected Talk Burst Control Protocols and the port numbers to be used for the Talk Burst Control Protocol.”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2459
	2004.12.07
	CP 6.2.1.2
	Technical:

Evidently the word “has” isn’t the correct word when speaking of answer modes?

(OMA-POC-2004-1143)
	Not understood.

	2460
	2004.12.07
	CP 6.2.1.2
	Technical:

Evidently the word “has” isn’t the correct word when speaking of answer modes?

(OMA-POC-2004-1143)
	Duplicate.

	1006
	2004.12.01
	CP 6.2.1.3
	Technical:

Change: IP address and port number at the PoC Client for the RTCP Session   to: IP address and port number at the PoC Client to be used for RTCP 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	1556
	2004.12.06
	CP 6.2.1.3
	Editoral

b) The selected codec 

Modify to

b) The codec selected from those in the SDP offer contained in the SIP INVITE request; 

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1557
	2004.12.06
	CP 6.2.1.3
	Technical

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

Modify to

d) The Talk Burst Control Protocol and Talk Burst Control Parameters selected from those in the SDP offer contained in the SIP INVITE request 

e) the port number to be used for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1982
	2004.12.06
	CP 6.2.1.3
	Technical:

Media parameters are also negotiated.  It shall be described here or somewhere else.

Nokia will contribute.

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1985
	2004.12.06
	CP 6.2.1.3
	Technical:

Codec selection needs a revision.  If one PoC Client selects one of the offered codecs and another PoC Client in the same PoC session selects another codec, then communication is not possible.  Same problem with codec mode and other media parameters (like amount of codec frames in one RTP packet).

Nokia will contribute. 

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2454
	2004.12.07
	CP 6.2.1.3
	Technical:

Because several codecs may be given in the answer and there may be other media parameters, make the following changes in step b:

Change:

“b) The selected codec;”

To:

“b) The selected codecs and other media parameters;”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2457
	2004.12.07
	CP 6.2.1.3
	Technical:

Because several protocols may be given in the answer, make the following changes in step d:

Change:

“d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.”

To:

“d) The selected Talk Burst Control Protocols and the port numbers to be used for the Talk Burst Control Protocol.”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1008
	2004.12.01
	CP 6.2.1.4
	Technical:

Change: IP address and port number at the PoC Client for the RTCP Session   to: IP address and port number at the PoC Client to be used for RTCP 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	1559
	2004.12.06
	CP 6.2.1.4
	Editoral

b) The selected codec

Modify to

b) The codec selected from those in the SDP offer contained in the SIP INVITE request; 

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1560
	2004.12.06
	CP 6.2.1.4
	Technical

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

Modify to

d) The Talk Burst Control Protocol and Talk Burst Control Parameters selected from those in the SDP offer contained in the SIP INVITE request 

e) the port number to be used for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1983
	2004.12.06
	CP 6.2.1.4
	Technical:

Media parameters are also negotiated.  It shall be described here or somewhere else.

Nokia will contribute.

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	1986
	2004.12.06
	CP 6.2.1.4
	Technical:

Codec selection needs a revision.  If one PoC Client selects one of the offered codecs and another PoC Client in the same PoC session selects another codec, then communication is not possible.  Same problem with codec mode and other media parameters (like amount of codec frames in one RTP packet).

Nokia will contribute. 

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2455
	2004.12.07
	CP 6.2.1.4
	Technical:

Because several codecs may be given in the answer and there may be other media parameters, make the following changes in step b:

Change:

“b) The selected codec;”

To:

“b) The selected codecs and other media parameters;”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2458
	2004.12.07
	CP 6.2.1.4
	Technical:

Because several protocols may be given in the answer, make the following changes in step d:

Change:

“d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.”

To:

“d) The selected Talk Burst Control Protocols and the port numbers to be used for the Talk Burst Control Protocol.”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with several other comments to the same subclause.

	2463
	2004.12.07
	CP 6.2.2
	Technical:

In step 1a we should evidently use “Media Parameters” instead of “media capabilities”.

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  

	
	
	
	
	

	
	
	
	
	


2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the corrections according to the chapter below:

6 Detailed Change Proposal

See the detailed proposal as revision marked in the attachment:
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3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as specified in [RFC2119].


All subclauses and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions

		1-1 PoC Session

		A feature to establish a PoC Session with another PoC User



		1-many-1 Session

		A PoC Group Session for a Pre-arranged PoC Group in which one participant is a Distinguished Participant and each other participant is an Ordinary Participant.



		Access Control

		Each PoC User can define rules that describe who is allowed to contact him using the PoC Service. The PoC Server implements the access control policy according to these defined rules



		Access List

		Access lists are used for controlling whether the PoC Server is allowed or not to send PoC Session requests to the PoC User when requested by other PoC User



		Active PoC Session

		One of the Simultaneous Sessions established for a particular PoC User that has both TBCP Messages and RTP media packets relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.



		Ad-hoc PoC Group

		A feature enabling a PoC User to establish a PoC Session with multiple PoC Users without first creating  a PoC Group



		Answer Mode

		The current Answer Mode setting preference of the PoC User.



		Answer Mode Indication

		A service attribute that indicates the current Answer Mode setting of the PoC Client.



		Application Server

		In the 3GPP IMS an Application Server is a functional entity that implements service logic for IMS sessions. When the SIP/IP core used for PoC is 3GPP IMS the PoC Server implements Application Server functionality.



		Authenticated Originator's PoC Address

		The PoC Address of the originating PoC Client that has been authenticated by the SIP/IP core



		Automatic Answer Mode

		A mode of operation where the PoC Client accepts the PoC Session invitations immediately and plays out the media as soon as it is received without requiring the intervention of the invited PoC User



		Chat PoC Group

		A persistent Group for which each Group member individually joins the PoC Session



		Chat PoC Group Session

		A PoC Session established for a Chat PoC Group



		Conference-factory-URI

		Provisioned SIP URI for the PoC service in the Home PoC Network.



		Confirmed Indication

		The Confirmed Indication is returned by the PoC Server to confirm that it and all  downstream elements are ready to receive media



		Contact List

		A list available to the PoC User containing the addresses of other PoC Users or PoC Groups



		Control Plane

		Signaling and control between the PoC Client and PoC Server for push to talk over cellular (PoC) service.



		Controlling PoC Function

		The Controlling PoC Function provides centralized PoC Session handling, RTP Media distribution, Talk Burst Control including Talker Identification, policy enforcement for participation in Group Sessions and the Participant information.



		Conversation

		A set of Talk Bursts within one PoC Session, which are followed by each other within a given time and typically are associated to each other.    



		Distinguished Participant

		The Participant in a One-many-one Session who is heard by all Ordinary Participants, and who can hear each individual Ordinary Participant.



		Dormant PoC Session

		One of the Simultaneous Sessions established for a particular PoC User, which may have TBCP messages, but not RTP media packets, relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.



		Exploder URI

		Address of a SIP URI-list service, which is a specialized application service, that receives a SIP MESSAGE request and sends a similar MESSAGE request to each of the URIs in the list included in the request. Each of these MESSAGE requests contains a copy of the body included in the original MESSAGE request.



		Filter Criteria

		Filter Criteria is routing logic used in the 3GPP IMS to trigger the routing of SIP requests to Application Servers



		Group

		Group is a predefined set of Users together with its attributes. The Group is used for easy PoC Session establishment and/or for defining PoC Session access policy. Each Group is identified by its SIP URI



		Group Advertisement

		A feature providing the capability to inform other PoC Users of the existence of a PoC Group



		Home PoC Network

		The network comprising of the SIP/IP core and the PoC Server serving the PoC Client of the Served PoC User



		Home PoC Server

		The PoC Server in the Home PoC Network



		Incoming Instant Personal Alert Barring

		A service attribute, which enables the PoC User to block all incoming Instant Personal Alerts.



		Incoming PoC Session Barring

		A service attribute, which enables the PoC User to block all incoming PoC Session invitations.



		Instant Personal Alert

		A feature providing a PoC User with the capability to send a callback request to another PoC User



		Invited PoC Client

		The PoC client who has been invited to a PoC session



		Inviting PoC Client

		The PoC client inviting other PoC user(s) to a PoC session



		Invited PoC User

		The PoC User who has been invited to a PoC Session



		Manual Answer Mode

		A mode of operation where the PoC Client requires the PoC User to manually accept the session invitation before media is accepted and played.  



		Media Parameters

		The information transmitted between the PoC Server and the PoC client in order to alter the settings of the PoC client.  Media parameters are transmitted by SIP/SDP messages



		On-demand Session

		A PoC session set-up mechanism, where all media parameters are negotiated at the same time the PoC session is set-up.



		Ordinary Participant

		A Participant in a 1-many-1 Session who is only heard by the Distinguished Participant, and who can only hear the Distinguished Participant.



		Participant

		A PoC User in a PoC Session



		Participating PoC Function

		The Participating PoC Function provides PoC Session handling and policy enforcement for incoming PoC Sessions and may provide the media relay function between PoC Client and the PoC Server performing the Controlling PoC Function, and the Talk Burst Control message relay function between the PoC Client and the PoC Server performing the Controlling PoC Function.



		PDP Context

		Packet Data Protocol Context is a logical connection between a terminal and network for 3GPP General Packet Radio Service.  PDP Context, as logical connections, is mapped onto the physical layer radio connections.  A PDP Context may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.



		PoC Address

		Identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. 



		PoC Client

		A PoC functional entity on the PoC User Equipment that supports the PoC Service



		PoC Group

		A PoC Group is a predefined set of PoC Users together with its attributes.



		PoC Group Identity

		SIP URI of the Pre-arranged PoC Group or Chat PoC Group.



		PoC Group Session

		A Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session



		PoC Server

		The PoC Server implements the application level network functionality for the PoC service. The PoC Server may perform the role of the Controlling PoC Function and Participating PoC Function.



		PoC Session

		A Session established by 1-1 PoC, Ad-hoc PoC Group,Pre-arranged PoC Group or Chat PoC Group Session



		PoC Session Identifier

		An identifier associated with a PoC Session, the value of which uniquely distinguishes the associated PoC Session from all other instances of a PoC Session, both concurrent and non-concurrent.



		PoC Session Identity

		SIP URI received by the PoC Client during the PoC Session establishment in the Contact header.



		PoC Subscriber

		A subscriber whose service subscription includes the PoC Service.



		PoC User

		A User using the PoC service.



		Pre-arranged PoC Group

		A persistent Group created for PoC Group Session. 



		Pre-established Session

		A signalling exchange to negotiate Media Parameters between the PoC Client and the Home PoC Server before establishing a PoC Session.



		Primary PoC Session

		The session the PoC user prefer to listen and speech to.  In case of Simulatenous PoC Sessions the Primary PoC Session has a priority over the Secondary PoC Sessions.



		Remote PoC Network

		Network comprising of the SIP/IP core and the PoC Server, that hosts the remote PoC Client and/or remote Pre-arranged or Chat PoC Group.



		RTCP Session

		A RTCP Session is considered as an exchange of RTCP control information between two PoC functional entities



		RTP Media

		Media carried as an RTP payload



		RTP Session

		A RTP Session is considered as an exchange of RTP media streams between two PoC functional entities



		Secondary PoC Session

		The session, which the PoC User wants to listen, when there is no voice stream in the Primary PoC Session.



		Session Type

		SIP uri-parameter used to express the type of the PoC Group or the PoC Group Session the associated SIP URI refers: adhoc, prearranged, chat or 1-1.



		Served PoC User

		A PoC User who obtains a PoC Service from a PoC Server located in the Home PoC Network



		Service Instance

		The instantiation of a logical connection across the radio interface associated with a particular protocol stack. Service Instances, as logical connections, are mapped onto the physical layer radio connections.  A Service Instance may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.



		SigComp

		Text based signaling compression mechanism specified in [RFC3320]



		Simultaneous PoC Session

		When a PoC User is a Participant in more then one PoC Session simultaneously using the same PoC Client.



		SIP Session

		A SIP Session is considered as an exchange of  SIP signaling between two SIP User Agents that establishes and  deletes a SIP dialog.



		SIP URI

		URI used by the SIP protocol to address SIP User Agents



		SIP User Agent

		A SIP endpoint involved in SIP signaling defined in [RFC3261]



		Talk Burst

		The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a media until the permission is released.



		Talk Burst Control

		A control mechanism that arbitrates requests, from the PoC Clients, for the right to send media



		Talk Burst Control Protocol

		A protocol for performing Talk Burst Control.



		Talker Identification

		The procedure by which the current Talker's Identity may be established and made known to other PoC Session participants.



		Unconfirmed Indication

		The indication of readiness to receive media before PoC Server has received confirmation from downstream elements of readiness to receive media



		Unrestricted group

		A Group that can be joined by any User



		User

		A human using the described features through the User Equipment



		User Accept List

		An Access List where are listed the SIP URIs for accepting the incoming PoC Sessions. 



		User Equipment

		A hardware device e.g. phone



		User Plane

		Media and media control signaling between the PoC Client and PoC Server for push to talk over cellular (PoC) service.



		User Reject List

		An Access List where are listed  the SIP URIs for rejecting the incoming PoC Sessions.





3.3 Abbreviations


		3GPP

		3rd Generation Partnership Project



		3GPP2

		3rd Generation Partnership Project 2



		AD

		Architecture Document



		APP

		Application-defined RTCP packet



		B2BUA

		Back to Back User Agent



		CREQ

		Conformance Requirements



		IANA

		Internet Assigned Numbers Authority



		IETF

		Internet Engineering Task Force



		IM

		IP Multimedia



		IMS

		IP Multimedia Subsystem



		IP

		Internet Protocol



		MIME

		Multipurpose Internet Mail Extensions



		MMD

		MultiMedia Domain



		OMA

		Open Mobile Alliance



		PDA

		Personal Digital Assitant



		PoC

		Push to talk over Cellular



		RFC

		Request For Comments (IETF specifications)



		RTCP

		RTP Control Protocol



		RTP

		Real Time Protocol



		SCR

		Static Conformance Requirements



		SDP

		Session Description protocol



		SIP

		Session Initiation Protocol



		TBCP

		Talk Burst Control Protocol



		TS

		Technical Specification (3GPP specifications)



		UCS

		Universal Character Set



		UDP

		User Datagram Protocol



		UE

		User Equipment



		UP

		User Plane



		URI

		Uniform Resource Identifier



		URL

		Uniform Resource Locator



		URN

		Uniform Resource Name



		USD

		User Specific Dictionary



		UTF-8

		UCS Transformation Format 8



		WAP

		Wireless Application Protocol



		XML

		Extensible Mark-up Language





4. Introduction


This specification contains the Control Plane procedures for the Push-To-Talk over Cellular (PoC) service on the POC-1, POC-2 and IP-1 as specified in [OMA-PoC-AD]. 


The document is structured in the following way:


Clause 5:  "Common procedures" defines the common procedures and general principles, which are not described in the 3GPP/3GPP2 specifications. 


Clause 6:  "Procedures at the PoC Client" defines the originating and terminating procedures at the PoC Client in order to realize the respective features of the PoC service.


Clause 7:  "Procedures at the PoC Server" defines the originating and terminating procedures at the PoC Server, when it performs Controlling and Participating PoC Functions and the determination of the PoC Server role.  


Appendix A: "Version History" describes the document version history.


Appendix B: "Initial Filter Criteria logic examples" is an informative annex to describe the originating and terminating filter criteria for the IMS to support the PoC functionality.  


Appendix C: "Documentation of SIP SDP and XML extensions" is an informative annex to describe the needed extensions in SIP, SDP and XML.  


Appendix D: "Examples of Signalling Flows" is an informative annex to describe some of the signaling flows. 


Appendix E: "The parameters to be provisioned for PoC service" is a normative annex for PoC provisioning parameters.

Appendix F: "Static conformance requirements" is an informative annex containing tables of mandatory and optional features.


5. Common procedures


5.1 General


All Control Plane signalling requests and responses between PoC Client and PoC Server as well as between PoC Servers routes via the SIP/IP core as specified in [OMA-PoC-AD].  When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the SIP routing procedures are specified in [TS24.229] /[3GPP2 X.S0013.4]. 


5.2 Authenticated Originator's PoC Address


The Authenticated Originator's PoC Address is the PoC Address of the originating PoC Client that has been authenticated by the SIP/IP core. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Authenticated Originator's PoC Address is contained in the P-Asserted-Identity Header according to rules and procedures of [RFC 3325]. The From header MAY be used to carry the Authenticated Originator's PoC Address and MAY be supported by the PoC Server providing a means exists to authenticate it such as per request Proxy Authentication by the SIP/IP core which also supports transitive trust within itself and between itself and the PoC Server.


If the PoC Server cannot obtain an Authenticated Originator's PoC Address for an initial request it SHALL reject the request with a SIP 403 "Forbidden" response. 


5.3 Signaling compression


If the signalling compression is supported by the SIP/IP Core, the SIP/IP Core SHALL support signaling compression (SigComp) according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.

The PoC Client SHOULD compress the SIP signaling according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.


If the PoC Client initiate the signaling compression according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486], then the SIP/IP Core SHALL compress the SIP signaling according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486].    


The PoC Client and the SIP/IP core MAY support stateful compression like dynamic compression, User Specific Dictionaries (USD) or other SigComp extended operations to improve the compression efficiency and to further reduce transmission delays (a definition of dynamic compression, USD and a description of other SigComp extended operations is specified in [RFC 3321]).


NOTE: 
Dynamic compression and USD can be implemented without using the extended operations mechanisms of [RFC 3321] which is referenced here in the interest of thoroughness. 


Editor's note:  If OMA PoC need a more detailed description of how SigComp should be used is FFS.


6. Procedures at the PoC Client


6.1 PoC Client originating procedures


6.1.1 PoC service registration


6.1.1.1 General


The PoC Client SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subclauses.


The PoC Client


· 1. SHALL include the PoC feature-tag '+g.poc.talkburst'.

· 2. SHALL include the PoC feature-tag '+g.poc.groupad' if receiving of Group Advertisement messages are supported; 


· 3. SHALL include the User-Agent header to indicate the PoC release version. 


6.1.1.2 PoC service registration and re-registration


When the PoC Client sends a SIP REGISTER or SIP re-REGISTER request to the SIP/IP Core the PoC Client:


· SHALL generate a SIP REGISTER request as specified in subclause 6.1.1.1 "General";


· SHALL insert any necessary security parameters (e.g. Digest response) according to the rules and procedures of the SIP/IP Core; and,

· SHALL send the SIP REGISTER request towards the SIP/IP Core according to the rules and procedures of the SIP/IP core.


Each time the PoC Client has successfully performed an initial registration the PoC Client SHALL publish the PoC service settings as specified in subclause 6.1.2 “PoC service settings procedure”.


NOTE 1: 
The SIP/IP core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.


NOTE 2:
Periodical application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP core.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.1.3 PoC service de-registration


The PoC Client MAY deregister for the PoC Service by either


· If the terminal needs to remain SIP/IP Core registered the PoC Client SHALL reregister with the SIP/IP core without including the Poc feature-tag  '+g.poc.talkburst' and the feature-tag ‘+g.poc.; or


· Sending a SIP REGISTER request with an Expires header set to 0 if the terminal needs to also deregister from the SIP/IP core. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.2 PoC service settings procedure


To set or update the PoC service settings, the PoC Client:


· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [draft-poc-isb-am];


· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. SHALL include an Accept-Contact header with the Poc feature-tag '+g.poc.talkburst'; and,

· 4. SHALL send the SIP PUBLISH request according to the rules and procedures of SIP/IP Core.


On receiving the SIP 200 “OK” response to the SIP PUBLISH request the PoC Client MAY indicate the result of the setting to the PoC User.


The PoC client SHALL update the PoC service settings according to the rules and procedures of [RFC3903] and [draft-poc-isb-am] 


NOTE: 
It is needs to be studied whether a single PoC Address can be used with more than one PoC Client.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.3 PoC Session initiation


6.1.3.1 General


The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of  [RFC3261].  The PoC Client


· 1. SHALL include an Accept-Contact header with the Poc feature-tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of  [RFC 3841]in all initial SIP INVITE requests. 


· 2. SHALL include User-Agent header to indicate the PoC release version. 


· 3. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].


NOTE 1:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [POC XDM Specification] the PoC Session will not be allowed by the PoC server hosting the PoC Group. 


· 4. SHALL include the feature tag '+g.poc.talkburst' in the Contact header. 


· 5. SHALL include the option tag 'timer' in the Supported header.

· 6. SHOULD include an Allow header with all supported SIP methods. 


· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [draft-ietf-sip-session-timer].

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', specified in [RFC3262], is not defined for POC-1 reference point.


On receipt of a final response to the SIP INVITE request, the PoC Client SHALL store the list of SIP methods that the PoC Server supports if received in the Allow header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client SHALL start the SIP Session timer usingthe value received in the Session-Expires header according to rules and procedures of [draft-ietf-sip-session-timer].


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.3.2 Using Pre-established Session


6.1.3.2.1 PoC Client initiates a Pre-established Session


Upon receiving a request from a PoC User to initiate a Pre-established Session the PoC Client: 


· 1.  SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2.  SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC Service in the Home PoC Network of the PoC User;


· 3.  SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows; 


a)    set the IP address and the port number for the RTP Session 


b)   include the set of the codecs and Media Parameters supported by the PoC Client for the PoC service

NOTE:  When offering Media Parameters, possible bandwith limitations in the PoC Sessions to establish need to be considered. 

c)   if another IP address or port number is used instead of the default IP address and port number specified by [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605];


d) set the offered Talk Burst Control Protocol(s), Talk Burst parameters and the port number(s) for the Talk Burst Control Protocol(s) 


e) if the PoC Client is not able/willing to receive media streams immediately then the PoC Client SHALL set the media to "'inactive"' as specified in [RFC3108] when generating the SDP offer;


· 5.  SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP core. 


Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 


· 1.  SHALL store the content of the received Contact header as the PoC Session Identity 


· 2.  SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedure at Pre-established Session initialization".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session


Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or 1-1 PoC Session within a Pre-established Session the PoC Client:


· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];


· 2.SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;


· 3. SHALL  in case of a 1-1 PoC Session set the Refer-To header of the SIP REFER request to the PoC Address of the invited PoC User according to rules and procedures of [RFC3515]; 


· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:


a) include in the Refer-To header of the SIP REFER request the identity of the URI list with the Invited PoC Users 


c) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users.


· 4. SHALL include the "'method'" parameter with the value "INVITE" in the Refer-To header;


· 5. SHALL set the Accept-Contact header of the SIP REFER request to '+g.poc.talkburst';


· 6. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];


· 7. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc -p-headers] if the PoC User has requested Manual Answer Override.  


· 8. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to the rules and procedures of the SIP/IP core. 


Upon receiving a SIP 202 “Accepted” response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY request. 


NOTE:
The PoC Server does not send any SIP NOTIFY request in case more than one PoC User is invited.


In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.3.2.3 PoC Client initiates a Pre-arranged or Chat PoC Group Session


Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:


· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];


· 2. SHALL set the Request URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;


· 3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged Group or Chat Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter "session” set to “pre-arranged” or “chat”, respectively as specified in C.5.1 “Session Type uri-parameter”;   


· 4. SHALL include the "method" parameter with the value "INVITE" in the Refer-To header;


· 5. SHALL set the Accept-Contact header of the SIP REFER request to '+g.poc.talkburst'; 


· 6. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc -p-headers] if the PoC User has requested Manual Answer Override;  

· 7. SHALL send the SIP REFER request towards the SIP/IP Core within the dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 


Upon receiving a SIP 202 “Accepted” response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY request.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms  according to rules and procedures of [TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.


6.1.3.2.4 PoC Client terminates a Pre-established Session


Upon receiving a request from a PoC User to leave a Pre-established Session as created in subclause 6.1.3.2.1"PoC Client initiates a Pre-established Session",  the PoC Client:


· 1. SHALL generate a SIP BYE request within the Pre-established Session according to rules and procedures of [RFC3261];


· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at Pre-established Session termination";


· 3. SHALL set the Request-URI of the SIP BYE request to the PoC Session Identity of the Pre-established Session;


· 4. SHALL set the Accept-Contact header of the SIP BYE request to '+g.poc.talkburst';


· 5. SHALL send the SIP BYE request towards the PoC Server according to the rules and procedures of the SIP/IP core.  


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.


6.1.3.3 Establishing of an On-demand PoC Session 


Editor’s Note:  Is session parameter not used in the case of on-demand sessions ?


6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session


Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";


· 2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User


· 3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046].


· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


a) Set the IP address and port number for the RTP Session


b) Include the set of the codecs and Media Parameters supported by the PoC Client for PoC service;

NOTE:  When offering Media Parameters, possible bandwith limitations at terminated end need to be considered. 


c) If another IP address or port number is used instead of the default IP address and port number specified by the [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; and,


d) Set the offered Talk Burst Control Protocol(s), Talk Burst parameters and the port number(s) for the Talk Burst Control Protocol(s) 


· 5. SHALL insert in the SIP INVITE request a MIME resource-list body with the PoC Address(es) of the Invited PoC User(s) as described in [draft-URI-list];


·  6.  SHALL in case the PoC User has requested Manual Answer Override include in the SIP INVITE request a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc-p-headers]; 

· 7. SHALL send the SIP INVITE request towards the PoC Server according to rules and  procedures of the SIP/IP core.


On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.


On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 


· 1. SHALL store the content of the received Contact header as the PoC Session Identity. 


· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 


In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 


6.1.3.3.2 PoC Client initiates a Pre-arranged PoC Group Session 


Upon receiving a request from a PoC User to establish a Pre-arranged PoC Group Session with a PoC Group Identity, identifying the Pre-arranged PoC Group the PoC Client: 


· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 


· 2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the  Pre-arranged PoC Group;


· 3. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


a) Set the IP address and port number for the RTP Session


b) Include the set of the codecs and Media Parameters supported by the PoC Client for PoC service;

NOTE:  When offering Media Parameters, possible bandwith limitations at terminated end need to be considered. 


c) If another IP address or port number is used instead of the default IP address and port number specified by the [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; 


d) Set the offered Talk Burst Control Protocol(s), Talk Burst parameters and the port number(s) for the Talk Burst Control Protocol(s)

· 4. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc-p-headers] if the PoC User has requested Manual Answer Overide. 


· 5.  SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.


On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.


On receiving a SIP 200 "OK" response to the SIP INVITE request, the PoC Client:


· 1. SHALL store the content of the received Contact header as the PoC Session Identity; and, 


· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 


In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client Subscription to the Conference State Event Package".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 


6.1.3.3.3 PoC Client initiates a Chat PoC Group Session 


Upon receiving a request from a PoC User to join to a Chat PoC Group Session with a PoC Group Identity identifying the Chat PoC Group the PoC Client: 


· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 


· 2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the Chat PoC Group; 


· 3. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


a) Set the IP address and port number for the RTP Session


b) Include the set the codecs and Media Parameters supported by the PoC Client for PoC service;

NOTE:  When offering Media Parameters, possible bandwith limitations at terminated end need to be considered. 


c) If another IP address or port number is used instead of the default IP address and port number specified by the [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; 


d) Set the offered Talk Burst Control Protocol(s), Talk Burst parameters and the port number(s) for the Talk Burst Control Protocol(s)

· 4. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedure of the SIP/IP Core. 


On receiving a SIP 200 "OK" response to the SIP INVITE request, the PoC Client:


· 1. SHALL store the content of the received Contact header as the PoC Session Identity; and, 


· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 


In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.4 PoC Client PoC Session modification


6.1.4.1 General


The PoC Client SHALL generate either a SIP UPDATE request according to rules and procedures of [RFC 3311] or a SIP re-INVITE request according to rules and procedures of  [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method.


The PoC Client


1. SHALL include User-Agent header to indicate the PoC release version. 


NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.4.2 PoC Client placing media on hold


This subclause describes the optional procedures that the PoC Client SHALL use if placing a media component on hold.


When the PoC Client sets a media component on hold the PoC Client:


· 1. SHALL generate a new media capability SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";


· 2. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.

· 3. SHALL include an "a=sendonly" attribute for a media component which is placed on hold.

· 4. SHALL send the request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receipt of the SIP 200 "OK" response the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Media on Hold" and start to use the media capabilities received in the MIME sdp body.


If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.4.3 PoC Client placing media off hold

This subclause describes the procedures that the PoC Client SHALL use when activating a media component again, when media is on hold.

When the PoC Client activates a media component, the PoC Client: 


· 1. SHALL generate a new media capability SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";


· 2. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.

· 3. SHALL include an "a=sendrecv " attribute for a media component which is activated again.

· 4. SHALL send the request towards the PoC Server according to rules and  procedures of the SIP/IP Core.

On receipt of the SIP 200 "OK" response the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Media on Hold" and start to use the media capabilities received in the MIME SDP body.


If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.4.4 User Plane adaption


This subclause describes the optional procedures that the PoC Client SHALL use when initiating User Plane adaption during an ongoing PoC Session.


When initiating User Plane adaptation the PoC Client: 


· 1. SHALL generate a new media capability SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";


· 2. SHALL set the Request-URI of the request to the PoC Session Identity;

· 3. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.

· 4. SHALL send the request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receipt of the SIP 200 "OK" response the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "User Plane adaptation" and start to use the media capabilities received in the MIME SDP body.


If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of   [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.4.5 SIP Session refresh


Prior to the expiry of the SIP Session timer the PoC Client:


· 1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request. A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method;


· 2. SHOULD include the Session-Expires header with the refresher parameter set to 'uac' according to rules and procedures of [draft-ietf-sip-session-timer];

· 3. SHALL include the Supported header set to "timer";

· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session refresh mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.5 PoC Client rejoining a PoC Session 


6.1.5.1 On-demand PoC Session establishment


Upon receiving a request from a PoC User to re-join a PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";


· 2. SHALL set the Request-URI to the PoC Session Identity.


· 3. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


a) Set the IP address and port number for the RTP Session


b) Include the set of the codecs and Media Parameters supported by the PoC Client for PoC service;

NOTE:  When offering Media Parameters, possible bandwith limitations at terminated end need to be considered. 


c) if another IP address or port number is used instead of the default IP address and port number specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of [RFC3605] and;


d) Set the offered Talk Burst Control Protocol(s), Talk Burst parameters and the port number(s) for the Talk Burst Control Protocol(s).


· 4. SHALL send the SIP  INVITE request towards the PoC Server according to rules and  procedures of the SIP/IP core.


On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 


In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.5.2 Pre-established Session


Upon receiving a request from a PoC User to re-join a PoC Session within a Pre-established Session established as specified in subclause 6.1.3.2.6 “PoC Client initiates a Pre-established Session”, the PoC Client:


· 1. SHALL generate a SIP REFER request according to the rules and procedures of [RFC3515].


· 2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;


· 3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to be re-joined with including the Session Type uri-parameter indicating the session type e.g. “pre-arranged”, “chat” or “ad-hoc” as defined in C.X.1 “Session Type uri-parameter”; 


· 4. SHALL include the "method" parameter with the value "INVITE" in the Refer-To header;


· 5. SHALL set the Accept-Contact header of the SIP REFER request to ’+g.poc.talkburst’;


· 6. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to the procedures of the SIP/IP core.


Upon receiving a SIP 2xx response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in the [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.  

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY body.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of in [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.6 PoC Client leaving a PoC Session 


6.1.6.1 Leaving a PoC Session - On-demand Session case


When the Participant wants to leave the PoC Session and the PoC Session was established using On-demand signaling as specified in subclause 6.1.3.3 "On-demand Session establishment", the PoC Client:


· 1. SHOULD release the granted permission to talk or cancel the queued Talk Burst requests and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session termination".


· 2. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261].


· 3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave.


· 4. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP core.  


Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session termination".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.6.2 Leaving a PoC Session – Pre-established Session case 


Upon receiving a request to leave a PoC Session, the PoC Client:  

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];


· 2. SHALL set the Request-URI of the SIP REFER request to the Pre-established Session Identity;


· 3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave;


· 4. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;


· 5. SHALL set the Accept-Contact header of the SIP REFER request to ’+g.poc.talkburst’;


· 6. SHALL send the SIP REFER request towards the PoC Server according to the procedures of SIP/IP Core.  


Upon receiving response(s) to the SIP REFER request, the PoC Client SHALL handle them according to rules and procedures of [RFC3515].


Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:


· 1. SHALL handle the request according to rules and procedures of [RFC3515];


· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.7 PoC Client adding PoC User(s) to a PoC Session


Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:


· 1. SHALL generate a SIP REFER request according to the rules and procedures of [draft-multiple-refer] or [RFC3515].


· 2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 


· 3. SHALL if only one PoC User is invited set the Refer-To header of the SIP REFER request to the PoC Address of the invited PoC User, and skip the next step;


· 4. SHALL modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] and the PoC Server:


a) SHALL include a Refer-To header with the identity of a URI-list according to rules and procedures of [draft-multiple-refer];


b) SHALL include a MIME resource-list body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer];


· 5. MAY include in the Require header the option-tag “norefersub” according to rules and procedures of [draft-multiple-refer];


· 6.  SHALL include the "method" parameter with the value "INVITE" in the Refer-To header;

· 7. SHALL include value ”id” in a Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325]. 


NOTE :
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [POC XDM Specification] the PoC Session will not be allowed by the PoC server hosting the PoC Group. 


· 8. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc -p-headers] if the PoC User has requested Manual Answer Override.  


· 9.  SHALL send the SIP REFER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core. 


Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request, the PoC Client SHALL handle the request according to the rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY request. 


NOTE:
The PoC Server does not send any SIP NOTIFY request in case more than one PoC User is invited or if the PoC Client inserted the option-tag “norefersub” in the Require header when only one PoC User is invited..


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.8 PoC Client sending an Instant Personal Alert 


Upon a request from a PoC User to send a PoC Instant Personal Alert with a PoC Address identifying the receiving PoC Client, the PoC Client: 


· 1. SHALL construct a SIP MESSAGE request according to  rules and procedures of [RFC3428];


· 2. SHALL include Request-URI with the PoC Address of the PoC user to be alerted;


· 3. SHALL include an Accept-Contact header with the PoC feature-tag, '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC3841];


NOTE:
 It is has not been determined whether anything needs to be added about the value of the content-type


· 4. SHALL send the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP core.


NOTE: 
Privacy cannot be applied with the Instant Personal Alert. If anonymity is required by the sending PoC User then the Instant Personal Alert should not be sent. 


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.9 PoC Client sending a Group Advertisement


Upon a request from a PoC User to send a Group Advertisement, the PoC Client: 


· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of  [RFC3428]; 


· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];


· 3. SHALL include PoC specific content in form of application/vnd.poc.advertisement+xml indicating ‘'Group Advertisement’'. The content:

 a) SHALL include the Group Address; 

b) SHALL include the group type; and

c) MAY include the Display name; and 

d) SHALL optionally include text.  

· The exact content information is described in the Appendix C.1.1 "Group Advertisement";

· 4. SHALL set the Request-URI to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to an exploder URI with a MIME uri-list body containing a list of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message][based on the PoC User's selection;


· 5. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP core.


NOTE:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User Group Advertisement should not be sent.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.10 PoC Client subscription to the conference state event package 


A PoC Client MAY subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of a PoC Session. 


The PoC Client SHALL generate a SIP SUBSCRIBE request, using a new SIP-dialog, according to rules and procedures of [RFC3265] and [draft-conference-state]. The PoC Client: 


· 1. SHALL set the Request-URI of the SIP SUBSCRIBE request to PoC Session Identity or the PoC Group Identity 


· 2. SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];


· 3. SHALL include in the SIP SUBSCRIBE request an User-Agent header to indicate the PoC release version; 

· 4. send the SIP SUBSCRIBE request towards the PoC Server according to rules and  procedures of the SIP/IP core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-conference-state], and the rules and procedures of the SIP/IP core with the clarifications given in this subclause.

Upon receiving a SIP 200 "OK" response to the SIP SUBSCRIBE request the PoC Client: 


· 1. SHALL store the content of the received Contact header as the PoC Session Identity for the PoC Group Session.


Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 


· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [draft-conference-state]. The PoC Client MAY display the current state information of the PoC Session or PoC Group to the PoC User based on the information in the SIP NOTIFY request body.


When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].


The contents of the SIP NOTIFY request body is specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.11 PoC Client canceling a PoC Session 


6.1.11.1 Canceling a PoC Session - On-demand Session case


When the PoC Participant wants to cancel the PoC Session initiation when On-demand Session signaling is used as specified in subclause 6.1.3.3 "On-demand Session establishment" and when the PoC Client has not yet received a final SIP response for the SIP INVITE request, the PoC Client SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261].


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.12 Simultaneous Session control procedures


The PoC Client MAY use Simultaneous Session control procedures if Simultaneous Sessions are supported by the Home PoC Network.


6.1.12.1 PoC Client setting PoC Session priority


The PoC Client MAY set a PoC Session priority while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or SIP re-INVITE request. 


When the PoC User wants to change PoC Session priority the PoC Client:


· 1. SHALL generate a SDP offer using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";


· 2. SHALL include a MIME SDP body with the PoC Session attribute “poc-group-scan” according to subclause C.3.2 “SDP Simultaneous Sessions MIME registration”,


· 3. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP core.

On receipt of the SIP 200 "OK" response the PoC Client:


· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions"


If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed setting. 


The PoC Client MAY indicate the PoC Session priority and locking setting in the same SIP request.


6.1.12.2 PoC Client handling of PoC Session locking


The PoC Client MAY request to lock itself in a particular PoC Session while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with  a SIP UPDATE or SIP re-INVITE request. 


When the PoC User wants to change PoC Session locking state the PoC Client:


· 1. SHALL generate a SDP offer using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";


· 2. SHALL include a MIME SDP body an PoC Session Locking attribute “poc_ lock” according to subclause C.3.2 “SDP Simultaneous Sessions MIME registration”,


· 3. SHALL send the request towards the PoC Server according to rules and procedures of the SIP/IP core.

On receipt of the SIP 200 "OK" response the PoC Client 


· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions" 


If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed setting.


NOTE 1: The PoC Session locking is automatically released when the PoC Session is ended. 


NOTE 2: Sending a TBCP Talk Burst Request message from the PoC Client in a PoC Session will cause the locking value to change to “unlocked” in any other PoC Session.


The PoC Client MAY indicate PoC Session priority and PoC Session locking setting in the same SIP request.


6.2 PoC Client terminating procedures


6.2.1 PoC Client invited to a PoC Session


6.2.1.1 General


On receipt of the initial SIP INVITE request the PoC Client: 


· 1. SHALL store the list of supported SIP methods if received in the Allow header;

· 2. SHALL NOT show the PoC Address of the Inviting PoC User, if Privacy header includes value 'id'. 


When generating SIP responses other the SIP 100 “Trying” to the received SIP request the PoC Client:


· 1. SHALL generate SIP responses according to the rules and procedures of [RFC3261]; 

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312], and the option tag ‘100rel’, as specified in [RFC3262], is not defined for the POC-1 reference point.


· 2. SHALL include Server header to indicate the PoC release version.


· 3. SHALL include value 'id' in a Privacy header if anonymity is requested by the Invited PoC User according to the rules and procedures specified in [RFC3323] and [RFC3325]; 


· 4. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request with the refresher parameter set to 'uas' and start the SIP Session timer according to rules and procedures specified in[draft-ietf-sip-session-timer] 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.2.1.2 Auto-answer case


On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "Auto" as specified in [draft-poc-p-headers] and the PoC Client has Auto Answer Mode the PoC Client:


· 1. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause  6.2.1.1 “General”.towards the PoC Server. 


· 2. SHALL include in a SIP 200 "OK" response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


a) The IP address and port number at the PoC Client for the RTP Session;


b) The codecs and Media Parameters supported by the PoC Client for PoC Service selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port shall be used instead of the default IP address and port number specified by [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of [RFC3605];


d) The selected Talk Burst Control Protocol(s) and Talk Burst parameters selected from those in the SDP offer contained in the SIP INVITE request; 


e) the port number(s) to be used for the Talk Burst Control Protocol(s).


· 3. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP core.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.1.3 Manual-answer case


On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "Manual" as specified in [draft-poc-p-headers] or the PoC Client has Manual Answer Mode the PoC Client:


· 1. SHALL generate a SIP 180 'Ringing' response towards the PoC Server as specified in the subclause 6.2.1.1 “General”.;

· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 6.2.1.1 “General” if the PoC User accepts the PoC Session invitation  


· 3. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:


a) The IP address and port number at the PoC Client for the RTP Session;


b) The codecs and Media Parameters supported by the PoC Client for PoC service selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of [RFC3605];


d) The selected Talk Burst Control Protocol(s) and Talk Burst parameters selected from those in the SDP offer contained in the SIP INVITE request; 

e) the port number(s) to be used for the Talk Burst Control Protocol(s).


· 4. SHALL send a SIP 480 “Temporarily Unavailable” response towards the PoC Server if the PoC User declines the PoC Session invitation or a SIP 408 "Request Timeout" response. 


· 5. SHALL send the SIP 200 "OK" response to the PoC Server if the PoC User accepts the PoC Session invitation


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.2.1.4 Manual-answer override case


On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "MAO" as specified in [draft-poc-p-headers] then if Manual Answer Override is supported by the PoC Client or the Answer Mode of the PoC Client is Automatic Answer then the PoC Client:

·  1. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 6.2.1.1 “General”.. 


· 2. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] with the following information as follows;


a) The IP address and port number at the PoC Client for the RTP session: 


b) The codecs and Media Parameters supported by the PoC Client for PoC service selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number number to be used for RTCP at the PoC Client according to rules and procedures of [RFC3605];


d) The selected Talk Burst Control Protocol(s) and Talk Burst parameters selected from those in the SDP offer contained in the SIP INVITE request 


e) the port number(s) to be used for the talk burst control protocol.


· 3. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP core

· 4. SHALL send the SIP 200 “OK” response to the PoC Server according to the rules and procedures of SIP/IP Core.


NOTE: 
If Manual Answer Override is not supported by the PoC Client and the Answer Mode of the PoC Client is Manual Answer then the PoC Client procedures are as the Manual-answer specified in subclause 6.2.1.3 "Manual-answer case"


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to the rules and procedures of [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this subclause.

6.2.2 PoC Client receiving a PoC Session modification request


Upon receiving a SIP UPDATE request or a SIP re-INVITE request a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC2327] the PoC Client:


· 1. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not,


a) select a subset of the received Media Parameters; or,


b) reject the request with a SIP 488 "Not Acceptable Here" response.  Otherwise, continue with the rest of the steps;


· 2. SHALL activate new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation";


· 3. SHALL generate a SIP 200 "OK" as specified in the subclause 6.2.1.1 “General”;


· 4. SHALL include the accepted Media Parameters in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327]; and,


· 5. SHALL send the SIP 200 "OK" response towards the PoC Server according to the rules and procedures of SIP/IPCore 


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.2.3 PoC Client receiving a PoC Session termination request


6.2.3.1 PoC Session termination request – On-demand Session case


Upon reception of a SIP BYE request, the PoC Client: 


· 1. SHALL send SIP 200 "OK" response towards PoC Server according to rules and  procedures of the SIP/IP core;


· 2. SHALL release User Plane resources associated with the SIP Session


Editor's note: Specific references to chapters in [OMA-PoC-UP] is FFS

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.2.3.2 PoC Session termination request – Pre-established Session case


Upon receiving a termination request on the User Plane as specified in [OMA-PoC-UP] ”PoC Session control state diagram – Pre-established Session”the PoC Client SHALL treat the PoC Session within the Pre-established Session as terminated and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session termination".


6.2.4 PoC Client receiving an Instant Personal Alert


Upon  receiving a SIP MESSAGE request containing  the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header field,  and a non-anonymous Authenticated Originator’s PoC Address, the PoC Client:


NOTE: 
It has not been determined whether the content-type needs to be checked.


· 1. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3428].


· 2. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP core.

NOTE:
The PoC Client can indicate to the PoC User that an Instant Personal Alert was received.


The PoC Client MAY use the procedures specified in subclause 6.1.4.2.2 “PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session” or in subclause 6.1.4.3.1 “Ad-hoc PoC Group Session and 1-1 PoC Session setup” to initiate a 1-1 PoC Session with the PoC User identified in the Authenticated Originator’s PoC Address.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.2.5 PoC Client receiving a Group Advertisement


Upon receipt of a SIP MESSAGE request containing an Accept-Contact header including the PoC feature tag '+g.poc. groupad' the PoC Client: 


· 1. SHALL send a 200 "OK" response according to rules and procedures of [RFC3428].


NOTE:
The PoC Client can act based on the received Group Advertisement e.g. by showing the advertisement to the User.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS the mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 


6.2.6 PoC Client receiving a PoC Session SIP CANCEL request


6.2.6.1 PoC Session SIP CANCEL request - On-demand Session case


Upon reception of a SIP CANCEL request, the PoC Client SHALL behave as UAS according to rules and procedures of [RFC3261] .


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.7 Simultaneous Session control procedures


PoC Client MAY use simultaneous session control procedures if Simultaneous Sessions are supported by the Home PoC Network The Invited PoC Client MAY change the PoC Session priority and/or PoC Session locking during a PoC Session as specified  in subclauses 6.1.12 “PoC Client Setting Session Priority” and 6.1.13 “PoC Client handling of PoC Session locking”.


NOTE:
The PoC session locking is automatically released when the PoC Session is ended.
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