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1 Reason for Contribution

Throughout the RD, AD, CP and UP documents, there are inconsistent descriptions about Simultaneous Sessions functionality.

If not corrected, it will confuse implementers and may result in interoperability problem of Simultaneous Sessions functionality. Or it can limit the possibility for operators to choose to use Participating PoC Function to behave SIP Proxy instead of B2BUA where possible. If PF can behaves as SIP Proxy instead of B2BUA, then there is a benefit that the media latency can be decreased due to the fact that the media does not have to stop by one hop, which is PF.

If PF behaves mistakenly in case of Simultaneous Sessions functionality, then the Simultaneous Sessions functionality can not work. If PF must behave as B2BUA only because PF does not know when to behave really as B2BUA and when to behave really as SIP Proxy, then it is limiting the case where PF can behave as SIP Proxy, even though it does not have to behave as B2BUA. Whether PF behave as B2BUA or SIP Proxy depends on local policy of operators and therefore it must be possible to minimize those cases, which mandates either one choice.

2 Summary of Contribution

Points that need to be clarified:

1. Is Simultaneous Sessions functionality subscription based feature like SMS or simply client capability or both?

2. How Participating PoC Function (PF) knows whether each client supports Simultaneous Sessions functionality?

3. Is the maximum number of Simultaneous Sessions parameter going to be provisioned as written in AD document?  If the answer is NO, then below points 4, 5, 6 and 7 are invalid.
4. Is the maximum number of Simultaneous Sessions parameter per client information (different from each client) or local policy that can be applied for all clients? If the answer is that the maximum number of Simultaneous Sessions parameter is only based on local policy, then the below point 5, 6, and 7 are invalid.

5. If the maximum number of Simultaneous Sessions parameter is per client information, then does PF need to know whether each client support the Simultaneous Sessions functionality before provisioning the maximum number of Simultaneous Sessions parameter? 

6. If the answer of point 5 is YES, then how PF has the information that each specific client support the Simultaneous Sessions functionality, in other words, where PF get that information by which interface?

7. If the answer of point 5 is NO, then does it make sense to provision different values for the maximum number of Simultaneous Sessions parameter even without knowing whether each client supports Simultaneous Sessions functionality?

8.  Finally, what is the specific criteria for PF to decide whether to behave B2BUA (because of Simultaneous Sessions functionality) or SIP Proxy? 
Following are the relevant description in the latest RD, AD, CP, and UP documents.

1. RD (OMA-RD-PoC-V1_0-20050329-C)

6.2.11 Multiple Group operation 
Multiple group operation is an optional feature, the following requirements SHALL be met when this feature is implemented by the PoC service entity and PoC client.  Also, service provider policy MAY apply before the PoC subscriber is authorised to use this feature:
· PoC subscriber SHALL be able to participate in more than one PoC group session at the same time.
· One of the PoC groups MAY be a primary PoC group and the rest of the PoC groups SHALL be secondary PoC groups.
Primary PoC group communications SHALL have priority over secondary PoC group communication as defined in the following subsections.
2. AD(OMA-AD-PoC-V1_1-20050425-C)

8.10 Handling of Simultaneous PoC Sessions 
8.10.1 General
A PoC Client and PoC Server MAY be capable of handling Simultaneous PoC Sessions. PoC Clients capable of handling Simultaneous PoC Sessions MAY become involved in Simultaneous PoC Sessions by inviting, joining or accepting more than one PoC Sessions, if handling of Simultaneous PoC Sessions is supported by the Home PoC Server. The PoC Client SHALL be aware if the Home PoC Server supports Simultaneous PoC Sessions. The PoC Client supporting the Simultaneous PoC Sessions SHOULD learn the support of the Simultaneous PoC Sessions in the Home PoC Network via DM-1 interface.  If the Home PoC Network does not support Simultaneous PoC Sessions, then

· The PoC Client SHALL not initiate PoC Session while involved already in a PoC Session

· The PoC Client, when receiving a PoC Session invitation while involved in another PoC Session, SHALL either disconnect the previous one and accept the new one or reject the new one.

…
omission

…
8.10.4 RTP Media filtering of the Simultaneous PoC Sessions

PoC Client MAY participate in Simultaneous PoC Sessions. If there is RTP Media in more than one PoC Session in which the PoC Client is a Participant at the same time, the Participating PoC Function of the Home PoC Server SHALL filter the Talk Bursts so that the PoC User hears a single Conversation.
…
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…
8.10.7 Authorisation

PoC Clients MAY have a provisioned attribute to tell how many Simultaneous PoC Sessions they are allowed to participate. The PoC Server SHALL not establish more PoC Sessions to the PoC Client having already maximum amount of Simultaneous PoC Sessions. In the terminating side the PoC Client SHALL be interpreted to be busy. In the originating side the request SHALL be rejected by the Participating PoC Function. 


3. CP (OMA-TS-PoC-ControlPlane-V1_1-20050425-C)

6.1.12 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Session control procedures if Simultaneous PoC Sessions are supported by the Home PoC Network.
…
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…
6.2 PoC Client termination procedures

6.2.1 PoC Client invited to a PoC Session

6.2.1.1 General

On receipt of the initial SIP INVITE request the PoC Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 “Simultaneous PoC Sessions control procedures”; or,
…
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…
6.2.7 Simultaneous PoC Session control procedures

PoC Client MAY use Simultaneous PoC Session control procedures if the PoC Server of the Home PoC Network supports Simultaneous PoC Sessions.
…
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…
7.2.1.11 PoC Session Participant information request

7.2.1.11.1 Subscribing to Participant information
Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL, if the Request-URI contains a PoC Session Identity, check whether the PoC Session identified by the PoC Session Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server;  Otherwise continue with the rest of the steps;

· 2. SHALL, if the request-URI contains a PoC Group Identity, check whether the PoC Group identified with the PoC Group Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server.  Otherwise continue with the rest of the steps;

· 3. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.

…
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…
7.3.1.4 PoC Session establishment or rejoin using On-demand Session

Upon receiving an initial SIP INVITE request containing a Request-URI with a Conference-Factory-URI owned by this PoC Server, the PoC Server:

NOTE 1: 
The procedure as follows applies when a PoC Client initiates an Ad-hoc PoC Group Session or 1-1 PoC Session. The PoC Session will be owned by this same PoC Server.

· 1. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO" in the SIP INVITE request created in response to the received SIP INVITE request.  Otherwise the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps; and,
· 2. SHALL also adapt the role of a Controlling PoC Function and continue as specified in the subclause 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request”.

NOTE 2: 
The handling of SIP requests and SIP responses within the SIP dialogue created by this SIP INVITE request is described in the 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request”.

Upon receiving an initial SIP INVITE request that contains a Request-URI not owned by this PoC Server, the PoC Server:

NOTE 3:
The following procedure of this subclause applies when a PoC Client initiates or joins a Pre-arranged PoC Group Session, or when a PoC Client rejoins a PoC Session, or when a PoC Client joins a Chat PoC Group Session and in all these cases the PoC Session is owned by another PoC Server.

either

· 1. SHALL check whether the Accept-Contact header includes the feature-tag '+g.poc.talkburst' and if it does not the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the Inviting PoC User and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 3. SHALL validate that the new Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server when staying on the media path and Talk Burst Control path and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;

· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the media path and Talk Burst control path; 
· 5. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 6. SHALL insert a URI identifying its own address and the PoC feature-tag '+g.poc.talkburst' in the Contact-header of the SIP INVITE request; 

· 7. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include in the SIP INVITE request a P-Alerting-Mode header with the value "MAO" otherwise the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps;
· 8. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server SHALL respond with a SIP 486 “Busy Here” response with the warning header “too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps;

· 9. SHALL insert a Request-URI as follows:

a) copy the received Request-URI; or,

b) resolve back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 “OK” response to the initial SIP INVITE request in the case of rejoin.

· 10. SHALL SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) Set the codec(s) and Media Parameters which SHALL be either from the list contained in the original SDP offer from the inviting PoC Client, and/or other codec(s), if any, that PoC Server is able to transcode;

NOTE: The PoC Server may narrow the selection of Media Parameters and codec(s) according to the local policy, which may be a function of one or more of the following:  Inter-operator service level agreement; domain of the invited PoC Client; other factors. 

c) if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

d) The offered Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the original SDP offer in the incoming SIP INVITE request from the PoC Client and if the PoC Server supports interworking between Talk Burst Control Protocols, the PoC Server MAY also include the Talk Burst Control Protocol(s) which can be interworked by the PoC Server to a Talk Burst Control Protocol contained in the SDP offer in the incoming SIP INVITE request; and

e) The PoC Server’s port number(s) for the Talk Burst Control Protocol(s).

· 11. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

or 

· 1. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the PoC Session, when not staying in media and Talk Burst control message path;

· 2. SHALL include a Record-Route header containing a URI identifying its own address; and,

· 3. SHALL forward the SIP INVITE request towards the PoC Server performing the Controlling PoC Function.

…
omission

…
7.3.1.5 PoC Session initiation using Pre-established Session

NOTE: 
The procedure in this subclause applies upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a Pre-established Session owned by this PoC Server if the “method” parameter in the Refer-to header is set as “INVITE” or is not present.
The PoC Server:

· 1. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server SHALL respond with a SIP 486 “Busy Here” response with the warning header “too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps;

· 2. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized proceed with the next step otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps.  If P-Alerting-Mode Header is set to any other value than "MAO", the P-Alerting-Mode header SHALL be discarded.

…
omission

…
7.3.1.12 Simultaneous PoC Session control procedures

7.3.1.12.1 General

The support of Simultaneous PoC Sessions is optional for the PoC Server. The following procedures in this subclause are only applicable when the PoC Server supports Simultaneous PoC Sessions.

7.3.1.12.2 PoC Session priority request
…
omission

…
7.3.1.12.3 PoC Session locking request 
…
omission

…
7.3.2.2 PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 

· 1. SHALL check whether the Accept-Contact header including the PoC feature-tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

· 2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus not assigned" text in the Warning header without continuing the rest of the steps;

· 3. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not “reject” in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If at least one of them is “reject” then the PoC Server SHALL send SIP 403 “Forbidden” response towards the originating PoC Client according to rules and procedures of SIP/IP Core  and do not continue the rest of the steps; 

· 4. SHALL check the Invited Poc User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;
· 5. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server SHALL respond with a SIP 486 “Busy Here” response with the warning header “Too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps; and,
…
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…
Appendix B. The parameters to be provisioned for PoC service  (Normative)          
B.1 OMA PoC Device Management general
This Appendix describes the parameters that are needed for initiation of PoC service, as well as continues provisioning by service provider. These parameters are specified in Client Provisioning Application Characteristics document (AC file) and Device Management Management Object (DM MOs). The bootstrap function specified in [Provisioning Bootstrap] and [OMA DM] SHALL be used to enforce the security of provisioning.  Existing parameters in [Provisioning Content] and [OMA DM] are re-used; those without corresponding parameters are defined in present specification and to be registered in OMNA through OMA official registration proceduress.  

· 1. APPID (Application ID): The application characteristics name for this application, to be used by DM Client to uniquely identify the application.
· 2. NAME: Application name. To be displayed in equipment, it's specific for each service provider.
3. PROVIDER-ID: provides an identifier for the application service access point described by an APPLICATION characteristic. 

· 4. TO-NAPID: This parameter allows an application to refer to a network access point with a matching NAPID parameter. It is only possible to refer to network access points defined within the same provisioning document.

· 5. TO-APPREF: The TO-APPREF parameter links the APPLICATION characteristics to another secondary APPLICATION characteristic with a matching APPREF parameter.
· 6. Pre-established Session support: A flag to inform whether the PoC Server supports the Pre-established Session functionality

· 7. Support for Simultaneous Sessions: A flag to inform whether the PoC Server supports Simultaneous Sessions functionality
· 8. Max Ad-hoc Group size: Maximum number of Participants allowed for an Ad-hoc PoC Group PoC Session.

· 9. Conference-Factory-URI: A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session.

· 10. Exploder-URI: A SIP URI used for sending SIP MESSAGE e.g. Group Advertisement to an URI-list.

· 11. Talk burst release timer: This parameter indicates the value of the talk burst release timer (T10) in milliseconds
· 12. Talk burst request timer: This parameter indicates the value of the talk burst request timer (T11) in milliseconds
· 13. PoC Client end RTP media timer: This parameter indicates the value of the talk burst request timer (T13) in milliseconds
NOTE:
The parameters 11 - 13 are parameters needed for OMA PoC UP procedures. 

The parameters from 6 - 13 are defined in the present specification for PoC service. They are to be registered in OMNA.
The PoC Client SHALL have provisioned parameters 1, 2, 4, 5, 6, 7, 8, 9, 11 and 12 and the PoC Client SHOULD have the parameters 3 and 13 provisioned. These parameters SHALL be obtained via the DM-1 reference point, from the data which is provisioned to the DM Client as specified in [Provisioning Content] and [OMA DM].
C.2.1.4 PoC Session state

Upon setting up or terminating a PoC Session, the PoC Server MAY act as presence source. In that case, the PoC Server MAY perform publication of presence information as specified in [OMA-Pres-Spec] ”Publication of presence information” and SHALL set the “PoC Session participation” presence information element to the appropriate value (as specified in subclause C.1.5 “Availability for PoC Session Service”). Typically, PoC Session participation information is published when the PoC User is joining a first PoC session or tearing down the last PoC Session. 

Upon determining that a PoC User has reached his/her maximum number of simultaneous PoC Sessions or determining that a PoC User is no longer engaged in the maximum number of simultaneous PoC Sessions he/she can support, the PoC Server MAY act as presence source and perform publication of presence information as specified in [OMA-Pres-Spec] “Publication of presence information” and set the “PoC Session availability” presence information element to the appropriate value (as specified in subclause C.1.1 “Availability for PoC Session Service”). 

NOTE 1: 
Given the dynamic nature of PoC Session establishment, care has to be taken in the implementation (e.g. limiting the rate of the publications) to limit the amount of traffic sent by that procedure.

NOTE 2: 
Determining the “trigger” points of PoC Session set-up and maximum number of PoC Sessions are beyond the scope of the present Appendix.

4. UP(OMA-TS_PoC-UserPlane-V1_1-20050425-C)

4.2 User Plane routing

Figure 1 “Entities in the User Plane” shows the entities active in the User Plane in a PoC Session and the relevant User Plane interfaces in between.
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Figure 1: Entities in the User Plane.

All RTP Media packets, RTCP packets and TBCP messages (RTCP APP or other negotiated TBCP) flow through the PoC Server performing the Participating PoC function (if inserted in the transport path) and are terminated in the PoC Server performing the Controlling PoC Function.

Talk Burst Control and RTP Media packet replication are Controlling PoC Functions. The transport path between the PoC Client and the PoC Server performing the Controlling PoC Function is established on a per PoC Session basis as specified in 오류! 참조 원본을 찾을 수 없습니다..

When the PoC Session is established, the PoC Server performing the Participating PoC Function normally includes itself into the transport path to relay the RTP Media packets, RTCP packets and TBCP messages between the PoC Client and the PoC Server performing the Controlling PoC Function and act as a translator according to 오류! 참조 원본을 찾을 수 없습니다..

Figure 2 “Transport Path Options” shows the 2 options for the transport path.
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Figure 2: Transport Path Options.

Option 1 is the case where a PoC Server performing the Participating PoC Function has inserted itself in the transport path. When the transport path includes the Participating PoC Function, the PoC Server performing the Participating PoC Function forwards RTP Media packets, RTCP packets and TBCP messages between the PoC Client and the PoC Server performing the Controlling PoC Function. 

Examples of when the PoC Server performing the participating PoC Function is in the transport path (Option 1) are:

· The PoC Session is over a Pre-established Session;

· The PoC Client and that PoC Server support Simultaneous PoC Sessions;

· The PoC Server needs transport information to support charging;

· The operator has configured the Participating PoC Function to be in the transport path;

· The PoC Server is used for transcoding or other media translation;

· The PoC Server is used to support lawful intercept; and,

· The PoC Server is used for Talk Burst Control Protocol interworking.

In option 2, a PoC Server performing the Participating PoC Function has not inserted itself in the transport path. In this case the PoC Client and the PoC Server performing the Controlling PoC Function send RTP Media packet, RTCP packets and TBCP messages directly between them.
6.2 Procedures at the PoC Client

6.2.1 PoC Client procedures at PoC Session initialization

When a PoC Session is established for a PoC Client, a new instance of the ‘PoC Session control state machine – basic’ is created or ‘PoC Session control state machine – queuing’ is created.

This applies to all cases of PoC Session establishment, that is: 

· PoC Sessions using On-demand Session signaling origination or termination, or,

· PoC Sessions using Pre-established Session where the PoC Client initiates the PoC Session by sending a SIP REFER request; or. 

· PoC Sessions using Pre-established Session where the PoC Server performing the Participating PoC Function sends a TBCP Connect message, RTP Media packet or a SIP re-INVITE request to initiate the PoC Session.

Based on the negotiations during PoC Session establishment either the basic or the optional queuing state machine is started.

The state machines are defined in subclauses 오류! 참조 원본을 찾을 수 없습니다. “PoC Session control state diagram – basic” and 오류! 참조 원본을 찾을 수 없습니다. “PoC Session control state diagram – Queuing”.

If Simultaneous PoC Sessions are supported, multiple instances of the PoC Session control state machine can be executing at the same time. For the purposes of this specification, each state machine operates independently and both the basic and the optional queuing state machine can be executing simultaneously. When the second PoC Session is created, within each PoC Session control state machine, basic or queuing, a sub-state machine is created for the ‘U: not permitted and TB_Taken’ state. This state machine is specified in subclause 오류! 참조 원본을 찾을 수 없습니다. “PoC Session control state diagram – Simultaneous PoC Sessions”.

Before the first RTP Media packet, RTCP packet or Talk Burst Control Protocol message is sent by a PoC Client in a PoC Session, the PoC Client has to assign itself a SSRC identifier for the PoC Session. A suitable algorithm to generate the SSRC identifier is described in 오류! 참조 원본을 찾을 수 없습니다..

The PoC Client may negotiate the use of prioritization of TBCP Talk Burst Request messages. In that case, the PoC Client can request to talk at a priority level that is either the same as or lower than the highest priority that was permitted to the Participant in the PoC Session initialization.  If a PoC Client is authorized for pre-emptive priority in the PoC Session initialization it is good practise to always request to talk at a priority level that is lower than pre-emptive priority unless the Participant explicitly requests to pre-empt the current speaker.
6.3.2 Participating PoC Function procedures at PoC Session initialization

There are two types of PoC Sessions where the PoC Server needs to initiate procedures in the User Plane:

1. The PoC Session is an On-demand Session and the PoC Server remains in the transport path.

The PoC Session is using a Pre-established Session.

If the PoC Server and PoC Client support Simultaneous PoC Sessions, the PoC Session may be one of many Simultaneous PoC Sessions that the PoC Server is managing for a given PoC Client. When the first PoC Session is established, the procedures specified in subclause 오류! 참조 원본을 찾을 수 없습니다. “Simultaneous PoC Sessions state diagram – per PoC Client” are performed.

If the PoC Session is either an On-demand Session or a PoC Session using a Pre-established Session, if the PoC Server does not support Simultaneous PoC Sessions, the procedures in subclause 오류! 참조 원본을 찾을 수 없습니다. “PoC Session Procedure –basic” is performed.

Before the PoC Server sends the first Talk Burst Control Protocol message in the PoC Session, the PoC Server has to assign itself a SSRC identifier to be included in the Talk Burst Control Protocol messages. A suitable algorithm to generate the SSRC identifier is described in 오류! 참조 원본을 찾을 수 없습니다..
6.3.7 Simultaneous PoC Sessions state diagram - per PoC Client

If the PoC Server supports Simultaneous PoC Sessions the PoC Server SHALL support the state diagram and the state transitions specified in this subclause.
…
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…
6.3.8 Simultaneous PoC Sessions state diagram - per PoC Session

If the PoC Server supports Simultaneous PoC Sessions the PoC Server SHALL support the state diagram and the state transitions specified in this subclause for each PoC Session.

…
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…
7.5 Simultaneous PoC Sessions

7.5.1 Procedures at the PoC Client

If the PoC Client supports Simultaneous PoC Sessions the following SHALL apply:

The PoC Client SHALL receive the RTP Media packets of any Simultaneous PoC Sessions sent by the PoC Server.

The PoC Client SHALL receive the TBCP messages of any of the Simultaneous PoC Sessions sent by the PoC Server.

NOTE:
The TBCP messages of other PoC Sessions, than the one being listened to, don’t cause any state changes in the PoC Client.

The received TBCP messages SHOULD be indicated to the PoC User.

PoC Client SHOULD be able to send RTP Media packets to any of the Simultaneous PoC Sessions according to the PoC User selection.

When the PoC Client participates in Simultaneous PoC Sessions and there are RTP Media packet activity in several PoC Sessions, the PoC Client SHALL expect the PoC Session it receives the RTP Media packets from, is selected by the Participating PoC Function according to principles described in the subclause 0 "Procedures at the PoC Server performing the Participating PoC Function”. When changing reception from one PoC Session to another the PoC Client SHALL release the Talk Burst if requested, granted or queued. 

7.5.2 Procedures at the PoC Server performing the Participating PoC Function

If the PoC Server supports Simultaneous PoC Sessions the following SHALL apply:

When there are RTP Media packets in more than one PoC Session in which the PoC Client is a Participant at the same time, the participating PoC Function of the home PoC Server SHALL filter the Talk Bursts so that the PoC User hears a single Conversation.

When PoC Client participates in Simultaneous PoC Sessions and there is RTP Media packet activity in several PoC Sessions, the PoC Server SHALL select the PoC Session to forward the RTP Media packets to the PoC Client according to principles, in the order presented below:

1. select the PoC Session where the PoC User is locked.

2. select the Primary PoC Session.

3. select the PoC Session where the PoC Client has transmitted within the inactivity period (in order to maintain a Conversation).

4. select the PoC Session which starts first.

5. select among the on-going PoC Sessions according to the PoC Server local policy.

When started to forward Talk Bursts of one PoC Session to the PoC Client the PoC Server SHALL continue forwarding Talk Burst of this same PoC Session until any of the following happens:

· PoC Session is released;

· PoC Session is put on hold;

· Higher priority PoC Session is activated;

· User locks himself to another PoC Session; or,

· Conversation timer expires (see the “Conversation timer (T14)” in subclause 오류! 참조 원본을 찾을 수 없습니다. “Timers in the PoC Server performing the Participating PoC Function”).
The PoC Server SHOULD forward the TBCP messages of all PoC Sessions from the PoC Server(s) performing the Controlling PoC Function to PoC Client.

The PoC Server MAY send a RTCP SR message to the PoC Client concerning the PoC Session, which was interrupted due to activity in another PoC Session. The PoC Server MAY modify the RTCP RR and SR messages sent between the PoC Client and the PoC Server to improve the accuracy of the quality feedback in the case of interrupted Talk Burst.

In the case of changing from one PoC Session to another and starting to transfer RTP Media packets during an on-going Talk Burst the PoC Server MAY send a TBCP Talk Burst Taken message prior to the first RTP packet being sent to the PoC Client.

3 Detailed Proposal

This input contribution does not provide any specific solution and only provides points that needed to be clarified in section 2. Summary of Contribution in this input contribution.
· 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the inconsistent descriptions about Simultaneous Sessions functionality in section 2. Summary of Contribution in this input contribution, and make it consistent. And especially provide proper and specific description in order for PF to decide whether the session is Simultaneous Session and therefore to decide whether PF must behave as B2BUA or SIP Proxy.

Simultaneous Session is not Subscription Based Service.





Provisioned Paramter


Support for Simultaneous Sessions: A flag to inform whether the PoC Server supports Simultaneous Sessions functionality.


* No subscription based service





PF needs to behave as B2BUA for Simultaneous Sessions functionality





Missing provisioned parameter: Number of Simultaneous PoC Sessions for each client.


Is this really per client value?





PoC Client needs to know whether the assigned Home PoC Server (PF) supports the Simultaneous Sessions functionality or not.





If server knows already whether each client is capable of supporting the simultaneous sessions functionality, then the PF should decide the terminating invitation instead of the client. Therefore this description means the PF does not know whether the client is capable of supporting the Simultaneous Sessions functionality. Then how does the PF knows how many simultaneous sessions are allowed for each client or user?





PoC Client needs to know whether the assigned Home PoC Server (PF) supports the Simultaneous Sessions functionality or not.








This means the allowed maximum number of simultaneous sessions is decided by the local policy. Is this local policy per user? If yes, then subscription information for Simultaneous Sessions functionality should be maintained in somewhere. Where is the somewhere? How user’s preference to use Simultaneous Sessions functionality can be consistent with the client’s capability to support Simultaneous Sessions functionality?





How the PF knows whether the client supports the Simultaneous Sessions functionality? This is not specific enough to implement.





Is this really per client? Or per user? Where is this information?
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