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1 Reason for Change

R01: This version contains the comments received during the meeting. 1) Definition of Pre-arrange PoC Group and Chat PoC Group modified to include a pointer to XDM. 2) The case when a Session Type uri-parameter is not included in the INVITE request is now also included. 3) Small editorials.
Justification: 

The subclause 7.1.1 “Reception of an initial SIP INVITE request” is unclear on how to do when determine the role in case of a Pre-arranged PoC Group and Chat PoC Group in combination with the Session Type uri-parameter.

I got as an action point during the Vienna meeting clear this up.

Clauses affected: 

The subclause 7.1.1 “Reception of an initial SIP INVITE request”, 7.2.1.3 “Pre-arranged PoC Group Session setup request” and the subclause 7.2.1.5 “Joining Chat PoC Group Session request” is modified.

Summary of change:

The existing bullet 2a and 2b is split into several sub-bullets in order to increase readability. Fault handling added in the 7.1.1 subclause and remove from 7.2.1.3 and 7.2.1.5.

Checks that are already done in 7.1.1 is removed from 7.2.1.3 and 7.2.1.5.

On Editor’s note is removed.

Some editorial errors corrected in 7.2.1.3 and 7.2.1.5.

Consequence if not approved:

Interoperability problem may occur (PoC Server takes the wrong decision).

2 Impact on Backward Compatibility

No problem with backward compatibility.

3 Impact on Other Specifications

No impact.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes in the chapter 6 should be incorporated in the next version of the PoC CP.

6 Detailed Change Proposal

------ Change 1 ------

3.2    Definitions

	1-1 PoC Session
	A feature enabling a PoC User to establish a PoC Session with another PoC User

	1-many-1 Session
	A PoC Group Session for a Pre-arranged PoC Group in which one Participant is a Distinguished Participant and all other Participants are Ordinary Participants.

	Access Control
	User specified rules that restrict the set of other users that may establish PoC Sessions to the user. 

	Active PoC Session
	An Active PoC Session is a PoC Session that carries both RTP and Talk Burst Control Protocol based packets to the user.  If the user has multiple PoC Sessions, at most only one may be active at any given time.

	Ad-hoc PoC Group
	An Ad-hoc PoC Group Session is a PoC Session for multiple PoC Users that does not involve the use or definition of a Pre-arranged or Chat PoC Group.

	Answer Mode
	The current Answer Mode setting preference of the PoC User..

	Answer Mode Indication
	The Answer Mode Indication is the current Answer Mode PoC service setting of the PoC Client.

	Application Server
	An Application Server in 3GPP IMS or 3GPP2 MMD is a functional entity that implements the service logic for SIP sessions. When the SIP/IP Core used for the PoC service is according to 3GPP IMS or 3GPP2 MMD specifications, the PoC Server implements the Application Server functionality.

	Authenticated Originator's PoC Address
	The authenticated Originator's PoC Address is the PoC Address of the originating PoC Client that has been authenticated by the SIP/IP Core.

	Automatic Answer Mode
	Automatic Answer Mode is a PoC Client mode of operation in which the PoC Client accepts a PoC Session establishment request without manual intervention from the user; Media is immediately played when received.

	Chat PoC Group
	A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to “false” as specified in the [OMA-POC-XDM] “PoC Group” and in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other members of the Chat PoC Group being invited.

	Chat PoC Group Session
	A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.

	Conference-factory-URI
	A Conference-Factory-URI for PoC service is a provisioned SIP URI that identifies the PoC service in the Home PoC Network.

	Confirmed Indication
	A Confirmed Indication is a signalling message returned by the PoC Server to confirm that the PoC Server,  all other network elements intermediary to the PoC Server and a terminating PoC Client are able and willing to receive Media.

	Control Plane
	The Control Plane is the specification of the signaling  between the PoC Client and PoC Server, and between PoC Servers for the Push to talk over Cellular (PoC) service.

	Controlling PoC Function
	The Controlling PoC Function is implemented in a PoC Server and provides centralized PoC Session handling, which includes RTP Media distribution, Talk Burst Control, policy enforcement for participation in Group Sessions, and the Participant information.

	Distinguished Participant
	The Distinguished Participant is a Participant in a 1-many-1 Session that sends RTP Media to all Ordinary Participants, and that receives RTP Media  from any Ordinary Participant.

	Exploder URI
	An Exploder URI is an address of a SIP URI-list service. A URI-list service is a specialized application service that receives a SIP request with a list of URIs and generates a similar SIP request to each of the URIs on the list. The SIP URI-list service includes a copy of the body of the original SIP request in the generated SIP requests.

	Filter Criteria
	Filter Criteria is routing logic used in the 3GPP IMS or 3GPP2 MMD SIP Core to route SIP requests to the correct Application Server.

	Group
	A Group is a predefined set of PoC Users that is identified by a SIP URI. A PoC Client uses the Group to establish PoC Sessions and to define PoC Session access policy.

	Group Advertisement
	A Group Advertisement is a feature that provides the capability to inform other PoC Users of the existence of a PoC Group.

	Group List
	A list of members in a Pre-arranged or Restricted Chat PoC Group. Each member is identified by a SIP URI or a TEL URI.

	Home PoC Network
	The Home PoC Network is a network comprising a SIP/IP Core and PoC Server, both operated by the user's PoC service provider.  The Home PoC Network is the same as the Home Network defined in IMS and MMD specifications.

	Home PoC Server
	The Home PoC Server is the PoC Server owned by service provider that provides PoC service to the user.

	Incoming Instant Personal Alert Barring
	Incoming Instant Personal Alert Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.

	Incoming PoC Session Barring
	Incoming PoC Session Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming PoC Session requests.

	Instant Personal Alert
	Instant Personal Alert is a feature in which a PoC User sends a SIP based instant message to a PoC User requesting a 1-1 PoC Session.

	Invited PoC Client
	An Invited PoC Client is a PoC Client that is invited to a PoC Session.

	Invited PoC User
	The PoC User who has been invited to a PoC Session.

	Inviting PoC Client
	An Inviting PoC Client is a PoC Client that invites other PoC User(s) to a PoC Session.

	Manual Answer Mode
	Manual Answer Mode is a mode of operation in which the PoC Client requires the PoC User to manually accept the PoC Session invitation before the PoC Session is established.

	Media Parameters
	Media Parameters are SIP/SDP based information exchanged between the PoC Server and the PoC Client that specify the characteristics of the media for a PoC Session being established or that already exists.

	On-demand Session
	An On-Demand Session is a PoC Session set-up mechanism in which all Media Parameters are negotiated at PoC Session establishment.

	Ordinary Participant
	An Ordinary Participant is a Participant in a 1-many-1 Session that is only able to send media to the Distinguished Participant, and that likewise is only able to receive media from the Distinguished Participant.

	Originating PoC Service Point Trigger
	An Originating PoC Service Point Trigger is a filter criterion for a dialog initiating SIP request from a (PoC) SIP User Agent.  For a definition and addition information on "Service Point Triggers" when the SIP/IP core is IMS or MMD, see [3GPP TS 29.228] or [3GPP2 X.S0013.005] for more information.

	Participant
	A Participant is a PoC User in a PoC Session.

	Participating PoC Function
	The Participating PoC Function is implemented in a PoC Server, and provides PoC Session handling, which includes policy enforcement for incoming PoC Sessions and relays Talk Burst Control messages between the PoC Client and the PoC Server performing the Controlling PoC Function. The Participating PoC Function may also relay RTP Media between the PoC Client and the PoC Server performing the Controlling PoC Function.

	PoC Address
	A PoC Address identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users.

	PoC Client
	A PoC Client is a PoC functional entity that resides on the PoC User Equipment that supports the PoC service. service

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI.

	PoC Group Identity
	The PoC Group Identity is a SIP URI of the Pre-arranged PoC Group or Chat PoC Group.

	PoC Group Name
	Indicates the name of the PoC Group that can be presented to the PoC User.

	PoC Group Session
	A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session.

	PoC Server
	The PoC Server implements the 3GPP IMS and 3GPP2 MMD application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.

	PoC Session
	A PoC Session is a SIP Session established by the procedures of this Specification.  This Specification supports the following types of PoC Sessions:  1-1 PoC, Ad-hoc PoC Group, Pre-arranged PoC Group, or Chat PoC Group Session.

	PoC Session Identity
	SIP URI received by the PoC Client during the PoC Session establishment in the Contact header and/or in the TBCP Connect message in case of using Pre-established Session.

	PoC User
	A PoC User is a user of the PoC service.

NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term “PoC User“ in [OMA PoC AD], [OMA PoC CP] and [OMA PoC UP].

	Pre-arranged PoC Group
	A Pre-arranged PoC Group is a persistent PoC Session Identity that has an associated set of PoC members where the <invite-members> element is set to “true” as specified in the [OMA-POC-XDM] “PoC Group”.  The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited.

	Pre-established Session
	The Pre-established Session is a SIP Session established between the PoC Client and the PoC Server that performs the Participating PoC Function.  The PoC Client establishes the Pre-established Session prior to making requests for PoC Sessions to other PoC Users.  To establish a PoC Session based on a SIP request from the user, the PoC Server conferences other PoC Servers/Users to the Pre-established Session so as to create an end-to-end connection.

	Primary PoC Session
	The Primary PoC Session is a PoC Session that the PoC User selects in preference to other PoC Sessions.   When the user has Simultaneous PoC Sessions, the Primary PoC Session has a priority over Secondary PoC Sessions.

	Restricted Group
	A Group that can be joined only by a PoC User that is a member of the Group.  A Restricted Group has a Group List.

	RTP Media
	RTP Media is the media carried in an RTP payload.

	RTP Session
	A RTP Session is considered as an association that allows exchange of RTP Media streams and RTCP messages among a set of PoC functional entities.

	Secondary PoC Session
	A Secondary PoC Session is a PoC Session for which the PoC User receives media when there is no media present on the Primary PoC Session.

	Session Type
	A Session Type is a SIP URI-parameter used to convey the type of SIP URI, and may take on one of the following values: adhoc, prearranged, chat or 1-1.

	Served PoC User
	A PoC User that obtains a PoC service from a PoC Server located in the Home PoC Network.

	SigComp
	SIGCOMP is a signaling compression mechanism specified in [RFC3320]; SIGCOMP in PoC provides for the compression of SIP requests and responses.

	Simultaneous PoC Session
	When a PoC User is a Participant in more than one PoC Session simultaneously using the same PoC Client.

	SIP Session
	A SIP Session is a SIP dialog.  From RFC 3261, a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time.  A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local tag, and a remote tag.  A dialog was formerly known as a call leg in RFC 2543.

	SIP URI
	From RFC 3261: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in RFC 2396 [5]".  PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI lists, etc.

	SIP User Agent
	A SIP User Agent is any SIP peer that performs SIP signaling  [RFC3261].

	Talk Burst
	A Talk Burst is the flow of media from a PoC Client while that has the permission to send media.

	Talk Burst Control
	Talk Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send media.

NOTE: In [PoC RD V1.0] the term “Floor Control” is used to mean the same as term “Talk Burst Control“ in [OMA PoC AD], [OMA PoC CP] and [OMA PoC UP].

	Talk Burst Control Protocol
	Talk Burst Control Protocol (TBCP) is a protocol for performing Talk Burst Control, and is defined in these specifications.

	Talker Identification
	Talker Identification is the procedure by which the current talker's identity is determined and made known to listeners on the PoC Session.

	Terminating PoC Service Point Trigger
	A Terminating PoC Service Point Trigger is a filter criterion for a dialog initiating SIP request to a (PoC) SIP User Agent.  For a definition and additional information on "Service Point Triggers" when the SIP/IP core is IMS or MMD, see [3GPP TS 29.228] or [3GPP2 X.S0013.005] for more information.

	Unconfirmed Indication
	The Unconfirmed Indication is an indication returned by the PoC Server to confirm that it is able to receive media and believes the PoC Client is able to accept media; the PoC Server sends the Unconfirmed Indication prior to determining that all egress elements are ready or even able to receive media.

	Unrestricted Group
	An Unrestricted Group is a PoC Group that any PoC User may join.

	User
	A User is any entity that uses the described features through the User Equipment.

	User Equipment
	User Equipment is a hardware device that supports a PoC Client e.g., a wireless phone.

	User Plane
	The User Plane includes the media and media control signaling (e.g., Talk Burst Control Protocol) between the PoC Client and PoC Server as well as between PoC Servers.


------ End Change 1 -----

------- Change 2 ------

7.1.1 Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL if it is the Originating PoC Service Point Trigger and

· a) if the SIP URI in the Request-URI of the SIP INVITE request corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server but the SIP INVITE request does not include a URI-list of the PoC Users to be invited the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.1.2 "Pre-established Session"; or,

· b) otherwise the PoC Server SHALL perform the role of the Participating PoC Function as specified in 7.3.1.4 “PoC Session establishment or rejoin using On-demand Session”.

· 2. SHALL if it is the Terminating PoC Service Point Trigger and

· a) if the Session Type uri-parameter is “session=prearranged” and,
· i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";
or,
· ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL return a SIP 404 “Not Found” response including ‘Correct Session Type of <Request-URI> is “session=chat”’ text in the Warning header and not continue with the rest of the steps.
or,
· b) if the Session type uri-parameter is “session=chat” and,
· i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request "; 
or,
· ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server , the PoC Server SHALL return a SIP 404 “Not Found” response including ‘Correct Session Type of <Request-URI> is “session=prearranged”’ text in the Warning header and not continue with the rest of the steps.
or,
· c) if a Session Type uri parameter is not included and

· i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";
or,
· ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request ";

· d) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC Session Identity generated by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.4 "Rejoining PoC Session request"; 
or,

· e) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; 
or,

· f) if the SIP URI in the Request-URI of the SIP INVITE request is unknown to the PoC Server the PoC Server SHALL perform the actions specified in subclause 7.5.2 "Conference URI does not exist".

---- End change 2 -----

----- Change 3 -------

7.2.1.3     Pre-arranged PoC Group Session setup request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 
· 
· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 4. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 “PoC Session initiation policy” and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether privacy is allowed for the Authenticated originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].  Otherwise, continue with the rest of the steps;

· 6 SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 7. if the PoC Group does not have already an Active PoC Session then the PoC Server:

a) SHALL invite members of the Pre-arranged PoC Group as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.2.2 "PoC Session invitation requests".  

b) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.

· 8. if the PoC Group has already an active PoC Session then PoC Server:

a) SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

b) SHALL check if  “<max-participant-count>” as specified in [PoC XDM Specification] is already reached.  If reached, PoC Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

c) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

d) SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The codec(s) and Media Parameters which SHALL be from the list contained in the SDP offer in the incoming SIP INVITE request from the originating network; The PoC Server MAY reduce the list of codec(s) and Media Parameters based on the following codec(s) and Media Parameters contained in SDP answers received or sent in SIP 200 “OK” responses from or to other PoC Session Participants(s); codec(s) and Media Parameters that are currently used in this PoC Session;

iii. If another IP address or port number is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network. In addition, the PoC Server MAY limit the number of Talk Burst Control Protocol(s) and Talk Burst parameters included in the SDP answer in SIP 200 “OK” response based either on the Talk Burst Control Protocol(s) and Talk Burst parameters contained in SDP answers received or sent in SIP 200 “OK” responses from or to other PoC Session Participants(s) or the Talk Burst Control Protocol(s) and Talk Burst parameters that are currently used in a PoC Session; and

v. The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).

e) SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

f) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

g) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 " Generating a SIP NOTIFY request"; and,

h) SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedure of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session Invitation Requests" the PoC Server:

1. SHALL generate a SIP 200 "OK" response to SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the SIP final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;2. SHALL include a Warning header set to “Too many group members” in the SIP 200 “OK” response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification].

· 3. SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request;

c) If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

d) The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request;  

e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s); and, 

g) Optionally "tb-granted" indication as specified in E.3 "SDP Extensions".

· 4. SHALL include a P-Answer-State header with the value "Unconfirmed";

· 5. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

· 6. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
· 7. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and

· 8. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedure of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation requests" and the SIP final response or a SIP 180 “Ringing” response has not yet been sent to the Inviting PoC Client, the PoC Server: 

· 1. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation requests" the PoC Server: 

· 1. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting PoC Client.  Otherwise do not proceed with the rest of the steps;

· 2. SHALL include a Warning header set to “Too many group members” in the SIP 200 “OK” response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification].

· 3. SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The codec(s) and Media Parameters which SHALL be from the list contained in the SDP offer in the incoming SIP INVITE request from the originating network; The PoC Server MAY reduce the list of codec(s) and Media Parameters based on the following: codec(s) and Media Parameters contained in SDP answers received or sent in SIP 200 “OK” responses from or to other PoC Session Participants(s); codec(s) and Media Parameters that are currently used in this PoC Session 

c) If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

d)  The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network. In addition, the PoC Server MAY limit the number of Talk Burst Control Protocol(s) and Talk Burst parameters included in the SDP answer in SIP 200 “OK” response based either on the Talk Burst Control Protocol(s) and Talk Burst parameters contained in SDP answers received or sent in SIP 200 “OK” responses from or to other PoC Session Participants(s) or the Talk Burst Control Protocol(s) and Talk Burst parameters that are currently used in a PoC Session; 

e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s); and, 

f) Optionally "tb-granted" indication as specified in E.3 "SDP Extensions".

· 4. SHALL send a SIP 200 "OK" response to the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

· 5. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";,

· 6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,.

· 7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedure of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 

· 1. SHALL perform either of the following:

a) send the SIP final response towards the Inviting PoC Client, according to rules and procedures of the SIP/IP Core, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

· 2. MAY invite an additional member of the Pre-arranged PoC Group as specified in subclause 7.2.2.2 "PoC Session invitation request" that has not already been invited, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification], and all members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

----- end change 3 ----
----- Change 4 -------
7.2.1.5 Joining Chat PoC Group Session request

Upon receipt of a SIP INVITE request that includes a PoC Group Identity, which identifies the Chat PoC Group in the request URI that is owned by the PoC Server, the PoC Server: 

· 1. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 
· 
· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check if  “<max-participant-count>” as specified in [PoC-XDM Specification] is already reached.  If reached, PoC Server SHALL return SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network. Otherwise, continue with the rest of the steps;

· 6. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].  Otherwise, continue with the rest of the steps;

· 7. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 8. SHALL check whether the Chat PoC Group Session already exists. If it doesn't exist, the PoC Server creates a Chat PoC Group Session; 

· 9. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General". The PoC Server: 

a) SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii.  The codec(s) and Media Parameters  which SHALL be from the list contained in the SDP offer in the incoming SIP INVITE request from the originating network; The PoC Server MAY reduce the list of codec(s) and Media Parameters based on the following: codec(s) and Media Parameters contained in SDP answers received or sent in SIP 200 “OK” responses from or to other PoC Session Participants(s); codec(s) and Media Parameters that are currently used in this PoC Session; 

iii. if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network. In addition, the PoC Server MAY limit the number of Talk Burst Control Protocol(s) and Talk Burst parameters included in the SDP answer in SIP 200 “OK” response based either on the Talk Burst Control Protocol(s) and Talk Burst parameters contained in SDP answers received or sent in SIP 200 “OK” responses from or to other PoC Session Participants(s) or the Talk Burst Control Protocol(s) and Talk Burst parameters that are currently used in a PoC Session; and 

v. The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).

· 10. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;

· 11. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

· 12. SHALL send a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 13. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

---- end change 4
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