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1 Reason for Change

a) Justification: This CR is to fulfil the A051.
· A051: All, update the latest draft norefersub.
Recently the draft, draft-ietf-sip-refer-with-norefersub-03 was submitted on 8th Oct. This CR proposes the delta between draft-ietf-sip-refer-with-norefersub-01 and draft-ietf-sip-refer-with-norefersub-03. 

The delta is to define a new SIP header field: "Refer-Sub" meaningful within a REFER transaction only. This header field, when set to "false", specifies that a PoC Client which sends a SIP REFER request requests that the PoC Server doesn't establish an implicit subscription and the resultant dialog. 
b)  Clauses affected: 
2.1, 6.1.3.2.2, 6.1.3.2.3, 6.1.5.2, 6.1.6.2, 6.1.7, 7.2.1.8, 7.2.1.9.2, 7.3.1.5, 7.3.1.10.2, and Appendix F.
c) Summary of change:  
To add a new SIP header “Refer-Sub” and to reflect other changes in the PoC CP.
d) Consequence if not approved:  PoC CP specification will be broken.

e) Reason for revision: n/a
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the changes in the latest version of the PoC Control Plane Specification.

6 Detailed Change Proposal
2.1 Normative References

	[draft-norefersub]
	draft-ietf-sip-refer-with-norefersub-03.txt (July 2005): "Suppression of Session Initiation Protocol REFER Method Implicit Subscription ", expires April 2006.

URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-refer-with-norefersub-03.txt 
Editor's note: The above document cannot be formally referenced until it is published as an RFC. Since the IETF draft document may change the contents at each revision or simply expires without revision, the consistency and technical alignment with the contents of this specification shall be carefully observed and reflected on the reference.


6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; and,
b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps.

· 5. SHALL when more than one PoC User is invited:
a) include in the Require header the option tag "norefersub" according to rules and procedures of [draft-norefersub];   and,

           b) include value “false” in the Refer-Sub header according to rules and procedures of [draft-norefersub].  
· 6. MAY when only one PoC User is invited:
a) include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub]; and,

b) include value “false” in the Refer-Sub header according to rules and procedures of [draft-norefersub].
· 7. SHALL include value "id" in the Privacy header according to rules and procedures of  [RFC3325] , if anonymity is requested;

· 8. SHALL in case the PoC User has requested Manual Answer Override include in the SIP REFER request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers]; 

· 9. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE:
The PoC Server does not send any SIP NOTIFY request in case the value “false” was included in the Refer-Sub header of the SIP REFER request. 
6.2.3.2.3 PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session

Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged PoC Group or Chat PoC Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter " session=pre-arranged" or “session=chat", respectively as specified in E.5.1 "Session Type uri-parameter";
· 4. MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub] and MAY include value “false” in the Refer-Sub header according to rules and procedures of [draft-norefersub];

· 5. SHALL in case the PoC User has requested Manual Answer Override include in the SIP REFER request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers];
· 6. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 7. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

6.1.5.2 Pre-established Session

Upon receiving a request from a PoC User to re-join a PoC Session within a Pre-established Session that has been established as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session", the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity of the PoC Session to be re-joined with the Session Type uri-parameter indicating the PoC Session type, e.g. "session=pre-arranged", "session=chat" or "session=ad-hoc" as defined in E.5.1 "Session Type uri-parameter"; 

NOTE:
The PoC Session Identity of the PoC Session to be re-joined may have been received in the TBCP Connect message.
· 4. MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub] and MAY include value “false” in the Refer-Sub header according to rules and procedures of [draft-norefersub];

· 5. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 6. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in the [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving a SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

6.1.6.2 Leaving a PoC Session – Pre-established Session case 

Upon receiving a request from a PoC User to leave a PoC Session, the PoC Client:  
· 1. SHOULD release the granted permission to talk or cancel the queued Talk Burst Requests and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";
· 2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 3. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 

NOTE:
The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
· 5. MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub] and MAY include value “false” in the Refer-Sub header according to rules and procedures of [draft-norefersub];

· 6. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;

· 7. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 8. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.  

Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client :

1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265] 

2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:

· 1. SHALL , if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1: If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
· 3. SHALL, if only one PoC User is invited, either
a) set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515], and skip the next step; or

b) continue to the next step.

· 4. a) SHALL include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; and,
b) SHALL include a MIME resource-lists body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer]. 

· 5. SHALL , if the on-going PoC Session is an Ad-hoc PoC Group Session or 1-1 PoC Session on the Home PoC Server of the PoC User, check that the number of the Invited PoC Users on the URI-list or in the Refer-To header does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps.

· 6. SHALL when more than one PoC User is added:
a) include in the Require header the option tag "norefersub" according to rules and procedures of [draft-norefersub]; and,

b) include value “false” in the Refer-Sub header according to rules and procedures of [draft-norefersub]. 
· 7. MAY when only one PoC User is added:
a) include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub]; and,

b) include value “false” in the Refer-Sub header according to rules and procedures of [draft-norefersub].
· 8. SHALL include value "id” in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:

If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group. 

· 9. SHALL include a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers] if the PoC User has requested Manual Answer Override; and,
· 10.  SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value “false” in the SIP REFER request.
7.2.1.8 Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header, the PoC Server: 

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.1.15 "PoC Session adding policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL, for the case of a request to add Participants to a Pre-arranged PoC Group or Chat PoC Group Session, check whether privacy is allowed for the Authenticated Originator’s PoC Address, if anonymity is requested via a Privacy header containing the tag "id" in the SIP REFER request.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network.  Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].  Otherwise, continue with the rest of the steps;

· 3. SHALL extract the PoC Address(es) of the PoC User(s) from the SIP REFER request to be invited either:

a) from the Refer-To header according to rules and procedures of [RFC3515]; or,

b) from the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 

· 4. SHALL, for the addition of PoC User(s) to an Ad-hoc PoC Group Session, check whether the PoC User(s) to be added, in addition to those already participating, do not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session. If exceeded, according to the local policy, the PoC Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network.  Otherwise, continue with the rest of the steps;
· 5. SHALL, for the addition of users to a Chat or Pre-arranged PoC Group Session, check whether the PoC User(s) to be added, in addition to those already participating, do not exceed the maximum number of Participants allowed in the PoC Group Session according to the <max-participant-count> parameter, which is specified in [PoC XDM Specification].  If exceeded, the PoC Server SHALL return a SIP 486 “Busy Here” response with the Warning header set to “Too many participants” to the originating network.  Otherwise, continue with the rest of the steps.
· 6. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
· 7. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to rules and procedures of [draft-norefersub];
· 8. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [draft-norefersub];
· 9. SHALL send the SIP 2xx final response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 10. SHALL perform for the PoC Addresses allowed according to 7.2.1.15 "PoC Session adding policy" the actions described in subclause 7.2.2.2 "PoC Session invitation request" for each PoC User; and,
· 11. SHALL if the Refer-Sub header is not present or is set to “true” in the  SIP REFER request, generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of each SIP INVITE request sent to PoC User(s) in accordance with sub-clause 7.2.2.2 "PoC Session invitation request". 
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” if the Refer-Sub header is not present or is set to “true”.

Upon receiving a SIP 403 "Forbidden" response with the text "isfocus already assigned" in the Warning header, the PoC Server SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request”.

7.2.1.9.2 SIP REFER BYE request received when using a Pre-established Session 

Upon receiving from the PoC Client a SIP REFER request when using a Pre-established Session with the method parameter set to value "BYE" in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response;

· 2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI is an identity of an existing PoC Session and Participant referred by the Authenticated Originator’s PoC Address of the SIP REFER request is participating in the PoC Session then the PoC Server: 

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [draft-norefersub];
iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL remove the Participant referred by the Authenticated Originator’s PoC Address from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 "Leaving a PoC Session within a Pre-established Session";

vi. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each Participant of the PoC Session  (except for the owner of the Pre-established Session) the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Clients (except the owner of the Pre-established Session) terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedure of the SIP/IP Core.
b) if the URI is not an identity of an existing PoC Session or the Participant referred by the Authenticated Originator’s PoC Address of the SIP REFER request is not participating in the PoC Session then the PoC Server:

i. SHALL return a SIP 403 "Forbidden" response.

· 3. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the PoC Client SIP NOTIFY request(s) as specified in subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case the Refer-Sub header is not present or is set to “true” .

7.2.1.11PoC Session Participant information request

7.2.1.11.1 Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL, if the Request-URI contains a PoC Session Identity, check whether the PoC Session identified by the PoC Session Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server;  Otherwise continue with the rest of the steps;

· 2. SHALL, if the request-URI contains a PoC Group Identity, check whether the PoC Group identified with the PoC Group Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server.  Otherwise continue with the rest of the steps;

· 3. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.

· 5. SHALL check whether the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [PoC-XDM Specification]. If it is not allowed the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 6. SHALL create a subscription to the conference state of the PoC Session according to rules and procedures of [RFC3265] and [draft-conference-state];

· 7. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of  [RFC3265] [draft-conference-state];

· 8. SHALL set the Contact header of the SIP response to the address of the PoC Server;

· 9. SHALL include the Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Group with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of a Pre-arranged or Chat PoC Group respectively.

· 10. SHALL include the option tag "norefersub" in a Supported header in the SIP response.;
· 11.  SHALL send the SIP response towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 12. SHALL generate an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 13. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of the SIP/IP Core.
When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request" and according to rules and procedures of SIP/IP Core respectively.

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".

7.2.2 Request initiated by the Controlling PoC Function

7.2.2.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" feature parameters according to rules and procedures of [RFC3841] in all initial INVITE requests;
· 2.  SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-2 reference point.

· 4. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 5. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [draft-norefersub];
· 6. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively;

· 7. SHALL include a Referred-By header with the Authenticated Originator’s PoC Address of the Inviting PoC Client;

· 8. SHALL include in the Contact header as PoC Session Identity the contact address of the conference with the PoC feature-tag '+g.poc.talkburst' and the feature-tag "isfocus" and a Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”; 

· 9. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer];

· 10. SHALL include the Supported header set to "timer";

· 11. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header by the Inviting PoC Client;

· 12. SHOULD include an Allow header with all supported SIP methods; and,

· 13. SHALL include unmodified a P-Alerting-Mode header if a P-Alerting-Mode header was present in the incoming SIP INVITE request or SIP REFER request that caused the outgoing SIP INVITE request to be generated.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:


1. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer]; and,


2. SHALL use the Nick name, if a Nick Name is included, according to the priority specified in subclause 5.x “Nick Name”. 

7.3 Participating PoC Function procedures

7.3.1 Requests initiated by the served PoC User

7.3.1.1 General

Upon receiving from the served PoC Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the PoC Server:

· 1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

· 2. SHALL, if the incoming SIP INVITE or SIP REFER request contained a Privacy header, include in the SIP INVITE request the Privacy header unmodified according to rules and procedures of [RFC3325];

· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to the one defined for the PoC User in the PoC Server, if configured; otherwise set the Nick Name in the Authenticated Originator’s PoC Address to the one in the incoming SIP request;

· 4. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841];

· 5. SHALL include User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE 1: 
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 2:
The use of the option tag ‘100rel’, as specified in [RFC3262] is not defined for the POC-1 reference point.

· 6. SHOULD include the Session-Expires header with the refresher parameter set to 'uac' according to rules and procedures of [draft-ietf-sip-session-timer];

· 7. SHALL include the option tag 'timer' in a Supported header ';

· 8. SHALL store the allowed SIP methods if received in the Allow header;

· 9. SHOULD include an Allow header with all supported SIP methods;

· 10. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request;

· 11. SHALL discard a P-Alerting-Mode header that is set to anything other than "MAO"; and,

· 12. SHALL include in the Contact header the feature-tag ‘+g.poc.talkburst’.

When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the PoC Server is acting as a B2BUA, the PoC Server:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the Authenticated Originator’s PoC Address received in the incoming SIP response in the outgoing SIP provisional respond; and,

· 4. SHALL if not already sent in a provisional response for this dialog, include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the provisional response by the Controlling PoC Function; 

b) include the PoC feature-tag ‘+g.poc.talkburst’;

c) include the feature-tag ‘isfocus’;

d) include the Session Type uri-parameter provided in the Contact header of the provisional response received from the Controlling PoC Function.

· 5. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the PoC Server is acting as a B2BUA the PoC Server

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHALL include the Session-Expires header in with the refresher parameter set to 'uac'; 
· 5. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer]; 
· 6. SHOULD include an Allow header with all supported SIP methods;

· 7. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response by the Controlling PoC Function;

b) include the PoC feature-tag ‘+g.poc.talkburst’;

c) include the feature-tag ‘isfocus’; and,

d) include the Session Type uri-parameter provided in the Contact header of the SIP 200 "OK" response received from the Controlling PoC Function.

· 8. SHALL include the Authenticated Originator’s PoC Address received in the incoming SIP 200 “OK” response in outgoing SIP 200 “OK” response.

· 9. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.
· 10. SHALL include the option tag "norefersub" in a Supported header according to rules and procedures of [draft-norefersub];
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.1.5 PoC Session initiation using Pre-established Session

NOTE: 
The procedure in this subclause applies upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a Pre-established Session owned by this PoC Server if the “method” parameter in the Refer-to header is set as “INVITE” or is not present.
The PoC Server:

· 1. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server SHALL respond with a SIP 486 “Busy Here” response with the warning header “too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps;

· 2. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized proceed with the next step otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps.  If P-Alerting-Mode Header is set to any other value than "MAO", the P-Alerting-Mode header SHALL be discarded.

· 3. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header does not include the Session Type uri-parameter "session=adhoc", "session=prearranged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified in 7.2.1.8 "Adding Participants to PoC Session Request" and do not do anything else in this subclause.

· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 5. SHALL generate a final SIP response 2xx according to rules and procedures of [RFC3515];
· 6. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [draft-norefersub];

· 7. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 8. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 " General";

· 9. SHALL insert a Request-URI using the URI out of the Refer-To in the SIP REFER request:
· 10. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The codec(s) and Media Parameters as negotiated during the Pre-established Session establishment as specified in the subclause 7.3.1.2 “Pre-established Session”, and if the PoC Server supports transcoding, the PoC Server MAY also include the codecs and Media Parameters which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request when Pre-established Session was established;

c) If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP  at the PoC Server according to rules and procedures of [RFC3605];
d) The offered Talk Burst Control Protocol(s) and Talk Burst Parameters as negotiated during the Pre-established Session establishment as specified in the subclause 7.3.1.2 “Pre-established Session”, and if the interworking between the Talk Burst Control Protocols is supported, the PoC Server MAY also include the Talk Burst Control Protocol(s) which can be interworked by the PoC Server to a Talk Burst Control Protocol contained in the SDP offer in the incoming SIP INVITE request; and,

e) The PoC Server’s port number(s) for the Talk Burst Control Protocol(s).
NOTE: 
If the media is "Inactive" on the Pre-established Session when the SIP REFER request is received then the media in the SDP offer is also set to "Inactive".

· 11. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request include a P-Alerting-Mode header with the value "MAO" in the SIP INVITE request; 

· 12. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core; and,

       NOTE: B2BUA do not forward any SIP provisional nor final responses.

· 13. SHALL if the Refer-Sub header  is not present or is set to “true” in the SIP REFER request, generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the invitation. Do not continue to the rest of the steps.
Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header; and,

· 3. SHALL discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 "OK" response for the SIP INVITE request the PoC Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact received in the Contact header; and,

· 3. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response with the text "isfocus already assigned" in the Warning header, the PoC Server SHALL if the Refer-Sub header  is not present or is set to “true” in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request”.

7.3.1.10.2 SIP REFER BYE request from PoC Client – Pre-established Session case

Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value "BYE" in the Refer-To header the PoC Server:

· 1. in case of a PoC Session is established within a Pre-established Session as specified in subclause 6.1.3.2.2 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session", the PoC Server 
a) SHALL perform the procedures as specified in subclause 7.2.1.9.2 "SIP REFER BYE request received within a Pre-established Session". Do not continue the rest of the steps.

· 2. in case of a PoC Session is established within Pre-established Session, as specified in subclause 6.1.3.2.3 “PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session”, or by sending a TBCP message to the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", the PoC Server
a) SHALL extract from the Refer-To header the PoC Session Identity that the PoC Client wants to leave; 

b) SHALL generate a final SIP 2xx response to the SIP REFER request according to rules and procedures of [RFC3515];

c) SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, check the presence of the Refer-Sub in the SIP REFER request and if it is present and it has the value “false” then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to rules and procedures of [draft-norefersub];
d) SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [draft-norefersub];
e) SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;

f) SHALL generate a SIP BYE request and set the Request-URI to the PoC Session Identity; 

g) SHALL send the SIP BYE request towards the Controlling PoC Function according to rules and procedures of the SIP/IP Core;

h) SHALL upon receiving a SIP 200 “OK” response for the SIP BYE request release User Plane resources towards the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release"; and,

i) SHALL if the Refer-Sub header is not present or it is set to “true” in the SIP REFER request, generate and send the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.

NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case the Refer-Sub header is not present or is set to “true”.

7.3.2 Requests terminated by the served PoC User

7.3.2.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag "id";
· 2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841]; 
· 4. SHALL include User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 5. SHOULD include the Session-Expires header in the INVITE with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer];

· 6. SHALL include the option tag "timer" in the Supported header;
· 7. SHALL include the option tag "norefersub" in a Supported header;
· 8. SHOULD include the Allow header with the supported SIP methods;

· 9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature-tag ‘+g.poc.talkburst’;

c) include the feature-tag ‘isfocus’; and,

d) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function.

· 10. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request; and,

· 11. SHALL include the Nick Name received in incoming SIP INVITE request in the outgoing SIP INVITE request.

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312] and the option tag ‘100rel’, as specified in [RFC3262] is not defined in the POC-1 reference point.

When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested;

· 3. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 4. SHOULD include the Allow header with the supported SIP methods if not previously sent in a provisional response for this dialog;

· 5. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature-tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; and,

· 6. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP provisional response either
a. the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP provisional response in the case of an On-Demand Session establishment; or

b. the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 7. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP provisional response if received, in the case of an On-Demand Session establishment; or

b)
the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session; received in the incoming SIP provisional response in the outgoing SIP provisional response.

· 8. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-Demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session.
When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP 200 “OK” response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP 200 “OK” response in the case of an On-Demand session establishment; or
a) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a. the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP 200 "OK" response if received, in the case of an On-Demand Session establishment; or

b. the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 4. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an on-demand session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function with the refresher parameter set to 'uas';
· 7. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer];

· 8. SHOULD include the Allow header with the supported SIP methods if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature-tag '+g.poc.talkburst'.

F.2 PoC Client initiates a Pre-established Session

PoC Client A initiates a Pre-established Session by sending a SIP INVITE request to a PoC Server performing the Participating PoC Function via SIP/IP Core A. This flow is shown as in Figure 3 "PoC Client A initiates a Pre-established Session".
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Figure 3: PoC Client A initiates a Pre-established Session

The steps of the flows are as follows: 

1.
SIP INVITE request (from PoC Client A to SIP/IP Core A) 


The PoC Client A sends a SIP INVITE request with the Conference-factory-URI for the PoC service as the Request-URI to the SIP/IP Core A. The SIP INVITE request contains an SDP offer including necessary media parameters (e.g. PoC Client IP address, port number(s), supported codecs) and the Talk Burst Control Protocol.

If the PoC Client is not able or willing to receive media streams immediately then the PoC Client A sets the media to "inactive" when generating the SDP offer.

	Request-URI
	sip:PoCConferenceFactoryURI.networkA.net

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Contact:
	<sip:PoC-ClientA.networkA.net>;+g.poc.talkburst

	Supported:
	Timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE, SUBSCRIBE,NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


2.
SIP 100 "Trying" response (from SIP/IP Core A to PoC Client A) 


The SIP/IP Core A indicates that it has received the SIP INVITE request by sending a 100 "Trying" provisional response.

3. 
SIP INVITE request (from SIP/IP Core A to PoC Server A) 


The SIP/IP Core A forwards the SIP INVITE request to the PoC Server A performing the Participating PoC Function for PoC Client A according to the SIP/IP Core A routing principles.

	Request-URI
	sip:PoCConferenceFactoryURI.networkA.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	
	

	Contact:
	<sip:PoC-ClientA.networkA.net>;+g.poc.talkburst

	Supported:
	Timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE, SUBSCRIBE,NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


4.
SIP 100 "Trying"  response (from PoC Server A to SIP/IP Core A) 


The PoC Server A indicates that it has received the SIP INVITE request by sending a SIP 100"Trying" provisional response.

5.
SIP 200 "OK" response (from PoC Server A to SIP/IP Core A) 


The PoC Server A sends a SIP 200 "OK" as the final response to the SIP INVITE request via the SIP/IP Core A towards the PoC Client A to answer to the SDP offer. The SIP 200 "OK" response contains an SDP answer including the accepted media parameters (e.g. Codecs, PoC Server IP address, port number(s), supported codecs) and the accepted Talk Burst Control Protocol.

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoCConferenceFactoryURI networkA.net>

	Server:
	PoC-serv/OMA1.0

	Contact
	<sip:Pre-establishedSessionIdentityA@PoC-ServerA.networkA.net>;+g.poc.talkburst;isfocus

	Require:
	Timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


6.
SIP 200 (OK) response (from SIP/IP Core A to PoC Client A) 


The SIP/IP Core A forwards the SIP 200 "OK" to the PoC Client A. The PoC Client A stores the content of the Contact header as the PoC Session Identity.

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoCConferenceFactoryURI networkA.net>

	Server:
	PoC-serv/OMA1.0

	Contact
	<sip:Pre-establishedSessionIdentityA@PoC-ServerA.networkA.net>;+g.poc.talkburst;isfocus

	Require:
	Timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


7.
SIP ACK request (from PoC Client A to SIP/IP Core A) 


The PoC Client A acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP Core A.

8.
SIP ACK request (from SIP/IP Core A to PoC Server A) 


The SIP/IP Core A forwards the SIP ACK request to the PoC Server A.

F.3 Pre-established Session

F.3.1 Originating flow – Confirmed Indication

PoC Client A invites PoC Client B to a PoC Session by sending a SIP REFER request to the PoC Server. PoC Client A has created a Pre-established Session by using the mechanisms as shown in Figure 3 "PoC Client A initiates a Pre-established Session", and the PoC Client A has learned the URI that identifies this Session. This flow is as shown in Figure 4 "PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A confirmed case".
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Figure 4: PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A confirmed case

The steps of the flows are as follows: 

1.
PoC Client A creates a Pre-established Session

PoC Client A creates a Pre-established Session and learns its URI as shown in Figure 3 "PoC Client A initates a Pre-established Session ".

2.
SIP REFER request (from PoC Client A to SIP/IP Core A) 


The PoC Client A invites the PoC Client B to the Pre-established Session. 

	Request-URI
	sip:Pre-establishedSessionIdentityA@PoC-ServerA.networkA.net

	
	

	SIP HEADERS
	

	Refer-To:
	<sip:PoC-UserB@networkB.net>

	Privacy
	Id


NOTE:
The For a 1-1 PoC Session the SIP REFER request does not contain a body.

3. 
SIP REFER request (from SIP/IP Core A to PoC Server A) 


The SIP/IP Core A forwards the SIP REFER request to the PoC Server A performing the Participating PoC Function of the PoC Client A according to the SIP/IP Core A routing principles. 

	Request-URI
	sip:Pre-establishedSessionIdentityA@PoC-ServerA.networkA.net

	
	

	SIP HEADERS
	

	Refer-To:
	<sip:PoC-UserB@networkB.net>

	Privacy
	Id


4.
SIP 202 "Accepted" response (from PoC Server A to SIP/IP Core A) 


The PoC Server A indicates that it has received the SIP REFER request by sending a SIP 202 "Accepted" response. This means that the PoC Server A has accepted the SIP REFER request and has started to process the request. This does not mean, however, that the PoC Client B (the referred-to resource) has been contacted. 

5.
SIP 202 "Accepted" response (from SIP/IP Core A to PoC Client A)


The SIP/IP Core A forwards the response to the PoC Client A. 

6.
SIP INVITE request (from PoC Server A towards PoC Client B)


The PoC Server A invites the PoC User, who is indicated in the Refer-To header of the received SIP REFER request. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy
	Id

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: SessionABCDEF@ PoC-ServerA .networkA.net;session1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


7.
SIP NOTIFY request (from PoC Server A to SIP/IP Core A) 


The PoC Server A sends a SIP NOTIFY request via the SIP/IP Core A towards the PoC Client A to inform about the progress of the SIP REFER request processing. The body of the SIP NOTIFY request contains a fragment of the response as received by the notifying PoC Server A for the request that was initiated due to the SIP REFER request. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	active;expires=60

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 100 TRYING
	

	To:
	<sip:PoC-UserB@networkB.net>


8.
SIP NOTIFY request (from SIP/IP Core A to PoC Client A)


The SIP/IP Core A forwards the SIP NOTIFY request to the PoC Client A. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	active;expires=60

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 100 Trying
	

	To:
	<sip:PoC-UserB@networkB.net>


9.
SIP 200 "OK" response (from PoC Client A to SIP/IP Core A) 


The PoC Client A acknowledges the SIP NOTIFY request with a SIP 200 "OK" response to the SIP/IP Core A. 

10.
 SIP 200 "OK" response (from SIP/IP Core A to PoC Server A)


The SIP/IP Core A forwards the SIP 200 "OK" response to PoC Server A. 

11.
 PoC Server A Receives Ringing Indication


PoC Server A receives a SIP 180 "Ringing" response.

12.
 SIP NOTIFY request (from PoC Server A to SIP/IP Core A) 


The PoC Server A sends a SIP NOTIFY request that indicates that the PoC Client B is being alerted. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	active;expires=60

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 180 Ringing
	

	To:
	<sip:PoC-UserB@networkB.net>

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst


13.
 SIP NOTIFY request (from SIP/IP Core A to PoC Client A)

The SIP/IP Core A forwards the SIP NOTIFY request to the PoC Client A. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	active;expires=60

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 180 Ringing
	

	To:
	<sip:PoC-UserB@networkB.net>

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst


14.
 SIP 200 "OK" response (from PoC Client A to SIP/IP Core A)


The PoC Client A acknowledges the SIP NOTIFY request with a SIP 200 "OK" response to the SIP/IP Core A. 

15.
 SIP 200 "OK" response (from SIP/IP Core A to PoC Server A)


The SIP/IP Core A forwards the SIP 200 "OK" response to the PoC Server A. 

16.
 Referred PoC User accepts the invitation to the PoC Session


The invitation sent towards the referred PoC User has been accepted and the PoC Client B has joined the PoC Session.

17.
 SIP NOTIFY request (from PoC Server A to SIP/IP Core A) 


The PoC Server A sends a SIP NOTIFY request that indicates that the PoC Client B is available and capable of receiving media. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	terminated

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 200 OK
	

	To:
	<sip:PoC-UserB@networkB.net>

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst


18.
 SIP NOTIFY request (from SIP/IP Core A to PoC Client A)

The SIP/IP Core A forwards the SIP NOTIFY request to the PoC Client A. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	terminated

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 200 OK
	

	To:
	<sip:PoC-UserB@networkB.net>

	
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst


19.
 SIP 200 "OK" response (from PoC Client A to SIP/IP Core A)


The PoC Client A acknowledges the SIP NOTIFY request with a SIP 200 "OK" response to the SIP/IP Core A. 

20.
 SIP 200 "OK" response (from SIP/IP Core A to PoC Server A)


The SIP/IP Core A forwards the SIP 200 "OK" response to the PoC Server A. 

F.3.2 Terminating flow

PoC Server X invites the PoC Client B to a PoC Session by sending a SIP INVITE request to the terminating SIP/IP core. The PoC Client B has created a Pre-established Session by using the mechanisms as shown in Figure 3 "PoC Client A initiates a Pre-established Session".
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Figure 5: PoC Server X invites PoC Client B that has a Pre-established Session confirmed case manual answer

This flow shows a PoC Server X inviting a PoC User to a PoC Session. The flow is as shown in Figure 5 "PoC Server X invites PoC Client B that has a Pre-established Session confirmed case manual answer". The invitation may be as a result of another PoC User sending a SIP REFER request to the PoC Server X as shown in Figure 4 "PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A confirmed case". Note that the PoC Server A as shown in Figure 4 "PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A confimed case" has changed its role and acts as the PoC Server X in this flow.

The steps of the flows are as follows: 

1.
PoC Client A initiates a PoC Session

PoC Client A initiates a PoC Session as shown in Figure 4" PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A confirmed case ". 

2.
SIP INVITE request (PoC Server X to SIP/IP core X)

 
The PoC Server X invites the PoC Client B to a PoC Session. This may happen as a result of another PoC User referring the PoC Client B to the PoC Server X. The PoC Server X sends a SIP INVITE request as specified in subclause 7.2.2.2  "PoC Session invitation request" via the SIP/IP core X to the PoC Client B home network. The SIP INVITE request contains the an SDP offer with the media information (e.g Codecs, IP address and port number(s)) of the PoC Server X) and the Talk Burst Control Protocol. In this example PoC Server X supports and offers both the AMR and EVRC codecs. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	Id

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: PoC-SessionABCDEF@ PoC-ServerX.networkX.net; sessiontype=1-1>+g.poc.talkburst;;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


3.
SIP 100 "Trying" response (SIP/IP core X to PoC Server X) 


The SIP/IP core X responds to the SIP INVITE request with a SIP 100 "Trying" provisional response.

4.
SIP INVITE request (SIP/IP core X to SIP/IP core B)

 
The SIP/IP core X resolves the SIP/IP core B address of the PoC Client B and forwards the SIP INVITE request to the SIP/IP core B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy
	Id

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: PoC-SessionABCDEF @ PoC-ServerX.networkX.net; sessiontype=1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


5.
SIP 100 "Trying"  response (SIP/IP core B to SIP/IP core X) 


The SIP/IP core B responds to the SIP INVITE request with a SIP 100 "Trying" provisional response.

6.
SIP INVITE request (SIP/IP core B to PoC Server B)

 
The SIP/IP core B forwards the SIP INVITE request to the PoC Server B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy
	Id

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: PoC-SessionABCDEF@ PoC-ServerX.networkX.net; sessiontype=1-1>; +g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


7.
SIP 100 "Trying"  response (PoC Server B to SIP/IP core B) 


The PoC Server B responds to the SIP INVITE request with a SIP 100 "Trying" provisional response.

8.
SIP INVITE request (from PoC Server B to SIP/IP core B) 

The PoC Server B receives the SIP INVITE request, identifies that manual answer is set for PoC Client B and that the PoC Client B has already a Pre-established Session established.  PoC Server B sends a SIP INVITE request to SIP/IP core B within the same dialog as the Pre-established Session. 

	Request-URI
	sip:PoC-ClientB.networkB.net

	
	

	SIP HEADERS
	

	Contact:
	<sip:PoC-ServerX@PoC_ServerB.networkB.net;session=1-1>

	Supported:
	norefersub,timer

	Session-Expires:
	1800;refresher=uas

	P-Alerting-Mode:
	Manual

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 60333::ddd: ccc:aaa:bbb

	m=
	audio 63776 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:63090

	m=
	Application 60000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


9.
SIP 100 "Trying" response (from SIP/IP core B to PoC Server B) 
SIP/IP core B sends a SIP 100 "Trying" response to PoC Server B. 

10.
SIP INVITE request (from SIP/IP core B to PoC Client B) 

SIP/IP core B forwards the SIP INVITE request to PoC Client B. 
	Request-URI
	sip:PoC-ClientB.networkB.net

	
	

	SIP HEADERS
	

	Contact:
	<sip:PoC-ServerX@PoC_ServerB.networkB.net;session=1-1>

	Supported:
	norefersub,timer

	Session-Expires:
	1800;refresher=uas

	P-Alerting-Mode:
	Manual

	SDP PARAMETERS
	

	c=
	IN IP6 60333::ddd: ccc:aaa:bbb

	m=
	audio 63776 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:63090

	m=
	Application 60000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


11.
SIP 180 "Ringing"  response (from PoC Client B to SIP/IP core B)
PoC Client B sends a SIP 180 "Ringing" response to SIP/IP core B.  Since the 180 Ringing is sent within the existing Pre-established Session dialog no PoC Application values are included in the headers

12.
SIP 180 "Ringing"  response (from SIP/IP core B to PoC Server B)
SIP/IP core B forwards the SIP 180 "Ringing" response to PoC Server B. Since the 180 Ringing is sent within the existing Pre-established Session dialog no PoC Application values are included in the headers

13.
SIP 180 "Ringing"  response (from PoC Server B to SIP/IP core B) 

PoC Server B sends a SIP 180 "Ringing" response to SIP/IP core B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,PRACK, UPDATE, MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


14.
SIP 180 "Ringing"  response (from SIP/IP core B to SIP/IP core X)
SIP/IP core B forwards the SIP 180 "Ringing" response to SIP/IP core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


15.
SIP 180 "Ringing"  response (from SIP/IP core X to PoC Server X)
SIP/IP core X forwards the SIP 180 "Ringing" response to PoC Server A&X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


16.
Ringing response has been received 


The  PoC Server X sends a notification towards the PoC Client A that the Invited PoC User is being alerted.

17.
SIP 200 "OK"  response (from PoC Client B to SIP/IP core B)
PoC Client B sends a SIP 200 "OK" response to SIP/IP core B. 

	SIP HEADERS
	

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	To:
	“PoC User B”<sip:PoC-ClientB.networkB.net>

	SDP PARAMETERS
	

	c=
	IN IP6 75555::eee:aaa:fff:bbb

	m=
	audio 75575 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:75000

	m=
	application 75590 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


18.
SIP 200 "OK"  response (from SIP/IP core B to PoC Server B) 

SIP/IP core B forwards the SIP 200 "OK" response to PoC Server B. 

	SIP HEADERS
	

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 75555::eee:aaa:fff:bbb

	m=
	audio 75575 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:75000

	m=
	application 75590 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


19.
SIP 200 "OK" response (PoC Server B to SIP/IP core B) 


PoC Server B forwards the SIP 200 "OK" response to SIP/IP Core B.
	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	To:
	“PoC User B”<sip:PoC-ClientB.networkB.net>

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


20.
SIP 200 "OK" response (SIP/IP core B to SIP/IP core X) 


The SIP/IP core B forwards the SIP 200 "OK" final response to the SIP/IP core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	To:
	“PoC User B”<sip:PoC-ClientB.networkB.net>

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


21.
SIP 200 "OK" response (SIP/IP core X to PoC Server X) 


The SIP/IP core X forwards the SIP 200 "OK" response to the PoC Server X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	To:
	“PoC User B”<sip:PoC-ClientB.networkB.net>

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


22.
The invitation towards the PoC Client B has been accepted 


The  PoC Server X sends a notification towards the PoC Client A that the Invited PoC User is available and capable of receiving the media.

23.
SIP ACK request (PoC Server X to SIP/IP core X) 


The PoC Server X acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP core X. 

24.
SIP ACK request (SIP/IP core X to SIP/IP core B) 


The SIP/IP core X forwards the SIP ACK request to the SIP/IP core B. 

25.
SIP ACK request (SIP/IP core B to PoC Server B) 


The SIP/IP core B forwards the SIP ACK request to the PoC Server B. 

26.
SIP ACK request (PoC Server B to SIP/IP core B) 

The PoC Server B forwards the SIP ACK request to the SIP/IP core B. 

27.
SIP ACK request (SIP/IP core B to PoC Client B) 


The SIP/IP core B forwards the SIP ACK request to the PoC Client B. 

A.
TBCP Talk Burst status (PoC Server X to PoC Server B) 


The PoC Server X informs the Talk Burst status to the PoC Server B. 

B.
TBCP Talk Burst status (PoC Server B to PoC Client B) 


The PoC Server B informs the Talk Burst status to the PoC Client B. 

Originating flow - Unconfirmed Indication

PoC Client A invites PoC Client B to a PoC Session by sending a SIP REFER request to the PoC Server. PoC Client A has created a Pre-established  Session as shown in Figure 3 "PoC Client initates a Pre-established Session", and the PoC Client A has learned the URI that identifies this Session. This flow is as shown in Figure 6 "PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A unconfirmed case".
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Figure 6: PoC Client A invites another PoC User to a Pre-established Session by sending a SIP REFER request to PoC Server A unconfirmed case

The steps of the flows are as follows: 

1.
PoC Client A creates a Pre-established Session

PoC Client A creates a Pre-established Session and learns its URI as shown in Figure 3 "PoC Client initates a Pre-established Session".

2.
SIP REFER request (from PoC Client A to SIP/IP Core A) 


The PoC Client A invites the PoC Client B to the Pre-established Session. 

	Request-URI
	sip:Pre-establishedSessionIdentityA@PoC-ServerA.networkA.net

	SIP HEADERS
	

	Refer-To:
	<sip:PoC-UserB@networkB.net>

	Privacy:
	id

	P-Alerting-Mode:
	MAO


NOTE:
For a 1-1 PoC Session the SIP REFER request does not contain a body.

3. 
SIP REFER request (from SIP/IP Core A to PoC Server A) 


The SIP/IP Core A forwards the SIP REFER request to the PoC Server A performing the Participating PoC Function of the PoC Client A according to the SIP/IP Core A routing principles. 

	Request-URI
	sip:Pre-establishedSessionIdentityA@PoC-ServerA.networkA.net

	
	

	SIP HEADERS
	

	Refer-To:
	<sip:PoC-UserB@networkB.net >

	Privacy:
	id

	P-Alerting-Mode:
	MAO


4.
SIP 202 "Accepted" response (from PoC Server A to SIP/IP Core A) 


The PoC Server A indicates that it has received the SIP REFER request by sending a SIP 202 "Accepted" response. This means that the PoC Server A has accepted the SIP REFER request and has started to process the request. This does not mean, however, that the PoC Client B (the referred-to resource) has been contacted. 

5.
SIP 202 "Accepted" response (from SIP/IP Core A to PoC Client A)


The SIP/IP Core A forwards the response to the PoC Client A.

6.
SIP INVITE request (from PoC Server A towards PoC Client B)


The PoC Server A invites the PoC User, who is indicated in the Refer-To header of the received SIP REFER request. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	P-Alerting-Mode:
	MAO

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


7.
SIP NOTIFY request (from PoC Server A to SIP/IP Core A) 


The PoC Server A sends a SIP NOTIFY request via the SIP/IP Core A towards the PoC Client A to inform about the progress of the SIP REFER request processing. The body of the SIP NOTIFY request contains a fragment of the response as received by the notifying PoC Server A for the request that was initiated due to the SIP REFER request. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	active;expires=60

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 100 TRYING
	

	To:
	<sip:PoC-UserB@networkB.net>

	
	


8.
SIP NOTIFY request (from SIP/IP Core A to PoC Client A)


The SIP/IP Core A forwards the SIP NOTIFY request to the PoC Client A. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	active;expires=60

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 100 OK
	

	To:
	<sip:PoC-UserB@networkB.net>


9.
SIP 200 "OK" response (from PoC Client A to SIP/IP Core A) 


The PoC Client A acknowledges the SIP NOTIFY request with a SIP 200 "OK" response to the SIP/IP Core A.

10.
 SIP 200 "OK" response (from SIP/IP Core A to PoC Server A)


The SIP/IP Core A forwards the SIP 200 "OK" response to PoC Server A.

11.
 Referred PoC User accepts the invitation to the PoC Session


The invitation sent towards the referred PoC User has been accepted and the PoC Client B has joined the PoC Session.

12.
 SIP NOTIFY request (from PoC Server A to SIP/IP Core A) 


The PoC Server A sends a SIP NOTIFY request that indicates that the PoC Client B is available and capable of receiving media. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	terminated

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 200 OK
	

	To:
	<sip:PoC-UserB@networkB.net>

	P-Asserted-Identity
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	P-Answer-State:
	Unconfirmed


13.
 SIP NOTIFY request (from SIP/IP Core A to PoC Client A)

The SIP/IP Core A forwards the SIP NOTIFY request to the PoC Client A. 

	Request-URI
	sip:PoC-ClientA.networkA.net

	
	

	SIP HEADERS
	

	Event:
	refer

	Subscription-State:
	terminated

	Content-Type:
	message/sipfrag

	
	

	MIME BODY
	

	SIP/2.0 200 OK
	

	To:
	<sip:PoC-UserB@networkB.net>

	P-Asserted-Identity
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	P-Answer-State:
	Unconfirmed


14.
 SIP 200 "OK" response (from PoC Client A to SIP/IP Core A)


The PoC Client A acknowledges the SIP NOTIFY request with a SIP 200 "OK" response to the SIP/IP Core A.

15.
 SIP 200 "OK" response (from SIP/IP Core A to PoC Server A)


The SIP/IP Core A forwards the SIP 200 "OK" response to the PoC Server A. 

A.
TBCP Talk Burst Granted message (from PoC Server A to PoC Client A)
The PoC Server X sends a TBCP Talk Burst Granted message (other alternatives are  TBCP Talk Burst Deny message or TBCP Talk Burst Idle message) to the PoC Server A.

B.
RTP Media from PoC Client A to PoC Server A
The PoC Client A sends the RTP Media to the PoC Server A.

F.3.4 Terminating flow – Unconfirmed Indication

PoC Server X invites the PoC Client B to a PoC Session by sending a SIP INVITE request to the terminating SIP/IP Core. The PoC Client B has created a Pre-established Session as shown in Figure 3"PoC Client A initates a Pre-established Session".
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Figure 7: PoC Session invitation with automatic answer – Pre-established Session case.

This flow shows a PoC Server X inviting a PoC User to a PoC Session. The flow is as shown in Figure 7 " PoC Session invitation with automatic answer – Pre-established Session case". The invitation may be as a result of another PoC User sending a SIP REFER request to the PoC Server X as shown in Figure 6. "PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A unconfirmed case". Note that the PoC Server A as shown in Figure 6. "PoC Client A invites another user to a Pre-established Session by sending a SIP REFER request to PoC Server A unconfirmed case " has changed its role and acts as the PoC Server X in this flow.

The steps of the flows are as follows: 

1.
Session Invitation has been received to invite PoC Client B

2.  SIP INVITE request (PoC Server X to SIP/IP Core X)

 
The PoC Server X invites the PoC Client B to a PoC Session. This may happen as a result of another PoC User referring the PoC Client B to the PoC Server X. The PoC Server X sends a SIP INVITE request via the SIP/IP Core X to the PoC Client B home network. The SIP INVITE request contains an SDP offer with the media information (e.g IP address and port number(s)) of the PoC Server X) and the Talk Burst Control Protocol. In this example PoC Server X supports and offers both the AMR and EVRC codecs. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net; session=1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	P-Alerting-Mode:
	MAO

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


3.
SIP 100 "Trying" response (SIP/IP Core X to PoC Server X) 


The SIP/IP Core X responds to the SIP INVITE request with a SIP 100 "Trying" provisional response.

4.  SIP INVITE request (SIP/IP Core X to SIP/IP Core B)

 
The SIP/IP Core X resolves the SIP/IP Core B address of the PoC Client B and forwards the SIP INVITE request to the SIP/IP Core B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net; session=1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	P-Alerting-Mode:
	MAO

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


5.
SIP 100 "Trying"  response (SIP/IP Core B to SIP/IP Core X) 


The SIP/IP Core B responds to the SIP INVITE request with a SIP 100 "Trying" provisional response.

6.  SIP INVITE request (SIP/IP Core B to PoC Server B)

 
The SIP/IP Core B forwards the SIP INVITE request to the PoC Server B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Contact:
	<sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net; session=1-1>;+g.poc.talkburst; isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	P-Alerting-Mode:
	MAO

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


7.  SIP 100 "Trying"  response (PoC Server B to SIP/IP Core B) 


The PoC Server B responds to the SIP INVITE request with a SIP 100 "Trying" provisional response.

8.  SIP 200 "OK" response (PoC Server B to SIP/IP Core B) 


The PoC Server B receives the SIP INVITE request, identifies that auto answer is defined for the PoC Client B and that the PoC Client B has already a Pre-established Session established. Therefore the PoC Server B sends a SIP 200 "OK" final response to the SIP INVITE request to the SIP/IP Core B. The SIP 200 "OK" response is sent along the signalling path. The SIP 200 "OK" response contains the SDP answer including the accepted media information (e.g. Codecs, IP address and port number(s) of the PoC Server B) and accepted Talk Burst Control Protocol. In  this example PoC Server B knows that PoC Client B only supports the EVRC codec and so only returns EVRC in the SDP answer and PoC Server B uses the same port for RTCP and the Talk Burst Control Protocol. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB.networkB.net>

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB@networkB.net>;+g.poc.talkburst

	Session-Expires:
	1800;refresher=uas

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


A.
TBCP Connect message (PoC Server B to PoC Client B)

In order to inform about the invitation to a PoC Session the PoC Server B sends the TBCP Connect to the PoC Client B. The message includes the PoC Session Identity.
B
TBCP Talk Burst Acknowledgement ( PoC Client B to PoC Server)


The PoC Client B acknowledges the reception of the TBCP Connect message.
9.  SIP 200 "OK" response (SIP/IP Core B to SIP/IP Core X) 


The SIP/IP Core B forwards the SIP 200 "OK" final response to the SIP/IP Core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Session-Expires:
	1800;refresher=uas

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


10.  SIP 200 "OK" response (SIP/IP Core X to PoC Server X) 


The SIP/IP Core X forwards the SIP 200 "OK" response to the PoC Server X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B"<sip:PoC-UserB@networkB.net>

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB.networkB.net>;+g.poc.talkburst

	Session-Expires:
	1800;refresher=uas

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


11.  The invitation towards the PoC Client B has been accepted 


The  PoC Server X sends a notification towards the PoC Client A that the Invited PoC User is available and capable of receiving the media.

12.  SIP ACK request (PoC Server X to SIP/IP Core X) 


The PoC Server X acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP Core X.

13.  SIP ACK request (SIP/IP Core X to SIP/IP Core B) 


The SIP/IP Core X forwards the SIP ACK request to the SIP/IP Core B. 

14.  SIP ACK request (SIP/IP Core B to PoC Server B) 


The SIP/IP Core B forwards the SIP ACK request to the PoC Server B. 

C.  TBCP Talk Burst Taken (PoC Server X to PoC Server B) 


The PoC Server X sends the TBCP Talk Burst Taken to the PoC Server B. Unless privacy is required the TBCP Talk Burst Taken message includes the Talker Identity. 

D.  TBCP Talk Burst Taken (PoC Server B to PoC Client B) 


The PoC Server B sends the TBCP Talk Burst Taken to the PoC Client B. Unless privacy is required the TBCP Talk Burst Taken message includes the Talker Identity The PoC Server B includes a request to acknowledge the message. 

E.  TBCP Talk Burst Acknowledgement message (PoC Client B to PoC Server B)

The PoC Client acknowledges the reception of the TBCP Talk Burst Taken message.
F.4 Ad-hoc and 1-1 PoC Session establishment On-demand Session

F.4.1 Originating flow – Unconfirmed Indication

The signaling sequences in this subclause show the establishment of the Ad-hoc PoC Session using on-demand signaling in the originating side. As a prerequisite for the on-demand signaling, PoC Client needs to be registered.

This flow shows the signaling sequence for the unconfirmed case. In this case a SIP 183 “Session Progress” response is received from the terminating side before a SIP 200 “OK” response is sent, PoC Server performing the Controlling PoC Function,  sends a SIP 200 "OK" response to the PoC Client. In this flow the media buffering is supported and the TBCP Talk Burst Granted is sent after the SIP 183 “Session Progress” is received.  If buffering is not supported the TBCP Talk Burst Granted is sent after the SIP 200 “OK” is received.  The flow is as shown in Figure 68 "Ad-hoc PoC Session establishment on the originating side using on-demand signaling, unconfirmed case".
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Figure 8: Ad-hoc PoC Session establishment on the originating side using on-demand signaling, unconfirmed case

The steps of the flow are as follows:

1.  SIP INVITE request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends a SIP INVITE request to the SIP/IP Core A. 

	Request-URI
	sip:PoCConferenceFactoryURI.networkA.net

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip: PoC-ClientA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Content-Type:
	multipart/mixed

	P-Alerting-Mode:
	MAO

	
	

	SDP PARAMETERS
	

	Content-Type:
	application/sdp



	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

	
	

	XML MIME BODY
	

	Content-Type:
	application/resource-lists+xml



	Content-Disposition:
	recipient-list



	
	

	
	<?xml version="1.0" encoding="UTF-8"?>

   

	
	<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"                   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

     <list>

       <entry uri="sip:PoC-UserB@networkB.com" />

       <entry uri="sip:PoC-UserC@networkC.com" />

       <entry uri="sip:PoC-UserD@networkD.com" />

     </list>

</resource-lists>


2.  SIP 100 "Trying" response (from SIP/IP Core A to PoC Client A) 

The SIP/IP Core A returns a SIP 100 "Trying" response.

3.  SIP INVITE request (from SIP/IP Core A to PoC Server A) 

The SIP/IP Core A forwards the SIP INVITE request to the PoC Server A. 

	Request-URI
	sip:PoCConferenceFactoryURI.networkA.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip:PoC-ClientA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Content-Type:
	multipart/mixed

	P-Alerting-Mode:
	MAO

	
	

	SDP PARAMETERS
	

	Content-Type:
	application/sdp



	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

	
	

	XML MIME BODY
	

	Content-Type:
	application/resource-lists+xml



	Content-Disposition:
	recipient-list



	
	

	
	<?xml version="1.0" encoding="UTF-8"?>

   

	
	<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"                   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

     <list>

       <entry uri="sip:PoC-UserB@networkB.com" />

       <entry uri="sip:PoC-UserC@networkC.com" />

       <entry uri="sip:PoC-UserD@networkD.com" />

     </list>

</resource-lists>


4.  SIP 100 "Trying"  response (from PoC Server A to SIP/IP Core A) 

 The PoC Server A sends a SIP 100 "Trying" response to the SIP/IP Core A.

5.  PoC Server A sends SIP INVITE requests towards the Invited PoC Clients

 The PoC Server A sends SIP INVITE requests to the Invited PoC Clients as shown in Figure 7 "PoC Session invitation with automatic answer ". 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=adhoc>;+g.poc.talkburst;isfocus

	Supported:
	100rel,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	P-Alerting-Mode:
	MAO

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


6.   PoC Server A receives SIP 183 "Session Progress" response
The PoC Server A receives the first SIP 183 "Session Progress" response as shown in Figure 7 "PoC Session invitation with automatic answer ". 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-ServerB@networkBPoC-SessionABCDEF@PoC-ServerB.networkB.net>

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


A.  TBCP Talk Burst Granted (PoC Server A to PoC Client A) 

The PoC Server A sends TBCP Talk Burst Granted message to PoC Client A. This step may occur before SIP ACK request or SIP 200 OK,”, because the SIP 200 “OK” response travels through the SIP IP/Core, and the TBCP packet is sent directly from the PoC Server to the PoC Client.

7.  SIP 200 "OK"  response (from PoC Server A to SIP/IP Core A)
The PoC Server A sends a SIP 200 "OK" to SIP/IP Core A. (Optionally PoC Server A inserts Talk Burst granted indication into the SIP 200 "OK" response). 

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoCConferenceFactoryURI.networkA.net>

	Server:
	PoC-serv/OMA1.0

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=adhoc>;+g.poc.talkburst; isfocus

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


8.  SIP 200 "OK" response (from SIP/IP Core A to PoC Client A) 

The SIP/IP Core A forwards the 200 "OK" response to PoC Client A 

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoCConferenceFactoryURI.networkA.net >

	Server:
	PoC-serv/OMA1.0

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=adhoc>;+g.poc.talkburst; isfocus

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


9.  SIP ACK request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends a SIP ACK request to SIP/IP Core A

10.  SIP ACK request (from SIP/IP Core A to PoC Server A)
The SIP/IP Core A forwards the SIP ACK request to PoC Server A 

B.  PoC Client sends RTP Media to PoC Server A

The PoC Client A sends RTP Media packets to PoC Server A

F.4.2 Originating flow – Confirmed Indication with manual answer

The signaling sequences in this subclause show the establishment of the 1-1 PoC Session using on-demand signaling in the originating side. As a prerequisite for the on-demand signaling, PoC Client needs to be registered.

This flow shows the signaling sequence for the Confirmed indication case when the terminating side answers manually and SIP 200 “OK” is not sent before the SIP 200 “OK” from the terminating side is received. The flow is as shown in Figure 9 "Ad-hoc PoC Session establishment on the originating side using on-demand signaling, confirmed case manual answer ".
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Figure 9: Ad-hoc PoC Session establishment on the originating side using on-demand signaling, confirmed case manual answer
The steps of the flow are as follows:

       1.  SIP INVITE request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends a SIP INVITE request to SIP/IP Core A. 

	Request-URI
	sip:PoCConferenceFactoryURI@.networkA.net

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip:PoC-ClientA.networkA.net>;+g.poc.talkburst

	Supported:
	Timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Content-Type:
	multipart/mixed

	
	

	SDP PARAMETERS
	

	Content-Type:
	application/sdp



	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

	
	

	XML MIME BODY
	

	Content-Type:
	application/resource-lists+xml



	Content-Disposition:
	recipient-list



	
	

	
	<?xml version="1.0" encoding="UTF-8"?>

   

	
	<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"                   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

     <list>

       <entry uri="sip:PoC-UserB@networkB.com" />

     </list>

</resource-lists>


2.  SIP 100 "Trying" response (from SIP/IP Core A to PoC Client A) 

The SIP/IP Core A sends a SIP 100 "Trying" response to PoC Client A. 

3.  SIP INVITE request (from SIP/IP Core A to PoC Server A) 

The SIP/IP Core A forwards the SIP INVITE request to the PoC Server A. 

	Request-URI
	sip:PoCConferenceFactoryURI.networkA.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip:PoC-ClientA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Content-Type:
	multipart/mixed

	
	

	SDP PARAMETERS
	

	Content-Type:
	application/sdp



	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1

	
	

	XML MIME BODY
	

	Content-Type:
	application/resource-lists+xml



	Content-Disposition:
	recipient-list



	
	

	
	<?xml version="1.0" encoding="UTF-8"?>

   

	
	<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"                   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

     <list>

       <entry uri="sip:PoC-UserB@networkB.com" />

     </list>

</resource-lists>


4.  SIP 100 "Trying"  response (from PoC Server A to SIP/IP Core A) 

The PoC Server A sends a SIP 100 "Trying" response to the SIP/IP Core A. 

5.  PoC Server A sends SIP INVITE requests towards the Invited PoC Clients

The PoC Server A sends SIP INVITE requests to the Invited PoC Client.
	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


6.   PoC Server A receives SIP 180 "Ringing" response
The PoC Server A receives the SIP 180 "Ringing" response. 
	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


7.  SIP 180 "Ringing"  response (from PoC Server A to SIP/IP Core A)
The PoC Server A sends the SIP 180 "Ringing" response to the SIP/IP Core A. 

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoCConferenceFactoryURI.networkA.net>

	Privacy:
	id

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=1-1>;+g.poc.talkburst;isfocus

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


8.  SIP 180 "Ringing" response (from SIP/IP Core A to PoC Client A) 

The SIP/IP Core A forwards the SIP 180 "Ringing" response to PoC Client A. 

	SIP HEADERS
	

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=1-1>;+g.poc.talkburst;isfocus

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


9.   PoC Server A receives SIP 200 "OK" response
The first SIP 200 "OK" response is received from the terminating PoC network 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Session-Expires:
	1800;refresher=uac

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst 

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	Rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


10.  SIP 200 "OK"  response (from PoC Server A to SIP/IP Core A)
The PoC Server A sends a SIP 200 "OK" response to SIP/IP Core A. (Optionally PoC Server A inserts TBCP Granted indication into the SIP 200 "OK" response). 

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoCConferenceFactoryURI.networkA.net>

	Privacy:
	id {CONTRIBUTORS NOTE: Spec doesn’t mention the Privacy header usage here}

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Session-Expires:
	1800;refresher=uac

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=1-1>;+g.poc.talkburst;isfocus

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	Rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


11.  SIP 200 "OK" response (from SIP/IP Core A to PoC Client A) 

The SIP/IP Core A forwards the SIP 200 "OK" response to PoC Client A. 

	SIP HEADERS
	

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Session-Expires:
	1800;refresher=uac

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=1-1>;+g.poc.talkburst;isfocus

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	Rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


12.  SIP ACK request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends a SIP ACK request to SIP/IP Core A. 

13.  SIP ACK request (from SIP/IP Core A to PoC Server A)
The SIP/IP Core A forwards the SIP ACK request to PoC Server A

A.  TBCP Talk Burst Granted (PoC Server A to PoC Client A) 

The PoC Server A sends TBCP Talk Burst Granted message to PoC Client A. This step do not wait SIP ACK request. 

B.  PoC Client sends RTP Media to PoC Server A 

The PoC Client A sends RTP Media packets to PoC Server A

F.5 Ad-hoc and 1-1 PoC Session establishment On-demand Session

F.5.1 Terminating flow – Manual Answer

PoC Server X invites the PoC Client B to a PoC Session by sending a SIP INVITE request to the terminating SIP/IP Core. 

The signaling sequences in this subclause show the establishment of the Ad-hoc or 1-1 PoC Session using on-demand signaling in the terminating side. As a prerequisite for the on-demand signaling, the PoC Client needs to be registered.

This scenario applies for the On-demand Session case.

This flow shows the signaling sequence for the manual answer case. The flow is as shown in Figure 10 "PoC Session invitation with manual answer".
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Figure 10: PoC Session invitation with manual answer

The steps of the flow are as follows: 

1.  Session invitation has been received to invite PoC Client

2.  SIP INVITE request (from the PoC Server X to SIP/IP Core X) 

PoC Server X sends the SIP INVITE request to SIP/IP Core X. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=1-1>;+g.poc.talkbust; isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


3.  SIP INVITE request (from SIP/IP Core X to SIP/IP Core B) 
SIP/IP Core X forwards the SIP INVITE request to SIP/IP Core B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


4.  SIP INVITE request (from SIP/IP Core B to PoC Server B) 
SIP/IP Core B forwards the SIP INVITE request to PoC Server B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=1-1>;+g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


5.  SIP INVITE request (from PoC Server B to SIP/IP Core B) 
PoC Server B sends a SIP INVITE request to SIP/IP Core B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC_ServerB.networkB.net;session=1-1>;+g.poc.talkburst 

	Supported:
	norefersub,timer

	Session-Expires:
	1800;refresher=uas

	P-Alerting-Mode:
	Manual

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 60333::ddd: ccc:aaa:bbb

	m=
	audio 63776 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:63090

	m=
	Application 60000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


6.  SIP INVITE request (from SIP/IP Core B to PoC Client B) 
SIP/IP Core B forwards the SIP INVITE request to PoC Client B. 
	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC_ServerB.networkB.net;session=1-1>; +g.poc.talkburst

	Supported:
	norefersub,timer

	Session-Expires:
	1800;refresher=uas

	P-Alerting-Mode:
	Manual

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 60333::ddd: ccc:aaa:bbb

	m=
	audio 63776 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:63090

	m=
	Application 60000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


7.  SIP 180 "Ringing"  response (from PoC Client B to SIP/IP Core B)
PoC Client B sends a SIP 180 "Ringing" response to SIP/IP Core B. 

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Contact:
	<sip:PoC-ClientB.networkB.net>;+g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


8.  SIP 180 "Ringing"  response (from SIP/IP Core B to PoC Server B)
SIP/IP Core B forwards the SIP 180 "Ringing" response to PoC Server B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Contact:
	<sip:PoC-ClientB.@networkB..net>; +g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


9.  SIP 180 "Ringing"  response (from PoC Server B to SIP/IP Core B) 

PoC Server B sends a SIP 180 "Ringing" response to SIP/IP Core B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,PRACK, UPDATE, MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


10.  SIP 180 "Ringing"  response (from SIP/IP Core B to SIP/IP Core X)
SIP/IP Core B forwards the SIP 180 "Ringing" response to SIP/IP Core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


11.  SIP 180 "Ringing"  response (from SIP/IP Core X to PoC Server X)
SIP/IP Core X forwards the SIP 180 "Ringing" response to PoC Server X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Server:
	PoC-serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


12.  SIP 200 "OK"  response (from PoC Client B to SIP/IP Core B)
PoC Client B sends a SIP 200 "OK" response to SIP/IP Core B. 

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Session-Expires:
	1800;refresher=uas

	Contact:
	<sip:PoC-ClientB.networkB.net>;+g.poc.talkburst 

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 75555::eee:aaa:fff:bbb

	m=
	audio 75575 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:75000

	m=
	application 75590 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


13.  SIP 200 "OK"  response (from SIP/IP Core B to PoC Server B) 

SIP/IP Core B forwards the SIP 200 "OK" response to PoC Server B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Session-Expires:
	1800;refresher=uas

	Contact:
	<sip:PoC-ClientB.networkB.net>;+g.poc.talkburst 

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 75555::eee:aaa:fff:bbb

	m=
	audio 75575 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:75000

	m=
	application 75590 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


14.  SIP 200 "OK"  response (from PoC Server B to SIP/IP Core B) 

PoC Server B sends a SIP 200 "OK" response to SIP/IP Core B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Session-Expires:
	1800;refresher=uas

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst 

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


15.  SIP 200 "OK"  response (from SIP/IP Core B to SIP/IP Core X)
SIP/IP Core B forwards the SIP 200 "OK" response to SIP/IP Core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Session-Expires:
	1800;refresher=uas

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst 

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


16.  SIP 200 "OK"  response (from SIP/IP Core X to PoC Server X)
SIP/IP Core X forwards the SIP 200 "OK" response to PoC Server X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Server:
	PoC-serv/OMA1.0

	Session-Expires:
	1800;refresher=uas

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst 

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


A. TBCP Talk Burst Taken message (from PoC Server X to PoC Server B).
The TBCP Talk Burst Taken message is sent to inform the PoC Client B that another PoC Client has been granted to send a Talk Burst. The message contains the identity of the PoC User that has been granted to send a Talk Burst.

B. TBCP Talk Burst Taken message (from PoC Server B to PoC Client B).
The TBCP Talk Burst Taken message is sent to inform the PoC Client B that another PoC Client has been granted to send a Talk Burst. The message contains the identity of the PoC User that has been granted to send a Talk Burst.

17.  SIP ACK request (from PoC Server X to SIP/IP Core X) 

PoC Server X sends a SIP ACK request to SIP/IP Core X.

18.  SIP ACK request (from SIP/IP Core X to SIP/IP Core B) 

SIP/IP Core X forwards the SIP ACK request to SIP/IP Core B. 

19.  SIP ACK request (from SIP/IP Core B to PoC Server B) 

SIP/IP Core B forwards the  SIP ACK request to PoC Server B.

20.  SIP ACK request (from PoC Server B to SIP/IP Core B) 

PoC Server B sends a SIP ACK request to SIP/IP Core B. 

21.  SIP ACK request (from SIP/IP Core B to PoC Client B) 

SIP/IP Core B forwards the  SIP ACK request to PoC Client B.

F.5.2 Terminating flow – Automatic Answer

This flow shows the automatic answer case for the On-demand Session case. The flows in Figure 11 "PoC Session invitation with automatic answer" shows the message flow for the scenario.
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Figure 11: PoC Session invitation with automatic answer

The steps of the flow are as follows:

1. Session invitation has been received to invite PoC Client
2.  SIP INVITE request (from PoC Server X to SIP/IP Core X)

PoC Server X sends the SIP INVITE request to SIP/IP Core X

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=adhoc>; +g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


3.  SIP INVITE request (from SIP/IP Core X to SIP/IP Core B) 
SIP/IP Core X forwards the SIP INVITE request to SIP/IP Core B

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=adhoc>; +g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


4.  SIP INVITE request (from SIP/IP Core B to PoC Server B) 
SIP/IP Core B forwards the SIP INVITE request to PoC Server B. 

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Referred-By:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=adhoc>; +g.poc.talkburst;isfocus

	Supported:
	100rel,norefersub,timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


       5.  SIP INVITE request (from PoC Server B to SIP/IP Core B) 

PoC Server B sends a SIP INVITE request to SIP/IP Core B.

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC_ServerB.networkB.net;session=adhoc>; +g.poc.talkburst



	Supported:
	norefersub,timer

	Session-Expires:
	1800;refresher=uas

	P-Alerting-Mode:
	MAO

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 60333::ddd: ccc:aaa:bbb

	m=
	audio 63776 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:63090

	m=
	Application 60000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


       6.  SIP INVITE request (from SIP/IP Core B to PoC Client B) 
SIP/IP Core B forwards the SIP INVITE request to PoC Client B.

	Request-URI
	sip:PoC-UserB@networkB.net

	
	

	SIP HEADERS
	

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC_ServerB.networkB.net;session=adhoc>; +g.poc.talkburst

	Supported:
	norefersub,timer

	Session-Expires:
	1800;refresher=uas

	P-Alerting-Mode:
	MAO

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK,UPDATE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 60333::ddd: ccc:aaa:bbb

	m=
	audio 63776 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:63090

	m=
	Application 60000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


7.  SIP 183 "Session Progress"  response (from PoC Server B to SIP/IP Core B)
PoC Server B sends a SIP 183 "Session Progress" response to SIP/IP Core B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	100rel

	Server:
	PoC-Serv/OMA1.0 

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


8.  SIP 183 "Session Progress"  response (from SIP/IP Core B to SIP/IP Core X) 

SIP/IP Core B forwards the SIP 180 "Session Progress" response to SIP/IP Core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-tUserB@networkB.net>

	Privacy:
	id

	Require:
	100rel

	Server:
	PoC-Serv/OMA1.0

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>; +g.poc.talkburst

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


9.  SIP 183 "Session Progress"  response (from SIP/IP Core X to PoC Server X) 

SIP/IP Core X forwards the SIP 183 "Session Progress" response to PoC Server X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	100rel

	Server:
	PoC-Serv/OMA1.0 

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>; +g.poc.talkburst

	P-Answer-State:
	Unconfirmed

	Allow:
	INVITE,ACK,CANCEL,BYE, PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH


10.  SIP PRACK request (from PoC Server X to SIP/IP Core X) 

If PoC Server B requested SIP 183 "Session progress" response to be sent reliably, PoC Server X sends a SIP PRACK request to the SIP/IP Core X. 

	Request-URI
	sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net

	
	


11. SIP PRACK request (from SIP/IP Core X to SIP/IP Core B) 
SIP/IP Core X forwards the SIP PRACK request to SIP/IP Core B. 

	Request-URI
	sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net

	
	


12.  SIP PRACK request (from SIP/IP Core B to PoC Server B) 
SIP/IP Core B forwards SIP PRACK request to PoC Server B. 

	Request-URI
	sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net

	
	


13.  SIP 200 "OK"  response to the SIP PRACK request (from PoC Server B to SIP/IP Core B) 

PoC Server B sends a SIP 200 "OK" response to SIP/IP Core B.

14.  SIP 200 "OK"  response to the SIP PRACK request (from SIP/IP Core B to SIP/IP Core X)
SIP/IP Core B forwards the SIP 200 "OK" response to SIP/IP core X. 

15.  SIP 200 "OK"  response to the SIP PRACK request (from SIP/IP Core X to PoC Server X)
SIP/IP Core X forwards the SIP 200 "OK" response to PoC Server X. 

16.  SIP 200 "OK"  response to the SIP INVITE request (from PoC Client B to SIP/IP Core B)
PoC Client B sends a SIP 200 "OK" response to SIP/IP Core B. 

	SIP HEADERS
	

	To:
	“PoC User B”<sip:PoC-ClientB.networkB.net>

	Privacy:
	id

	Server:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Contact:
	<sip:PoC-ClientB.networkB.net >;+g.poc.talkburst 

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 75555::eee:aaa:fff:bbb

	m=
	audio 75575 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:75000

	m=
	application 75590 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


17.  SIP 200 "OK"  response to the SIP INVITE request (from SIP/IP Core B to PoC Server B) 

SIP/IP Core B forwards the SIP 200 "OK" response to PoC Server B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-UserB@networkB.net>

	To:
	“PoC User B”<sip:PoC-ClientB.networkB.net>

	Privacy:
	id

	Server:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Contact:
	<sip:PoC-ClientB.networkB.net >;+g.poc.talkburst

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE, SUBSCRIBE, NOTIFY, PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 75555::eee:aaa:fff:bbb

	m=
	audio 75575 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:75000

	m=
	application 75590 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


18.  SIP 200 "OK"  response to the SIP INVITE request (from PoC Server B to SIP/IP Core B) 

PoC Server B sends a SIP 200 "OK" response to SIP/IP Core B. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Server:
	PoC-Serv/OMA1.0 

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst

	P-Answer-State:
	Confirmed

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


19.  SIP 200 "OK"  response to the SIP INVITE request (from SIP/IP Core B to SIP/IP Core X)
SIP/IP Core B forwards the SIP 200 "OK" response to SIP/IP Core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	To:
	“PoC User B”<sip:PoC-ClientB.networkB.net>

	Privacy:
	id

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Server:
	PoC-Serv/OMA1.0 

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst

	P-Answer-State:
	Confirmed

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


20.  SIP 200 "OK"  response to the SIP INVITE request (from SIP/IP Core X to PoC Server X)
SIP/IP Core X forwards the SIP 200 "OK" response to PoC Server X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User B" <sip:PoC-UserB@networkB.net>

	Privacy:
	id

	Require:
	timer

	Session-Expires:
	1800;refresher=uas

	Server:
	PoC-Serv/OMA1.0 

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerB.networkB.net>;+g.poc.talkburst

	P-Answer-State:
	Confirmed

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 99055::fff:aaa:eee:bbb

	m=
	audio 99006 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:90000

	m=
	application 90000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2;timestamp=1


A. TBCP Talk Burst Taken message (from the PoC Server X to the PoC Server B).
The TBCP Talk Burst Taken message is sent to inform the PoC Client B that another PoC Client has been granted to send a Talk Burst. The message contains the identity of PoC User at the granted PoC Client.

B. TBCP Talk Burst Taken message (from the PoC Server B to the PoC Client B).
The TBCP Talk Burst Taken message is sent to inform the PoC Client B that another PoC Client has been granted to send a Talk Burst. The message contains the identity of PoC User at the granted PoC Client.

21.  SIP ACK request (from PoC Server X to SIP/IP Core X) 

PoC Server X sends a SIP ACK request to SIP/IP Core X. 

22.  SIP ACK request (from SIP/IP Core X to SIP/IP Core B) 

SIP/IP Core X forwards the SIP ACK request to SIP/IP Core B. 

23.  SIP ACK request (from SIP/IP Core B to PoC Server B) 

SIP/IP Core B forwards the  SIP ACK request to PoC Server B. 

24.  SIP ACK request (from PoC Server B to SIP/IP Core B) 

PoC Server B sends a SIP ACK request to SIP/IP Core B. 

25.  SIP ACK request (from SIP/IP Core B to PoC Client B) 

SIP/IP Core B forwards the  SIP ACK request to PoC Client B. 

F.6 Rejoin a Pre-arranged PoC Group Session

F.6.1 Using on-demand signaling

The signaling flow is valid for rejoining a Pre-arranged PoC Group Session.

Prerequisites for the signaling flow are that the PoC Client has previously been a Participant in the Pre-arranged PoC Group Session and that the Pre-arranged PoC Group Session is still ongoing.
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Figure 12
 "Rejoin a Pre-arranged PoC Group Session" shows the signaling flow for the scenario
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Figure 12: Rejoin a Pre-arranged PoC Group Session

The steps of the flows are as follows:

1. SIP INVITE request (from PoC Client A to SIP/IP Core A) 
The PoC Client receives a request from a PoC User to rejoin a Pre-arranged PoC Group Session and sends a SIP INVITE request to the SIP/IP Core A. The SIP INVITE request includes the PoC Session Identity in the Request-URI.

	Request-URI
	sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=prearranged

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip:PoC-ClientA@networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	Rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


2. SIP 100 "Trying" response (from SIP/IP Core A to PoC Client A) 
The SIP/IP Core A sends a SIP 100 "Trying" response to the PoC Client A.

3. SIP INVITE request (from SIP/IP Core A to PoC Server A) 
 The SIP/IP Core A sends the SIP INVITE request to the PoC Server A.

	Request-URI
	sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=prearranged

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip:PoC-ClientA@networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	Rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


4. SIP 100 "Trying" response (from PoC Server A to SIP/IP Core A) 
The PoC Server A sends a SIP 100 "Trying" response to the SIP/IP Core A.

5. SIP INVITE request (from PoC Server A to SIP/IP Core A) 
Using the PoC Session Identity the PoC Server A determines that the Pre-arranged  PoC Group Session is owned by another PoC Server and sends the SIP INVITE request to the SIP/IP Core A. The SIP INVITE request includes the PoC Session Identity in the Request-URI.

	Request-URI
	sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=prearranged

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	Rtpmap:97 AMR

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


6. SIP 100 "Trying" response (from SIP/IP Core A to PoC Server A) 
The SIP/IP Core A sends a SIP 100 "Trying" response to the PoC Server A.

7. SIP INVITE request (from SIP/IP Core A to SIP/IP Core X) 
Based on the PoC Session Identity in the Request-URI the SIP/IP Core A sends the SIP INVITE request to the SIP/IP Core X.

	Request-URI
	sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=prearranged



	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip: PoC-SessionABCDEF@PoC-ServerA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	Rtpmap:97 AMR

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


8. SIP 100 "Trying" response (from SIP/IP Core X to SIP/IP Core A) 
The SIP/IP Core X sends a SIP 100 "Trying" response to the SIP/IP Core A.

9. SIP INVITE request (from SIP/IP Core X to PoC Server X) 
 The SIP/IP Core X sends the SIP INVITE request to the PoC Server X.

	Request-URI
	sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=prearranged



	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip: PoC-SessionABCDEF@PoC-ServerA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	Rtpmap:97 AMR

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


10. SIP 100 "Trying" response (from PoC Server X to SIP/IP Core X) 
The PoC Server X sends the SIP 100 "Trying" response to the SIP/IP Core X.

11. SIP 200 "OK" response (from PoC Server X to SIP/IP Core X)
The PoC Server X authorizes the PoC Client A to rejoin to the Pre-arranged PoC Group Session and sends the SIP 200 "OK" response to the SIP/IP Core X.

	SIP HEADERS
	

	P-Asserted-Identity:
	"OMA Golf Buddies" <sip:OMA-Golf-buddies @networkX.net;session=prearranged>

	Contact:
	<sip:PoC-SessionABCDEF%PoC-SessionABCDEF@PoC-ServerX.net%@networkX.net;session=prearranged>;+g.poc.talkburst;isfocus

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 96666::eee: aaa:bbb:fff

	m=
	audio 96525 RTP/AVP 98

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:96000

	m=
	application 96000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


12. SIP 200 "OK" response (from SIP/IP Core X to SIP/IP Core A)
The SIP/IP Core X sends the SIP 200 "OK" response to the SIP/IP Core A.

	SIP HEADERS
	

	P-Asserted-Identity:
	"OMA Golf Buddies" <sip:OMA-Golf-buddies @networkX.net;session=prearranged>

	Contact
	<sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=prearranged>;+g.poc.talkburst;isfocus

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 96666::eee: aaa:bbb:fff

	m=
	audio 96525 RTP/AVP 98

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:96000

	m=
	application 96000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


13. SIP 200 "OK" response (from SIP/IP Core A to PoC Server A)
The SIP/IP Core A sends the SIP 200 "OK" response to the PoC Server A.

	SIP HEADERS
	

	P-Asserted-Identity:
	"OMA Golf Buddies" <sip:OMA-Golf-buddies @networkX.net;session=prearranged>

	Contact
	<sip: PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=prearranged>;+g.poc.talkburst;isfocus

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 96666::eee: aaa:bbb:fff

	m=
	audio 96525 RTP/AVP 98

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:96000

	m=
	application 96000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


14. SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)
The PoC Server A sends the SIP 200 "OK" response to SIP/IP Core A.

	SIP HEADERS
	

	P-Asserted-Identity:
	"OMA Golf Buddies" <sip:OMA-Golf-buddies @networkX.net;session=prearranged>

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=prearranged>;+g.poc.talkburst

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 98

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


15. SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)
The SIP/IP Core A sends the SIP 200 "OK" response to the PoC Client A. 

	SIP HEADERS
	

	P-Asserted-Identity:
	"OMA Golf Buddies" <sip:OMA-Golf-buddies @networkX.net;session=prearranged>

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net;session=prearranged>;+g.poc.talkburst



	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 98

	a=
	Rtpmap:98 EVRC/8000

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


A.
TBCP Talk Burst Taken message (from PoC Server X to PoC Server A)
The PoC Server X sends a TBCP Talk Burst Taken message to the PoC Server A.  TB Taken is sent only in the case that another PoC Client has permission to speak.. 

B.
TBCP Talk Burst Taken message (from PoC Server A to PoC Client A)
The PoC Server A sends the TBCP Talk Burst Taken message to the PoC Client A.

C.
RTP Media from PoC Server X to PoC Server A
The PoC Server A sends the RTP Media to the PoC Server A.

D.
RTP Media from PoC Server A to PoC Client A
The PoC Server A sends the RTP Media to the PoC Client X.

16. SIP ACK request (PoC Client A to SIP/IP Core A) 


The PoC Client A acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP Core A.

17. SIP ACK request (SIP/IP Core A to PoC Server A) 


The SIP/IP Core A forwards the SIP ACK request to the PoC Server A. 

18. SIP ACK request (PoC Server A to SIP/IP Core A) 


The PoC Server A forwards the SIP ACK request to the SIP/IP Core A. 

19. SIP ACK request (SIP/IP Core A to SIP/IP Core X) 


The SIP/IP Core A forwards the SIP ACK request to the SIP/IP Core X. 

20. SIP ACK request (SIP/IP Core X to PoC Server X) 


The SIP/IP Core X forwards the SIP ACK request to the PoC Server X. 

F.7 Joining a Chat PoC Group Session

F.7.1 Using on-demand signaling

This subclause describes the successful joining to an ongoing Chat PoC Group PoC Session using On-demand signaling.

NOTE:
The signaling flow is valid for joining a Chat PoC Group Session. [image: image12]
Figure 13
 "Joining a Chat PoC Group Session" shows the signaling flow for the scenario:
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Figure 13: Joining a Chat PoC Group Session.

The steps of the flows are as follows:

1. SIP INVITE request (from PoC Client A to SIP/IP Core A)
The PoC Client receives a request from the PoC User to join a Chat Group PoC Session and sends a SIP INVITE request to the SIP/IP Core A. The SIP INVITE request includes the Chat PoC Group Identity in the Request-URI.

	Request-URI
	sip:OMA-Golf-buddies@networkX.net;session=chat



	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip:PoC-ClientA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


2. SIP 100 "Trying" response (from SIP/IP Core A to PoC Client A) 
The SIP/IP Core A sends a SIP 100 "Trying" response to the PoC Client A.

3. SIP INVITE request (from SIP/IP Core A to PoC Server A) 
The SIP/IP Core A sends the SIP INVITE request to the PoC Server A.

	Request-URI
	sip:OMA-Golf-buddies@networkX.net;session=chat

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Privacy:
	id

	Contact:
	<sip:PoC-ClientA networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	
	

	c=
	IN IP6 5555::aaa:bbb:ccc:ddd

	m=
	audio 3456 RTP/AVP 97

	a=
	rtpmap:97 AMR

	a=
	rtcp:5560

	m=
	application 2000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


4. SIP 100 "Trying" response (from PoC Server A to SIP/IP Core A) 
The PoC Server A sends a SIP 100 "Trying" response to the SIP/IP Core A.

5. SIP INVITE request (from PoC Server A to SIP/IP Core A) 
Using the PoC Group Identity the PoC Server A determines that the Chat PoC Group is owned by another PoC Server and sends the SIP INVITE request to the SIP/IP Core A. The SIP INVITE request includes the Chat PoC Group Identity in the Request-URI.

	Request-URI
	sip:OMA-Golf-buddies@networkX.net;session=chat

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


6. SIP 100 "Trying" response (from SIP/IP Core A to PoC Server A) 
The SIP/IP Core A sends a SIP 100 "Trying" response to the PoC Server A.

7. SIP INVITE request (from SIP/IP Core A to SIP/IP Core X) 
Based on the Chat PoC Group Identity in the Request-URI the SIP/IP Core A sends the SIP INVITE request to the SIP/IP Core X.

	Request-URI
	sip:OMA-Golf-buddies@networkX.net;session=chat

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


8. SIP 100 "Trying" response (from SIP/IP Core X to SIP/IP Core A) 
The SIP/IP Core X sends a SIP 100 "Trying" response to the SIP/IP Core A.

9. SIP INVITE request (from SIP/IP Core X to PoC Server X) 
The SIP/IP Core X sends the SIP INVITE request to the PoC Server X.

	Request-URI
	sip:OMA-Golf-buddies@networkX.net;session=chat

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-serv/OMA1.0

	Privacy:
	id

	Contact:
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net>;+g.poc.talkburst

	Supported:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 50555::ccc:ddd:aaa:bbb

	m=
	audio 53456 RTP/AVP 97 98

	a=
	rtpmap:97 AMR

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:53080

	m=
	Application 50000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


10. SIP 100 "Trying" response (from PoC Server X to SIP/IP Core X) 
The PoC Server X sends the SIP 100 "Trying" response to the SIP/IP Core X.

11. SIP 200 "OK" response (from PoC Server X to SIP/IP Core X)
The PoC Server X authorizes the PoC Client A to rejoin to the Chat PoC Group Session and sends the SIP 200 "OK" response to the SIP/IP Core X.

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:OMA-Golf-buddies@networkX.net;session=chat>

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=chat>;+g.poc.talkburst;isfocus

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 96666::eee: aaa:bbb:fff

	m=
	audio 96525 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:96000

	m=
	application 96000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


12. SIP 200 "OK" response (from SIP/IP Core X to SIP/IP Core A)
The SIP/IP Core X sends the SIP 200 "OK" response to the SIP/IP Core A.

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:OMA-Golf-buddies@networkX.net;session=chat>

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=chat>;+g.poc.talkburst;isfocus

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 96666::eee: aaa:bbb:fff

	m=
	audio 96525 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:96000

	m=
	application 96000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


13. SIP 200 "OK" response (from SIP/IP Core A to PoC Server A)
The SIP/IP Core A sends the SIP 200 "OK" response to the PoC Server A.

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:OMA-Golf-buddies@networkX.net;session=chat>

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerX.networkX.net;session=chat>;+g.poc.talkburst;isfocus

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 96666::eee: aaa:bbb:fff

	m=
	audio 96525 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:96000

	m=
	application 96000 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


14. SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)
The PoC Server A sends the SIP 200 "OK" response to SIP/IP Core A.

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:OMA-Golf-buddies@networkX.net;session=chat>

	Contact
	<sip:PoC-SessionABCDEF@ PoC-ServerA.networkA.net ;session=chat>;+g.poc.talkburst

	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


15. SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)
The SIP/IP Core A sends the SIP 200 "OK" response to the PoC Client A.
	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:OMA-Golf-buddies@networkX.net;session=chat>

	Contact
	<sip:PoC-SessionABCDEF@PoC-ServerA.networkA.net ;session=chat>;+g.poc.talkburst



	Server:
	PoC-serv/OMA1.0

	Require:
	timer

	Session-Expires:
	1800;refresher=uac

	Allow:
	INVITE,ACK,CANCEL,BYE,PRACK, UPDATE, REFER,MESSAGE,SUBSCRIBE, NOTIFY,PUBLISH

	Supported:
	norefersub

	
	

	SDP PARAMETERS
	

	c=
	IN IP6 57777::eee:fff:aaa:bbb

	m=
	audio 57787 RTP/AVP 98

	a=
	rtpmap:98 EVRC/8000

	a=
	rtcp:57000

	m=
	application 57790 udp TBCP

	a=
	fmtp:TBCP queuing=1; tb_priority=2; timestamp=1


A.TBCP Talk Taken message (from PoC Server X to PoC Server A)


The PoC Server X sends a TBCP Talk Burst Taken message to the PoC Server A.

B.
TBCP Talk Burst Taken message (from PoC Server A to PoC Client A)


The PoC Server A sends the TBCP Talk Burst Taken message to the PoC Client A. 

16. SIP ACK request (PoC Client A to SIP/IP Core A) 


The PoC Client A acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP Core A.

17. SIP ACK request (SIP/IP Core A to PoC Server A) 


The SIP/IP Core A forwards the SIP ACK request to the PoC Server A. 

18. SIP ACK request (PoC Server A to SIP/IP Core A) 


PoC Server A forwards the SIP ACK request to SIP/IP Core A. 

19. SIP ACK request (SIP/IP Core A to SIP/IP Core X) 


The SIP/IP Core A forwards the SIP ACK request to the SIP/IP Core X. 

20. SIP ACK request (SIP/IP Core X to PoC Server X) 


The SIP/IP Core X forwards the SIP ACK request to the PoC Server X. 

F.14 Event Subscriptions

This subclause shows an example on how one PoC User subscribes to Group event information during an ongoing PoC Group Session. The flow is as shown in Figure 25 "A Participant at the PoC Client A subscribes to event information".
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Figure 25: A Participant at the PoC Client A subscribes to event information

The steps of the flows are as follows:

1.
The PoC Client A sends the SIP SUBSCRIBE request to the SIP/IP Core. The SIP request includes the PoC Group Identity of the PoC Group or the ad-hoc PoC Session Identity in the Request-URI and an Accept-Contact header with the feature-tag '+g.poc.talkburst'.

	Request-URI
	sip:OMA-Golf-buddies@networkX.net

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	Contact:
	<sip:PoC-ClientA@networkA.net>

	Event:
	conference

	Subscription-State: 
	active;expires=3600


2.
The SIP/IP Core sends the SIP SUBSCRIBE request to the PoC Server A performing the Particpating PoC Function based on the feature-tag'+g.poc.talkburst'  in the Accept-Contact header. 

	Request-URI
	sip:OMA-Golf-buddies@networkX.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	Contact:
	<sip:PoC-ClientA@networkA.net>

	Event:
	conference

	Subscription-State: 
	active;expires=3600


3.
The PoC Server A performing the Particpating PoC Function does not recognise the PoC Group Identity as its own and sends the SIP SUBSCRIBE request to the SIP/IP Core. 

	Request-URI
	sip:OMA-Golf-buddies@networkX.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-serv/OMA1.0

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	Contact:
	<sip:PoC-ServerA@networkA.net>

	Event:
	conference

	Subscription-State: 
	active;expires=3600


4.
The SIP/IP Core sends the SIP SUBSCRIBE request to the SIP/IP Core X based on the Request-URI. 

	Request-URI
	sip:OMA-Golf-buddies@networkX.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-serv/OMA1.0

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	Contact:
	<sip:PoC-ServerA@networkA.net>

	Event:
	conference

	Subscription-State: 
	active;expires=3600


5.
The SIP/IP Core X sends the SIP SUBSCRIBE request to the PoC Server X performing the Controlling PoC Function based on the PoC Group Identity in the Request-URIand the feature-tag 'g.poc.talkburst' in the Accept-Contact header. The PoC Server X authorizes the PoC User at the PoC Client A to receive event information. The authorization may, for example, be based on membership in the PoC Group, number of PoC Users already subscribing to the event information or if the PoC User is a Participant in the ongoing PoC Session. 

	Request-URI
	sip:OMA-Golf-buddies@networkX.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-serv/OMA1.0

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	Contact:
	<sip:PoC-ServerA@networkA.net>

	Event:
	conference

	Subscription-State: 
	active;expires=3600


6. The PoC Server X authorizes the PoC User at the PoC Client A to receive event information. The authorization may, for example, be based on membership in the PoC Group, number of PoC Users already subscribing to the event information or if the PoC User is a Participant in the ongoing PoC Session.

7. 
The authorization is successful and the PoC Server X (performing the Controlling PoC Function) sends the SIP 200 "OK" response to the SIP SUBSCRIBE request to SIP/IP Core X. 

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-ServerX@networkX.net>

	Server:
	PoC-serv/OMA1.0

	Supported:
	norefersub


8.  SIP/IP Core X forwards the SIP 200 "OK" response to SIP/IP Core A

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-ServerX@networkX.net>

	Server:
	PoC-serv/OMA1.0

	Supported:
	norefersub


9. SIP/IP Core A forwards the SIP 200 "OK" response to PoC Server A

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-ServerX@networkX.net>

	Server:
	PoC-serv/OMA1.0

	Supported:
	norefersub


10. PoC Server A forwards the SIP 200 "OK" response to SIP/IP Core A

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-ServerX@networkX.net>

	Server:
	PoC-serv/OMA1.0

	Supported:
	norefersub


11. SIP/IP Core A forwards the SIP 200 "OK" response to PoC Client A

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-ServerX@networkX.net>

	Server:
	PoC-serv/OMA1.0

	Supported:
	norefersub


12. 
The PoC Server X performing the Controlling PoC Function collects information about all Participants in the PoC Session and sends a complete list of all Participants (referred to as a "full" output in the conference event package) in a SIP NOTIFY request to SIP/IP Core X. 

	Request-URI
	sip:PoC-ServerA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="full"  version="1">

<users>

<user entity="sip:PoC-UserB@networkB.net" state="full">

<display-text>PoC User B</display-text>

<endpoint entity="sip: PoC-ClientB@networkB.net">

<status>connected</status>

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>connected</status>

<user entity="sip:anonymous@networkD.net" state="full">

<display-text>Anonymous User</display-text>

<endpoint entity="sip:anonymous@networkD.net">

<status>connected</status>

</user>




13.  SIP/IP Core X forwards the SIP NOTIFY request to SIP/IP Core A

	Request-URI
	sip:PoC-ServerA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="full"  version="1">

<users>

<user entity="sip:PoC-UserB@networkB.net" state="full">

<display-text>PoC User B</display-text>

<endpoint entity="sip: PoC-ClientB@networkB.net">

<status>connected</status>

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>connected</status>

<user entity="sip:anonymous@networkD.net" state="full">

<display-text>Anonymous User</display-text>

<endpoint entity="sip:anonymous@networkD.net">

<status>connected</status>

</user>




14. SIP/IP Core A forwards the SIP NOTIFY request to PoC Server A

	Request-URI
	sip:PoC-ServerA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="full"  version="1">

<users>

<user entity="sip:PoC-UserB@networkB.net" state="full">

<display-text>PoC User B</display-text>

<endpoint entity="sip: PoC-ClientB@networkB.net">

<status>connected</status>

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>connected</status>

<user entity="sip:anonymous@networkD.net" state="full">

<display-text>Anonymous User</display-text>

<endpoint entity="sip:anonymous@networkD.net">

<status>connected</status>

</user>




15. PoC Server A forwards the SIP NOTIFY request to SIP/IP Core A

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerA@networkA.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="full"  version="1">

<users>

<user entity="sip:PoC-UserB@networkB.net" state="full">

<display-text>PoC User B</display-text>

<endpoint entity="sip: PoC-ClientB@networkB.net">

<status>connected</status>

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>connected</status>

<user entity="sip:anonymous@networkD.net" state="full">

<display-text>Anonymous User</display-text>

<endpoint entity="sip:anonymous@networkD.net">

<status>connected</status>

</user>




16. SIP/IP Core A forwards the SIP NOTIFY request to PoC Client A

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerA@networkA.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="full"  version="1">

<users>

<user entity="sip:PoC-UserB@networkB.net" state="full">

<display-text>PoC User B</display-text>

<endpoint entity="sip: PoC-ClientB@networkB.net">

<status>connected</status>

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>connected</status>

<user entity="sip:anonymous@networkD.net" state="full">

<display-text>Anonymous User</display-text>

<endpoint entity="sip:anonymous@networkD.net">

<status>connected</status>

</user>




17.  
The PoC Client A sends the SIP 200 "OK" response to the SIP NOTIFY request to SIP/IP Core A. 

18. SIP/IP Core A forwards the SIP 200 "OK" response to PoC Server A

19. PoC Server A forwards the SIP 200 "OK" response to SIP/IP Core A

20.  SIP/IP Core A forwards the SIP 200 "OK" response to SIP/IP Core X

21. SIP/IP Core X forwards the SIP 200 "OK" response to PoC Server X

NOTE:
The steps 22-32 only happen if the subscription is active.

22. Participant PoC Client C leaves the PoC Session.

23.    The PoC Server X performing the Controlling PoC Function sends a SIP NOTIFY request to SIP/IP Core X. This time only information about the Participant leaving the PoC Session is sent (referred to by the conference event package as a "partial" output). 

	Request-URI
	sip:PoC-ServerA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="partial"  version="1">

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>disconnected</status>

 </user>




24.  SIP/IP Core X forwards the SIP NOTIFY request to SIP/IP Core A

	Request-URI
	sip:PoC-ServerA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="partial"  version="1">

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>disconnected</status>

 </user>




25. SIP/IP Core A forwards the SIP NOTIFY request to PoC Server A

	Request-URI
	sip:PoC-ServerA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="partial"  version="1">

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>disconnected</status>

 </user>




26. PoC Server A forwards the SIP NOTIFY request to SIP/IP Core A

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerA@networkA.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="partial"  version="1">

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>disconnected</status>

 </user>




27. SIP/IP Core A forwards the SIP NOTIFY request to PoC Client A

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerA@networkA.net >

	Event:
	conference

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <conference xmlns="urn:ietf:params:xml:ns:conference-info"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:ietf:params:xml:ns:conference-info">

<conference-info entity=

"sip: OMA-Golf-buddies@networkX.net " state="partial"  version="1">

<user entity="sip:PoC-UserC@networkC.net" state="full">

<display-text>PoC User C</display-text>

<endpoint entity="sip: PoC-ClientC@networkC.net">

<status>disconnected</status>

 </user>




28. 
The PoC Client A sends the SIP 200 "OK" response to the SIP NOTIFY request to SIP/IP Core A. 

29. SIP/IP Core A forwards the SIP 200 "OK" response to PoC Server A

30. PoC Server A forwards the SIP 200 "OK" response to SIP/IP Core A

31.  SIP/IP Core A forwards the SIP 200 "OK" response to SIP/IP Core X

32. SIP/IP Core X forwards the SIP 200 "OK" response to PoC Server X

SIP/IP Core A
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