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1 Reason for Contribution

This contribution proposed texts to the AD for the Storage and Recording Entity.
2 Summary of Contribution

This contribution proposed new the Storage and Recording Entity into the PoC reference architecture diagram and new definition for the Storage and Recording Entity.
3 Detailed Proposal

***********1st Change – NEW Texts***********
3.1 Definitions

	Media Burst
	Flow of Media from a PoC Client that has the permission to send Media, to PoC Server and/or Storage and Recording Entity and from PoC Server to the receiving PoC Client(s) and/or Storage and Recording Entity. 

	Media Burst Control
	Media Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send Media and Multimedia. 

	Media Type
	Media Types share a characteristic of human perception. Media Types are either realtime or non-realtime, like:

· audio (e.g. speech, music)

· video (without audio component)

· still image

· text (formatted and non-formatted)

· file

	PoC Box
	It is an instance of Store and Recording Entity.  It can be a network based or PoC Client based.

	Storage and Recording Entity.
	The entity to store Media Bursts and related information (e.g. date & time, sender identity, Participant information) upon request of a PoC User or PoC Server.


*********** 2nd Next Change – update in the diagram *************

5. Architecture

In PoC 1.0, PoC Client and PoC Server use and interact with certain enablers as shown in the Figure 1 “Logical architecture of PoC”. 
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Figure 2:  Logical architecture of PoC.

The XML Document Management service enabler is described in [XDM AD].  The XDM functional entities are the Aggregation Proxy (as specified in subclause 6.2.3 “Aggregation Proxy”) and Shared XDMS (as specified in subclause 6.2.2 “Shared XML Document Management Server (XDMS)”).  The PoC Server interacts with the Shared XDMS over the POC-2, XDM-2, and POC-5 reference points.

The Presence service enabler is described in [Presence AD].  The Presence functional entities are the Presence Server (as specified in subclause 6.2.4 “Presence Server”), Presence Source (as specified in subclause 6.2.5 “Presence Source”), and Watcher (as specified in subclause 6.2.6 “Watcher”).  The PoC Server can assume the role of a Presence Source and/or Watcher, and interacts with the Presence Server over the POC-2 and PRS-3 reference points. The PoC service interactions with Presence service functionality are further specified in subclause 8.17 “Presence”.

Discovery/Registry functionality is described in the subclauses 8.5 “Registration”. The Authentication/Authorization is described in the subclause 8.7 “Security”. Charging functionality is described in the subclause 8.15 “Charging”. Security is described in the subclause 8.7 “Security”. Provisioning functionality is described in the subclause 8.24 “PoC service provisioning”. 
Figure 4: PoC architecture” describes the functional entities and reference points that are involved in the support of the PoC service.
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Note: There are other interfaces in addition to those shown on the figure.

Figure 3: PoC architecture

	Reference

Point
	Usage
	Protocol

	POC-1
	PoC Client to SIP/IP Core Session signalling
	SIP

	POC-2
	SIP/IP Core to PoC Server Session signalling
	SIP

	POC-3
	Media and Talk Burst Control
	RTP

RTCP

The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.  

	POC-4
	Media and Talk Burst Control between networks
	RTP

RTCP

The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.  

	POC-5
	Shared XDMS to PoC Server
	XCAP

	POC-6
	SIP/IP Core to PoC XDMS
	SIP

	POC-7
	PoC XDMS to Aggregation proxy
	XCAP

	POC-8
	PoC Server to PoC XDMS
	XCAP

	POC-9
	PoC Server to Storage and Recording Entity Session Signalling
Media and Talk Burst Control
	SIP

RTP

RTCP

The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol

NOTE: this reference point contains a modified of POC-3 functionality and added new functionality specifically for Storage and Recording Entity.

	XDM-1
	XDMC to SIP/IP Core
	See [XDM AD]

	XDM-2
	Shared XDMS to SIP/IP Core
	See [XDM AD]

	XDM-3
	XDMC to Aggregation Proxy 
	See [XDM AD]

	XDM-4
	Aggregation Proxy to the Shared XDMS
	See [XDM AD]

	PRS-1
	Presence Source to SIP/IP Core
	See [Presence AD]

	PRS-2
	Watcher to SIP/IP Core
	See [Presence AD]

	PRS-3
	SIP/IP Core to Presence Server
	See [Presence AD]

	PRS-5
	Shared XDMS to Presence Server
	See [Presence AD]

	IP-1
	Session signalling between networks
	SIP

	DM-1
	DM Client to DM Server 
	See [OMA-DM]


Table 1: Reference points and associated protocols.

PoC SHALL utilize SIP/IP Core based on capabilities from IMS as specified in 3GPP (Error! Reference source not found.) and 3GPP2 (Error! Reference source not found.). 

********************* Next Change – NEW Texts****************

6.2.x Storage and Recording Entity (e.g. PoC Box)

The Storage and Recording Entity (e.g. PoC Box) SHALL perform the following functions:

· Participate in a PoC session  initiated by the PoC Client or the PoC Server 

· Inform the PoC Client or PoC Server which initiated the PoC Session  that a Storage and Recording Entity (e.g. PoC Box) has been added to the PoC Session

· Receive an acceptance or a rejection of access of the Storage and Recording Entity (e.g. PoC Box) to the PoC Session.  Up on the indication received by the Storage and Recording Entity, it will stay or leave the PoC Session
· Store Media Bursts and related Media Control Information (e.g. date & time, sender identity, Participant information) on behalf of a PoC User
· Store of the sender identity when privacy is not being requested by the Participant(s)
· Render Media Bursts and/or related Media Control Information (e.g. date & time, sender identity, Participant information) upon request from a PoC User or PoC Server.

· Act on the instruction concerning a disposition of the stored Media Bursts and Media Control  Information 
· Delete the message when the expiration time set by the message issuer has expired
· Allow PoC User to configure the Storage and Recording Entity’s (e.g. PoC Box) service parameters (e.g. size, time, or Media Type)
The Storage and Recording Entity (e.g. PoC Box) MAY perform the following functions:

· Store the expiration time of the message requested by the message issuer.

********************* Next Change – NEW Texts****************

7.xx  Reference point POC-9: PoC Server – Storage and Recording Entity (e.g. PoC Box)

The POC-9 reference point is between the Storage and Recording Entity (e.g. PoC Box) and the PoC Server (or a PoC Client).  The protocols for the POC-9 reference points are RTP/RTCP [RFC3550].  RTP protocol will be used for media transport.  RTCP APP message shall be supported for the Media Burst Control procedures.  

The POC-9 reference point SHALL support:

· PoC Session signaling between the PoC Server and Storage and Recording Entity (e.g. PoC Box)

· Media Burst transport

· Subset of the Media Burst Control  procedures

· Storage and Retrieval of  Media Bursts

· Storage and Retrieval of  Media Control Information
· Disposition of the stored Media Bursts and Media Control  Information
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend accepting the proposed texts to the next version of the PoC release 2 AD.
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