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1 Reason for Contribution

The requirements of Invited parties identity information is included in PoC2.0 release. It is desired to clarify how much impact against the PoC1.0 architecture there is to fulfil the requirements. This contribution addresses this question.
2 Summary of Contribution

This contribution shows;

· There will be No Impact to PoC1.0 architecture that is generated by the functions of Invited parties identity information
· Proposed texts to be added to PoC2.0 AD.
· This functionality will help achieving one of the functionalities of lawful interception at the terminating PoC Servers.
3 Detailed Proposal

1. Discussion about impact on PoC Architecture

 Functionalities required to fulfil the requirement of Invited parties’ identity information are some enhancement of PoC Client and PoC Server functionalities to support transferring all identities of PoC User, who are invited to the Ad-hoc PoC Group Session, to all invited PoC User during session establishment, so there is no change required for existing PoC1.0 architecture.(See Figure1)
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Figure 1: PoC1.0 architecture
2. Functional Enhancement of PoC functional entity

Rd2.0 version xxx(section B.2.3.1) describes High-level requirement of Invited parties identity information as: 

In the case of an Ad-hoc PoC Group Session establishment, a PoC User can include the identities of all the other invited PoC Users in the invitation sent to each individual PoC User invited to that PoC Session.  The invited PoC User can use this information, when deciding whether to participate the PoC Session or not.
To fulfil these above requirements, the following functions are desired for the PoC Client and the PoC Server. These functionalities are also described in section B.2.3.1 of RD2.0 ver.xxx:
An inviting PoC User MAY indicate the PoC Addresses of all the other invited PoC Users in the invitation to an Ad-hoc PoC Group Session, subject to privacy settings.

The originating PoC Server SHALL send PoC Addresses of all invited PoC Users to all terminating PoC Servers.

The terminating PoC Server MAY, according to the settings of the PoC Service Provider definition, remove the received invited party identity information.

In case one or more of the invited PoC Users identities have been expressed as anonymous:
•The originating PoC Server SHALL inform all terminating PoC Server(s) of their anonymity by including an indication with their PoC User Identity.
•The terminating PoC Server SHALL indicate in the invitation to the invited PoC User, the total number of anonymous PoC Users invited to the PoC Session 

The terminating PoC Server SHALL NOT send the PoC User Addresses of any PoC User indicated as anonymous by the originating PoC server, in the invitation to the invited PoC User.
Assumed PoC Talk Burst stop procedure is as follows:
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Figure 2: Typical signalling flow and informational elements of Invited parties identity information for PoC Ad-hoc Group session establishment
3. Derived Proposal to add text to AD2.0

Based on the discussion above, this contribution proposes the following texts to be added to AD2.0.
-------- First Modification to the AD2.0 --------
8.x Invited Parties Identity Information

A PoC Server and a PoC Client SHALL support Invited Parties Identity Information.

An inviting PoC User MAY indicate the PoC Addresses of all the other invited PoC Users in the invitation to an Ad-hoc PoC Group Session, subject to privacy settings.

The originating PoC Server SHALL send the PoC Addresses of all invited PoC Users to all terminating PoC Servers. This functionality helps achieving one of the functionalities of lawful interception at the terminating PoC Servers.
The terminating PoC Server MAY, according to the settings of the PoC Service Provider definition, remove the received invited party identity information.

In case one or more of the invited PoC Users identities have been expressed as anonymous:

•The originating PoC Server SHALL inform all terminating PoC Server(s) of their anonymity by including an indication with their PoC User Identity.
•The terminating PoC Server SHALL indicate in the invitation to the invited PoC User, the total number of anonymous PoC Users invited to the PoC Session 
The terminating PoC Server SHALL NOT send the PoC User Addresses of any PoC User indicated as anonymous by the originating PoC server, in the invitation to the invited PoC User.
-------- End of First Modification to the AD2.0 --------
-------- Second Modification to the AD2.0 --------
8.8 Privacy

A PoC User MAY request privacy for the identity of the PoC User meaning that the PoC Address of the PoC User is hidden from other PoC Users. The PoC Client SHALL use mechanisms defined in [RFC3325] to request privacy for the identity, i.e. the PoC User’s PoC Address. 

If an inviting, invited or joining PoC User requests privacy of his PoC Address then the following procedures SHALL take place in the system operating in the trusted domain(s):

· The PoC Server performing the Controlling PoC Function SHALL retain privacy information of the Participants for the duration of the PoC Session.

· The SIP/IP Core serving the invited PoC User SHALL provide the privacy of the PoC Address of the inviting PoC User on Control Plane at the POC-1 reference point.

· The PoC Server performing the Controlling PoC Function SHALL provide the privacy of the PoC Addresses of Participants when providing the Participant information notifications.

· The PoC Server performing the Controlling PoC Function SHALL provide the privacy of the PoC Address of the talking PoC User at the POC-3 and POC-4 reference points.  

If privacy for the identity is not requested then PoC Servers and SIP/IP Core passes the PoC Address of the inviting PoC User to the invited PoC User.

If privacy for the identity is not allowed in the PoC Group authorization rules as specified in [PoC XDM Specification], the involved entity SHALL reject the request.
In case of initiating an Ad-hoc PoC Group Session, an inviting PoC User SHALL be able to set privacy settings for each PoC Address of invited PoC Users in the invitation in order to hide some invited PoC Users from the other invited PoC Users.

If PoC Server or SIP/IP Core is sending or receiving SIP signalling or media traffic to/from a party which is not trusted then the involved entity SHALL remove the PoC User’s PoC Address prior sending the SIP signalling or media traffic further. When SIP/IP Core corresponds with 3GPP/3GPP2 IMS then privacy mechanisms as defined in [3GPP TS 24.229]/[3GPP2 X.S0013.4] are used.

-------- End of Second Modification to the AD2.0 --------
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to the AD.
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Red painted characters in this figure identify additional informational elements transferred on signalling messages.
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