Doc# [image: image1.jpg]"sOMaQa

Open Mobile Alliance



OMA-POC-POCv2-2006-0117R01-PAG-Impacts-of-PoC2-RD
Input Contribution

Doc# OMA-POC-POCv2-2006-0117R01-PAG-Impacts-of-PoC2-RD
Input Contribution



Input Contribution

	Title:
	PoC2 requirements affecting PAG
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-PoC / PAG

	Submission Date:
	9 Feb 2006

	Source:
	OMA-PoC / PAG focus team
Contact: Sean Kelley, seankelley@motorola.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	OMA-POC-POCv2-2006-0117


1 Reason for Contribution




Identify PoC2 requirements that impact XDM, Presence, or the PoC XDM specification, and analyze at a high level the nature of the impact.

This list may undergo further revisions as PoC2 requirements (and PAG’s understanding of them) changes.
2 Summary of Contribution

A list of requirements with potential XDM, Presence, and PoC XDM specification implications found in the latest version of the PoC2 RD is presented. 
If the analysis is accepted it is recommended that further studies are undertaken and eventually CRs are written to make the identified additions to the XDM2 RD.
3 Detailed Proposal

The current working draft of the PoC2-RD is 
http://www.openmobilealliance.org/ftp/Public_documents/REQ/req-PoC2/Permanent_documents/OMA-RD-PoC-V2_0-20060112-D.zip.
The current RD for XDM V2_0 (OMA-RD-XDM-V2_0-20051226-D) is a copy of the OMA-RD-XDM-V1_0-20050317-C so it contains all the V1_0 requirements plus the ones defined in the following CRs:
OMA-PAG-2005-0277R03-XDM-History-Use-Case-and-Requirements

OMA-PAG-2005-0441R02- XDM2-Access-Control-Reqs
OMA-PAG-2005-0475R01- XDM2-Access-Control-Reqs-default-permissions
OMA-PAG-2005-0644R03- Automatic-Group-Advertisement-message
OMA-PAG-2005-0673-XDM-Forward-Operation.

A number of pending CRs (agreed and for agreement) for the XDM V2_0 RD will affect it but are probably not influencing the presented list.
In the table below is listed a subset of the PoC2 requirements that are assumed to impact PAG work.  
(Note this subset may be too small so the first check is whether more items should be added) 
6.1.2
PoC Sessions with Multiple PoC Groups
	FUNC-MPG-006


	The invited PoC Groups MAY have restrictions that prohibit the members to be invited to the PoC Session (the PoC Group has an attribute of "none" implying only the members of the group may belong to a given PoC Session).   The invited PoC Groups MAY also have restrictions that prohibit additional PoC Users not originally invited to be added to a PoC Session.

Editor's Note: Merging of policies between different groups is for further study. 

Editor's Note: Most group policies apply for Prearranged PoC Groups whereas this feature is about Ad hoc PoC Group sessions.
	PoC Group Policy


6.1.3.1
Requests with Media Contents
	FUNC-EPE-MC-0010


	It SHALL be possible to limit the size and type of the media content based on PoC Service Provider Policies  of the inviting and invited PoC Usersand/or setting of inviting PoC Client and invited PoC Client.
	User Access Policy



	FUNC-EPE-MC-011


	The PoC Service infrastructure SHALL be able to filter out the included media content  based on Service Provider Policies  of the inviting and invited PoC Users and/or setting of inviting PoC Client and invited PoC Client.
	


6.1.3.4
Incoming Media Barring
	FUNC-EPE-MB-003
	The PoC Client MAY support separate Incoming Media Barring for each Media Type.
	User Access Policy

	FUNC-EPE-MB-004


	The PoC Client MAY support different Access Control for each Media Type.
	

	FUNC-EPE-MB-005
	The PoC Service Infrastructure SHALL support separate Incoming Media Barring for each Media Type.
	

	FUNC-EPE-MB-009


	The PoC Service Infrastructure SHALL use different Access Control for each Media Type, if configured by the PoC Client.
	


6.1.3.5
Incoming Condition Based PoC Session Barring

	FUNC-EPE-ISB-003


	The PoC Client MAY support that a PoC Subscriber or an authorized PoC User defines the Incoming Condition Based PoC Session Barring conditions: 

on/off setting on Incoming Condition Based PoC Session barring (e.g.,  international Incoming ConditionBased PoC Session Barring) based on PoC Address information and/or network information such as the country or the region in which the inviting PoC User’s Home PoC Network is located; and, 

Note that the above requirement may be limited by the functionality provided by the underlying network.

PoC Group Parameters (e.g. particular group members). 
	User Access Policy

	FUNC-EPE-ISB-007


	The PoC Service Infrastructure SHALL verify the Incoming Condition Based PoC Session Barring conditions defined by an authorized PoC User or a PoC Subscriber, and bar the incoming PoC Session invitation only if the conditions are fulfilled.
	


6.1.3.6
Outgoing Condition Based PoC Session Barring
	FUNC-EPE-OSB-007
	The PoC Service Infrastructure SHALL verify the Outgoing Condition Based PoC Session Barring conditions defined by an authorized PoC User or a PoC Subscriber and bar the outgoing PoC Session invitation only if the conditions are fulfilled.
	User Access Policy

Document Access Permissions


6.1.3.7
Automatic Notification of Limited Participating Information

	FUNC-EPE-AN-003


	PoC Service SHALL be able to provide limited participating information(i.e. PoC User’s identity and joining alert) automatically to the Participant(s) who already joined using the existing session during the PoC Group Session establishment phase or on-going PoC Session, if authorized by PoC Group policy.
	PoC Group Policy


6.1.3.8
Rejection of Session Establishment Failure Due to Hidden Identity of an Inviting User

	FUNC-EPE-EF-001
	The PoC Service Infrastructure SHALL be able to reject PoC session establishment initiated by an inviting PoC User whose identity is hidden based on local policies and preferences of invited PoC Users.   
	Verify if supported in XDM v1.0


6.1.4
Invitation Reservation
	FUNC-IRS-004


	In case of Pre-arranged PoC Group Session, an authorised PoC Group member, defined in the PoC Group data, SHALL be able to reserve an invitation.
	New document

	FUNC-IRS-005


	The PoC Client SHALL provide a means for a PoC User to place preferred PoC Service Settings such as invited PoC User presence information, PoC Session start-up time, reservation timeout value, and triggering parameters (e.g., when at least one invited PoC User become available).
	


6.1.5
PoC Box

	FUNC-PBO-002


	If the PoC Box functionality is supported then the PoC Service SHALL have the means to route incoming PoC Session invitations on behalf of a PoC User to his PoC Box based on various criteria such as the PoC User is unavailable. The PoC Box SHALL have the means to accept incoming PoC Session invitations on behalf of a PoC User.
	FFS

	FUNC-PBO-014


	If the PoC Box functionality is supported then an authorized PoC User SHALL be able to deny access or expel a PoC Box from a PoC Session using PoC Client capabilities.
	


6.1.6.8
PoC Session Control for Crisis Handling
	FUNC-PSC-CH-007


	Based on the crisis information received in the Crisis Handling Request the PoC Service Infrastructure MAY perform pre-defined procedures for PoC Session  such as:

a) sending out PoC Session invitation to one or more Pre-arranged PoC Group(s)

b) invoking other services (e.g. location, presence)  to determine the Dynamic PoC Groups to be invited 

c) distributing pre-recorded data (e.g. canned voice) 

d) distributing data received in the received Crisis Handling Request (e.g. images), or 

e)  invoking other services to complement crisis related data to be distributed (e.g. location information)
	See:

PoC Sessions with Multiple PoC Groups
Dynamic PoC Group


6.1.7
Dispatcher Functions

	FUNC-DPF-009


	The PoC Dispatcher SHALL be able to expel any PoC Fleet Member from an ongoing 1-1, 1-many-1 or Ad hoc PoC Group Session (including all PoC Fleet Members at once)
	PoC Group Policy

Document Access Permissions

	FUNC-DPF-010


	The PoC Dispatcher SHALL be able to limit the establishment of 1-1 and Ad hoc PoC Group Sessions among individual PoC Fleet Members.
	See PoC Session Barring

	FUNC-DPF-013


	The PoC Dispatcher MAY be able to create new Pre-arranged PoC Groups with support for 1-many-1 PoC Sessions using PoC Fleet Members from other larger Pre-arranged PoC Groups subject to Service Provider Policy.
	TBD, possibly Multiple Groups

	FUNC-DPF-014


	The PoC Dispatcher MAY be able to manage the permission of individual PoC Fleet Members to establish PoC sessions to PoC Users outside their Pre-arranged Group supporting 1-many-1 PoC Sessions.
	See PoC Session Barring

	FUNC-DPF-017


	Subject to authorisation, a PoC Fleet Member SHALL be able to communicate in a 1-1 or Ad hoc PoC Group Session with other PoC Fleet Members when not already participating in an ongoing 1-many-1 PoC Session.
	See PoC Session Barring


6.1.8
Media Burst Control Enhancements
6.1.8.1
General
	FUNC-MBC-GN-005


	PoC Service Provider MAY support providing several Media Burst Control schemes (e.g., pre-granted right-to-speak).
Editor’s Note: Media Burst Control scheme may be configured in PoC Group
	PoC Group Policy


6.1.8.11
Moderated PoC Groups
	FUNC-MBC-MG-003


	An owner of a Pre-arranged PoC Group or Chat PoC Group MAY be assigned the role of moderator, e.g., a PoC dispatcher.
	PoC Group Policy

	FUNC-MBC-MG-004


	A moderator, e.g., a PoC dispatcher, SHALL be able to assign the role of the moderator to other authorized Participants of a PoC Session, e.g., a PoC dispatcher, before or during a PoC Session.
	Document Access Permissions


6.1.9
Quality of Experience (QoE)
6.1.9.1
General
	FUNC-QOE-GN-003


	The Service Provider SHALL be able to define a QoE profile(s) for each PoC Subscriber. As a minimum, the following profiles SHALL be defined:

· Basic

· Premium

· Professional

Crisis (this is a special profile intended to be used by professionals in the scope of crisis handling situations).
	PoC Group Policy



	FUNC-QOE-GN-006


	The PoC Group Administrator SHALL be able to define the QoE profile(s) for each PoC Group, according to Service Provider policy and PoC Users' subscription.
	New document (associated with each PoC Group)

	FUNC-QOE-GN-007


	The PoC Service Provider SHALL be able to restrict access to certain PoC Groups to PoC Subscribers having a minimum necessary QoE profile.
	PoC Group Policy


6.1.11.2
Dynamic PoC Groups
	FUNC-XDM-DG-003


	If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC Group Administrator SHALL be able to specify a set of rules for the membership of Pre-arranged or restricted Chat PoC Groups.
	PoC Group Policy

	FUNC-XDM-DG-007


	If the PoC Client supports 'Condition Re-evaluation' then the PoC User, who specified the rules for Dynamic PoC Group SHALL be able to additionally require, that during an ongoing PoC Session the members of the Dynamic PoC Group whether Participants or not, are continuously monitored and the dynamic PoC Group rules are re-evaluated continuously.
	PoC Group Policy
No impact to PAG for continuous search

	FUNC-XDM-DG-0010


	If Dynamic PoC Group rules are supported, then at least rules that are based on location or on presence status information SHOULD be supported.
	Search on Presence info

Presence support for location

	FUNC-XDM-DG-011


	If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User who matches the rules of a Dynamic PoC Group SHALL be able to subscribe to the status of a Dynamic PoC Group and receive a notification as soon as there is at least one other PoC User who matches the rules of the Dynamic PoC Group, other than the subscribing PoC User.
	Presence

	FUNC-XDM-DG-0128


	If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User, who is a member of a Dynamic PoC Group, SHALL be able to subscribe to the status of a Dynamic PoC Group and receive a notification when another PoC User who matches the rules becomes an active member of the Dynamic PoC Group or when another PoC User who was an active member no longer matches the rules and ceases to be an active member of the Dynamic PoC Group
	Presence

	FUNC-XDM-DG-013


	If PoC Client and the PoC Service Infrastructure support dynamic PoC Groups A Group Administrator MAY create a dynamic PoC Group based on rules without the Group Administrator explicitly predefining a set of members. In this case the PoC Service Infrastructure will populate the PoC Group Members dynamically based on the rules specified subject to the prior consent of the evaluated and matched PoC User to become a member of a dynamic PoC Group of this type

NOTE: In the case of dynamic PoC Groups defined as above the scope of the search to populate the dynamic PoC Group members is a matter of policy for the service provider and may or may not be restricted. The actual implementation of this requirement is an architectural issue.
	PoC Group Policy

	FUNC-XDM-DG-014 


	If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User MAY publish Presence Information about themselves that can be used for the evaluation of rules for the membership of Dynamic PoC Groups.
	Presence

	FUNC-XDM-DG-0111


	If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User MAY provide consent to become a member of a Dynamic PoC Group based on Dynamic PoC Group rules.
	

	FUNC-XDM-DG-0115


	The PoC Service Infrastructure SHALL be able to create PoC Groups to which PoC Users are added dynamically at the crisis service invocation. Only PoC Service Provider can create such a special crisis PoC Group to which an authorized user is assigned. Only authorized PoC User can invoke PoC Sessions  with Crisis Handling Request through his assigned Crisis PoC Group.
	PoC Group Policy


6.1.11.3
XML Document Management Requirements

	FUNC-XDM-MG-001
	The PoC Service Infrastructure SHALL support the XML document management functionality with multiple User Equipment having the same PoC Address.
	


6.1.11.5
Management of PoC Groups and PoC Group Member Lists

	FUNC-XDM-GL-002


	In order to ensure that network resources are not wasted with obsolete or unused lists PoC Service Infrastructure SHOULD support removal of PoC Groups and PoC Group Lists which have not been accessed or used for PoC Sessions for a period of time set by the PoC Service Provider or by the PoC Subscriber.
	New document attributes:

· Timestamp associated with document
· Document Lifetime

	FUNC-XDM-GL-003


	Specifically it SHOULD be possible to specify an expiration time when creating PoC Groups and PoC Group Lists and the deletion of the PoC Groups and PoC Group Lists when the expiration time expires.
	Garbage collection mechanism out-of-scope for PAG

	FUNC-XDM-GL-004


	For PoC Groups and PoC Group Lists which do not have an expiration time it SHOULD be possible for the network to delete PoC Groups and associated PoC Group Lists which have not been used for a period of time set by the operator.
	

	FUNC-XDM-GL-005


	The PoC Service infrastructure SHOULD notify the PoC Group Administrator and PoC Group members of a pending deletion of PoC Groups and PoC Group Lists and SHOULD provide a mechanism to allow the PoC Group Administrator to request that the lifetime of the notified PoC Group or PoC Group List is renewed.
	Out-of-scope for PAG

	FUNC-XDM-GL-006


	It SHOULD be possible for the PoC Service Provider to charge for the creation and storage of PoC Groups and PoC Group Lists and to charge based on the size of these documents and the period of time that such PoC Groups and PoC Group Lists exist.
	TBD (add reference point? charging criteria?)

	
	
	


Table of PoC V2_0 requirements that may impact the PAG WG
4  Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that OMA-PAG and OMA-POC:
A) Consider whether more items should be added to the analysis
B) Analyze the requirements to secure that the impact on PAG work is understood and, if not covered by current requirements, do C).
C) Assign AI:s to come up with CRs to update the XDM2 and Presence2 RDs accordingly.
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