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	Doc to Change:
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	Submission Date:
	24th Jan 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Tapio Paavonen, NOKIA, tapio.paavonen@nokia.com; +358 400 672 937.
Ivo Sedlacek, Siemens.

	Replaces:
	  N/A.


1 Reason for Change

a)
Justification: 

Covered the comment D185 (OMA-REL-2007-0024-POCv2.0_CONR_CP comments_NOKIA).
	ID
	Open Date
	Type
	Section
	Description
	Status

	D185
	2006-01-19
	T
	6.1.3.2.2
	Source: NOKIA

Form: OMA-REL-2007-0024-INP_POCv2.0_CONR_CP comments_NOKIA

Comment: Cover also the Media Content including.

Proposed Change: 
	Status: OPEN


b)
Clauses affected:

Sub clauses 6.1.3.1, 6.1.3.2.2, 6.1.3.2.3 and 7.3.1.5.
c)
Summary of change:

Media content is added in the SIP REFER request as well. 

d)
Consequence if not approved:

Unsolved CONR comments.
e)
Reason for revision:
R01:  Off-line comments taken account.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by PoC WG, agree to the changes and incorporate in the next release of PoC AD.
6 Detailed Change Proposal
6.1.3.1 General

The PoC Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261]. The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 
· 5. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

· 6. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 7. MAY include a Nick Name in the Authenticated Originator’s PoC Address and, if included, SHALL be included as specified in subclause 5.4 "Nick Name". 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; 
· 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac'; and,
· 3. SHALL include an Accept-Language header to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default.
NOTE 1:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for POC-1 reference point.

· 4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles".

· 5. MAY include media content in one or more MIME body as specified in [RFC2046] with a size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE";

NOTE 2:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.

· 6. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261]; and,
· 7. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261].
6.1.3..1 NOTE 2:
Included media content is not applicable, when establishing a Pre-established Session as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session" or when joining to a Chat PoC Group Session as specified in subclause 6.1.3.3.2 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session". 
On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL cache the list of SIP methods that the PoC Server supports if received in the Allow header; 
· 2. SHALL cache the contact if received in the Contact header; and,
· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], "Processing a 2xx Response";
· 2. SHALL use the accepted Media Stream and the connected Media-floor Control Entities until the PoC Session is modified or released; and,
· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received; and,

NOTE 3: 
The PoC Client can perform any further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification in accordance with the requested priority procedures of the invitation, if the PoC Client included a Resource-Priority header.
· 4. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation", of the achieved QoE Profile, if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; 

b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users and invited Pre-arranged PoC Groups. The PoC Client MAY, for each URI in the list, set the "copyControl" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity]; and,

c) include option tag 'multiple-refer' to the Require header. Otherwise, continue with the rest of the steps. 

5. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is invited:

a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.

6. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is invited:
a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.
7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested;

8. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode], in case the PoC User has requested manual answer override; 

9. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 
10. SHALL include in the Refer-To URI a Reject-Contact header with the feature tags 'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Reject-Contact header the feature tags  'automata' and 'actor'  with the value of 'principal' along with 'require' and 'explicit' if the PoC Client doesn't want to be routed to a PoC Box;

11. SHALL include in the Refer-To URI in an Accept-Contact header the feature tags  'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Accept-Contact header the feature tags  'automata' and 'actor'  with the value of  'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation;
12. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the QoE Profile assigned to the Pre-established Session is 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 “QoE Profiles”; the Resource-Priority header is included as a header of the SIP REFER request as well as a Refer-to URI parameter; 
NOTE 1:
When using Pre-established Sessions, QoE Profile assigned to the Pre-established Session is the same than the Local QoE Profile assigned to the PoC User within any established PoC Session.

13. MAY include media content in one or more MIME body as specified in [RFC2046] with a size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE";

NOTE 2:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.

14. MAY include text content in Subject header in the Refer-To URI according to rules and procedures of [RFC3261]; and,
15. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in the Refer-To URI  according to rules and procedures in [RFC3261]; and,
16. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; 
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body; and,

NOTE 2:
The PoC Server does not send any SIP NOTIFY request in case the value 'false' was included in the Refer-Sub header of the SIP REFER request.

3. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation" of the achieved QoE Profile if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2.3 PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session

Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged PoC Group or Chat PoC Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter "session=prearranged" or "session=chat", respectively as specified in E.5.1 "Session Type uri-parameter";

4. SHALL, if the PoC Dispatcher capability is supported and if the PoC User requested to initiate a Dispatch PoC Session as PoC Dispatcher, proceed as specified in subclause 6.1.3.2.3.1 "Dispatch PoC Session establishment as PoC Dispatcher" before continuing with the rest of the steps;
5. MAY include the following according to rules and procedures of [RFC4488]:
      a) the option tag 'norefersub' in the Require header; and,
      b) the value 'false' in the Refer-Sub header.
6. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode], in case the PoC User has requested manual answer override;
7. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client;
8. SHALL include in the Refer-To URI a Reject-Contact header with the feature tags 'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Reject-Contact header the feature tags  'automata' and 'actor'  with the value  of 'principal' along with 'require' and 'explicit' if the PoC Client doesn't want to be routed to a PoC Box;

9. SHALL include in the Refer-To URI in an Accept-Contact header the feature tags  'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Accept-Contact header the feature tags  'automata' and 'actor'  with the value of 'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation;
10. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
11. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the QoE Profile assigned to the Pre-established Session is 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 “QoE Profiles”; the Resource-Priority header is included as a header of the SIP REFER request as well as a Refer-to URI parameter;
12. MAY include media content in one or more MIME body as specified in [RFC2046] with a size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE";

NOTE 3:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.

13. MAY include text content in Subject header in the Refer-To URI according to rules and procedures of [RFC3261]; and,
14. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in the Refer-To URI according to rules and procedures of [RFC3261]; and,
NOTE 4:
Included media content is not applicable, when establishing a Chat PoC Group Session.

15. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; 
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body; and,

3. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation" of the achieved QoE Profile if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.

7.3.1.5 PoC Session initiation using Pre-established Session

NOTE 1:
The procedure in this subclause applies upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a Pre-established Session owned by this PoC Server if the "method" parameter in the Refer-to header is set as "INVITE" or is not present.
The PoC Server:

· 1. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Server has exceeded. If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response with the warning text set to '104 Too many Simultaneous PoC Sessions' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 2. SHALL authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request manual answer override, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP REFER request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise continue with the rest of the steps;

· 3. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header does not include the Session Type uri-parameter "session=adhoc", "session=prearranged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified in 7.2.1.8 "Adding Participants to PoC Session Request" and do not do anything else in this subclause.

· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 5. SHALL generate a final SIP response 2xx according to rules and procedures of [RFC3515];
· 6. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

· 7. SHALL check if a Resource-Priority header is included in the SIP REFER request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header";
b) check that the QoE Profile assigned to the Pre-established session is 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile assigned to the Pre-established session is other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header"; and,
c) apply preferential treatment to the SIP request, as specified in [RFC4412], and proceed with the rest of the steps.

· 8. MAY remove the Subject header from the Refer-To header;
· 9. MAY remove the Alert-Info or the Call-Info header or both from the Refer-To header;

· 10. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 11. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 12. SHALL insert a Request-URI using the URI, and possible Session Type and Dispatch Type uri-parameters, out of the Refer-To in the SIP REFER request;
· 13. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the value negotiated during the Pre-established Session establishment, if the 'Official Government Use QoE Profile' is supported and if this is the QoE Profile assigned to the Pre-established Session;
· 14. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in the subclause 7.3.1.1b "SDP offer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; 
· 15. SHALL include the Subject header into the outgoing SIP INVITE request, if received in the Refer-To header of the incoming SIP REFER request and if Text Content is supported by the PoC Server;
· 16. SHALL include the Alert-Info header, Call-Info header or both into the outgoing SIP INVITE request, if received in the Refer-To header of the incoming SIP REFER request and if Referenced Media Content is supported by the PoC Server;
· 17. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP INVITE request from the PoC Client contains this feature tag;

· 18. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core; and,

NOTE 2:
B2BUA do not forward any SIP provisional nor final responses.

· 19. SHALL generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the invitation, if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request. Do not continue to the rest of the steps.
Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact if received in the Contact header; and,

· 3. SHALL discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 "OK" response for the SIP INVITE request the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact received in the Contact header; and,

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', or a SIP 503 "Service Unavailable", or a SIP 486 "Busy Here", or a SIP 488 "Not Acceptable Here", or a SIP 417 "Unknown Resource Priority", the PoC Server SHALL generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request", if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request.

Upon receiving a SIP final response other than 2xx, 3xx, or a SIP response other than specifically mentioned above, the PoC Server: 
· 1. SHALL discard the received SIP responses without forwarding them.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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