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1 Reason for Change

The primary purpose of this contribution is to address the following consistency review comments from Motorola and Ericsson:
	F74
	2007.01.22
	T
	6
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: The PoC XDM TS should include only information about PoC-specific Application Usages.  Extensions to shared Application Usages (e.g. stored in Shared XDMSs) do not belong in the PoC XDM Spec.

Proposed Change: Move Section 6 to the PoC CP TS.
	Status: OPEN



	F76
	2007.01.18
	T
	6.1
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  The subclause structure and text herein should follow the template in appendix D of Shared Group document.  

Proposed Change: Update subclause structure
	Status: OPEN



	F78
	2007.01.18
	T
	6.2
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  The subclause structure and text herein shall follow the template in appendix D of Shared Group document.  

Proposed Change: Update subclause structure
	Status: OPEN



	F79
	2007.01.22
	T
	6.2
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: Sub-section headings within section 6 should be the name of the shared Application Usage that is being extended – not the nature of the extension.

Proposed Change: Change title of section 6.2 from “Dispatcher Actions” to “Group”.  If desired, further subsections (e.g. 6.2.1) can be created per PoC-specific feature being added to the Group document (e.g. dispatcher), but that is probably not necessary.
	Status: OPEN




2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

If this CR is agreed, then section 6 of the PoC XDM Specification must be deleted.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes shown below for the latest version of the PoC CP Specification.
6 Detailed Change Proposal

Change 1:  2.1 Normative References

	[XDM-Shared-List]
	“Shared List XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Shared_List-V2_0, URL: http://www.openmobilealliance.org/ 

	[XSD-POCUSAGE]
	"PoC – PoC usage", Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_pocusage-V1_0, URL: http://www.openmobilealliance.org/ 

	[XSD-GROUP_EXT]
	"PoC – Shared Group extensions", Version 2.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_poc2.0-sharedgroup-ext-V2_0, URL: http://www.openmobilealliance.org/ 


Change 2:  7.2.1.3.1 General
· 4. SHALL, if the PoC Dispatcher functionality is supported, check whether any of the PoC Users contained in the <list> element of the Pre-arranged PoC Group document is allowed the action <allow-dispatch> as specified in H.2 “Group”:

Change 3:  7.2.1.14.2 Dispatch PoC Session initiation policy for PoC Dispatcher
If the invitation does not indicate a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator's Address is allowed the action <allow-initiate-conference>, as specified in [XDM-Shared-Groups] and the action <allow-dispatch>, as specified in H.2 “Group”. 
When a request to invite the Dispatch PoC Group is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite all PoC Users contained in the <list> element of the Dispatch PoC Group document that are not allowed the action <allow-dispatch> (i.e. PoC Fleet Members), as specified in H.2 “Group”. 
The PoC Server performing the Controlling PoC Function MAY also invite other PoC Users contained in the <list> element of the Dispatch PoC Group document that are allowed the action <allow-dispatch> (i.e other PoC Dispatcher capable PoC Users).

NOTE 1:
The decision to invite other PoC Dispatcher capable PoC Users can be based on local policies that are out of the scope of this specification.
If the invitation indicates a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session only if the Authenticated Originator's PoC Address is allowed the action <allow-initiate-conference>, and the action <allow-subconf> as specified in [XDM-Shared-Groups] and the action <allow-dispatch> as specified in H.2 “Group”. 
Change 4:  7.2.1.14.3 Dispatch PoC Session initiation policy for PoC Fleet Member
In the case of a Dispatch PoC Group, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator's PoC Address is allowed the action <allow-initiate-conference> as specified in [XDM-Shared-Groups]. 

When the request is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite one of the PoC Users that are allowed the action <allow-dispatch> as specified in H.2 “Group”.

Change 5:  7.2.1.19 PoC Session role transfer policy
In the case of a Dispatch PoC Session, the PoC Server performing the Controlling PoC Function SHALL initiate the transfer of the PoC Dispatcher role to the indicated PoC Users only if the indicated PoC User is allowed the action <allow-dispatch> and the Authenticated Originator's PoC Address is allowed the action <allow-dispatch> and the action <allow-dispatcher-role-transfer>, as specified in H.2 “Group”.

Change 6:  7.2.1.24 PoC Dispatcher role transfer request

· 4. SHALL, for the case of a URI extracted from the Refer-To header representing any available PoC Dispatcher, determine the set of available PoC Users that are allowed the action <allow-dispatch> as specified in H.2 “Group”, and establish an ordered list for inviting them, and skip the next step.
NOTE 1:
The procedures to determine the set of available PoC Users that are allowed the action <allow-dispatch> in the PoC Group are outside the scope of this specification.

NOTE 2:
The procedures to establish and ordered list for inviting the available PoC Dispatcher are outside the scope of this specification.

· 5. SHALL, for the case of a PoC Address extracted from the Refer-To header identifying an individual PoC User, check if the action <allow-dispatch> is allowed for that PoC User, according to subclause 7.2.1.19 "PoC Session role transfer". If it is not authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '112 Target User not allowed to receive the dispatcher role' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps. Otherwise, continue with the rest of the steps;
Change 7:  new section

Appendix H.
PoC extensions to Shared XDM Application Usages (Normative)

H.1 Group Usage List
This subclause describes the PoC-specific extensions to the Group Usage List document.  The XCAP Application Usage for the Group Usage List document is described in [XDM-Shared-List] “Group Usage List”.
H.1.1 XML Schema
The PoC-specific extension to the Group Usage List document SHALL conform to the XML schema as specified in [XSD-POCUSAGE].
H.1.2 Validation Constraints

There are no additional validation constraints other than those imposed by the XML schema specified in H.1.1 “XML Schema”.

H.1.3 Data Semantics

A PoC specific URI usage SHALL be used in a Group Usage List stored in the Shared List XDMS.  

The PoC URI usage, <pocusage> element, is defined to substitute <uriusage> element and is used within the <uriusages> element as specified in [XDM-Shared-List] “Group Usage List”.  The <pocusage> element has two values:

· chat 

· prearranged.

If present in any <uriusages> element, the <pocusage> element indicates the type of the PoC Group URI.

H.2 Group

This subclause describes the PoC-specific extensions to the Group document.  The XCAP Application Usage for the Group document is described in [XDM-Shared-Groups] “Group”.
H.2.1 XML Schema

The PoC-specific extension to the Group document SHALL conform to the XML schema as specified in [XSD-GROUP_EXT].

H.2.2 Validation Constraints

There are no additional validation constraints other than those imposed by the XML schema specified in H.2.1 “XML Schema”.
H.2.3 Data Semantics

The <allow-dispatch> “action” element SHALL be used to indicate that the identity matching this rule is allowed to assume the role of PoC Dispatcher. The possible values are:

"false"
instructs the PoC Server performing the Controlling PoC Function to deny the PoC User to adopt the PoC Dispatcher role. This SHALL be the default value taken in the absence of the element.

"true"
instructs the PoC Server performing the Controlling PoC Function to allow the PoC User to adopt the PoC Dispatcher role.
The <allow-dispatcher-role-transfer> “action” element SHALL be used to indicate that the identity matching this rule is allowed to request the transfer of an active PoC Dispatcher role to another participant. The possible values are:

"false"
instructs the PoC Server performing the Controlling PoC Function to block the role transfer request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the PoC Server performing the Controlling PoC Function to accept the role transfer request.
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