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	Doc to Change:
	OMA-TS-PoC-ControlPlane-V2_0-20070301-D

	Submission Date:
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	Classification:
	 FORMCHECKBOX 
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 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jan Holm, Ericsson AB, Jan.Holm@ericsson.com

	Replaces:
	n/a


1 Reason for Change

Justification
	D008

	2007.01.11
	T
	2.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: The reference [draft-poc-p-headers] has changed name to draft-allen-sipping-poc-p-answer-state-header-04.txt

Proposed Change: Update reference
	Status: OPEN 

Closed by other CR



	D086

	2007.01.11
	T
	5.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: The PoC Box is missing in the last paragraph. Further "…SHALL route via the…" can be modified.

Proposed Change: PoC Client and PoC Server ( PoC Client, PoC Box and PoC Server

SHALL route via the ( SHALL be routed via the
	Status: OPEN 

Closed by this CR



	D091

	2007.01.11
	E
	5.4
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: In NOTE 3 Talker Identification is used.

Proposed Change: Talker Identification ( Sender Identification
	Status: OPEN

Solved by this CR 



	D099

	2007.01.11
	E
	5.6.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Bad English: "….the Warning header when Warning header…."

Proposed Change: the Warning header when Warning header ( the Warning header when a Warning header
	Status: OPEN 

Solved by this CR



	D100

	2007.01.11
	E
	5.7
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Bad English. The paragraph 4 could be improved to increase readability.

Proposed Change: Modify as follows:

PoC Session Identity identifies the PoC Session the way that e.g.:

( The PoC Session Identity identifies the PoC Session in the way that e.g.:

Add an "a" in the beginning of each bullet.


	Status: OPEN 

Solved by this CR



	D101

	2007.01.11
	E
	5.7
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Error in message name

Proposed Change: TBCP Connect message ( MBCP Connect message
	Status: OPEN

Solved by this CR 



	D115

	2007.01.11
	E
	5.8.3
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Talk Burst is used in 3:rd bullet.

Proposed Change: Remove Talk Burst.
	Status: OPEN

Solved by this CR 



	D116

	2007.01.11
	T
	5.8.3
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Unclear "it" in "If PoC Server supports Nick Names, and if the Nick Name (see subclause 5.4 "Nick Name") is received in a SIP request or SIP response, the PoC Server SHALL use it as a Nick Name."

Proposed Change: Clarify the sentence. Can the whole paragraph be split into several paragraphs? The paragraph is hardly readable.
	Status: OPEN 

Solved by other CR



	D117

	2007.01.11
	T
	5.8.3
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: The last paragraph is almost not possible to read. It is one sentence and when reading it I get the impression that the PoC Server SHALL have a unique Nick Name to (?).

Proposed Change: Need to be simplified, restructured and rephrased.
	Status: OPEN 

Closed by other CR




Scope of change

Did some cleaning some minor comments. 
Some comments could be closed since they are already implemented by other CRs.

Impacted subclauses

Subclause 7.4.4 is modified. 
Consequence if not accepted
Unsolved CONRR comments
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
6 Detailed Change Proposal

5.1 General

The procedures in this specification are presented in the form of procedural description. The order of the procedural steps can be significant and deviating from the presented order can result in interoperability problems.

All Control Plane signalling requests and responses between the PoC Client and the PoC Server, between the PoC Box and PoC Server, as well as between PoC Servers, SHALL be routed via the SIP/IP Core as specified in [OMA-PoC-AD]. When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the SIP routing procedures are specified in [3GPP TS 24.229] /[3GPP2 X.S0013.4]. 
5.4   Nick Name

The PoC Server and the PoC Client MAY send Nick Names in SIP requests and SIP responses. 

If a PoC Server supports sending of Nick Names in SIP requests and SIP responses the use of Nick Names SHALL be a service provider configuration option, where it is possible to enable or disable the sending of Nick Names.

If PoC Client and PoC Server supports sending of Nick Names, then following applies:

A PoC Client MAY provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the PoC Server performing the Participating PoC Function.

NOTE 1:
A Nick Name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the underlying SIP/IP Core if validation of the PoC Address is successful as described in [RFC3325]. If validation of the PoC Address fails the SIP/IP Core uses a default PoC Address in the P-Asserted-Identity header and the Nick Name, if included in the P-Preferred-Identity header, is lost. A Nick Name in the From header is never lost. 

The PoC Server performing the Participating PoC Function SHALL provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address in the initial SIP INVITE request before sending the initial SIP INVITE request to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replaced by the configured Nick Name, if available and if privacy not requested.

NOTE 2:
The Nick Name can be configured in the PoC Group definitions in the case of Pre-arranged PoC Group and in the case of Chat PoC Group.

The terminating PoC Client MAY provide the Invited PoC User’s Nick Name in the "display-name" part of the To header of the SIP 200 "OK" response to an initial INVITE request sent to the PoC Server performing the Participating PoC Function.

The terminating PoC Client MAY have provided the PoC User’s Nick Name in the "display-name" part of the From header of the SIP INVITE request, when Pre-established Session has been established.

The PoC Server performing the Participating PoC Function SHALL provide the Invited PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address in SIP 200 "OK" responses to initial SIP INVITE requests before sending the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replaced by the configured Nick Name, if available and if privacy not requested.

In case of more than one identical Nick Name in a PoC Session, the PoC Server MAY make Nick Names unique by using the form of <Nick Name-n> where n is an integer number. For example with Nick Names there can be 'anonymous', 'anonymous-5', 'Batman' and 'Batman-3' in the same PoC Session as all these are unique.
The PoC Server performing the Controlling PoC Function SHALL collect Nick Names, if Nick Names for Participants in a PoC Session are provided, according to the following priority order: 

In case that privacy is requested: 

1. A Nick Name received in the "display-name" part of the From header of an initial SIP request, if included; or,

2. A Nick Name received in the "display-name" part of the To header of a SIP 200 "OK" response to an initial SIP request, if included; or,
3. A string that is the 'user' part of the Anonymous PoC Address as specified in  subclause 5.9 "Anonymous PoC Address") e.g., "Anonymous-5". 

In case that privacy is not requested:

1. The <display-name> child element of the <entry> element for PoC Users in PoC Group definitions as specified in [XDM-Shared-Groups] if <display-name> is defined; or,

2. The Nick Names received in the "display-name" part of the Authenticated Originator’s PoC Address of initial SIP requests and SIP 200 "OK" responses to the initial SIP requests from Participants; or,

3. The Nick Names received in the "display-name" part of the From header of initial SIP requests or in the "display-name" part of the To header of the SIP 200 "OK" responses to the initial SIP requests from Participants.

The PoC Server performing the Controlling PoC Function SHALL include a Nick Name, if a Nick Name is collected as described above, in the Authenticated Originator’s PoC Address of the initial SIP INVITE request wheninviting a PoC User to a PoC Session.

NOTE 3:
The PoC Server performing the Controlling PoC Function uses the Nick Name as part of the Sender Identification as specified in [OMA-POC-UP] "Sender Identification", and as part of Participant information as described in subclause 7.2.1.11 "PoC Session Participant request".

The PoC Client MAY show the PoC User a locally stored display name in stead of the received Nick Name, if a locally stored display name is available in the User Equipment. 

5.6.2   Warning texts

The text string included in a Warning header consists of an explanatory text preceded by a 3-digit text code, according to the following format <xxx> + <explanatory text>, for example '102 Too many participants'. 

Table 1 defines the warning texts that are defined for the Warning header when a Warning header is included in a response to a SIP INVITE request as specified in subclause 5.6.1 "General".

	Code
	Explanatory text
	Description

	100
	Correct Session Type of <Request-URI> is "session=chat"
	The Session type uri parameter does not correspond to a Chat PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	101
	Correct Session Type of <Request-URI> is "session=prearranged"
	The Session type uri parameter does not correspond to a Pre-arranged PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	102
	Too many participants
	The maximum number of Participants allowed in a PoC Session is exceeded.

	103
	Too many group members
	The PoC Group has more than <max-participant-count> members as specified in [XDM-Shared-Groups].

	104
	Too many Simultaneous PoC Sessions
	The maximum number of Simultaneous PoC Sessions for the PoC Client is exceeded.

	105
	Isfocus already assigned
	A conference focus (a PoC Server performing the Controlling Function) has already been assigned to the PoC Session. 

	106
	Isfocus not assigned
	A conference focus (a PoC Server performing the Controlling Function) has not been assigned to the PoC Session. 

	107
	Not authorized to add <Media Type>
	The offered Media Type is not accepted due to authorization. The value of <Media Type> is 'PoC Speech', 'Audio', 'Video' or 'Discrete Media'.

	108
	Media content in INVITE discarded
	At least one MIME body containing media has been removed from the SIP INVITE request.

	109
	PoC Box not possible for a Chat PoC Group
	Voice mail type PoC Box can't be used for Chat PoC Groups.

	110
	Dispatch group has already another active dispatcher
	The Dispatch PoC Group already has on-going Dispatch PoC Session(s) with another PoC Dispatcher.

	111
	User not allowed to transfer the dispatcher role
	Requesting PoC User not allowed to transfer the PoC Dispatcher role based on the Dispatch PoC Group definition

	112
	Target User not allowed to receive the dispatcher role 
	Target PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	113
	User is not a dispatcher for the group
	Requesting PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	114
	QoE Assignment Error
	An error in the assignment of the QoE Profile to the PoC Session has occurred. 

	115
	<RequestedQoE> QoE Profile not authorized
	Requested Local QoE Profile is not authorized according to the PoC User subscription.

<Requested QoE> will be the Local QoE Profile requested by the inviting PoC User in the initial request or by the Invited PoC User in the final response. 

	116
	PoC Session already exists
	Although the PoC Client attempted to initiate a new PoC Session, existing PoC Session was joined instead.

	117
	Client not supporting the PoC Dispatcher capability
	PoC Client is not supporting the PoC Dispatcher capability.


Table 1: PoC specific warning texts
5.7   PoC Session Identity

The PoC Session Identity is a SIP URI, which SHALL identify the PoC Session.

The PoC Server performing Controlling PoC Function SHALL allocate a unique PoC Session Identity for the PoC Session when established.  

The PoC Server performing the Participating PoC Function MAY modify the PoC Session Identity as described in the subclause 7.3.2.1 "General".

The PoC Session Identity identifies the PoC Session in the way that e.g.:

· the PoC User is able to leave a PoC Session;

· the PoC User is able to add PoC Users to an on-going PoC Session;

· the PoC User is able to subscribe the Participant information of the on-going PoC Session;

· the PoC User is able to re-join the PoC Session as long as the PoC Session is on-going in the PoC Server performing the Controlling PoC Function also in the case that his Home PoC Server is not anymore participating the PoC Session; and,

· the SIP/IP Cores are able to route an initial SIP request to the PoC Server performing the Controlling PoC Function.

NOTE:
The exact format of the PoC Session Identity allocated by the PoC Server depends on the functionality of the SIP/IP Core in this PoC Network. 

The PoC Server performing Controlling PoC Function SHALL send the PoC Session Identity towards the PoC Client during the PoC Session establishment in the Contact header. 

The PoC Server performing Participating PoC Function SHALL send the PoC Session Identity to the PoC Client in the MBCP Connect message if Pre-established Session is used.

5.8.3    Priority and pre-emption

PoC Servers and PoC Clients MAY support the priorization and pre-emption capability. If this capability is supported, then under high load situations the PoC Server:

SHALL prioritise the signalling of PoC Sessions using the 'Official Government Use' QoE Profile among the signalling of other PoC Sessions with lower QoE Profile. Between PoC Sessions using 'Official Government Use' QoE Profile, the PoC Server SHALL prioritize the signalling depending on the WPS priority level being used by each PoC Session, according to the rules and procedures of [RFC4412];

SHOULD prioritise the Media flows of PoC Sessions with higher PoC Session Priority over Media flows of PoC Sessions with lower PoC Session Priority;

When performing the Controlling PoC Function, the PoC Server MAY revoke the Media Burst sending permissions, or reject the Media Burst requests, of PoC Clients participating in PoC Sessions with lower PoC Session Priority. To carry out this actions, the PoC Server SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Server state transition diagram for general Media Burst operation"; 

When performing the Controlling PoC Function, the PoC Server MAY release, as specified in subclause 7.2.1.16 "PoC Session release policy", PoC Sessions with lower PoC Session Priority due to the requests of establishment of PoC Sessions of a higher PoC Session Priority.
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