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1 Reason for Change

a)
Justification: 

Covered the comments D4, D19, D23 (ref. OMA-CONRR-PoC-V2_0-20070402-D).
	D4

	2007.01.11
	T
	2.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The reference [draft-answermode] does not exist any longer (not even an old version)

Proposed Change: ?
	Status: CLOSED
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AI for Andrew

	D19

	2007.01.22
	T
	2.1
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: [draft-answermode] 

Draft does not exist and could not find
Proposed Change: 

.Expired – currently being reviewed
	Status: CLOSED
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AI for Andrew

	D23

	2007.01.22
	E
	2.1
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: [draft-poc-p-headers]

URL: http://www.ietf.org/internet-drafts/draft-allen-sipping-poc-p-answer-state-headers-04.txt
Typo in reference and word “finish”
Proposed Change: 

URL: http://www.ietf.org/internet-drafts/draft-allen-sipping-poc-p-answer-state-header-04.txt. 
	Status: CLOSED
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b)
Clauses affected:

Sub clauses 2.1, 6.2.1.1, 7.3.2.2.4, 7.3.2.3
c)
Summary of change:

Covered the comments D4, D19 and D23.
Text in 6.2.1.1, 7.3.2.2.4, 7.3.2.3 modified because text in draft-ietf-sip-answermode-02 explicitly states that the Answer-Mode header can only be included in an initial INVITE not a re-INVITE
d)
Consequence if not approved:

Unsolved CONR comments.
Misalignment with IETF draft-ietf-sip-answermode-02
e)
Reason for revision:
Address Comments made during the meeting.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by PoC WG, agree to the changes and incorporate in the next release of PoC CP.
6 Detailed Change Proposal
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6.2.1.1 General

Upon receiving a SIP re-INVITE request within a Pre-established Session without associated PoC Session or upon receiving an initial SIP INVITE request, the PoC Client: 

1. MAY reject the SIP INVITE request or the SIP re-INVITE request within a Pre-established Session with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 "Simultaneous PoC Sessions control procedures"; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

2. SHALL reject the initial SIP INVITE request with a SIP 403 "Forbidden" response if either of the following conditions are true:

a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value 'Auto' as specified in [draft-answermode] and the PoC Client does not support manual answer override;

b) the incoming SIP INVITE request contained an Answer-Mode header with the value 'Manual;Require' as specified in [draft-answermode] and the PoC Client does not support Manual Answer Mode;
NOTE 2:
A SIP re-INVITE request cannot include an Answer-Mode header as specified in [draft-answermode] so Manual Answer is implied when a SIP re-INVITE request is received within the existing SIP dialog of the Pre-established Session. 
3. SHALL cache the list of supported SIP methods if received in the Allow header;
4. SHALL cache as the PoC Session Identity the content of the Contact header;
5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; 
6. MAY render to the PoC User the identities which are indicated to be shown and the total number of anonymous PoC Users invited to the Ad-hoc PoC Group Session, if indicated in the MIME resource-lists body in the request;
7. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header; 

8. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
9. MAY check if a Resource-Priority header is included in the incoming SIP INVITE request and can perform further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification to act upon an included Resource-Priority header, if 'Official Government Use' QoE Profile is supported; 
10. SHOULD render the media content received in MIME bodies to the PoC User if media content in a request is supported and the Media Type is supported by the PoC Client;

11. SHOULD render the text content in Subject header to the PoC User if text is included in the Subject header and if Text Content is supported by the PoC Client; and,

12 SHOULD retrieve and render the referenced media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC 3261] if a reference is included in the Alert-Info header or in the Call-Info header or in both , and if Referenced Media Content and referenced Media Type(s) are supported by the PoC Client.
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request or the SIP re-INVITE request within a Pre-established Session the PoC Client:

1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 

NOTE 3:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.

2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

3. SHALL include the option tag 'timer' in a Require header;
4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 

6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas'.
7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address", if not provided automatically by SIP/IP Core; 

8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
9. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 

10. MAY include a Nick Name and, if included, SHALL be included as specified in subclause 5.4 "Nick Name" in the SIP 200 "OK" response to the initial SIP INVITE request;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.4 Manual-answer using Pre-established Session

Editor’s note: It is FFS, if and how Manual-answer using pre-established session can be used with redirecting to NW PoC Box or acceptance by a UE PoC Box
The PoC Server SHALL act as B2BUA.

Upon receiving an incoming SIP INVITE from the PoC Server performing Controlling PoC function, the PoC Server 

· 1. SHALL validate that the Media Parameters are compliant with the Pre-established PoC Session, and that the PoC Server and Invited PoC Client support Manual Answer using Pre-established Session, if not, follow as described in 7.3.2.2.3 "Manual answer using On-demand Session". Otherwise, continue with the rest of the steps;
NOTE 1:
PoC Server can make session modification to get Media Parameters to match between incoming PoC Session and existing Pre-established Session.

· 2. SHALL generate SIP re-INVITE request as described in subclause 7.3.2.1 "General";
NOTE 2:
A SIP re-INVITE request cannot include an Answer-Mode header as specified in [draft-answermode] so Manual Answer is implied with a SIP re-INVITE request within the existing SIP dialog of the Pre-established Session.

· 3. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 4. SHALL include Call-ID, From tag and To tag which are provided from Pre-established Session;
· 
· 5. SHALL include the Referred-By header from the incoming SIP INVITE request if anonymity is not requested by the value 'id' in the Privacy header.
· 6. SHALL include in the SIP re-INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

· 7. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active';
a) include in the SIP re-INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and, 
b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list; and,

NOTE 3:
If Invited Parties Identity Information Mode setting is set to ‘not active’ or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as if their "anonymize" attribute value has been set to 'true'.
NOTE 4:
The "copyControl" value is not required to be presented to the PoC Users.
· 8. SHALL send the SIP re-INVITE request toward the terminating PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP re-INVITE request, the PoC Server:

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,

3. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP re-INVITE request, the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request from the PoC Server performing Controlling PoC function as described in the subclause 7.3.2.1 "General";

2. SHALL include in the SIP 200 "OK" response to the SDP offer received in SIP INVITE request from the PoC Server performing the Controlling PoC Function, a MIME SDP body as a SDP answer as specified in the subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";

3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 

4. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if PoC Server supports the FDCFO Proceed feature, and the SIP INVITE request of the Pre-established Session, as specified in subclause 7.3.1.2 "Pre-established Session", contained this feature tag;5. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization"; and,
5. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core.
If the SIP INVITE transaction is timeout and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.3 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP re-INVITE request and when the PoC Server acts as a B2BUA during an on-going PoC Session the PoC Server: 

1. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable to the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;

2. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Client has indicated support for the SIP UPDATE method and if all the offered Media Types are currently used by the PoC Client in the PoC Session;

3. SHALL include in the SIP request a MIME SDP body as an SDP offer as specified in subclause 7.3.2.1a "SDP offer generation";

4. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] that is identical to the one in the incoming SIP UPDATE or SIP re-INVITE request, if the PoC Server supports 'Official Government Use' QoE Profile and if a Resource-Priority header is included in the incoming SIP UPDATE or SIP re-INVITE;





NOTE:
Instead of SIP re-INVITE request a SIP UPDATE can be sent if the PoC Client has indicated support for the SIP UPDATE method.

5. SHALL send the SIP request towards the PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP UPDATE request or a SIP re-INVITE request during an on-going PoC Session and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP request according to rules and procedures of [RFC3261]. 
A SIP UPDATE request MAY be used only if the PoC Client has indicated support for the SIP UPDATE method.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

1. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; 

2. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy; and,

3. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response and when the PoC Server acts as a B2BUA the PoC Server:

1. SHALL generate a SIP 200 "OK" to the SIP UPDATE request or the SIP re-INVITE request according to rules and procedures of the [RFC3261];

2. SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer as specified in subclause 7.3.2.1b "SDP answer generation in case of On-demand session" or as in subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session";

3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "User Plane adaptation" for updating the User Plane with the newly negotiated codecs and Media Parameters from the received SDP answer, if the PoC Server is in the Media path and if the received SDP answer includes changes in codecs or Media formats or Media Parameters from those earlier accepted; 
4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures when disconnecting from a Media", if the PoC Server is on the Media path and if a Media Stream previously used in the PoC Session was marked as rejected in the received SDP answer or if the PoC Server is in the Media path and if the current Media-floor Control Entity binding of a Media, that is currently used in the PoC Session and accepted in the SDP answer, is not the same as in the received SDP answer;

5. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures when connecting to a Media", if the PoC Server is in the Media path and if a Media Stream not previously used in the PoC Session was accepted in the received SDP answer or if the PoC Server is in the Media path and if the current Media-floor Control Entity binding of a Media, that is currently used in the PoC Session and accepted in the SDP answer, is not the same as in the received SDP answer; and,

6. SHALL send a SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
Upon receiving of a SIP 180 "Ringing" response and when the PoC Server acts as a SIP proxy, the PoC Server SHALL forward the SIP 180 "Ringing" response according to rules and procedures of [RFC3261].
Upon receiving a SIP 200 "OK" response and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP 200 "OK" response according to rules and procedures of [RFC3261].
Upon receiving a SIP final response (with the exception of the SIP 200 "OK" response) to the SIP re-INVITE request or the SIP UPDATE request the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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