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	Title:
	CP CONRR D217
	 FORMCHECKBOX 
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 OMA Confidential

	To:
	PoC WG

	Doc to Change:
	OMA-TS-PoC_ControlPlane-V2_0-20070402-D

	Submission Date:
	2007-04-06

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Ivo Sedlacek, Siemens, ivo.sedlacek@siemens.com
Tapio Pavoneen, Nokia

	Replaces:
	n/a


1 Reason for Change
a) Justification:
The CR attempts to close the following comment:

	D217

	2007-01-19
	E
	6.1.12, 7.3.1.12
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: Wrong pointers due to "Talk Burst Control Protocol MIME registration" renaming to "Media Burst Control Protocol MIME registration".
	Status: OPEN


b) Clauses affected:

See Justification
c) Summary of change:
See Justification
d) Consequence if not approved:
Comment cannot be closed.
e) Reason for revision:
2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
Depends on OMA-POC-POCv2-2007-0330R01-CR_IMEnd_CONRR_I36.doc 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal
 6.1.12 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Session control procedures if Simultaneous PoC Sessions are supported by the Home PoC Network.

 6.1.12.1 PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or SIP re-INVITE request. 

When the PoC User wants to set or change the PoC Session priority the PoC Client:

· 1. SHALL generate an a SIP INVITE request, SIP re-INVITE request or SIP UPDATE request as specified in subclause 6.1.3 "PoC Session initiation", subclause 6.1.5 "PoC Client rejoining a PoC Session" or subclause 6.1.4 "PoC Client PoC Session modification";

NOTE 1:
The SIP request generation also includes SDP offer generation as specified in subclause 6.1.3.1a "SDP offer generation".

· 2. SHALL include the PoC Session parameter "poc_sess_priority" into the SIP request MIME SDP body for each offered Media-floor Control Entity according to subclause E.3.1 "Media Burst Control Protocol MIME registration"; and,
NOTE 2:
The value of "poc_sess_priority" is the same for all the Media-floor Control Entities of the PoC Session.

· 3. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receipt of the SIP 200 "OK" response the PoC Client:

· 1. SHALL take account the parameter "poc_sess_priority" in the SDP answer; and,

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions".

NOTE 3:
If a SIP 200 "OK" response is not received the PoC Client continues to use the previously agreed setting. 

The PoC Client MAY indicate the PoC Session priority and PoC Session locking setting in the same SIP request.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

 6.1.12.2 PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a particular PoC Session while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or a SIP re-INVITE request. 

When the PoC User wants to set or change PoC Session locking state the PoC Client:

· 1. SHALL generate a SIP INVITE request, SIP re-INVITE request or SIP UPDATE request as specified in 6.1.3 "PoC Session initiation", subclause 6.1.5 "PoC Client rejoining a PoC Session" or subclause 6.1.4 "PoC Client PoC Session modification";

NOTE 1:
The SIP request generation also includes SDP offer generation as specified in subclause 6.1.3.1a "SDP offer generation".

· 2. SHALL include the PoC Session locking parameter "poc_lock" into the SIP request MIME SDP body for each offered Media-floor Control Entity according to subclause E.3.1 "Media Burst Control Protocol MIME registration"; and,
NOTE 2:
The value of "poc_lock" is the same for all the Media-floor Control Entities of the PoC Session.

· 3. SHALL send the request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receipt of the SIP 200 "OK" response the PoC Client: 

· 1. SHALL take account the parameter "poc_lock" in the SDP answer; and,

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions". 

NOTE 3:
If a SIP 200 "OK" response is not received the PoC Client continues to use the previously agreed setting.

NOTE 4:
The PoC Session locking is automatically released when the PoC Session is ended. 

The PoC Client MAY indicate PoC Session priority and PoC Session locking setting in the same SIP request.

NOTE 5:
If the PoC Client indicates PoC Session priority and PoC Session locking setting in the same SIP request, PoC Session locking has precedence over PoC Session priority when those apply.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
 7.3.1.12.2 PoC Session priority request

Upon receiving a SIP INVITE or SIP UPDATE or SIP re-INVITE request containing the PoC Session priority parameter as specified in E.3.1 "Media Burst Control Protocol MIME registration" in the SDP offer the PoC Server:

· 1. SHALL validate that the PoC Session priority in the SDP offer is acceptable to PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps; 

· 2. SHALL check the PoC Session priority parameter, if included in the SDP offer;

a) if the PoC Session priority parameter "poc_sess_priority" is 0 or no "poc_sess_priority" is included and the local policy allows then the PoC Server SHALL set the PoC Session priority to secondary, perform procedures specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User "; or,

b) if the PoC Session priority value "poc_sess_priority" is 1 and the local policy allows then the PoC Server SHALL set the PoC Session priority to primary and ensure that all other PoC Sessions have the secondary priority, and perform procedures specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User".

· 3. SHALL remove the PoC Session priority parameter in the SDP payload when the request is forwarded to Controlling PoC Function and the PoC Server support PoC Session priority;

· 4. SHALL generate a SIP 200 "OK" response containing an SDP answer that indicates the selected priority parameter according to rules and procedures of [RFC2337] and [RFC3264]; and,

· 5. SHALL send the SIP 200 "OK" response to the SIP/IP Core along the signalling path.
NOTE 1:
The PoC Server performing Participating PoC Function if not recognizing a parameter will ignore it and pass it towards PoC Server performing the Controlling PoC Function. The PoC Server SHALL set the PoC Session priority by default to secondary if the PoC Client does not indicate the priority in the request. 

NOTE 2:
Only one PoC Session can be set a Primary PoC Session at the given time.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

 7.3.1.12.3 PoC Session locking request

Upon receiving a SIP INVITE or SIP UPDATE or SIP re-INVITE request containing the PoC Session locking parameter in the SDP offer as specified in E.3.1 "Media Burst Control Protocol MIME registration", the PoC Server:

· 1. SHALL validate that the PoC Session priority in the SDP offer are acceptable to the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check the PoC Session locking parameter "poc_ lock" if included in the SDP offer;

a) if the PoC Session locking parameter "poc_lock" is 1 then the PoC Server SHALL set the PoC Session locked and perform procedures as specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User"; or,

b) if the PoC Session locking parameter "poc_lock" is 0 or no "poc_lock" parameter is included then the PoC Server SHALL set the PoC Session unlocked and perform procedures as specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User": 
· 3. SHALL remove the PoC Session locking parameter "poc_lock" in the SDP payload when the request is forwarded to the PoC Server performing the Controlling PoC Function and the PoC Server supports PoC Session locking.

· 4. SHALL generate a SIP 200 "OK" response containing the SDP answer that indicates the selected locking parameter according to rules and procedures of [RFC2337] and [RFC3264]; and,

· 5. SHALL send the SIP 200 "OK" response to the SIP/IP Core along the signaling path.

NOTE 1:
The PoC Server performing the Participating PoC Function if not recognizing a parameter will ignore it and pass it towards the PoC Server performing the Controlling PoC Function.

NOTE 2:
Only one PoC Session can be set locked at the given time. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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