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1 Reason for Change

Justification
The contribution OMA-POC-POCv2-2007-1096-INP_NAT_Traversal_PoC_and_IM describes that outbound is needed for SIP. This is only partly described in the CP. The description need to cover more procedures than Registration. 

Further, this CR also covers a small correction of the NOTE in SDP offer/answer subclauses, i.e. Media related, (Has really nothing to do with the draft-ietf-sip-outbound) related to that the SIP/IP Core supports Hosted NAT when SIP/IP Core is IMS or any other method (e.g. TURN) in any other case.

(When hosted NAT is supported the IP addresses are the local IP addresses. When TURN is used the IP addresses are not the local IP Address of the PoC Client).

NOTE 6 in the registration chapter is not true since outbound is supported and shall be removed. 
Clauses affected
6.1.1.1 is modified and a new subclause 6b is introduced  with text from 6.1.1.1.
An alternative solution (not described in this CR) is to add a reference to [outbound] in all PoC Client procedures.
Summary of change
· Every time the PoC Client generates a SIP request or a SIP response the following additional text is added:

· " and, if NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT, according to rules and procedures of sip-outbound] ".

· NOTE 6 (media related) is removed from registration chapter.

· NOTED sin offer/answer is modified to indicated the dependency of NAT traversal method in SIP/IP Core.
Consequence if not approved
Inconsistency in PoC Client
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
6 Detailed Change Proposal
Change 1:   (Adding reference to [draft-ietf-outbound] and removing the Media related note)
6.1.1   PoC service registration

6.1.1.1 PoC service registration and re-registration

The PoC Client PoC service registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.
When registering or re-registering for the PoC service, the PoC Client

· 1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261] and, if NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT, according to rules and procedures of sip-outbound];

· 2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;

· 3. SHALL include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the PoC Dispatcher capability is supported; 

· 4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if receiving of Group Advertisement messages is supported;

· 5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if Discrete Media is supported;

· 6. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the FDCFO Proceed feature is supported; 
· 7. SHOULD include the parameter 'q' with value between 1 and 0 in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client if UE PoC Box functionality is supported by the UE and enabled by the PoC User.
· 8. SHALL include an additional Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and  'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' along with the parameter 'q' with value between 1 and 0 if UE PoC Box functionality is supported by the UE and enabled by the PoC User;

NOTE 1:
The value of parameter 'q' for the UE PoC Box and the PoC Client Contacts cannot be the same as this would result in parallel forking of the request. 

NOTE 2:
If the value of parameter 'q' for the PoC Client Contact header is greater than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing an Accept-Contact header indicating the UE PoC Box will be routed to the PoC Client.

NOTE 3:
If the value of parameter 'q' for the PoC Client Contact header is less than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing a Reject-Contact header for the UE PoC Box will be routed to the UE PoC Box. Equivalent functionality can be achieved by the PoC Client implementation redirecting locally the PoC Session invitation to the UE PoC Box. 

NOTE 4:
The use of a higher value of parameter 'q' for the UE PoC Box Contact than the PoC Client Contact achieves similar functionality for the UE PoC Box as the use of the SIP 302 "Moved Temporarily" response achieves for the NW PoC Box. 

NOTE 5:
If the SIP/IP Core corresponds to 3GPP IMS then every contact address in the Contact header has to contain the same IP address and port number however they can contain different tokens as URI parameters to differentiate them. 3GPP2 IMS allows additional security mechanisms to be used (e.g TLS and HTTP Digest) as well as the security mechanism specified by 3GPP. Some 3GPP2 security mechanisms do not restrict the UE to use the same IP address and port number for all contact addresses. 

· 9. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840]; 

· 10. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 

· 11. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; 

· 12. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

· 13. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE 7:
The UAC can register clients for several enablers using the same SIP REGISTER request. In case other enabler client(s) are already registered and a new enabler client is registering, the UAC includes in the SIP REGISTER request also the feature tag(s) with which the other enablers are currently registered.

Each time the PoC Client has successfully performed an initial PoC service registration the PoC Client SHALL set the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".

NOTE 8: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials. 
The PoC Client SHALL send NAT keep-alive messages as specified in [sip-outbound] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client.
NOTE 9:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  (Adding reference to [draft-ietf-outbound] on originating side)
6.1.3.1      General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261] and, if NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT, according to rules and procedures of sip-outbound]. The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 

· 5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if Discrete Media is supported and acceptable to the PoC User during the PoC Session;

· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 8. MAY include a Nick Name in the Authenticated Originator’s PoC Address and, if included, the Nick Name SHALL be included as specified in subclause 5.4 "Nick Name". 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; 

· 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac';
· 3. SHALL include an Accept-Language header to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default;
NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for POC-1 reference point.

· 4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles";

· 5. MAY include media content in one or more MIME bodies as specified in [RFC2046] with a total size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE";

NOTE 3:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.

· 6. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] with a total size equal to or less than the maximum size indicated in "INCLUDED-TEXT-CONTENT-SIZE"; and,
NOTE 4:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.

· 7. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261].
NOTE 5:
Included media content is not applicable, when establishing a Pre-established Session as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session" or when joining to a Chat PoC Group Session as specified in subclause 6.1.3.3.2 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session".

On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL cache the list of SIP methods that the PoC Server supports if received in the Allow header; 

· 2. SHALL cache the contact if received in the Contact header; and,

· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], "Processing a 2xx Response";
· 2. SHALL use the accepted Media Stream and the connected Media-floor Control Entities until the PoC Session is modified or released;
· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received; and,

NOTE 6: 
The PoC Client can perform any further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification in accordance with the requested priority procedures of the invitation, if the PoC Client included a Resource-Priority header.
· 4. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation", of the achieved QoE Profile, if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 3:  (Adding SIP/IP Core dependency for Media related NAT traversal)

6.1.3.1a
SDP offer generation

For a PoC Session one or more Media Types MAY be offered. The offered Media Streams MAY be of PoC Speech, Audio, Video and Discrete Media. Media Streams for a PoC Session are offered with an SDP body, each independent Media Stream of offered Media Type represented by its own media-level section also known as m-line. One PoC Session MAY include one or more Media-floor Control Entities.

When generating an SDP offer for the PoC Session re-join, the PoC Client SHALL compose the SDP offer as in case of PoC Session initiation. 

NOTE 1:
The PoC Client can determine the Media Types currently used in the PoC Session as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package" or the PoC Client can use the same or subset of the Media Types negotiated in the previous PoC Session invitation.

When the PoC Client generates the SDP offer for the SIP Session refresh using SIP re-INVITE request, the PoC Client SHALL offer the currently used Media Streams with used Media Parameters according to rules and procedures of [RFC3264].

When the PoC Client establishes a Pre-established Session, the PoC Client SHALL compose the SDP offer as in case of PoC Session initiation. In the SDP offer, the PoC Client MAY include one or more Media Types and one or more Media-floor Control Entities.

When the PoC Client requests User Plane adaptation, the PoC Client SHALL offer the used Media Streams with modified Media Parameters according to rules and procedures of [RFC3264].

When the PoC Client generates SDP offer for placing media off hold or placing media on hold, the PoC Client SHALL offer the used Media Stream with used Media Parameters according to rules and procedures of [RFC3264].

When the PoC Client offers to add new Media Type to the PoC Session or to connect to a Media Type in the PoC Session, the PoC Client SHALL offer the Media Type according to rules and procedures of [RFC3264].
NOTE 2:
The PoC Client is not necessarily authorized to add a Media Type to the existing PoC Session

When the PoC Client offers to disconnect from a Media Type in the PoC Session, the PoC Client SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264]. 

The PoC Client MAY offer to add a new MediaType, to connect to a Media Type and to disconnect from a Media Stream in the PoC Session in the same SIP request.

When composing an SDP offer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Client:

· 1. SHALL set the IP address of the PoC Client for each offered Media Stream and for each offered Media-floor Control Entity; 
NOTE 3:
If the PoC Client is behind NAT the IP address can be a different IP address than the one of the PoC Client depending on NAT traversal method used by SIP/IP Core.

· 2. SHALL include the media-level section for each offered Media Stream consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters;

NOTE 4:
The Media Parameters of the Discrete Media are specified in [OMA-PoC-IM].

c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity, except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; 

· d) the "i=" field set to "speech" as specified in subclause 5.10 "PoC Speech" when PoC Speech with MBCP is offered.

NOTE 5:
PoC Speech Media exists at most once in the SDP offer.

e) the IP address of the PoC Client and port number to be used for RTCP at the PoC Client selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; and,

f) under the media level definition of MSRP, add to "a=accept-types:" SDP attribute any combination of a MIME Type "application/vnd.oma.poc.final-report+xml", "application/vnd.oma.poc.detailed-progress-report+xml", and "application/vnd.oma.poc.optimized-progress-report+xml" if either Discrete Media Transfer Final Report, detailed Discrete Media Transfer Progress Report and optimized Discrete Media Transfer Progress Report respectively, is indicated to be supported.

NOTE 6:
Includes an "a=sendonly" attribute for a media component if the Media Stream is placed on hold as specified in 6.1.4.2 "PoC Client placing media on hold".
· 3. SHALL include the media-level section of each offered Media-floor Control Entity, if any Media-floor Control Entity is offered, consisting of:

a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers"; 

c) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected to the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; and.

d) optionally TBCP MIME parameters as specified in E.3 "SDP Extensions", TBCP MIME parameter "multimedia=1" is included, unless only PoC Speech with Talk Burst Control Protocol is offered;

· 4. SHOULD include a QoE Profile attribute as specified in subclause E.3.2 "QoE Profile" with the following value, if QoE Profiles are provisioned to the PoC Client:

a) the value of the Local QoE Profile corresponding to the QoS achieved by the PoC Client for the PoC Session if the SDP offer is used in the modification of a PoC Session.

b) the QoE Profile requested by the PoC User in other case.

When composing an SDP offer, the PoC Client:

· 1. SHALL bind the media-level section that identifies PoC Speech to Media-floor Control Entity, if PoC Speech is offered;

· 2. SHALL bind the media-level section that identifies Video to Media-floor Control Entity, if Video is offered;

· 3. SHALL bind the media-level section that identifies Audio to Media-floor Control Entity, if Audio is offered; and,

· 4. SHALL bind the media-level section that identifies Discrete Media to Media-floor Control Entity, if Discrete Media is offered and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 4:  (Adding reference to [draft-ietf-outbound] on originating side)

6.1.4.1   General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Client either
1. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC3311] and, if NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT, according to rules and procedures of sip-outbound]; or, 
2. SHALL generate a SIP re-INVITE request according to rules and procedures of [RFC3261] and, if NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT, according to rules and procedures of sip-outbound]. 
A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method.

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 5:  (Adding reference to [draft-ietf-outbound] on terminating side)
6.2.1.1     General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

Upon receiving a SIP re-INVITE request within a Pre-established Session without associated PoC Session or upon receiving an initial SIP INVITE request, the PoC Client: 

· 1. MAY reject the SIP INVITE request or the SIP re-INVITE request within a Pre-established Session with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 "Simultaneous PoC Sessions control procedures"; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 2:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL reject the initial SIP INVITE request with a SIP 403 "Forbidden" response if either of the following conditions are true:

a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value 'Auto' as specified in [draft-answermode] and the PoC Client does not support manual answer override;

b) the incoming SIP INVITE request contained an Answer-Mode header with the value 'Manual;Require' as specified in [draft-answermode] and the PoC Client does not support Manual Answer Mode;

NOTE 3:
A SIP re-INVITE request cannot include an Answer-Mode header as specified in [draft-answermode] so Manual Answer is implied when a SIP re-INVITE request is received within the existing SIP dialog of the Pre-established Session. 

· 3. SHALL cache the list of supported SIP methods if received in the Allow header;
· 4. SHALL cache as the PoC Session Identity the content of the Contact header;
· 5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; 
· 6. MAY render to the PoC User the identities which are indicated to be shown and the total number of anonymous PoC Users invited to the Ad-hoc PoC Group Session and 1-1 PoC Session, if indicated in the MIME resource-lists body in the request;
· 7. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header; 

· 8. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
· 9. MAY check if a Resource-Priority header is included in the incoming SIP INVITE request and can perform further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification to act upon an included Resource-Priority header, if 'Official Government Use' QoE Profile is supported; 
· 10. SHOULD render the media content received in MIME bodies to the PoC User if media content in a request is supported and the Media Type is supported by the PoC Client;

· 11. SHOULD render the text content in Subject header to the PoC User if text is included in the Subject header and if Text Content is supported by the PoC Client; and,

· 12 SHOULD retrieve and render the referenced media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC 3261] if a reference is included in the Alert-Info header or in the Call-Info header or in both , and if Referenced Media Content and referenced Media Type(s) are supported by the PoC Client.

When generating SIP provisional responses other than the SIP 100 "Trying" or SIP 2xx final responses to the received initial SIP request or the SIP re-INVITE request within a Pre-established Session the PoC Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261] and, if NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT, according to rules and procedures of sip-outbound]; 

NOTE 4:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
· 5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address", if not provided automatically by SIP/IP Core; 

· 8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
· 9. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 

· 10. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP 200 “OK” response, if Discrete Media is supported and acceptable to the PoC User during the PoC Session;

· 11. MAY include a Nick Name and, if included, SHALL be included as specified in subclause 5.4 "Nick Name" in the SIP 200 "OK" response to the initial SIP INVITE request;

· 12. SHALL include an Accept-Language header in the SIP 2xx final response to indicate the language to be used by the PoC Server for the texts sent to the PoC Client if the PoC Client wishes to get the texts in a language different than default.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 6:  (Adding dependency of SIP/IP Core NAT traversal for Media)
6.2.1.1a
SDP answer generation

When PoC Client receives an initial SDP offer for a PoC Session, the PoC Client SHALL accept or reject each Media Stream according to rules and procedures of [RFC3264].

When PoC Client receives an SDP offer, which removes a Media Stream from the existing PoC Session, the PoC Client SHALL accept each Media Stream removal in the SDP answer according to rules and procedures of [RFC3264]. The PoC Client SHOULD accept PoC Speech, if offered in the PoC Group Session SDP offer.

NOTE 1: 
If an offered Media Type is not accepted in the Automatic Answer Mode, the PoC Server performing the Controlling PoC Function can still accept the Media Type to the Inviting PoC Client which can potentially result in Media loss.

When PoC Client receives an SDP offer, which offers adding new Media Stream in the existing PoC Session, the PoC Client SHALL accept or reject each new Media Stream according to rules and procedures of [RFC3264].

When composing an SDP answer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Client:

· 1. SHALL set the IP address of the PoC Client for each accepted Media Stream and for each accepted Media-floor Control Entity;

NOTE 2:
If the PoC Client is behind NAT the IP address can be a different IP address than the one of the PoC Client depending on NAT traversal method used by SIP/IP Core.

· 2. SHALL include the media-level section for each accepted Media from the SDP offer consisting of:

a) the port number for Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters acceptable by the PoC Client for the PoC Service selected from those in the SDP offer contained in the incoming SIP INVITE request or the SIP re-INVITE request within a Pre-established Session;

NOTE 3:
The Media Parameters of the Discrete Media are defined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity and except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted; 

d) the IP address of the PoC Client and port number to be used for RTCP selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

e) under the media level definition of MSRP, add to "a=accept-types:" SDP attribute MIME Types "application/vnd.oma.poc.final-report+xml", "application/vnd.oma.poc.detailed-progress-report+xml" and "application/vnd.oma.poc.optimized-progress-report+xml" if included in the received SDP offer and if supported by the PoC Client; and,

NOTE 4: 
Includes an "a=sendonly" attribute for a media component if the Media Stream is placed on hold as specified in 6.1.4.2 "PoC Client placing media on hold".
f) include the "a=setup:active" attribute according to rules and procedures of [RFC4145] if a "a=setup:passive" attribute was received in the SDP offer and if the PoC Client supports NAT traversal according to [RFC4145].

NOTE 5:
The "a=setup:active" attribute is included by a network entity recognizing that the PoC Client is behind a NAT, e.g. the Interworking Agent.

· 3. SHALL include for any Media-floor Control Entity, that is offered in the SDP offer and accepted in the SDP answer, the media-level section of each offered Media-floor Control Entity consisting of:

a) the format list field for the Media-floor Control Entity is set to "TBCP";

b) the Media-floor Control Entity parameters selected from those in the SDP offer contained in the SIP INVITE request or the SIP re-INVITE request within a Pre-established Session, including if needed theTBCP MIME parameter "multimedia" with the appropriated value as specified in E.3 "SDP Extensions";

c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers"; and,

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted;

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Streams bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is either rejected or not supported;

· 5. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media Streams rejected or not supported;

· 6. SHOULD include a QoE Profile attribute, as specified in subclause E.3.2 "QoE Profile" with the following value, if QoE Profiles are provisioned to the PoC Client:

a) the value of the Local QoE Profile corresponding to the QoS achieved by the PoC Client for the PoC Session if the SDP answer is used in the modification of a PoC Session.

b) the value of the Local QoE Profile for the PoC Session in other case. The chosen Local QoE Profile SHOULD be equal to the QoE Profile indicated in the received SDP offer, if allowed according to the QoE Profiles provisioned to the PoC Client. Otherwise it SHOULD be the highest QoE Profile provisioned to the PoC Client.

When composing an SDP answer, the PoC Client:

· 1. SHALL bind the media-level section that identifies PoC Speech to the corresponding Media-floor Control Entity as in the SDP offer, if PoC Speech is accepted;

· 2. SHALL bind the media-level section that identifies Video to the corresponding Media-floor Control Entity as in the SDP offer, if Video is accepted;

· 3. SHALL bind the media-level section that identifies Audio to the corresponding Media-floor Control Entity as in the SDP offer, if Audio is accepted; and

· 4. SHALL bind the media-level section that identifies Discrete Media to the corresponding Media-floor Control Entity as in the SDP offer, if Discrete Media is accepted and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 7:  (Adding reference to [draft-ietf-outbound])
6.2.2.3    PoC Client receiving a request to add and disconnect Media Streams
When PoC Client receives a request to add a new Media Stream to the existing PoC Session, to remove currently used Media Stream from the PoC Session, to change the Media-floor Control Entity binding of a used Media in the PoC Session or a combination of these, the PoC Client:

· 1. SHALL validate that the offered Media Streams are supported by the PoC Client, and mark the not supported Media Streams as rejected in the SDP offer according to rules and procedures of [RFC3264];

· 2. SHALL, for each offered Media Stream not yet rejected, validate that at least one offered codec or offered Media format is supported by the PoC Client, and if not, reject the particular Media Stream in the SDP offer according to rules and procedures of [RFC3264];

· 3. SHALL, for each offered Media Stream not yet rejected, validate that the Media Parameters are acceptable for the PoC Client and if not, reject the particular Media Stream in the SDP offer according to rules and procedures of [RFC3264];

· 4. SHALL reject the request with a SIP 488 "Not Acceptable Here" response towards the PoC Server according to rules and procedures of SIP/IP Core, if all offered Media Stream are rejected. Otherwise, continue with the rest of the steps;

· 5. SHALL, for the offered Media Stream, which were not yet rejected and which are not used currently or if the current Media-floor Control Entity binding of a Media used by the PoC Client and offered to the PoC Client is not the same as in the received SDP offer, either

a) prompt the request to the PoC User for acceptance if Manual Answer Mode is required by the PoC User for the offered Media Type. If the PoC User decides not to accept the Media Stream, reject the Media Stream in the SDP offer according to rules and procedures of [RFC3264];

b) reject the Media Stream in the SDP offer according to rules and procedure of [RFC3264]; or,

c) accept the Media Stream.

NOTE:
A SIP re-INVITE request cannot include an Answer-Mode header as specified in [draft-answermode] so the PoC Server does not indicate whether the PoC Client is to accept the offered Media automatically or not based upon the <allow-auto-answermode> action associated to the Invited PoC User. The PoC Client therefore needs to determine whether to accept the offered Media automatically or not based upon the local preferences of the PoC User stored on the PoC Client.
· 6. SHALL generate SIP 200 "OK" response according to rules and procedures of [RFC3261] and, if NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT, according to rules and procedures of sip-outbound];

· 7. SHALL include in the SIP 200 "OK" response an SDP answer to the SDP offer as specified in subclause 6.2.1.1a "SDP answer generation";

· 8. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of SIP/IP Core;

· 9. SHALL interact with User Plane as specified in [OMA-PoC-UP] "User Plane adaptation", if the SDP answer contains changes in the Media Parameters, Media formats or codecs compared to the previously agreed SDP;

· 10. SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures when disconnecting from a Media Type", if the SDP answer contains a Media Stream, that is currently used by the PoC Client, marked as rejected or if the current Media-floor Control Entity binding of a Media used by the PoC Client and offered to the PoC Client is not the same as in the received SDP offer; and,

· 11. SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures when connecting to a Media Type", if the SDP answer contains an accepted Media which is not currently used by the PoC Client in the PoC Session or if the current Media-floor Control Entity binding of a Media used by the PoC Client and offered to the PoC Client is not the same as in the received SDP offer.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 7 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

