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1 Reason for Change

Some bugs and clerical fixes were identified in StdObj TS. These are described in OMA-DM-2007-0053R01-INP_DM_1_2_Bug_list, which the group agreed to resolve in release 1.2.1.
	
	Classification
	Summary
	Reference \ Details

	1
	Clerical
	Typo in OMA-TS-DM_StdObj-V1_2
	section 5.3.1.20 lists SECUREID as a possible AAuthType value. 

I believe it should be SECURID (without the 'E' )

	4
	Clerical
	multiplicity of <X> node in DMAcc
	Section 5.3.1.1 of DM TS presents the <X> node, specifying multiplicity of “OneOrMore / One”. This is either a clerical bug, or an exceptional usage that needs to be clarified to avoid confusion and mis-interpretation.

This issue was discussed in email thread titled “Clarifications for DMAcc” (started on March 29, 2007).

	5
	Clerical
	Incorrect Normative Reference
	section 2.1 (Normative References) of OMA-TS-DM_StdObj-V1_2, has the following entry:

[DMAccDDF]
“OMA Device Management Account Management Object DDF, Version 1.2”. Open Mobile Alliance. OMA-SUP-MO_DM_DevInfo-V1_2. URL:http://www.openmobilealliance.org

this entry should be pointing to OMA-SUP-MO_DM_DMAcc-V1_2  rather than pointing to OMA-SUP-MO_DM_DevInfo-V

	10
	Bug Fix
	OMA-TS-DM_StdObj-V1_2 section 5.1 text confuses meaning of "management object" with the meaning of "node"
	Context

OMA-TS-DM_StdObj-V1_2 refers the reader to OMA-TS-DM_TND-V1_2, for the table of definitions however then incorrectly re-defines "Management Object" in the document text.

OMA-TS-DM_StdObj-V1_2

5.1    Management Objects 

"Management objects are the entities that can be manipulated by management actions carried over the OMA DM protocol. A management object can be as small as an integer or large and complex like a background picture or screen saver. The OMA DM protocol is agnostic about the contents, or values, of the management objects and treats the node values as opaque data"

Problem
The above text is inconsistent with the definition table and document text in OMA-TS-DM_TND-V1_2:

OMA-TS-DM_TND-V1_2: 

6.1    Common characteristics of nodes 

"Nodes are the entities which can be manipulated by management actions carried over the OMA DM protocol. A node can be as small as an integer or a large and complex like a background picture or screen saver. The OMA DM protocol is agnostic about the contents, or values, of the nodes and treats the leaf node values as opaque data."

Possible alternatives for solution

- In StdObj rephrase to "Management objects are logical collections of related nodes to enable the targeting of management operations."

- describe StdObj MOs as standardized sub-tree structures (interior and leaf nodes) in the overall management tree, representing targets for well specified (hence interoperable) management operations.


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG is recommended to agree the proposed changes, to be applied for StdObj 1.2.1.
6 Detailed Change Proposal

Change 1:  Fix typo in section 5.3.1.20
5.3.1.20 Node: <X>/AppAuth/<X>/AAuthType

This node specifies the authentication type.

· Occurrence: One

· Format: Chr

· Access Types: Get

· Values:

	
	Status
	Interpretation

	HTTP-BASIC
	Optional
	HTTP basic authentication done according to RFC 2617.

	HTTP-DIGEST
	Optional
	HTTP digest authentication done according to RFC 2617.

	BASIC
	Optional
	DM 'syncml:auth-basic' authentication as specified in [DMSEC].

	DIGEST
	Optional
	DM 'syncml:auth-md5' authentication as specified in [DMSEC].

	HMAC
	Optional
	DM 'syncml:auth-MAC' authentication as specified in [DMSEC].

	X509
	Optional
	'syncml:auth-X509' authentication done according to [REPPRO].

	SECURID
	Optional
	'syncml:auth-securid' authentication done according to [REPPRO].

	SAFEWORD
	Optional
	'syncml:auth-safeword' authentication done according to [REPPRO].

	DIGIPASS
	Optional
	'syncml:auth-digipass' authentication done according to [REPPRO].

	TRANSPORT
	Optional
	Secure Transport authentication is used. Transport layer authentication is beyond the scope of OMA DM Security. 


Table 2: AAuthType Values

Change 2:  Fix multiplicity of <X> node
5. Node: <X>

This interior node acts as a placeholder for one or more accounts or for a fixed node.

· Occurrence: OneOrMore
· Format: Node

· Access Types: Get

· Values: N/A

Change 3:  Fix incorrect reference
2.1 Normative References

	[DMAccDDF]
	“OMA Device Management Account Management Object DDF, Version 1.2”. Open Mobile Alliance(. OMA-SUP-MO_DM_DMAcc-V1_2. URL:http://www.openmobilealliance.org


Change 4:  Fix the description of MO, to be consistent with the one given in OMA-TS-DM_TND-V1_2
5.1 Management Objects

Management objects are logical collections of related nodes that enable the targeting of management operations, using OMA DM protocol commands. Each node in a management object can be as small as an integer or large and complex like a background picture or screen saver. The OMA DM protocol is agnostic about the contents, or values, of the management objects and treats the node values as opaque data
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