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1 Overview

This liaison statement is in response to the LS from ETSI TC M2M contained in OMA-DM-2010-0070-ILS_from_ETSI_TC_M2M_work_overview.zip
2 Proposal

The OMA Device Management Working Group would like to thank you for the liaison letter informing the status of work on management of M2M devices/gateways and asking for feedback on M2M related device management.  
ETSI TC M2M requested OMA DM WG to review and evaluate the feasibility and maturity of the functionalities related to xREM.
OMA DM WG has reviewed the xREM functionalities and added feedback in the table below: Please note that this is an initial analysis of xREM and DM Enabler functionality mapping. Further analysis and clarification may be needed as work progresses. 
	Section
	Description
	Related

Enabler
	Note

	NREM
	Provides CM functions, like FM and PM, which consists in the provisioning of MO to M2M Gateway or M2M Device.
	DM 1.3

DiagMon 1.0

DiagMon 1.1
	OMA DM WG has specified several standard MOs based on the DM core protocol framework. These MOs can be used according to required feature (e.g. Device Info MO, ConnMO for connectivity configuration etc.); for specific data model or functionality, new MOs may be defined based on the DM framework (AC_MO). FM and PM can be performed using the diagnostic and monitoring functions defined in the DiagMon 1.1 specification or new functions defined based on the DiagMon 1.0 Enabler framework.

	
	Collects and stores PM data; provides PM data to M2M Application
	GwMO 1.0
DiagMon 1.0
	Suitable new DiagMon Functions for PM and FM may be defined by ETSI TC M2M based on DiagMon 1.0 framework. Please refer to DiagMon 1.1 for DiagMon functions defined by OMA DM Working Group for further information.
GwMO 1.0 requirements support the functionality in which M2M Gateway aggregates the responses from M2M Devices and provides data to DM Server. 
It is out of scope of OMA DM to define the interface between M2M Application.and DM Server..

	
	Collects and stores FM data; provides FM data to M2M Application
	
	

	
	Hides M2M Device or Gateway name translation
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	
	Hide connection establishment
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	
	Firmware and Software upgrade
	FUMO 1.0
SCOMO 1.0
	Firmware upgrade is supported by FUMO 1.0 .
Software upgrade is supported by SCOMO 1.0

	
	Is informed of M2M Device and Gateway status (activated/deactivated)
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	GREM
	Processes management request from NREM on behalf of M2M Devices
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	
	Processes management request from one or multiple M2M Device
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	
	Request NREM to start management task
	DM 1.3
	Implemented by client initiated session in the DM protocol.

	
	Initiates management tasks with M2M Device. Reports result to NREM
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	
	Process optimization to reduce signalling and data traffic
	GwMO 1.0
	GwMO 1.0 requirements support this functionality. 

	
	Protocol translation
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	
	Remote management tasks scheduling of sleeping device
	GwMO 1.0

Scheduling 1.0
	Scheduling MO 1.0 can be combined with GwMO 1.0 to provide this functionality

	
	Receives and stores management data pertaining M2M Gateway and Device
	GwMO 1.0
	GwMO 1.0 requirements support this functionality.

	
	Local Firmware and Software upgrade
	GwMO 1.0

FUMO 1.0

SCOMO 1.0 
	Covered.

	
	Provides fault recovery mechanism in case of failure of integrity check and validation
	N/A
	To be clarified if the functionality is related to the Gateway itself or to M2M devices under the Gateway 

Fault Recovery could be defined. If it can be considered as complete resync of DM tree, it’s already covered by DM protocol

	
	Acts as client for Gateway management
	DM 1.3
	Consistent with DM 1.3 Architecture

	DREM
	Acts as client for M2M device management
	DM 1.3
	Consistent with DM 1.3 Architecture

	
	Provides fault recovery mechanism in case of failure of M2M Device integrity check and validation
	Implementation

DiagMon 1.0

DiagMon 1.1
	Check integrity and validation could be specified, or, can be left to implementation.
Fault Recovery could be defined. If it can be considered as complete resync of DM Tree, it’s already covered by DM protocol
Please refer to DiagMon 1.1 for already defined DiagMon Functions, e.g. Device Restart.


Abbreviations
	AC_MO
	Application Characteristics Management Object

	ConnMo
	Connectivity Management Object

	DM
	Device Management

	DiagMon
	Diagnostic and Monitoring

	FUMO
	Firmware Update Management Object

	GwMO
	Gateway Management Object

	MO
	Management Object

	SCOMO
	Software Component Management Object


ETSI TC M2M requested OMA DM WG to provide the work plan on M2M related device management (e.g. Gateway MO).
1. OMA DM WG has the following Enablers which are suitable for management of M2M Devices and Gateways:
· Device Management 1.3  (Candidate Release)
http://www.openmobilealliance.org/Technical/release_program/dm_v1_3.aspx
· Software Component Management Object 1.0 (Candidate Release)
 http://www.openmobilealliance.org/Technical/release_program/scomo_v1_0.aspx
· Firmware Update Management Object 1.0 (Candidate Release)
http://www.openmobilealliance.org/Technical/release_program/fumo_v1_0.aspx
· DiagMon Framework 1.0 (Candidate Release)
http://www.openmobilealliance.org/Technical/release_program/diagMon_V1_0.aspx 
· DiagMon Functions 1.1 (Candidate Release)
http://member.openmobilealliance.org/ftp/Public_documents/DM/DiagMon/Permanent_documents/OMA-TS-DiagMon_Functions-V1_0-20100601-D.zip 
· Please note that DiagMon 1.1 has just been approved as Candidate Enabler by OMA and will be published very soon.
· Gateway Management Object 1.0, Candidate Approval expected 04/2011  http://member.openmobilealliance.org/ftp/Public_documents/DM/DM-GwMO/Permanent_documents/
· OMA DM WG is currently working on the Requirement Document and has already considered some requirements related to M2M. Formal review of the Requirement Document is scheduled to start soon, thus, ideally any further requirements should be submitted by July 15th, 2010.
2. Further management objects can be found on OMNA DM MO registry:

http://www.openmobilealliance.org/Tech/omna/omna-dm_mo-registry.aspx
3. OMA DM WG has also the following Enabler that might be of interest:
DM SmartCard 1.0
http://www.openmobilealliance.org/Technical/release_program/DM_SC_v1_0.aspx
4. In order to fulfil all requirements from ETSI TC M2M it might be required to create additional Management Objects. The following white paper provides advice on how to create a Management Object:
http://www.openmobilealliance.org/Technical/release_program/ac_mo_v1_0_1.aspx 
3 Requested Action(s)

OMA DM WG asks ETSI TC M2M to consider the information included for M2M related device management. Please feel free to contact us for further assistance on how to utilize OMA DM for M2M devices/gateways.
4 Conclusion

OMA DM WG looks forward to continuing the collaboration with ETSI TC M2M towards timely release of the specifications.









� If the “Confidential LS” box is selected, this liaison statement is intended to be Confidential per agreement by OMA and the addressed organization.  Neither side should make this communication available to non-members.





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-LiaisonStatement-20100101-I]

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-LiaisonStatement-20100101-I]

