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1 Reason for Contribution

This is a use case that is submitted for inclusion in the Requirements Document (RD) for the approved SCE WID, number 0130.
2 Summary of Contribution

This use case describes configuring a meta-domain (described in the Pre-conditions section) with remote authorization.  The contribution also lists the derived requirements from the use case.
3 Detailed Proposal

1.1 Configuring Meta-domain - Remote Authorization
Jacob informs the cable TV (i.e., upstream) operator  (i.e., a remote entity) that he has one or more OMA handsets from which he wishes to access his content provided by the cable TV operator.  The cable TV operator explicitly authorizes the ability to make video clips available via the OMA DRM scheme on these handsets.

Video purchased by Jacob from his cable TV operator, which has been downloaded to his set-top box (STB), can now be available in the OMA handsets. For example Jacob connects one handset to the STB via USB and downloads as a video clip. Jacob can now play this video clip on the OMA handset whilst adhering to the licensing terms.

1.1.1 Actors

	Upstream Operator
	Server component that provides content

	Remote Authorizer
	Server  component that authorizes use by specific User

	OMA DRM Agent
	Device component that handles the security of OMA protected content

	Local Download Agent
	Server component that generates and stores encrypted content and generates associated OMA rights

	Registration Authority
	Server component that registers device in Meta-Domain

	User
	Interacts with the Upstream Operator, Remote Authorizer, Local Download Agent, Registration Authority and Presentation Server

	Presentation Server
	Server  component that allows the discovery of content by User


1.1.2 Actor Specific Issues
Upstream Operator provides non-OMA DRM protected content and non-OMA licensing terms to Local Download Agent. OMA DRM Agent implements OMA DRM specifications.  Local Download Agent converts non-OMA DRM protected content received from Upstream Operator into OMA protected content, where allowed by non-OMA license, and generates OMA rights.  User uses Presentation Server to select content. Remote Authorizer validates translation of content allowed for designated User. Registration Authority handles joining/leaving of devices in meta-domain, under possible constraints from the Remote Authorizer.
1.1.3 Actor Specific Benefits
User can use non-OMA DRM protected content on OMA devices. 

1.1.4 Pre-conditions
Jacob owns a set-top box (STB) and multiple OMA handsets.  The STB is connected to the Internet via a high-speed, always-on connection. 

Jacob’s STB and handsets all support a means of communicating with each other (e.g., WiFi, Bluetooth, and USB). 


Jacob subscribes to a cable television service through which he can purchase video and audio.  The payment model may be pay-per view or pay for limited usage (time or count based).
1.1.5 Post-conditions
Video clip is available on the OMA handset. Jacob has the ability to play his content on a designated group of devices. This group of devices is known as a “meta-domain”. 
1.1.6 Normal Flow  
1. User makes request to Remote Authorizer for permission to see content on OMA handset.
2. Remote Authorizer sends permission to Registration Authority.
3. A video protected by non-OMA DRM is downloaded from Upstream Operator into Local Download Agent.
4. User browses Presentation Server and decides to see video clip on OMA handset.
5. User downloads video clip from Local Download Agent to OMA handset (if original non-OMA rights allow).
6. User joins meta-domain by making request to Registration Authority.

7. User is able to view the video clip on the device.
8. 
9. 
10. 
1.1.7 Alternate flow

It is envisaged that joining the handset to the meta-domain will be a once-off step. Subsequent downloads from the Local Download Agent to the OMA handset will then just comprise the steps:

11. A video protected by non-OMA DRM is downloaded from Upstream Operator into Local Download Agent.

12. User browses Presentation Server and decides to see video clip on OMA handset.

13. User downloads video clip from Local Download Agent to OMA handset (if original non-OMA rights allow).

User is able to view the video clip on the device.
14. 
1.1.8 Derived Requirements

It SHALL be possible for content protected by non-OMA DRM to be consumed by OMA devices in a meta-domain.
It SHALL be possible for Remote Authorizers to restrict OMA devices that are allowed to consume content protected by non-OMA DRM.
It SHALL be possible for a Remote Authorizer to limit the number of devices in a meta-domain.
It SHALL be possible for Registration Authority to create meta-domains.

It SHALL be possible for Registration Authority to add OMA devices to meta-domains.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

  We recommend that the use case and the derived requirements be included in appropriate sections of the RD.
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