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1 Reason for Contribution

These use cases are submitted for inclusion in the Requirements Document (RD) for the approved SCE WID, number 0130.

2 Summary of Contribution

This input describes the following concepts:

1. User domain

2. Domain authority

3. Purchase device

4. Import device

5. Remote render server device

6. Remote render client device

In the following use cases:

1. User domain creation

2. Purchase for the user domain

3. Buy (for user domain) on mobile, download at home

4. Content use inside the user domain

5. Play outside of user domain, locally 

6. Play outside of user domain, remotely

7. Import into user domain

8. Gifting to another user

3 Detailed Proposal

7.1 Use Case I&E, User Domain creation

7.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes the interaction between a user, a Domain Authority device and some devices discovered on the local network, with the purpose to create and setup a user domain.

7.1.2 Actors

	User
	Uses the interaction device to create a domain at a Domain Authority

	Domain Authority 
	The entity that manages the domain

	Discovered Device
	A device that is discovered to be a candidate to be added to the domain.


7.1.3 Pre-conditions

The user has a number of OMA devices, connected via network. 

7.1.4 Post-conditions

The user has created a user domain.

7.1.5 Normal Flow

1. The user uses the Domain Authority, deployed on his mobile phone to setup his/her User Domain. 

2. The Domain Authority uses a device discovery mechanism to present the user with a list of devices This list includes a TV, a Home Media Center and a PC. 

3. The user selects all discovered entities to be added to the domain. 

4. The Domain Authority determines that the request of the user falls within the domain policy.

5. The Domain Authority creates a new user domain and adds the selected devices to the domain. 

7.1.6 Alternative Flow

The Domain Authority determines that the request of the user does not fall within the domain policy. User must selects a different set of devices.

Use Case I&E, Purchase for the User Domain 

7.1.7  ASK  \* MERGEFORMAT Short Description

This use case describes the purchase of a piece of content for a user domain

7.1.8 Actors

	User
	Interacts with the purchasing device to purchase a piece of content

	Rights Issuer
	The entity that provides Rights Objects to a domain

	Purchasing device
	The device used to make a purchase

	
	


7.1.9 Pre-conditions

The user has created a user domain, with a domain authority that is unrelated to the Rights Issuer.

7.1.10 Post-conditions

The user has received rights to a piece of content, such that it is usable inside the user domain. 

7.1.11 Normal Flow

1. Using a purchasing device, the user browses the website of a Rights Issuer.

2. User selects a piece of content for purchase. 

3. The purchasing device provides the Rights Issuer with information regarding the user domain. 

4. The Rights Issuer determines that it trusts the user domain and is able to provide content for the requested domain and related domain policy. 

5. The Rights Issuer creates a Rights Object for the requested domain.

6. The Rights Objects is delivered to the Purchasing Device.

7.1.12 Alternative Flow

The Rights Issuer determined that it can NOT provide content for the domain. The user is notified of this.

Use Case I&E, Buy on mobile, download at home 

7.1.13  ASK  \* MERGEFORMAT Short Description

This use case describes the download of a piece of content for a user domain, after it has been purchased on another device.

7.1.14 Actors

	User
	Interacts with the purchasing device to purchase a piece of content

	Rights Issuer
	The entity that provides Rights Objects to a domain

	Purchasing device
	The device used to make a purchase

	Download device
	The device used to download the content


5.2.1.1 Actor Specific Issues

5.2.1.2 Actor Specific Benefits

7.1.15 Pre-conditions

The user has created a user domain, which includes his Home Media Center.

The user has received rights to a piece of content, such that it is usable inside the user domain.

7.1.16 Post-conditions

The user has downloaded the content to his Home Media Center.

7.1.17 Normal Flow

1. Using the previously used purchase device, the user triggers his Home Media Center to download the content that was purchased. 

2. The content is downloaded from the Rights Issuer and stored on the Home Media Center.

7.2 Use Case I&E, Content use inside the user domain

7.2.1  ASK  \* MERGEFORMAT Short Description

This use case descibes the use of content inside a user domain: making and rendering copies.

7.2.2 Actors

	User
	Interacts with the Rendering device to request rendering of a piece of content

	Rendering device
	The device used to render the content

	Storage Device
	The device that stored the Content and Rights Objects


7.2.3 Pre-conditions

The user has created a user domain, that includes is TV, Home Media Center and PC.

The user has received rights to a piece of content, such that it is usable inside the user domain.

The user has downloaded the content on the Home Media Center in his user domain.

7.2.4 Post-conditions

User has copied the content item to his PC, such that it can be rendered there. 

7.2.5 Normal Flow

1. The user interacts with the PC to request a copy of a piece of content and rights stored on the Home Media Center via the local network.

2. The PC determines that the content is tied to a domain of which it is a member

3. The PC renders the content.

7.2.6 Alternative Flow

After the first step, the connection between PC and Home Media Center is broken. 

The PC may play the content while it is being transferred and not keep a local copy. 

Content may be tranferred via a non-secure medium. 

7.3 Use Case I&E, Play outside of user domain, locally 

7.3.1  ASK  \* MERGEFORMAT Short Description

This use case describes access to a piece of domain content on a rendering device that is not a member of the user domain. Content access is allowed based on the fact that the content is available on a domain member that connected to the rendering device via local connectivity.

7.3.2 Actors

	User
	Interacts with the UID and Rendering device to request rendering of a piece of content

	Remote Render Client
	The device used to render the content

	Remote Render Server
	The device that stores the Content and Rights Objects and from which the content is rendered


5.2.1.3 Actor Specific Benefits

The Remote Render Client is not neccesarily a full OMA client. 

7.3.3 Pre-conditions

The user has created a user domain, that includes his/her mobile phone

The user has received rights to a piece of content, such that it is usable inside the user domain.

The user has downloaded the content and has copied it with the rights to his/her mobile phone.

7.3.4 Post-conditions

7.3.5 Normal Flow

1. The user uses the Remote Render Server (on his mobile phone) to discover a Remote Render Client (on a nearby TV) and establish a connection . 

2. The user interacts with the Remote Render Server to request transport and redering of a piece of content (stored on the mobile phone) to the a Remote Render Client.

3. The a Remote Render Client renders the content.

7.3.6 Alternative Flow

The discovery and connection set-up is initiated from the a Remote Render Client side. 

The Remote Render Server determines that for the selected piece of content it is NOT allowed to render outside the domain via local connectivity. The user is notified. 

7.4 Use Case I&E, Play outside of user domain, remotely

7.4.1  ASK  \* MERGEFORMAT Short Description

This use case described access to a piece of domain content on a rendering device that is not a member of the domain based on the proximity of a user token. 

7.4.2 Actors

	User
	Interacts with the UID and Rendering device to request rendering of a piece of content

	User Token
	The entity that represents the user

	Rendering device
	The device used to render the content

	Storage Device
	The device that stored the Content and Rights Objects


5.2.1.4 Actor Specific Issues

5.2.1.5 Actor Specific Benefits

7.4.3 Pre-conditions

The user has created a user domain, that includes a user token

The user has received rights to a piece of content, such that it is usable inside the user domain.

The user has downloaded the content to his/her Storage Device (Home Media Center).

7.4.4 Post-conditions

7.4.5 Normal Flow

1. The user uses the User Token (e.g. his mobile phone) to discover a local Rendering device (e.g. a nearby TV) and establish a connection .

2. The user authenticates with the User Token on the Rendering device. The Rendering Device is now enabled to allow temporary access to user domain content.

3. The user interacts with the Rendering device to connect to the Storage Device, via internet.

4. The user interacts with the Rendering device to request transport and redering of a piece of content (that is stored on the Storage Device)

5. The Rendering device renders the content

7.4.6 Alternative Flow

The Rendering device determines that for the selected piece of content it is NOT allowed to render remotely. The user is notified. 

7.4.7 Operational and Quality of Experience Requirements

The user did not plan ahead and therefore did not previously put content and/or rights on his/her user token. 

Use Case I&E, Import into user domain

7.4.8  ASK  \* MERGEFORMAT Short Description

This use case describes the import of a piece of content into a user domain

7.4.9 Actors

	User
	Interacts with the purchasing device to purchase a piece of content

	Non-OMA device
	The non OMA entity that export to a user domain

	Import device
	The device used to import into a domain

	
	


7.4.10 Pre-conditions

The user has created a user domain, that includes the Import device (e.g. Home Media Center)

The user has content available on an non-OMA device, with the rights to export to an OMA domain. 

7.4.11 Post-conditions

The user has rights stored on the Import device, such that the content is usable inside the user domain. 

7.4.12 Normal Flow

1. Using the import device, the user browses the content on the non-OMA device.

2. User selects a piece of content for import. 

3. The import device provides the non-OMA device with information regarding the user domain. 

4. The non-OMA device determines that it trusts the user domain and is able and allowed to provide content for the requested domain and related domain policy. 

5. The non-OMA device creates a Rights Object for the requested domain.

6. The Rights Objects is delivered to the Importing Device.

7.4.13 Alternative Flow

The non-OMA device determines that is can NOT allowed to provide content for this particular user domain. User is notified.

7.5 Use Case I&E, Gifting to another user

7.5.1  ASK  \* MERGEFORMAT Short Description

This use case describes transfer of a piece of domain content to another device that is not a member of the user domain. After the transfer, the content is no longer available in the user domain. 

7.5.2 Actors

	User
	Interacts with the UID and Rendering device to request rendering of a piece of content

	Sender
	The device that sends the content

	Receiver
	The device that receives the content. 


7.5.3 Pre-conditions

The user has created a user domain, that includes his/her mobile phone, acting as a sender.

The user has received rights to a piece of content, such that it is allowed to transfer the content to another user 

The user has downloaded the content and has copied it with the rights to his/her mobile phone.

7.5.4 Post-conditions

The content item is available on the receiver device. 

The content item is no longer availbale in the user domain. 

7.5.5 Normal Flow

1. The user uses the Sender (his/her mobile phone) to discover a Receiver (another phone) and establish a connection . 

2. The user interacts with the Sender to request transport of a piece of content (stored on the mobile phone) to the Receiver.

3. content and rights are transferred from Sender to Receiver.

7.5.6 Alternative Flow

The discovery and connection set-up is initiated from the a Receiver side. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that these use cases be included in appropriate sections of the RD.
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