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DVB, noticing that OMA BAC-DLDRM is currently drafting use cases and normative requirements for extensions of the OMA DRM specifications to enable the secure exchange of DRM content among multiple devices, would like to inform OMA about its on-going work on Content Protection and Copy Management (CPCM).
DVB CPCM is designed to provide content protection and copy management in consumer digital equipments and home networks from the point of acquisition to the point of consumption. The developed concepts embrace content delivery from a number of sources, including FTA (Free To Air) and encrypted broadcast, DRM, and pre-recorded media into CPCM, by generation of Usage State Information (USI) at the Acquisition Point.
From the draft “SCE requirements” document, available at http://member.openmobilealliance.org/ftp/Public_documents/BAC/DLDRM/Permanent_documents/OMA-RD-SCE-V1_0-20060414-D.zip, we note the following use cases that would deserve a close collaboration with DVB:

· Enable import from 3rd party DRM into the OMA-DRM capable device (as implemented in a DVB device supporting DVB-CPCM);
· Specification of a Home Domain Enforcement Agent (DEA) not requiring persistent connectivity, which seems, at its conceptual level, to correspond to the similar notion of Authorized Domain Management (ADM) as defined in CPCM;
· Enable content exchange between devices within close proximity to each other regardless of their actual home domain, which may be mapped (if so signalled/authorized by the content provider) to/from MLOCAL, VLOCAL Usage State Information signalling in CPCM.
If this work is not synchronised with the DVB work, we fear DVB manufacturers may end-up later in the market place having to implement both a CPCM Acquisition Point with ADM and an OMA SCE Import with DEA into a STB PVR that has to be indifferently connected to a DVB home network and/or to a OMA-DRM-SCE compliant device.

It therefore gives me great pleasure to forward to you the DVB Blue Book A094, DVB Content Protection and Copy Management, published in November 2005, for your consideration.

The DVB Blue Book A094 (http://www.dvb.org/index.php?id=294) contains the following CPCM Specification elements which are published for informational and liaison purposes:

· DVB CPCM Reference Model (SB 1496)

· DVB CPCM Usage State Information (SB 1497)

· DVB CPCM Abbreviations, Definitions and Terms (SB 1498)

The contents of these first three core elements of the CPCM system are stable but may be subject to updates and changes in the light of ongoing work in defining the remaining two elements which will be released at a future date:

· DVB CPCM Authorised Domain Management

· DVB CPCM Security Tools & Application.

An additional document:

· DVB CPCM Implementation Guidelines;

will give examples of different applications of CPCM in a range of markets and business models with recommendations for relevant technical compliance.

We believe the important work in OMA BAC-DLDRM and DVB TM-CPT is potentially compatible and we look forward for establishing useful dialogue to explore options for harmonisation of the evolving specifications being developed in the two groups.

We look forward to receiving your reply.

Best regards

Chris Hibbert
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