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1 Reason for Change

Following the outcome of the discussions in the Santa Clara meeting, this CR modifies the text about the <party> element in the REL TS, to clarify more clearly which id is to be included in the <party> for which type of RO.
The CR uses the definitions from Input Contribution 261, but the discussions on the exact wording of the definitions are left in the scope of that IC.
R01 specifies that for User Domain ROs with the <pairing> constraint the <party> element is mandatory.
R02 removes the sentences related to the DRM Agent behaviour when trying to install an RO. 
R02 also modifies the following text: “where y is replaced by the base64 encoded SHA-1 hash over the concatenation of the ROID and the User Domain ID of the User Domain to which the RO is bound.” to " where y is replaced by the User Domain ID of the User Domain to which the RO is bound.". The reason is that when transferring via a Move a Domain-constrained User Domain RO to a recipient Device, which does not belong to the User Domain, the recipient Device cannot know which User Domain should be joined to use the User Domain RO.
R03 removes change 4 of the CR, which will be included in a new CR.
2 Impact on Backward Compatibility

Certain OMA DRM v2.x implementations may not be able to ignore the <party> element.
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The OMA DRM WG is recommended to agree the CR.
6 Detailed Change Proposal

5.2.2 Element <party>

5.2.2.1 Syntax

<xsd:element name="party" type="o-ex:partyType"/>

<xsd:complexType name=”partyType”>

  <sequence minOccurs="0" maxOccurs="unbounded">

    <xsd:element name=”o-dd:context” type="o-ex:contextType" minOccurs=”0”/>

    <xsd:any minOccurs="0" processContents="lax"/>

  </sequence>
</xsd:complexType>
5.2.2.2 Semantics

The RI/LRM MAY include a <party> element in the <agreement> element to specify to which Device, Domain and/or User Domain the RO is bound.
The <party> element in the <agreement> element contains a <context> element with a <uid> element that matches a Device ID, Domain ID or User Domain ID, respectively specifying to which Device, Domain or User Domain the RO is bound.
In future versions of SCE, there may be multiple <uid> elements in the <context> element in the <party> element. Therefore, the DRM Agent SHALL be able to process multiple <uid> elements in the <context> element, and SHALL ignore any <uid> elements with values that are not specified in this version of SCE.
Note: including the party element may lead to incompatibility with certain OMA DRM 2.0 and OMA DRM 2.1 implementations.

Change 1:  Another change

5.3.1 Element <context>

5.3.1.1 Syntax

<xsd:element name="context" type="o-ex:contextType"/>

<xsd:complexType name="contextType">

  <sequence>

    <xsd:element name="o-dd:version" type="xsd:string" minOccurs="0"/>

    <xsd:element name="o-dd:uid" type="xsd:string" minOccurs="0" maxOccurs="unbounded"/>

    <xsd:element name="o-dd:date" type="o-dd:dateType" minOccurs="0"/>

    <xsd:any minOccurs="0" maxOccurs="unbounded" processContents="lax"/>

  </sequence>

</xsd:complexType>

5.3.1.2 Semantics

The <context> element contains the optional <version>, <uid> and <date> elements. As the name already indicates, it provides context sensitive information for use within the context of its parent element.

The semantics of its child elements depend on the parent element in which the <context> element is used. These are different if the <context> element is a child element of the <rights>, <party>, <asset>, <individual>, <system>, or <inherit> element. Please see the corresponding descriptions of the individual child elements. The descriptions of the <asset>, <individual> and <inherit> elements can be found in [OMADRM21-REL], whereas the description of the other elements are in this document.

A <context> element MUST NOT contain more than one <uid> element unless the <context> element is contained in the <individual> element or the <party> element.
5.5.3 Element <domain>

5.5.3.1 Syntax

<xsd:element name="domain" substitutionGroup="o-ex:constraintElement"/>

<xsd:complexType name="constraintType">

   <attribute name="domainID" type="roap:DomainIdentifier" use="required"/>

</complexType>
5.5.3.2 Semantics

The <domain> constraint is used to restrict the use of the related permission to Devices that belong to the User Domain to which the RO is bound. ROs with a <domain> constraint SHALL include a <uid> element in the <context> element in the <party> element to specify to which User Domain the RO is bound.
If a permission is restricted with a <domain> constraint, the Device SHALL only grant the permission if it is a member of the User Domain indicated by the userDomainID attribute.


The <domain> constraint also assures that the related permission is only granted to SCE Devices. Since the <domain> constraint is not understood by OMA DRM 2.0 or OMA DRM 2.1 Devices, including the <domain> constraint disallows the permission to be exercised by OMA DRM 2.0 or OMA DRM 2.1 Devices.
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