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1. Overall Description:
3GPP SA4 has been working on the delivery of multimedia streams over HTTP, referred to as Dynamic Adaptive Streaming over HTTP (DASH). Our release 9 specifications TS26.234 and TS26.244 were adopted by ISO/IEC SC29/WG11 (MPEG) as the basis for their work, and we are working on a release 10 specification that is aligned between MPEG and 3GPP.

In this specification, the client acquires a Media Presentation Description (MPD), which describes, among other things a number of alternative representations. In our specification, the parts of a representation, when re-concatenated, form a 3GP file. (The system at this level is agnostic of file format, and 3G2 or MP4 files could be used, and MPEG is defining how to use MPEG-2 transport streams). Clients choose among the representations based on 

· the capabilities of their media client (supported file formats, codecs, etc.);

· the needs of their users (spoken language, screen size, etc.);

· and the capability of their access network (particularly bandwidth).

The MPD includes description of the media formats to enable these choices. One declaration that may be made about a representation is “this media is protected by a content protection scheme”. In order to be neutral to media formats, this MPD declaration takes the form of the name of the protection system, as a URI, and any parameters needed (as defined by the protection system). Clients would not select a representation protected by a scheme that they do not recognize or do not support. The URI is simply a ‘label’ – there is no requirement or even expectation that it be de-referenced, even if a URL is used, though a URL might usefully point at the specification of the protection system, or a place where it might be found.

If you would like to see details, please see our specification TS 26.234, section 12.7.1 (Content Protection), and the referenced XML attributes and elements. 3GPP specifications are publicly available at <http://www.3gpp.org/-specifications->.

Until such a URI is defined for a given protection system, it would not be possible to use it in the DASH context. We are therefore considering defining a uniform mapping from the ‘scheme identifiers’, as used in files based on the ISO Base Media File Format (on which 3GP, 3G2, MP4 etc. are based), and a URI. An example might be urn:3gpp:dash:protection:[scheme]:[version] where [scheme] and [version] are taken from the ‘schm’ box in the content.

We would like to know how you would like to handle OMA PDCF. Possibilities include:

a) we do not define an automated mapping; OMA defines the URI to declare OMA PDCF;

b) we define an automated mapping and OMA also defines a URI; it is possible that when the OMA URI is used, OMA has specified what must also be placed as parameters (the scheme information) in the MPD;

c) we define the automated mapping, and this suffices, at least for the time being.

We think that (c) may be the best way forward; the automated mapping enables the use of protected content in DASH without action by the protection system definers, while the existence of duplicate URIs for the same scheme (as implied by (b)) is avoided. However, such an automated mapping requires that the definition of [scheme] and [version] in the ‘schm’ box is sufficient for DASH clients to make decisions whether they can access the representation – or not. 

2. Actions:

3GPP SA4 kindly asks OMA to consider how they would like OMA PDCF signalled in the context of 3GPP DASH.

3. Date of Next TSG-SA4 Meetings:

TSG-SA4 Meeting #63 
14 – 18 Feb 2011
Sanya, China
TSG-SA4 MBS Adhoc #8 
9 – 10 Apr 2011
San Diego, USA 

TSG-SA4 Meeting #64 
11 - 15 Apr 2011
San Diego, USA
