Doc# OMA-LS_859-DRM_Reply_to_ISO_IEC_JCT1_on_AIT-20100329-A[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Liaison Statement

Doc# OMA-LS_859-DRM_Reply_to_ISO_IEC_JCT1_on_AIT-20100329-A
Liaison Statement



Liaison Statement

	Title:
	Reply to ISO IEC JTC 1/SC 29/WG 11 on AIT
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 Confidential LS


	Date:
	29 March 2010

	To:
	ISO IEC JTC 1/SC 29/WG 11

	Copy:
	n/a

	Response to:
	ISO/IEC JTC 1/SC 29/WG 11/N11192
OMA-DRM-2010-0068

	Source:
	OMA-DRM

	Send Replies to:
	OMA DRM WG, OMA-LIAISON@mail.openmobilealliance.org

	Contact(s):
	Bert Greevenbosch, DRM WG chair, bert.greevenbosch@iis.fraunhofer.de

	Attachments:
	n/a


1 Overview

The OMA DRM Working Group (WG) thanks ISO IEC JTC 1/SC 29/WG 11 on being informed about the call for proposals for the Advanced IPTV Terminal (AIT) specification. In this LS response, the OMA DRM WG would like to propose OMA DRM v2.0, OMA DRM v2.1 and OMA SCE v1.0 for several requirements.
2 Proposal

From the requirements and use cases, the DRM OMA WG understands that the AIT standard seeks a solution for the content protection of an IPTV service, where the IPTV service can be provided by any of the users.
The OMA DRM WG believes that this technology can be provided by the OMA DRM v2.0/v2.1 and OMA SCE v1.0 standards.
The DRM v2.x standards specify the basic OMA DRM system. It provides an ample rights expression language, as well as strong security based on a Public Key Infrastructure. In addition, the OMA DRM v2.x PDCF file format is ideally suited for storage of streamed content.

The OMA SCE v1.0 specification is based on OMA DRM v2.1, and therefore contains all functionality that OMA DRM v2.1 provides. In addition, it specifies the flexible usage, transformation and generation of DRM protected content. For example, the standard specifies flexible domain technology (called User Domains), import and the move of licenses between two devices. Please note that SCE v1.0 is still in candidate phase, and has not been tested within OMA.
The various requirements for users to create and manage licenses for other users can be satisfied by the local deployment of a DRM v2.x Rights Issuer (RI), or through appliance of a SCE v1.0 Local Rights Manager (LRM).

The User Domain technology can be used to set up groups of devices, which remain grouped for different licence/contract providers. Notice that this cannot be achieved with OMA DRM v2.x only, since the OMA DRM v2.x domains are generated on a per RI basis.

It has been understood by the OMA DRM WG, that a proposal should be accompanied by a reference implementation. However, since OMA does not develop implementations of its standards, it cannot deliver a reference implementation. It is our hope that individual OMA members, ideally those who also attend ISO IEC JTC 1/SC 29/WG 11 meetings, will be able to provide the reference implementation.

3 Requested Action(s)

ISO IEC JTC 1/SC 29/WG 11 is proposed to add OMA DRM v2.0, OMA DRM v2.1 and OMA SCE v1.0 in the list of existing technologies for requirements below. Items which explicitly need OMA SCE v1.0 are marked with a (*).
5.12 Authenticate contract

5.13 Check with contract

5.14 Create contract

5.15 Deliver contract

5.16 Identify contract

5.20 Process contract
5.21 Request contract

5.23 Store contract

5.25 Authenticate device

5.26 Authorise device

5.34 Revoke device

5.39 Authenticate group (*)
5.40 Create group (*)

5.42 Identify group (*)

5.43 Process group (*)

5.44 Authenticate license

5.45 Check with license

5.47 Deliver license

5.51 Present license

5.52 Process license

5.53 Request license

5.55 Store license

5.57 Authenticate service

4 Conclusion

The OMA DRM WG thanks ISO IEC JTC 1/SC 29/WG 11 for the received information on the AIT standard. 
In addition, the OMA DRM WG would appreciate it to be kept informed of the decisions associated with the proposals in this LS. If ISO IEC JTC 1/SC 29/WG 11 has any questions about OMA DRM v2.x or OMA SCE, the DRM WG will be happy to reply.
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