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1 Reason for Change

As per Orange action item, this CR proposes refinements on Orange UC and corresponding requirements.
This CR also proposes to reduce the number of UCs by merging UC 5.27 and 5.28.

Editorial proposal: At the end of each requirement, we have added the corresponding UCs references.

2 Impact on Backward Compatibility

This CR has no impact on backward compatibility.

3 Impact on Other Specifications

This CR has no impact on other specifications.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Orange recommends modifying the permanent document named "OMA-RD-DS-V1_0-20051018-D" as described below.

6 Detailed Change Proposal

Change 1:   [RD_V1_3] Requirements
6. Requirements
(Normative)

<< This section should capture the requirements necessary for service enablers to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.

In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.

Each requirement listed in the tables below includes an indication of enabler release.  The value for the enabler release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the enabler.

DELETE THIS COMMENT >>

5.27 High-Level Functional Requirements

<< This clause identifies the high level functional requirements for this enabler.  These requirements will be used to describe and derive the functions and interfaces that the enabler will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the enabler specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.

Examples of such requirements are:

The XYZ enabler SHOULD support content delivery estimation time before and /or during service execution.

The XYZ enabler MUST be capable of supporting the Service Provider to log information about invocations of this enabler

The XYZenabler MUST allow the end user to terminate a session

The XYZenabler MUST allow actor X to perform function Y

If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the enabler (or feature of the enabler).  See the Requirements Best Practices Document for examples.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	HLF-X
	Improved Enabler MUST provide an enhanced and simplified OMA DS syntax.

[5.4 UC Simplified syntax help reducing Synchronization duration]

[5.30 UC Simplified syntax]
	2.0

	HLF-1
	Data Sync Clients and Data Sync Servers  MUST support parsing and generation  of packages respecting the simplified syntax
[5.4 UC Simplified syntax help reducing Synchronization duration]
	2.0

	HLF-2
	Improved Enabler MUST declare a list of common compression/decompression techniques that all implementations SHALL support.
[5.6 UC Using compression algorithms]
	2.0

	HLF-3
	Improved enabler SHOULD declare a list of additional compression/decompression techniques that all implementations SHOULD/MAY support.
[5.6 UC Using compression algorithms]
	2.0

	HLF-4
	During the initialization, Data Sync Client and Data Sync Server MUST declare which compression technique they support for package exchanges.
[5.6 UC Using compression algorithms]
	2.0

	HLF-5
	Data Sync Clients and Data Sync Servers MUST support new “CharSet” element to Property element. Data Sync Server MUST truncate property value according to the specified charset from Data Sync Client.
[5.8 UC Putting precise maximum size for MBCS storage PIMs]
	

	HLF-6
	Both Data Sync Clients and Data Sync Servers send free memory per message as Alert by reflecting the database operation during the sync session. (To change parent from Sync to Alert) 
[5.9 UC Alerting free server memory for Quota limited services]

[5.10 UC Alerting more precise free client memory for storage limited devices per message]
	

	HLF-7
	Both Data Sync Clients and Data Sync Servers send number of change as Alert. (To change parent from Sync to Alert)
[5.11 UC Combining packages in Two-Way Sync in case of no change on client side]
	

	HLF-8
	Both Data Sync Client and Data Sync Server a new “SyncStatus” element before SyncHdr element for taking an efficient action by application.  “SyncStatus” element is simplified version of Status element.
[5.12 UC Simplifying status for efficient actions by thin client implementation]
	

	HLF-9
	Object file and hierarchical description corresponding to device information document
[5.13 UC Putting and Getting partial device information]
	

	HLF-10
	Both Data Sync Client and Data Sync Server to specify the Source element hierarchical level of “./devinf12” for putting partial device information
[5.13 UC Putting and Getting partial device information]
	

	HLF-11
	Both Data Sync Client and Data Sync Server support to specify the Target element hierarchical level of “./devinf12” for getting partial device information
[5.13 UC Putting and Getting partial device information]
	

	HLF-12
	A User MAY choose a one way sync type (including one way refresh) for the first synchronization between a Data Sync Client and a Data Sync Server.
[5.7 UC Free Choice of the Synchronization Type]
	

	HLF-13
	After an unsuccessful one way sync, the next synchronization MAY be a one way slow sync (including one way refresh).
[5.7 UC Free Choice of the Synchronization Type]
	

	
	

	

	
	

	

	HLF-14
	Data Sync Clients MUST send acknowledgement when receiving synchronization notifications (SAN).
[5.5 UC Avoiding unnecessary notifications]

[5.27 UC SAN package contained in a single SMS] 

[5.28 UC SAN by EMS or concatenated SMS]
	

	HLF-15
	Enabler MUST allow a user to specify multiple combinations of record and field filter definitions.

[‎5.17 Use Case I&E, E-mail filtering]
	

	HLF-16
	Enabler MUST allow a user to override more than one field when specifying field filtering.

[‎5.17 Use Case I&E, E-mail filtering]
	

	HLF-17
	Enabler MUST allow a user use filtering on different content types in one data store in one sync, e.g. folders and e-mail in one data store.

 [ ‎5.18 Use Case I&E, Filtering of E-mail Hierarchy]
	

	HLF-18
	In the beginning of every synchronization session (including sync continuation session) Data Sync Client and Data Sync Server SHOULD be able to determine both their own synchronization state and the state of the other participant. 
[5.xx UC xxx]
	

	HLF-19
	The amount of information that needs to be exchanged to determine the sync state SHOULD be minimal.
[5.xx UC xxx]
	

	HLF-20
	If the sync has interrupted, it MUST be able to be continued from the point of interruption without initiating the slow sync.

[‎5.14 Sync Interruption & Continuation]
	

	HLF-21
	During sync continuation the amount of information that needs to be re-sent SHOULD be minimal.
[5.14 UC 

Sync Interruption & Continuation
]
	

	HLF-22
	Spoofing and replay attacks require two-way authentication to prevent them. The logical session could also be closed once the authentication expires.
[5.xx UC xxx]
Editor’s note: consider moving this to Security section
	

	HLF-23
	It should be possible for a user to have multiple simultaneous logical sessions open. .) It should be possible to synchronize multiple data stores on a Data Sync Client. These data stores shall be kept synchronized with different logical sessions.   It should also be possible to have the same account synchronized with multiple devices simultaneously. (Essentially, this means that each device must have a separate session ID) 

[5.xx UC xxx]
	

	HLF-24
	If a connection is lost, the synchronization state should be re-established in a minimal amount of time and data transfer, without user interaction.

[5.xx UC xxx]
	

	HLF-25
	A user should be able to check if the device is up to date without synchronizing the device data to the Data Sync Server.

[5.xx UC xxx]
	

	HLF-26
	There should be a set of well-defined filter names. The thought is that the Data Sync Client/User can choose these filters from a list. It will also provide a reference list of filters.

[5.xx UC xxx]
	

	HLF-27
	The Data Sync Client and the Data Sync Server should be able to re-define the filtering rules within the logical session with minimal amount of data transfer.  

[5.xx UC xxx]
	

	HLF-28
	The solution must allow the user to specify multiple server accounts for both PIM and Email.

[5.xx UC xxx]
	

	HLF-29
	The solution must allow the user to perform all valid actions for that data type (sending mail, receiving headers, editing PIM items, etc.).

[5.xx UC xxx]
	

	HLF-30
	Data Sync Client must be able to detect that the IP address of the device has changed. 
[5.xx UC xxx]
Might be covered in the binding documents. Concern about the SAN server knowing the IP address of the device in order to send unsolicited Notifications.
	

	HLF -31
	The type of trigger mechanism used to initiate the synchronization session should not affect the flow of the operation. Also, the trigger type should be transparent to the user.

[5.xx UC xxx]
	

	HLF-X
	Improved enabler MUST define transport binding for SAN independently from transport binding for SyncML packages and thus provide the possibility to extend the list of transports for SAN even if those transports are not used for SyncML packages.

[5.27 UC SAN package contained in a single SMS]
[5.28 UC SAN by EMS or concatenated SMS]
	

	HLF-X
	Improved enabler MUST add SMS/EMS in the list of transports for SAN.

[5.27 UC SAN package contained in a single SMS]
[5.28 UC SAN by EMS or concatenated SMS]
	

	HLF-X
	Improved enabler MUST provide Data Sync Clients a way to declare if they support SAN, and the list of transports they support for SAN, as well as the preferred transport.

[5.27 UC SAN package contained in a single SMS]
[5.28 UC SAN by EMS or concatenated SMS]
	

	
	
	


Table 1: High-Level Functional Requirements

6..1 Security

<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6..2 Charging

<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Charging Items

6..3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Administration and Configuration Items

6..4 Usability

<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	USAB-1
	It MUST be possible to stop the sync at any time per Data Sync Client’s request. 
	

	USAB-2
	It MUST be possible to continue any interrupted sync per Data Sync Client’s request. 

[‎5.14 Sync Interruption & Continuation]
	

	USAB-3
	When connectivity becomes unavailable sync MUST be able to be stopped in such a way that allows it to continue afterwards.

[‎5.14 Sync Interruption & Continuation]
	

	USAB-4
	Ability to continue the sync MUST NOT significantly increase the total amount of synchronization time. (See HLF-19, HLF-21
).
	

	USAB-5
	Data Sync Client-side processing SHOULD be as minimal as possible.
	


Table 5: High-Level Functional Requirements – Usability Items

6..5 Interoperability

<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	IOP-1
	Data Sync Clients and Data Sync Servers MUST support all compression/decompression techniques listed by the improved enabler as the minimum common set.
[5.6 UC Using compression algorithms]
	

	IOP-2
	Data Sync Clients and Data Sync Servers SHOULD use one of the compression techniques listed by the enabler for their sync operations. In case one of the latter’s does not support any (de)compression technique the other MUST be able to exchange uncompressed data. 

[5.6 UC Using compression algorithms]
	

	IOP-3
	During the initialization, Data Sync Client and Data Sync Server MUST agree on the compression technique that will be used for the rest of the session.
[5.6 UC Using compression algorithms]
	

	IOP-4
	Data Sync Clients SHOULD check that Data Sync Server support CharSet to use for Data Sync Server side truncation of Property value.
[5.8 UC Putting precise maximum size for MBCS storage PIMs]
	


[5.14 UC 

	Sync Interruption & Continuation
]
	
	


[5.14 UC 

	Sync Interruption & Continuation
]
	
	

	IOP-3
	Data Sync Clients and Data Sync Servers complying with OMA DS 2.0 MUST be interoperable and produce consistent sync results.

[‎5.15 Change of Data Sync Client or Data Sync Server]
	

	IOP-4
	OMA DS 2.0 enabler MUST be unambiguous and easy to implement.

[‎5.16 Ease of Data Sync Client/Server implementation]
	

	IOP-5
	Improved Enabler MUST describe OMA DS syntax by accurate XML Schemas [XMLSCHM0].
[5.29 UC Use of XML schemas]
	

	IOP-6
	OMA DS syntax MUST propose the use of namespace prefixes, to reduce SyncML messages length.

[5.4 UC Simplified syntax help reducing Synchronization duration]

[5.30 UC Simplified syntax]
	

	IOP-7
	OMA DS syntax MUST make good use of namespace inheritance rules [XMLNS] to reduce SyncML messages length.

[5.4 UC Simplified syntax help reducing Synchronization duration]
	

	IOP-8
	OMA DS parsers/generators MUST respect [XMLNS] recommendation on namespace syntax (e.g. be able to handle prefixes and namespace inheritance).
[5.4 UC Simplified syntax help reducing Synchronization duration]
	

	IOP-9
	OMA DS  parsers/generators must respect simplified syntactic rules.

[5.30 UC Simplified syntax]
	

	IOP-X
	New enabler MUST provide generic syntax guidelines for proprietary extensions.
[5.4 UC Simplified syntax help reducing Synchronization duration]

[5.30 UC Simplified syntax]
	

	
	
	


Table 6: High-Level Functional Requirements – Interoperability Items

6..6 Privacy

<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Privacy Items

5.27 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ enabler MUST NOT restrict deployment options

The XYZ enabler MUST be defined in an execution environment neutral manner

The XYZ enabler MUST specify interfaces that are access technology neutral

The XYZ enabler MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.

This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	SYSREQ-1
	Improved enabler MUST be robust enough to operate normally and useably when there is an intermittent or unreliable connection between the Data Sync Client and Data Sync Server.
	

	
	
	

	
	
	


Table 8: High-Level System Requirements

Change 2:  [RD_V1_3] Use Cases

5.27 UC deletion + 
5.27  
6..1 

6..2 
· 
· 
· 
· 
· 
5.2.1.1 
· 
· 
5.2.1.2 
· 
· 
· 
· 
· 
· 
6..3 
· 
· 
· 
· 
6..4 
· 
· 
6..5 
1. 
2. 
3. 
4. 
5. 
6..6 

6..7 

5.27 SAN transport by EMS /SMS

5.27.1 ASK  \* MERGEFORMAT Short Description

SAN is sent to a Data Sync Client in either a single EMS, SMS or concatenated SMSs.

5.27.2 Actors

· Data Sync Client
· Data Sync Server
· Notification Server: server sending the notification

· User

· Synchronization Service Provider

5.27.2.1 Actor Specific Issues

· Data Sync Client: must support SAN by SMS and SMS concatenation or EMS.

· Data Sync Server: must send notification using EMSor SMS transport.
5.27.2.2 Actor Specific Benefits

· For the User:  He doesn't have to launch manually his synchronisation.

· For the User: His data are synchronized only when needed, no extra charge for unchanged data.

· For the Synchronization Service Provider: notification allows a better quality of service since data are synchronized only when needed.

· For the Synchronization Service Provider: notification allows "load balancing" of OMA DS sessions.

· For the Synchronization Service Provider: SAN allows to develop new services based on information push and scheduling.

· For the Synchronization Service Provider and Data Sync Client/Server providers: SMS/EMS is supported by almost all the existing devices. This technology is massively used and mastered, interoperability problems are solved.
5.27.3 Pre-conditions
· Notification Server can send SAN package contained in single SMS, multiple SMS or EMS.

· Notification Server knows how to reach the device (its phone number).

· Data Sync Client is configured to accept SAN by SMS or EMS or concatenated SMS.

· Data Sync Server is known by the Data Sync Client.

5.27.4 Post-conditions

· Data Sync Client has successfully parsed and interpreted the SAN package and acts as specified in the SAN specifications.

· Data Sync Client has sent an acknowledgment to the Notification Server for this SAN package.

5.27.5 Normal Flow
1. Possibly, during first sync between Data Sync Client and Data Sync Server, the  Data Sync Client declares supporting SMS, EMS or concatenated SMS as a transport for SAN.
2. Notification Server sends the SAN package to the Data Sync Client in a single EMS/SMS or in several SMS.

3. Possibly, Data Sync Client sends a SAN acknowledgment to the Data Sync Server.

4. Depending on the content of <ui-mode> field, User acknowledges the synchronisation or synchronisation begins automatically.

5. Data Sync Client initiates the synchronisation with the  Data Sync Server.

5.27.6 Alternative Flow

None

5.27.7 Operational and Quality of Experience Requirements

None

Security Requirements should be reviewed with the Security Working Group as early as possible.  The impacts and relationships to other security considerations need to be comprehensive.  In addition, the concerns raised for a particular feature described herein may be impactful for other features.  Early coordination of this material with Security WG will help assure the most complete set of descriptions possible across the set of OMA enabler activities.
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