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1 Reason for Change

The contribution OMA-DS-2006-0128R01-INP_DSDO_Terms_Refine.doc was agreed during Vancouver meeting. A CR is needed to implement it. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that DS WG agree this contribution
6 Detailed Change Proposal
Change 1:  Update elements related to authentication
7.8    MIME Usage

The [RFC2045] Internet standard provides an industry-accepted mechanism for identifying different content types. The SyncML Message is identified by a MIME content type. The MIME content type for the SyncML Message is registered within the vendor tree.  The MIME content types for SyncML Data Synchronization are specified in [DMREPU].   The MIME content types for SyncML Device Management are specified in [DMREPU]. One of these MIME content types MUST be used for identifying SyncML Messages within transport and session level protocols that support MIME content types.

6.5.1 Add

Usage: Specifies the SyncML command to add data to a data collection.

Parent Elements: Atomic, Sequence, Sync, SyncBody
Content Model: 

	(CmdID, NoResp?, Cred?, Meta?, Item+)


Attributes: None

Restrictions: The Add command is generally used to convey to the recipient any additions made to the originator’s database. For example, a mobile device will indicate to the network server any additions made to the local calendar database. This command MUST only be specified within a Sync command.
The originator of the command SHOULD only send features/properties of the data item that are supported by the recipient. The device information document of the recipient can contain this information.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the parent Sync element type. If not specified there, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in any of these other element types, then the command is specified without an authentication credential.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.
One or more Item element types MUST be specified. The Item element type specifies the data item added to the database. The Target and Source specified within the Item element type SHOULD be a relative URI, as relative to the corresponding Target and Source specified in the parent Atomic, Sequence or Sync command.
When synchronizing hierarchical objects, Add command Item element MUST include parent information. For this purpose SourceParent or TargetParent MUST be used by the sending device referring to an existing parent. Refer to each of the respective sections in this specification to learn more about when to use SourceParent and  TargetParent.

Example: The client requests the server to add a new item to the root.
…….

The recipient MAY assign new local identifiers for the data items specified in this command. However, in such cases the recipient MUST also notify the originator of the item identifier correlation by returning a Map command.
If the command completed successfully, then the (201) Item added exception condition is created by the command.
If the recipient determines that the data item already exists on the recipient’s database, then the (418) Already exists exception condition is created by the command.
If the originator’s authentication credentials specify a principal with insufficient rights to complete the command, then the (401) Unauthorized exception condition is created by the command. If no authentication credentials were specified, then (407) Authentication required exception condition is created by the command. A suitable challenge can also be returned.
Non-specific errors created by the recipient while attempting to complete the command create the (500) Command failed exception condition.
If there is insufficient space on the recipient database for the data item, then the (420) Device full exception condition is created by the command.
If the MIME content type or content format for the data item is not supported by the recipient, then the (415) Unsupported MIME content type or content format exception condition is created by the command.
Example:
 …….

6.5.2 Alert

Usage: Specifies the SyncML command for sending custom content information to the recipient. The command provides a mechanism for communicating content information, such as state information or notifications to an application on the recipient device. In addition, this command provides a "standard way to specify non-standard" extended commands, beyond those defined in this specification. 

Parent Elements: Atomic, Sequence, SyncBody
Content Model: 

	(CmdID, NoResp?, Cred?, Data?,  Correlator?, Item*)


Attributes: None

Restrictions: The Alert command is specifically used to convey notifications, such as data synchronization requests, to the recipient. For example, a mobile device will use this command to initiate a "client-initiated, two-way synchronization" with a network server.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in any of these other element types, then the command is specified without an authentication credential.
The OPTIONAL Data element type specifies the type of alert.
Optionally, one or more Item element types MUST be specified. The Item element type specifies parameters for the Alert command. The Target and Source specified within the Item element type MUST be an absolute URI.
If the command and the associated Alert action are completed successfully, then the (200) OK exception condition is created by the command.
If the command was accepted successfully, but the Alert action has not yet been executed successfully, then the (202) Accepted for processing exception condition is created by the command. A subsequent exception condition can be created to relate the eventual completion status of the associated Alert action.
If the originator’s authentication credentials specify a principal with insufficient rights to complete the command, then the (401) Unauthorized exception condition is created by the command. If no authentication credentials were specified, then (407) Authentication required exception condition is created by the command. A suitable challenge can also be returned.
If the data synchronization protocol does not allow the Alert command to be specified within the current SyncML package (i.e., the Alert was issued in an incorrect protocol sequence), then the command creates the (405) Command not allowed exception condition.
If the specified Alert command is not supported by the recipient, the (406) Optional feature not supported exception condition is created by the command.
Non-specific errors created by the recipient while attempting to complete the command create the (500) Command failed exception condition.
If the Alert command didn’t include all the correct parameters in the Item element type, then the (412) Incomplete command exception condition is created by the command.
If the MIME content type or content format for the data item is not supported by the recipient, then the (415) Unsupported MIME content type or content format exception condition is created by the command.
Example: The following example is an Alert type 100 that displays a message on the recipient's console or display. 
…….

The following example is for a hypothetical Alert type 299 that notifies the recipient of new mail items.
 …….

6.5.3 Atomic

Usage: Specifies the SyncML command to request that the subordinate commands be executed as a set or not at all.

Parent Elements: Sequence, Sync, SyncBody
Content Model: 

	(CmdID, NoResp?, Meta?, (Add | Delete | Copy | Atomic | Map | Move | Replace | Sequence | Sync | Get | Exec | Alert)+)


Attributes: None

Restrictions: The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.
6.5.4 Copy

Usage: Specifies that the SyncML command to copy data items from one location to another in the recipient's database.

Parent Elements: Atomic, Sequence, Sync, SyncBody
Content Model: 

	(CmdID, NoResp?, Cred?, Meta?, Item+)


Attributes: None

Restrictions: It is implementation dependent whether a physical copy of the item is made in the recipient, or whether a shortcut or pointer is created to the source item in the target location. 
The Copy command in this version of the specification is NOT intended to be used to attempt to change the MIME content type of a data item, compress the data item or otherwise transform a target data item.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the parent Sync element type. If not specified there, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in any of these other element types, then the command is specified without an authentication credential.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.
6.5.5 Delete

Usage: Specifies the SyncML command to delete data from a data collection.

Parent Elements: Atomic, Sequence, Sync, SyncBody
Content Model: 

	(CmdID, NoResp?, Archive?, SftDel?, Cred?, Meta?, Item+)


Attributes: None

Restrictions: The Delete command is generally used to permanently erase data items from the recipient's database. However, the command can also be used to temporarily remove data items from the recipient's database in order to create room for a subsequent Add command. This is termed a "soft delete".
Implementations that support both a preliminary, "Mark for Deletion" and a physical "Delete" capabilities, MUST use this command for the latter, "Delete" capability. The preliminary "Mark for Deletion" MUST be specified using the Mark meta-information in a Replace command.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
If specified and supported, the OPTIONAL Archive element type indicates that the recipient MUST preserve a copy of the data prior to deleting it from the database.
If the recipient implementation doesn't support archiving of data (i.e., doesn't support the Archive feature), then the command will create the (210) Delete without archive exception condition. However, under this condition, the data has been successfully deleted from the recipient database.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the parent Sync element type. If not specified there, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in any of these other element types, then the command is specified without an authentication credential.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.
6.5.6 Exec

Usage: Specifies the SyncML command to execute a process on the recipient network device.

Parent Elements: SyncBody, Atomic, Sequence
Content Model: 

	(CmdID, NoResp?, Cred?, Meta?, Correlator?, Item)


Attributes: None

Restrictions: The Exec command is used to perform remote procedure calls on a remote network device. This command permits a mobile device to invoke network applications that can create updates to databases that the mobile device wishes to synchronization with. Likewise, the command can be used by network servers to invoke local mobile device applications.
Both implementers and users SHOULD take appropriate steps to avoid security threats introduced by a remote procedure call mechanism, such as the Exec command, in data synchronization products.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in this other element type, then the command is specified without an authentication credential.
One Item element type MUST be specified. The Item element type specifies the target address and parameters for the remote procedure call. The Target specified within the Item element type MUST be an absolute URI.
If the command completed successfully, then the (200) OK exception condition is created by the command.
If the recipient successfully accepts the command and has invoked the remote procedure call but the remote procedure has not yet successfully completed, then the (202) Accepted for processing exception condition is created by the command.
If an entity other than the remote procedure returns request status codes to the originator, then the (203) Non-authoritative response exception condition is created by the command. For example, an ERP or workflow procedure call can result in a subsystem daemon or process returning responses to the originator.
If the targeted remote procedure has been permanently relocated, then the (301) Moved permanently exception condition is created by the command.
If the targeted remote procedure has been temporarily moved, then the (302) Found exception condition is created by the command.
If the syntax of the Exec command was not specified correctly, then the (400) Bad request exception condition is created by the command.
If the originator doesn't have sufficient rights to issue an Exec command on the recipient, then the (403) Forbidden exception condition is created by the command. For this exception condition, there does not exist any authentication credential for the originator with sufficient rights. The exception condition (404) Not found can alternately be specified when the recipient doesn't want to make public why the request was denied.
If the originator's authentication credentials specify a principal with insufficient rights to complete the command, then the (401) Unauthorized exception condition is created by the command. If no authentication credentials were specified, then (407) Authentication required exception condition is created by the command. A suitable challenge can also be returned.
If the Exec command is not allowed to be invoked on the recipient, then the (403) Forbidden exception condition is created by the command.
If the specified Exec command cannot be found on the recipient, then the (404) Not found exception condition is created by the command.
If the specified remote procedure call no longer exists on the recipient, then the (410) Gone exception condition is created by the command.
If the MIME content type or content format for the remote procedure call specified in the Item is not supported by the recipient, then the (415) Unsupported MIME content type or content format exception condition is created by the command.
6.5.7 Get

Usage: Specifies the SyncML command to retrieve data from the recipient.

Parent Elements: SyncBody, Sequence, Atomic
Content Model: 

	(CmdID, NoResp?, Lang?, Cred?, Meta?, Item+)


Attributes: None

Restrictions: There is no synchronization state information for data retrieved using the Get command. This command MUST NOT be specified within a Sync command.
Data returned from a Get command is returned in a Results element type in a subsequent SyncML message.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
If specified, the OPTIONAL Lang element type specifies the language desired for any returned results.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If no present, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in this other element type, then the command is specified without an authentication credential.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.
One or more Item element types MUST be specified. The Item element type specifies the data items to be returned from the recipient. The Target and Source specified within the Item element type SHOULD be an absolute URI.
If the command completed successfully, then the (200) OK exception condition is created by the command.
If the command completed successfully but there is no content to return, then the (204) No content exception condition is created by the command.
If the command completed successfully but only a portion of the content is being returned, with the remainder being returned in subsequent Results commands, then the (206) Partial content exception condition is created by the command.
If the command specifies an ambiguous target with multiple matches, then the (300) Multiple choices exception condition is created by the command.
If the originator's authentication credentials specify a principal with insufficient rights to complete the command, then the (401) Unauthorized exception condition is created by the command. If no authentication credentials were specified, then (407) Authentication required exception condition is created by the command. A suitable challenge can also be returned.
If the specified data item doesn't exist on the recipient, then the (404) Not found exception condition is created by the command.
If the requested data item is too large to be transferred at this time, then the (413) Request entity too large exception condition is created by the command.
Non-specific errors created by the recipient while attempting to complete the command create the (500) Command failed exception condition.
If the MIME content type or content format for the data item is not supported by the recipient, then the (415) Unsupported MIME content type or content format exception condition is created by the command.
6.5.8 Map

6.5.9 MapItem

6.5.10 Move


Usage: Specifies a SyncML Protocol Command Element to support Move operation

Parent Elements: Atomic, Sequence, Sync, SyncBody

Content Model: 

	(CmdId, NoResp?, Cred?, Meta?, Item+)


Attributes: None

Restrictions: Move command allows moving items (ex: files, folder, emails, vcards) from current location to a new location. This command MUST only be specified within a Sync command.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the parent Sync element type. If not specified there, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in any of these other element types, then the command is specified without an authentication credential.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.
6.5.11 Put

Usage: Specifies the SyncML command to transfer data items to a recipient network device or database. 

Parent Elements: SyncBody
Content Model: 

	(CmdID, NoResp?, Lang?, Cred?, Meta?, Item+)


Attributes: None

Restrictions: There is no synchronization state information for data transferred using the Put command. This command MUST NOT be specified within a Sync command.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
If specified, the OPTIONAL Lang element type specifies the language desired for any returned results.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in this other element type, then the command is specified without an authentication credential.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.
One or more Item element types MUST be specified. The Item element type specifies the data items to be transferred to the recipient. The Target and Source specified within the Item element type SHOULD be an absolute URI.
If the command completed successfully, then the (200) OK exception condition is created by the command.
If the originator's authentication credentials specify a principal with insufficient rights to complete the command, then the (401) Unauthorized exception condition is created by the command. If no authentication credentials were specified, then (407) Authentication required exception condition is created by the command. A suitable challenge can also be returned.
If the Put command did not include the size of the data item to be transferred (i.e., in the Meta element type), then the (411) Size required exception condition is created by the command.
If the data item to be transferred is too large (e.g., there are restrictions on the size of data items transferred to the recipient), then the (413) Request entity too large exception condition is created by the command.
If the Size specified in the Meta element type was too large for the recipient (e.g., the recipient does not have sufficient input buffer for the data), then the (416) Requested size too big exception condition is created by the command.
If the MIME content type or content format for the data item is not supported by the recipient, then the (415) Unsupported MIME content type or content format exception condition is created by the command.
6.5.12 Replace

Usage: Specifies the SyncML command to replace data.

Parent Elements: Atomic, Sequence, Sync, SyncBody
Content Model: 

	(CmdID, NoResp?, Cred?, Meta?, Item+)


Attributes: None

Restrictions: The Replace command is used to replace data on the recipient. This command MUST only be specified within a Sync command.  The Replace may be partial (field-level Replace)or full.If the specified data item does not exist, then the command MUST be interpreted as an Add command.
The originator of the command SHOULD only send features/properties of the data item that are supported by the recipient. The device information document of the recipient can contain this information.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If no present, the default authentication credential is taken from the parent Sync element type. If not specified there, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in any of these other element types, then the command is specified without an authentication credential.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. If the Replace is partial, then the FieldLevel Metatag MUST be used.  The sender MAY include unchanged fields of the item inside <Data> element if the <FieldLevel> element is included in the<Meta> element. The receiver MUST NOT remove any fields of the item in the database that are not present in <Data> element content if the <FieldLevel> element is included in <Meta> element.  If the <FieldLevel> is included in <Meta>, the partial item inside the <Data> MUST still satisfy the validity rules defined for the content type specified in <Type> element The scope of the meta-information is limited to the command.

Example: 
…….

One or more Item element types MUST be specified. The Item element type specifies the data item replaced in the database. The Target and Source specified within the Item element type SHOULD be a relative URI, as relative to the corresponding Target and Source specified in the parent Atomic, Sequence or Sync command. 

When synchronizing hierarchical objects, the Replace command MUST include parent information. For this purpose SourceParent or TargetParent  MUST be used by sending device referring to an existing parent.. Refer to each of the respective sections in this specification to learn more about when to use SourceParent and TargetParent.

In the case where an item has been modified and moved, Replace MUST be used instead of Move.

If Replace command is used by client for add operation, then client MUST add parent first before adding all children of that parent. For example, if an item B has a parent A, then before adding item B, parent A MUST be added by the client.

Example:
…….

The recipient MAY assign new local identifiers for the data items specified in this command. However, in such cases the recipient MUST also notify the originator of the item identifier correlation by returning a Map command.

If the command completed successfully, then the (200) OK exception condition is created by the command. However, if the command was interpreted as an Add command and the command completed successfully, then the (201) Item added exception condition is created by this command.

If the originator's authentication credentials specify a principal with insufficient rights to complete the command, then the (401) Unauthorized exception condition is created by the command. If no authentication credentials were specified, then (407) Authentication required exception condition is created by the command. A suitable challenge can also be returned.

Non-specific errors created by the recipient while attempting to complete the command create the (500) Command failed exception condition.

If there is insufficient space on the recipient database for updating the data item, then the (420) Device full exception condition is created by the command.

If the MIME content type or content format for the data item is not supported by the recipient, then the (415) Unsupported MIME content type or content format exception condition is created by the command.

In case the receiver is unable to process a  partial item update (e.g. when the item does not exist on receiver), it MUST return status code 426 (Partial item not accepted).

6.5.13 Results

Usage: Specifies the SyncML command that is used to return the results of a Search or Get command.

Parent Elements: SyncBody
Content Model: 

	(CmdID, MsgRef?, CmdRef, Meta?, TargetRef?, SourceRef?, Item+)


Attributes: None

Restrictions: The mandatory CmdID element type specifies the SyncML message-unique identifier for this command. 

The OPTIONAL MsgRef element type specifies the MsgID of the associated SyncML request. If the MsgRef is not present in a Results element type, then the MsgRef value of "1" MUST be assumed.

The CmdRef element type specifies the CmdID of the associated SyncML request. If not present, the response status code is associated with CmdID value of "1". 

The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all the items can be specified. The scope of the meta-information is limited to the command.

6.5.14 Search

Usage: Specifies the SyncML command to search a recipient database.

Parent Elements: SyncBody
Content Model: 

	(CmdID, NoResp?, NoResults?, Cred?, Target?, Source+, Lang?, Meta, Data)


Attributes: None

Restrictions: The results from the search are returned in the Results command, unless NoResults are specified in the command.
The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
If specified, the OPTIONAL NoResults element type indicates that the results MUST NOT be returned for the command. Instead, the results MUST be stored in the temporary storage location specified in the Target element type. The temporary results are intended to be specified as the source for a subsequent Sync command.
The OPTIONAL Cred element type specifies the authentication credential to be used for the command. If not present, the default authentication credential is taken from the SyncHdr element type. If a Cred element type is not present in any of these other element types, then the command is specified without an authentication credential.
If present, the OPTIONAL Target element type specifies the temporary location on the recipient for the search results. If present, the NoResults element MUST also be specified.
One or more Source element types MUST be specified. The Source element type specifies the databases to be searched.
If present, the OPTIONAL Lang element type specifies the language requested for any search results.
The Meta element type MUST be specified. The element type specifies meta-information about the type of search grammar used in the command.
The Data element type MUST be specified. The element type specifies the search grammar for the command. The search grammar is generally object-specific and is based on prior agreement or provisioning between the originator and recipient.
If the command completed successfully, then the (200) OK exception condition is created by the command.
If the command completed successfully, but there was not any search results, then the (204) No content exception condition is created by the command.
If the command completed successfully, and the results are being returned in the response and also in subsequent messages, then the (206) Partial content exception condition is created by the command.
If the command failed because the search grammar was malformed, then the (400) Bad request exception condition is created by the command.
If the search grammar is not known then (421) Unknown search grammar MUST be returned.
If the originator's authentication credentials specify a principal with insufficient rights to complete the command, then the (401) Unauthorized exception condition is created by the command. If no authentication credentials were specified, then (407) Authentication required exception condition is created by the command. A suitable challenge can also be returned.
If the originator's authentication credentials specify a principal that has had its rights to issue Search commands denied, then the (403) Forbidden exception condition is created by this command. However, if the recipient does not want to make this fact public, then the (404) Not found exception condition can be used.
If the recipient does not allow Search commands either on the specified database or on the network device, then the (405) Command not allowed exception condition is created by this command.
If the specified database cannot be found on the recipient network device, then the (404) Not found exception condition is created by this command.
If the Search command results are too large for processing on the recipient, then the (413) Request entity too large exception condition is created by this command.
Non-specific errors created by the recipient while attempting to complete the command create the (500) Command failed exception condition.
If there is insufficient space on the recipient database for the temporary results, then the (420) Device full exception condition is created by the command.
If the MIME content type or content format requested for the search results in the Meta element type is not supported by the recipient, then the (415) Unsupported MIME content type or content format exception condition is created by the command.
6.5.15 Sequence

Usage: Specifies the SyncML command to order the processing of a set of SyncML commands.

Parent Elements: Atomic, Sync, SyncBody
Content Model: 

	(CmdID, NoResp?, Meta?, (Add | Replace | Delete | Copy | Atomic | Map | Move | Sync | Get | Alert | Exec)+)


Attributes: None

Restrictions: The mandatory CmdID element type specifies the SyncML message-unique identifier for the command.
If specified, the OPTIONAL NoResp element type indicates that a response status code MUST NOT be returned for the command.
The OPTIONAL Meta element type specifies meta-information to be used for the command. For example, the common MIME content type or content format for all of the command can be specified. The scope of the meta-information is limited to the command.
12    Base Media and Content formats
	Content
	MIME Content Type
	URI
	Content Format

	Contact
	text/x-vcard
	http://imc.org/pdi/vcard-21.doc
	vCard 2.1

	
	text/vcard
	http://www.ietf.org/rfc/rfc2426.txt
	vCard 3.0

	Calendar
	text/x-vcalendar
	http://www.imc.org/pdi/vcal-10.doc
	vCalendar 1.0

	
	text/calendar
	http://www.ietf.org/rfc/rfc2445.txt
	iCalendar 2.0

	Memos
	text/plain
	http://www.ietf.org/rfc/rfc2046.txt
	

	Tasks
	text/x-vcalendar 
	http://www.imc.org/pdi/vcal-10.doc, 
	vCalendar 1.0

	
	text/calendar
	http://www.ietf.org/rfc/rfc2445.txt
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