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1. Scope

This document defines the DS Management Object which offer a standardized way to represent data sync settings in a mobile device’s OMA Device Management tree. All data sync parameters bootstrapped using OMA Client Provisioning can be subsequently addressed and managed via an OMA DM server;

The DS Management Object is defined using the OMA DM Device Description Framework (DDF). And the DS Management Object has standardized points of extension to permit implementation-specific parameters to accompany the standardized parameters. This added flexibility is intended to encourage the use of the standardized object while not unnecessarily restricting individual vendor innovations.

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[DMTND]
	“OMA Device Management Tree and Description”, Version 1.2, Open Mobile Alliance™
OMA-TS-DM-DMTND-V1_2, URL:http://www.openmobilealliance.org

	[OMADM]
	“OMA Device Management Enabler”, Version 1.2, Open Mobile Alliance™
OMA-ERELD-DM-V1_2, URL:http://www.openmobilealliance.org

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	
	

	[DSSyntax]
	“OMA DS Syntax”, Version 2.0, Open Mobile Alliance™, OMA-TS-DS_Syntax-V2_0, URL:http://www.openmobilealliance.org/

	[ConnMO]
	“Connectivity Manegement Object”, Version 1.0, Open Mobile Alliance™, OMA-DM-ConnMO-V1_0, URL:http://www.openmobilealliance.org/


2.2 Informative References

	[DMStdObj]
	“OMA Device Management Standardized Objects”, Version 1.2, Open Mobile Alliance™
OMA-TS-DM-DMStdObj-V1_2, URL:http://www.openmobilealliance.org

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “SHALL”, “SHALL NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	Data Sync Client
	An entity refers to the protocol role when the application issues SyncML request messages. For example in data synchronization, the ‘Sync’ SyncML Command in a SyncML Message.

	Data Sync Server
	An entity refers to the protocol role when an application issues SyncML response messages. For example in the case of data synchronization, a ‘Results’ Command in a SyncML Message.

	Device
	Equipment which is normally used by users for communications and related activities. 

	User 
	An entity which uses services.  Example: a person using a data synchronization service.


3.3 Abbreviations

	
	

	DM
	Device Management

	DS
	Data Synchronization

	DTD
	Document Type Definition

	HTTP
	HyperText Transfer Protocol

	MO
	Management Object

	NAP
	Network Access Point

	OBEX
	Object Exchange Protocol

	URI
	Uniform Resource Identifier

	
	

	WSP
	Wireless Session Protocol

	XML
	Extensible Mark-up Language


4. Introduction

To avoid the situation where each device vendor defines a specialized and non-standard arrangement for managing Data Sync Client, this specification defines the DS Management Object to permit the standardized representation and management of DS parameters in devices.

Management Object Identifier for the DS Management Object SHALL be: “xxxxx”.
Editor’s Note: When the MO Registration procedure is finished, the MOI should be updated.
OMA DM [OMADM] protocol compatibility for the DS Management Object is version 1.2 or any later compatibility version to this version.

5. Standardized DS Management Object
5.1 

5.1.1 Definition and description of management objects

OMA DM management objects are defined using the OMA DM Device Description Framework [DMTND], or DDF. The use of this description framework produces detailed information about the device in question. However, due to the high level of detail in these descriptions, they are sometimes hard for humans to digest and it can be a time consuming task to get an overview of a particular object’s structure. 

In order to make it easier to quickly get an overview of how a management object is organized and its intended use, a simplified graphical notation in the shape of a block diagram is used in this document. Even though the notation is graphical, it still uses some printable characters, e.g. to denote the number of occurrences of a node. These are mainly borrowed from the syntax of DTDs for XML. The characters and their meaning are defined in the following table.

	Character 
	Meaning

	+ 
	one or many occurrences 

	* 
	zero or more occurrences 

	? 
	zero or one occurrences 


If none of these characters is used the default occurrence is exactly once. 

There is one more feature of the DDF that needs to have a corresponding graphical notation, the un-named block. These are blocks that act as placeholders in the description and are instantiated with information when the nodes are used at run-time. Un-named blocks in the description are represented by a lower case character in italics, e.g. x. 

Each block in the graphical notation corresponds to a described node, and the text is the name of the node. If a block contains an x, it means that the name is not known in the description and that it will be assigned at run-time. The names of all ancestral nodes are used to construct the URI for each node in the management object. It is not possible to see the actual parameters, or data, stored in the nodes by looking at the graphical notation of a management object. 

For a further introduction to this graphical notation, please refer to [DMStdObj].

5.2 

· 
· 
· 
· 
· 
· 
· 
· 
· 
5.2.1 Conformance Definitions 
The status definition in the node definitions indicates if the client supports that node or not. If the status is “REQUIRED” then the client SHALL support that node in the case the client support the parent node. 

5.3 
5.3.1 




5.3.2 Graphical Representation
(Informative)
The following figure provides the structure of DS management object. 
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Figure 1: DS Management Object (Informative)

5.3.3 Node Descriptions 

<x>
	Status
	Occurrence
	Format
	Access

	REQUIRED
	OneOrMore / One
	Node
	Get


This interior node acts as a placeholder for one or more accounts or for a fixed node. 

<x>/Version
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node specifies the version of the DS Management Object.
<x>/ServerID
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	Get


This leaf node specifies the server identifier for Data Sync Server used in the server alerted sync, authentication and so on..
<x>/Name
	Status
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Chr
	Get


This optional leaf node specifies user displayable name for Data Sync Server.
<x>/PrefConRef
	Status
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Chr
	Get


This optional leaf node specifies a reference to preferred connectivity. It is expected that either a PROXY or NAP MO is specified, but other, implementation-specific connections may be referenced. The PROXY and NAP MO are described in [ConnMO]. The values of this node could be URI to a management object or implementation specific identifier.
<x>/ToConRef
	Status
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Node
	Get


This optional interior node is used to allow application to refer to a collection of connectivity definitions. Several connections may be listed for a given application under this interior node.
<x>/ToConRef/<x>
	Status
	Occurrence
	Format
	Access

	REQUIRED
	OneOrMore
	Node
	Get


This interior node acts as a placeholder for one or more linkage to connectivity parameters.
<x>/ToConRef/<x>/ConRef
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node indicates the linkage to connectivity parameters.
<x>/Addr

	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Node
	Get


This interior node is used to specify Data Sync Server addresses, which may differ based on the used transport binding. 

	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	



<x>/AddrType
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node specifies the Data Sync Server address type.


	
	
	
	

	
	
	
	




	
	
	
	

	
	
	
	



<x>/PortNbr
	
Status
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Int
	Get


This leaf node specifies the number of a single port as a 16bit unsigned integer.

	
	
	
	

	
	
	
	




<x>/AuthInfo
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Node
	Get


This interior node specifies authentication information. 

<x>/AuthInfo/<x>
	Status
	Occurrence
	Format
	Access

	REQUIRED
	OneOrMore
	Node
	Get


This interior node acts as a placeholder for separating one or more authentication settings.
<x>/AuthInfo/<x>/AuthLevel
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node specifies the authentication level. The used values are described below.
	Transport
	Status
	Description

	CLCRED
	Optional
	Credentials which used by the Data Sync Client to authenticate itself to the Data Sync Server at the DS protocol level.

	SRVCRED
	Optional
	Credentials which used by the Data Sync Server to authenticate itself to the Data Sync Client at the DS protocol level.

	OBEX
	Optional
	Credentials for OBEX authentication.

NOTE: If this AuthLevel is selected only HTTP-BASIC, HTTP-DIGEST and TRANSPORT are possible authentication schemes.

	HTTP
	Optional
	Credentials for HTTP (/WSP) authentication. 

NOTE: If this AuthLevel is selected only HTTP-BASIC, HTTP-DIGEST and TRANSPORT are possible authentication schemes.


Table 1: AuthLevel Values
<x>/AuthInfo/<x>/AuthScheme
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node specifies the authentication scheme as defined in [DSSyntax] section xxx.
Editor’s Note: To be updated when syntax document is ready.
<x>/AuthInfo/<x>/AuthName

	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	Get


This optinal leaf node specifies the authentication name.
<x>/AuthInfo/<x>/AuthSecret
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	No Get


This leaf node specifies the authentication secret shared between the Data Sync Client and Data Sync Server.
<x>/AuthInfo/<x>/AuthData
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	No Get


This optional leaf node specifies the authentication nonce.
<x>/Resource
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Node
	Get


This interior node specifies the list of databases.
<x>/Resource/<x>
	Status
	Occurrence
	Format
	Access

	REQUIRED
	OneOrMore
	Node
	Get


This interior node acts as a placeholder for separating one or more databases settings.
<x>/Resource/<x>/Accept
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node specifies the MIME content types the database support.
<x>/Resource/<x>/Name
	Status
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Chr
	Get


This optional leaf node specifies the user displayable name for database.
<x>/Resource/<x>/URI
	Status
	Occurrence
	Format
	Access

	REQUIRED
	One
	Chr
	Get


This leaf node specifies the server database URI.
<x>/Resource/<x>/AuthScheme
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	Get


This optional leaf node specifies the Database level authentication scheme. The values could be "HTTP-BASIC", "HTTP-DIGEST", "BASIC", "MD5", "X509", "SECUREID", "SAFEWORD". Other values are not excluded.
<x>/Resource/<x>/AuthName
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	Get


This optional leaf node specifies the Database level authentication name.
<x>/Resource/<x>/AuthSecret
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	No Get


This optional leaf node specifies the database level authentication secret.
<x>/Resource/<x>/AuthData
	Status
	Occurrence
	Format
	Access

	REQUIRED
	ZeroOrOne
	Chr
	No Get


This optional leaf node specifies the authentication nonce.
<x>/Resource/<x>/ClientURI
	Status
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Chr
	Get


This optional leaf node specifies the client database URI.
<x>/Resource/<x>/SyncType

	Status 
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Chr
	Get


This optional leaf node specifies the sync type of synchronization to perform on the database.
 
Editor’s Note: The SyncType should be updated according to sync type evolution work.
<x>/Ext
	Status
	Occurrence
	Format
	Access

	OPTIONAL
	ZeroOrOne
	Node
	Get


This optional interior node designates the single top-level branch of the DSMO DM management object tree into which vendor extensions MAY be added, permanently or dynamically. Ext sub trees, such as this one, are included at various places in the DM connectivity management objects to provide flexible points of extension for implementation-specific parameters. However, vendor extensions SHALL NOT be defined outside of one of these Ext sub-trees.
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version 


A.2 Draft/Candidate Version 2.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions:

OMA-TS-DS_MO-V2_0
	24 Aug 2006
	All
	First draft on specification template

	
	
	
	

	
	
	
	

	
	
	
	


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

B.1 SCR for DSMO Tree Structure
	Item
	Function
	Reference
	Status
	Requirement

	DSMO-T-001
	Support for indicating the correct MO Identifier for the DS MO
	Section 5.3.1
	M
	

	DSMO-T-002
	Support for OMA DM 1. 2 or later compatibility version
	Section 5.3.1
	M
	OMA DM:MCF

	DSMO-T-003
	Support for all mandatory nodes in DS MO
	Section 5.3.3
	M
	

	DSMO-T-004
	Support for the <x>/Name node
	Section 5.3.3
	O
	

	DSMO-T-005
	Support for the <x>/PrefConRef node
	Section 5.3.3
	O
	

	DSMO-T-006
	Support for the <x>/ToConRef node
	Section 5.3.3
	O
	DSMO-T-007

	DSMO-T-007
	Support for the <x>/ToConRef/<x>/ConRef node
	Section 5.3.3
	O
	

	DSMO-T-008
	Support for the <x>/ PortNbr node
	Section 5.3.3
	O
	DSMO-T-009

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	DSMO-T-009
	Support for the <x>/Resource/<x>/Name  node
	Section 5.3.3
	O
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	DSMO-T-010
	Support for the <x>/Resource/<x>/ClientURI node
	Section 5.3.3
	O
	

	DSMO-T-011
	Support for the <x>/Resource/<x>/SyncType node
	Section 5.3.3
	O
	

	DSMO-T-012
	Support for the <x>/Ext node
	Section 5.3.3
	O
	








�Updated according to the comments raised during Aug 10 CC.


�What types? Is is similar to AddrType specified in ConnMO as following: 


AddrType�
Value of Addr node�
�
IPv4 (default)�
An IPv4 address [AUTH-RFC791] represented in string form dotted-decimal CIDR notation�
�
IPv6�
An IPv6 address represented in string form as in [AUTH-RFC3513-ADDR]�
�
E164�
A phone number according to the E164 scheme [GENFORM]�
�
APN�
Access Point Name [AUTH-APN], a dotted alphanumeric notation�
�
ALPHA�
Generic alphanumeric address (as defined by alphanum in [AUTH-RFC2396-ALPHA])�
�









�Typically PortNbr is contained in Address. Do we still need this parameter?


�What is the relationship between the AuthName and ServerID?


�Obsolete?


�One or more Values?
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