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1. Scope


This document details the Interoperability Test Guidelines for Enabler Release PoC 1.0 that are required for the Enabler to allow it to be included in the list of Enablers scheduled to be tested at an OMA TestFest. 


The scope of this document includes the Enabler Release specifications, the Enabler Test Requirements (ETR), and the Enabler Test Specification (ETS) for the particular enabler and this documents details infrastructure, operational and participation requirements identified interoperability testing that will be addressed by OMA testing of the Enabler.

This document defines sets of test cases that could be executed during the PoC Enabler TestFests and provide guidelines for participants to make preparations for various level of tests prior to the TestFest

1.1 Assumptions




During the TestFests, participants may participate with partial implementations of the PoC Enabler.  It is understood that during these TestFests, XDM Servers either may be available with only limited functionality or may not be available at all.  In either case:


1. PoC Server participants need to come prepared with necessary mechanisms to access PoC-XDMS and pre-populated with required data.


2. The PoC Client participants need to come prepared with necessary mechanisms so that they can establish PoC sessions as per the test plan.


1.2 Exclusions


1.3 This document does not cover conformance tests or use of conformance test tools.

Since PoC conformance tool is not currently available, it should be noted that it is expected that OMA Trusted Zone will determine participating teams readiness by evaluating pre-testing results. Pretesting is performed during the first day of the TestFest event. Test cases to be performed during pretesting, as well as logistical guidance for Trusted Zone, are presented in section 4.3.



2. References


2.1 Normative References


		[IOPPROC]

		“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, www.openmobilealliance.org



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, www.ietf.org/rfc/rfc2119.txt



		[ERELD]

		“Enabler Release Document for Push to Talk over Cellular Requirement”, Open Mobile Alliance™, OMA-ERELD-PoC-V1_0, www.openmobilealliance.org



		[OMA-PoC-RD]

		“Push to Talk over Cellular Requirements”, Version 1.1, Open Mobile Alliance™, OMA-RD_PoC-V1_0, www.openmobilealliance.org



		[OMA-PoC-AD]

		“Push to Talk over Cellular Architecture”, Version 1.1, Open Mobile Alliance™, OMA-AD_PoC-V1_0, www.openmobilealliance.org



		[OMA-PoC-CP]

		“Push to Talk over Cellular Control Plane”, Version 1.1, Open Mobile Alliance™, OMA-CP_PoC-V1_0, www.openmobilealliance.org



		[OMA-PoC-UP]

		“Push to Talk over Cellular User Plane”, Version 1.1, Open Mobile Alliance™, OMA-UP_PoC-V1_0, www.openmobilealliance.org



		[OMA-GM]

		“Group Management Requirements/Architecture/Specifications”, Version 1.1, Open Mobile Alliance™, OMA-ERELD_XDM-V1_0, www.openmobilealliance.org



		[OMA-PR]

		“Presence Requirements/Architecture/Specifications”, Version 1.1, Open Mobile Alliance™, OMA-ERELD-Presence-V1_0, www.openmobilealliance.org



		[OMA-DM]

		“Device Management/Architecture/Specifications”, Version 1.1, Open Mobile Alliance™, OMA-ERELD-SyncML_DM-V1_1, www.openmobilealliance.org



		[OMA-XDM-Spec]

		“XML Document Management (XDM) Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Core-V1_0, www.openmobilealliance.org



		[OMA-PoC-XDM]

		“PoC XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-POC_XDM-V1_0, www.openmobilealliance.org





2.2 Informative References


		[OMADICT]

		“Dictionary for OMA Specifications”, Open Mobile Alliance™. OMA-Dictionary, www.openmobilealliance.org 





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		1-to-1 PoC Session

		A feature to establish a PoC Session with another PoC User.



		1-many-1 Session

		A PoC Group Session for a Pre-Arranged PoC Group in which one Participant is a Distinguished Participant and each other Participant is an Ordinary Participant.



		Access List: Accept

		A user is considered invitees accepted member when the invitee's PoC User Access Policy document specifies that invitations from the Inviting PoC User are to be automatically accepted (I.e., the <allow-invite> action is set to the value "accept").  Note that for calls to be automatically accepted the invitee must also have the Answer Mode setting set to Automatic, otherwise calls will be answered in manual answer mode.



		Access List: Reject

		A user is considered invitees Rejected member when the invitee's PoC User Access Policy document specifies that that invitations from the Inviting PoC User are to be rejected (I.e., the <allow-invite> action is set to the value "reject").



		Access List: Pass

		A user is considered invitees Pass member when the invitee's PoC User Access Policy document specifies that invitations from the Inviting PoC User are not to be rejected. (I.e., the <allow-invite> action is set to the value "pass"). Note that calls from an inviter with Pass will always be answered in Manual Answer mode.



		Ad-Hoc PoC Group

		A feature enabling a PoC User to establish a PoC Session with multiple PoC Users without first creating a PoC Group.



		AnswerMode

		Defines the incoming session answering mode. The options are Manual vs. Automatic.



		Automatic Answer Mode

		A mode of operation where the PoC Client accepts the PoC Session invitations immediately and plays out the media as soon as it is received without requiring the intervention of the Invited PoC User.



		AutoRelease

		Indicates whether a session is released when the initiator leaves the session. This is part of the Session Release Policy enforced at the PoC Server (applicable to Pre-Arranged PoC Group Sessions only).



		

		



		

		



		Chat PoC Group

		A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to “false” as


specified in the [OMA-POC-XDM] “PoC Group” and in which a PoC User individually joins to have a


PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group


does not result in other members of the Chat PoC Group being invited.





		Chat PoC Group Session

		A PoC Session established for a Chat PoC Group.



		Confirmed Indication

		The Confirmed Indication is returned by the PoC Server to confirm that it and all downstream elements are ready to receive media.



		Contact List

		A list available to the PoC User containing the addresses of other PoC Users or PoC Groups.



		Group

		Group is a predefined set of PoC Users together with its attributes. The Group is used for easy PoC Session establishment and/or for defining PoC Session access policy. Each Group is identified by its SIP URI.



		Incoming Instant Personal Alert Barring

		Incoming Instant Personal Alert Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.



		Incoming PoC Session Barring

		Incoming PoC Session Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming PoC Session requests.



		Invited PoC Client

		The PoC Client who has been invited to a PoC Session.



		Inviting PoC Client

		The PoC Client inviting other PoC User(s) to a PoC Session.



		Manual Answer Mode

		A mode of operation where the PoC Client requires the PoC User to manually accept the PoC Session invitation before media is accepted and played.



		Number of Remaining Participants

		If the PoC Session has as many as or less than the specified number of Participants left, the PoC Server SHALL terminate the PoC Session. This is part of the Session Release Policy enforced at the PoC Server.



		On-Demand Session

		A PoC Session set-up mechanism, where all media parameters are negotiated at the same time as the PoC Session is set-up.



		PoC Button

		Hardware or software button used to request various PoC functions.



		PoC Client

		A PoC functional entity on the PoC User equipment that supports the PoC service.



		PoC Group

		A PoC Group is a predefined set of PoC Users together with its attributes.



		PoC Server

		The PoC Server implements the application-level network functionality for the PoC service. The PoC Server may perform the role of the Controlling PoC Function and Participating PoC Function.



		PoC Session

		A session established by 1-to-1 PoC, Ad-Hoc PoC Group, or Pre-Arranged PoC Group Session.



		PoC User

		A user using the PoC service.



		Pre-Arranged PoC Group

		A persistent group created for a PoC Group Session.



		Pre-Established Session

		A signaling exchange to negotiate media parameters between the PoC Client and the home PoC Server before establishing a PoC Session.



		ReleaseLastParty

		Indicates when a session is released. This is part of the Termination Policies which are enforced at the PoC Server.



		Talk Burst

		The media recording, transport, and playback that occurs from the point the PoC Client has got the permission to send a media until the permission is released.



		Talk Burst Control

		A control mechanism that arbitrates requests, from the PoC Clients, for the right to send media.



		Talk Burst Control Protocol

		A protocol for performing Talk Burst Control.



		Unconfirmed Indication

		The indication of readiness by the PoC Server to receive media before the PoC Server has received confirmation from downstream elements of readiness to receive media.



		Unrestricted group

		A Group that can be joined by any User.



		User

		A human using the described features through the User Equipment.





3.3 Abbreviations


		AD

		Architecture Document



		CDR

		Charging Data Record



		IAB

		Incoming Instant Personal Alert Barring



		ISB

		Incoming PoC Session Barring



		MAO

		Manual Answer Override



		OMA

		Open Mobile Alliance



		PoC

		Push to talk over Cellular



		RD

		Requirements Document



		SIP

		Session Initiation Protocol



		URI

		Universal Resource Identifier



		XCAP

		XML Configuration Access Protocol



		XDMS

		XML Document Management Server



		XML

		Extensible Mark-up Language





4. Enabler Test Guidelines








4.1 Minimal Test Configuration


The following section outlines client-server and TestFest environment settings. 




4.1.1 TestFest environment settings


1. For simplicity of TestFest setup following security features should be disabled:

a. The Network Layer Security protocols (such as IPsec).


b. The Transport Layer Security protocols.


c. Only SIP registration should be necessary. The SIP authentication may be disabled (but should be attempted if compatible algorithms are implemented on client and SIP/IP Core).


2. For simplicity of testing, SIP compression should be disabled during the TestFest.


3. The TestFest Host should provide the provisioning of user accounts (e.g. MSISDN SIM/USIM cards etc) with proper configuration so that the mobile devices running PoC client can successfully connect to the Cellular network.  


4. Device/user authentication on the mobile network should be the responsibility of TestFest Host network. 


5. Support for TEL URI and SIP URI usage during PoC session communication should be available. At a minimum SIP URI must be supported. For TestFest configuration for uses of TEL URI please refer to Appendix A.


6. TestFest Host should provide proper configuration (e.g. multiple APNs (Application Provider Network)) so that the client can connect to the desired SIP/IP core.


7. During the SIP registration, the PoC Clients shall populate its Contact header field value with the SIP URI. Implicit registration shall not be tested. 


(When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address. Registering multiple PoC Addresses at once is called implicit registration.).


REFERENCES: 


OMA-PoC-AD Section 8.5 Registration 


3gpp 24.229-640 Section 5.1.1.2 Initial registration


3gpp2 X.S0013-004-0_v1.0_022604 Section 5.1.1.2 Initial registration


3gpp2 X.S0013-002-0_v1.0_022604 Section 4.3.3.3 Routing of SIP signalling within the IP multimedia subsystem


3gpp2 X.S0013-002-0_v1.0_022604 Section 4.3.5 Name to address resolution in an IM CN subsystem


IETF RFC 3261 Section 10.2 Constructing the REGISTER Request


IETF RFC 3261 Section 12.1.2 UAC Behavior


IETF RFC 3261 Section 19.1.6 Relating SIP URIs and Tel URLs


8. SIP/IP server should allow registration of SIP URI’s for PoC Clients. 


9. Translation from TEL URI to SIP URI during PoC session should be supported,  if TEL URI is used  


10. Although OMA does not dictate what kind of SIP/IP Core to use, choice of SIP/IP core should correspond to the chosen mobile network. E.g. IMS for GPRS network, MMD for CDMA network.


11. The SIP/IP Core server with the fully functional external interfaces shall be provided by the host of the TestFest. The host may allow all the participants to test the external interfaces prior to the TestFest event. The extent of this testing is to be determined by the host. The participants of the registered enablers are encouraged to attempt early connectivity and interface testing before TestFest.


Additionally, 


a. If host provided SIP/IP Core is not stable enough to work with PoC enablers, then as a fall back mechanism the vendors can connect through their own SIP/IP Core.  . 


b. If a participant has PoC enabler with different access-Interface and does not need to connect to 3GPP/3GPP2 network, then connecting to host provided IMS/MMD is not necessary and participant can connect through its own SIP/IP Core server. 


c. The participants using their own SIP/IP Core servers may allow other enablers to connect to their SIP/IP Core servers. It is in the discretion of the owner of the SIP/IP Core to allow other TestFest participants to access and test with their system. The owner of the SIP/IP Core system shall also define the extent of testing. 


12. The host shall provide necessary network setup for the participants to connect their servers to the host network. For remote connectivity to the servers the host should provide tunnelling (VPN facility), this will provide better security and avoid any networking issues arising as a result of NAT addresses within the cellular network. 


13. Although OMA does not specify the choice of IPv6 or IPv4, IPv4 should be chosen for the TestFest. This is due to the fact that IPv6 support is not widely present. 

4.1.2 Pre-Loaded PoC Related Data

Since full XDM features may not be available during the TestFest, the clients and servers may optionally be configured with a minimum set of PoC groups and users.  Preconfiguring the data is left up to the discretion of each vendor depending on the maturity of the vendor’s implementation.    


4.1.3 Configurations and test methods to test PoC Enabler with Limited (or without) XDM server capability -


The following sections present examples of possible PoC clients and PoC servers configuration methods to conduct PoC TestFest when either XDM server does not exist or exists with a partial implementation (limited capability). In actual testing participants can use their own methods of configuration.

4.1.3.1 PoC enabler test with partial uses of XDM server (Limited capability)


1. XDM server with limited capability can be sufficient to fully test PoC client and PoC server. 


2. Bare minimal requirement for the XDM server:


a. The partial XDM server should minimally provide XCAP messaging capability with HTTP (get/put/delete operations) which can operate on  PoC-XDMS.


b. Shared XDMS is not required.


c. PoC XDMS should be pre-populated with the PoC User URI’s and PoC Group Lists.


3. Requirement for the PoC server:


a. The PoC Server should have XCAP messaging capability.


4. Requirement for the PoC client:


a. The client may support the XCAP messaging as per XDMC, if not it can pre-define the needed info in the handset.
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4.1.3.2 PoC enabler test without XDM server 


1. Without XDM server none of the contact/group list or its attribute modification related capability of PoC client can be tested. However, if these attributes can be modified by other means in the PoC-XDMS, then PoC functionality can be tested.


2. To achieve above following is required by PoC Server:


a. PoC XDMS should be pre-defined with the PoC User URI’s and PoC Group Lists.


b. PoC-Server should be able to retrieve the contact/group list information and attributes from the PoC-XDMS as necessary to execute the recommended test-cases in accordance with the PoC specifications.


c. A mechanism to modify contact/group list information and attributes in the PoC-XDMS.


3. To achieve above following is required by PoC Client:


a. PoC client should be capable of inputting URI’s and group-ids directly from the keypad to place PoC call.


b. PoC client may optionally pre-define the URI’s and group-id’s locally in the handset.
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4.1.4 PoC Users Data



The following PoC users should be defined in the PoC Client and PoC XDMS:

1. PoCUser1


2. PoCUser2


3. PoCUser3


4. PoCUser4


The above users IDs shall be used for creation of SIP URIs in form of public user identities. It is the responsibility of the host of the event to provide the teams with the address to be used in the SIP URIs.




1. 

2. 

3. 

4. 





4.1.5 Pre-Arranged PoC groups


The following PoC groups should be defined in the PoC XDMS:

1. PoCGroup1 – Members:  PoCUser2, PoCUser3, PoCUser4


2. PoCGroup2 – Members:  PoCUser1, PoCUser3, PoCUser4


3. PoCGroup3 – Members:  PoCUser1, PoCUser2, PoCUser4


4. PoCGroup4 – Members:  PoCUser1, PoCUser2


5. PoCGroup5 – Members:  PoCUser1, PoCUser3


6. PoCGroup6 – Members:  PoCUser2, PoCUser3

The same group names may be defined in the PoC Client





















4.1.6 Auto-Answer mode


Support of auto-answer mode is optional for client but a mandatory feature for the server. ISB (Incoming Session Barring) is mandatory feature for both client and server. Many of the test cases planned to be tested in the basic level test-fest requires auto-answer mode and ISB switch on-off capability. To cover most of the test cases, PoC Clients will be required to provide a mechanism to communicate auto-answer mode and ISB flag on/off status to the PoC Server.  


4.2 Minimal Participation Guidelines


For OMA to host a PoC TestFest, it is required that at least 4 clients and 3 servers are registered for the event. If there are less than 4 clients or less than 3 servers registered for the TestFest, OMA will not host a TestFest to test PoC.



4.3 Pre-Test Guidelines


This section details a set of test cases that the Trusted Zone require participating companies to perform during the Pre-Test day. The order of the listed tests is only intended as advice to participating teams and not necessarily to indicate that the sequence of execution is mandatory, however registration shall be attempted first.

The results will be considered across all Pre-Test sessions that a team will perform during the Pre-Test day and will NOT be included in any Product Test Report or Enabler Test Report generated as a result of participation in the event. 

If the team is unable to present passing results for all listed below Pre-Test test cases and if the failures are due to team’s implementation, the team is considered immature. The host shall provide adequate space for the teams to sit separately and improve their implementations. Once passing results for all Pre-Test test cases are presented to the Trusted Zone, the team should be allowed to proceed with regular testing. 























4.3.1 Registration

		Test Case

		Test Case Description

		Test Area



		PoC-1.0-int-M-0101

		SIP/IP Core Registration

		registration





4.3.2 1-1 Session

		Test Case

		Test Case Description

		Test Area



		PoC-1.0-int-M-0200

		1-to-1 (On-Demand) PoC Session Establishment


(Confirmed Indication/Manual Answer)

		1-1:


*manual answer



		PoC-1.0-int-M-0203

		1-to-1 (On-Demand) PoC Session Termination – Session Released when Initiator Leaves

		1-1:


*session termination


when initiator leaves





4.3.3 Ad-Hoc Session

		Test Case

		Test Case Description

		Test Area



		PoC-1.0-int-M-0220

		Ad-Hoc PoC Group (On-Demand) Session Establishment Invitation Functionality (Manual Answer/Confirmed Indication)

		Ad-Hoc:


invitation/manual answer






		PoC-1.0-int-M-0225

		Session is Disconnected when Initiator Leaves the Ad-Hoc PoC Group (On-Demand) Session

		Ad-Hoc:


*session termination when initiator leaves





4.3.4 Group Session

		Test Case

		Test Case Description

		Test Area



		PoC-1.0-int-M-0261

		Pre-Arranged PoC Group (On-Demand) Session Establishment (Manual-Answer)

		Group:


*invitation/manual answer



		PoC-1.0-int-M-0268

		Last Participant is Disconnected from Pre-Arranged PoC Group (On-Demand) Session

		Group:


*session termination when last participant disconnects (Number-of-


Remaining-Participants=1)





4.4 Optimal TestFest Achievement Guidelines


The ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is expected to be executed in the course of 3 hour test session at an OMA TestFest. This list is intended to facilitate maximum test coverage of the functionality of the enabler within a test session. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do in the time allowed.


4.4.1 Basic Level Test Cases


The following is a list of test cases that vendors should expect to execute during basic level TestFest.  Once a vendor completes executing appropriate  Test cases (supported by all participants in a test session), other test cases in the PoC ETS may be executed. Test cases supported by Participants shall mark “YES” in the Support column.


		Index

		Test Case Number

		Test Case Description

		What is Tested

		Total

		Support (Y/N)



		SIP/IP Core Registration / Deregistration

		2

		 



		1

		PoC-1.0-int-M-0101

		SIP/IP Core Registration

		registration

		 

		 



		2

		PoC-1.0-int-M-0103

		SIP/IP Core De-Registration

		de-registration

		 

		 



		 

		 

		 

		 

		 

		 



		On-Demand 1-to-1 PoC Session Establishment 

		11

		 



		1

		PoC-1.0-int-M-0110

		Client Access List effect on Answer Mode (Automatic Answer with Access List: Pass)

		1-1: 
*manual answer when user has auto answer and reject list settings

		 

		 



		2

		PoC-1.0-int-M-0200

		1-to-1 (On-Demand) PoC Session Establishment (Confirmed Indication/Manual Answer)

		1-1: 
*manual answer

		 

		 



		3

		PoC-1.0-int-M-0201

		1-to-1 (On-Demand) PoC Session (Confirmed Indication/Automatic Answer)

		1-1: 
*auto answer
*session termination due to the SIP T1 timer timeout

		 

		 



		4

		PoC-1.0-int-M-0203

		1-to-1 (On-Demand) PoC Session Termination – Session Released when Initiator Leaves

		1-1 
*session termination when initator leaves

		 

		 



		5

		PoC-1.0-int-M-0204

		1-to-1 (On-Demand) PoC Session Termination – Release Session when down to one Participant

		1-1: 
*session termination when non-initiator leaves and Number-of-Remaining-Participants=1

		 

		 



		6

		PoC-1.0-int-M-0207

		1-to-1 (On-Demand) PoC Session Termination after Pre-Defined Time Period of No Talk Burst

		1-1:  
*session termination when there is too long silence

		 

		 



		7

		PoC-1.0-int-M-0208

		1-to-1 PoC Session Initiation Attempt can be Successfully Cancelled

		1-1: 
*CANCEL

		 

		 



		8

		PoC-1.0-int-M-0209

		Remote Party not Reachable during a 1-to-1 (On-Demand) PoC Session Establishment Attempt

		1-1: 
* session init failure when callee is out of range (battery removed)

		 

		 



		9

		PoC-1.0-int-M-0210

		Unprovisioned Party during a 1-to-1 (On-Demand) PoC Session Establishment Attempt

		1-1: 
*session init failure when callee is not provisioned

		 

		 



		10

		PoC-1.0-int-M-0212

		Remote Party REJECT Received during a 1-to-1 (On-Demand) PoC Session Establishment Attempt

		1-1: 
*session failure when callee manually rejects

		 

		 



		11

		PoC-1.0-int-M-0214

		1-to-1 (On-Demand) PoC Session Establishment Attempt where Remote Party has ISB Enabled

		1-1: 
*ISP enabled

		 

		 



		 

		 

		 

		 

		 

		 



		On-Demand Ad-Hoc PoC Group Session

		10

		 



		1

		PoC-1.0-int-M-0222

		Ad-Hoc PoC Group (On-Demand) Session Establishment – Invitation Functionality (Mixed Answer Modes)

		Ad-hoc: 
*manual    
*auto answer

		 

		 



		2

		PoC-1.0-int-M-0225

		Session is Disconnected when Initiator Leaves the Ad-Hoc PoC Group (On-Demand) Session

		Ad-hoc: 
*session termination when initator leaves

		 

		 



		3

		PoC-1.0-int-M-0226

		Last Participant is Disconnected from the Ad-Hoc PoC Group (On-Demand) Session

		Ad-hoc: 
*session terminatopn when all non-initiators hang up (Number-of-Remaining-Participants=1)

		 

		 



		4

		PoC-1.0-int-M-0227

		Terminate an Ad-Hoc PoC Group (On-Demand) Session when a Single Participant is left in the Session

		Ad-hoc: 
*session termination when all participants hang up (Number-of-Remaining-Participants=0)

		 

		 



		5

		PoC-1.0-int-M-0230

		Ad-Hoc PoC Group (On-Demand) Session Termination after Pre-Defined Time Period of No Talk Burst

		Ad-hoc: 
*session termination when there is too long silence

		 

		 



		6

		PoC-1.0-int-M-0234

		Reject Invitation Request if Maximum Number of Participants is Reached: Ad-Hoc PoC Group (On-Demand) Session

		Ad-hoc: 
* session init failure when max_participants limit is reached

		 

		 



		7

		PoC-1.0-int-M-0236

		Ad-Hoc PoC Group (On-Demand) Session Establishment Functionality, Session Rejected

		Ad-hoc: 
*session init failure, callee manual reject

		 

		 



		8

		PoC-1.0-int-M-0237

		Establishing an Ad-Hoc PoC Group (On-Demand) Session where Some Users are Out of Radio Coverage

		Ad-hoc: 
* session init failure when callee is out of range (battery removed)

		 

		 



		9

		PoC-1.0-int-M-0240

		Adding PoC User to Ad-Hoc PoC Group (On-Demand) Session where the Invitee has ISB Enabled

		Ad-hoc: 
*ISB enabled

		 

		 



		10

		PoC-1.0-int-M-0244

		Ad-Hoc PoC Group (On-Demand) Session Establishment: Request Ignored and Session Not Established

		Ad-hoc: 
* session init failure when callees ignores call initiation

		 

		 



		 

		 

		 

		 

		 

		 



		On-Demand Pre-Arranged PoC Group

		9

		 



		1

		PoC-1.0-int-M-0262

		Pre-Arranged PoC Group (On-Demand) Session Establishment (Mixed Automatic and Manual Answer)

		Group: 
*auto answer,  *manual answer

		 

		 



		2

		PoC-1.0-int-M-0268

		Last Participant is Disconnected from Pre-Arranged PoC Group (On-Demand) Session

		Group: 
*session termination when last participant disconnects (Number-of-Remaining-Participants=1)

		 

		 



		3

		PoC-1.0-int-M-0270

		PoC Server Removes Active Pre-Arranged PoC Group (On-Demand) Session After Last Participant Leaves the Session

		Group: 
*session termination when 0 participants left in session (Number-of-Remaining-Participants=0)

		 

		 



		4

		PoC-1.0-int-M-0271

		All Participants Disconnected from a Pre-Arranged PoC Group (On-Demand) Session Once the Initiator Leaves the Session

		Group: 
*session termination when initiator leaves the group (AutoRelease = True)

		 

		 



		5

		PoC-1.0-int-M-0272

		Policy-Based Termination: PoC User is able to Leave a Pre-Arranged On-Demand PoC Session while he has the Right to Speak

		Group: 
*callee hangs up while he/she has the floor

		 

		 



		6

		PoC-1.0-int-M-0275

		Pre-Arranged PoC Group (On-Demand) Session Termination after Pre-Defined Time Period of No Talk Burst

		Group: 
*session termination when too long silence

		 

		 



		7

		PoC-1.0-int-M-0278

		Pre-Arranged PoC Group (On-Demand) Session Establishment (Automatic-Answer) where One PoC User has ISB Enabled

		Group: 
*ISB enabled

		 

		 



		8

		PoC-1.0-int-M-0279

		Pre-Arranged PoC Group (On-Demand) Session Cancelled during Session Initiation

		Group: 
*CANCEL

		 

		 



		9

		PoC-1.0-int-M-0280

		Pre-Arranged PoC Group (On-Demand) Session Initiation: Initiator is set for Access List: Reject by the Terminating PoC User 

		Group: 
*manual answer when callee has Caller on Reject list

		 

		 



		 

		 

		 

		 

		 

		 



		Talk Burst Control (No Queuing)

		3

		 



		1

		PoC-1.0-int-M-0500

		Talk Burst Control Protocol, Right to Speak, request during an Ad-Hoc PoC Group Session when Talk Burst Control does not indicate idle -> Talk Burst deny

		1-1: 
*Talk Burst

		 

		 



		2

		PoC-1.0-int-M-0506

		Talk Burst Release

		Group: 
*Talk Burst

		 

		 



		3

		PoC-1.0-int-M-0507

		Talk Burst Revoke

		Group: 
*Talk Burst

		 

		 



		 

		 

		 

		 

		 

		 



		XDM Group Actions

		2

		 



		1

		PoC-1.0-int-M-0704

		<max participant count> Data Semantics of the PoC Group document, and XDMS Validation Constraints on <max participant count>.

		XDMS: 
*max participants attribute

		 

		 



		2

		PoC-1.0-int-M-0706

		<allow-initiate-conference> Data Semantics of the PoC Group document

		XDMS: 
*allow-initiate-conference attribute

		 

		 



		 

		 

		 

		 

		 

		 



		XDM List actions

		1

		 



		1

		PoC-1.0-int-M-0801

		PoC User Access Policy structure: Data Semantics

		*Access Lists Policy

		 

		 



		 

		 

		 

		 

		 

		 



		TOTAL NUMBER OF TEST CASES

		38

		 





4.4.2 Second Level Test Cases


The following set includes test cases to be executed by the mature implementations.


		Index

		Test Case Number

		Test Case Description

		What is Tested



		1

		PoC-1.0-int-M-0202

		1-to-1 (On-Demand) PoC Session - Add/Invite PoC User to the Session.

		Adding a user to the session



		2

		PoC-1.0-int-M-0213

		Remote Party not Answering during a 1-to-1 (On-Demand) PoC Session Establishment Attempt

		Verify that a notification about a remote party not answering when a session invitation is received during a 1-to-1 (On-Demand) PoC Session establishment attempt.



		3

		PoC-1.0-int-M-0223

		Re-Joining Ad-Hoc PoC Group (On-Demand) Session

		Re-join



		4

		PoC-1.0-int-M-0224

		Ad-Hoc PoC Group (On-Demand) Session Participant Invites a PoC User to Rejoin

		Re-join



		5

		PoC-1.0-int-M-0263

		Re-Joining an Ongoing Pre-Arranged PoC Group (On-Demand) Session

		Re-join



		6

		PoC-1.0.int-M-0266

		Inviting and Adding Members to Pre-Arranged PoC Group (On-Demand) Session (Manual Answer) where Some Invitees Accept, Ignore and Reject the Session.

		On-Demand Call Establishment
Pre-Arranged Group
Ignore, Reject, Access List



		7

		PoC-1.0-int-M-0300

		Verify that PoC Users are able to connect to an Open Chat PoC Group (On-Demand) Session and communicate with one another.

		On-Demand Call Establishment
Chat Group



		8

		PoC-1.0-int-M-0303

		Open Chat PoC Group (On-Demand) Session Termination

		Chat



		9

		PoC-1.0-int-M-0304

		Verify re-join Open Chat PoC Group (On-Demand) Session establishment functionality.

		On-Demand Call Establishment
Chat Group



		10

		PoC-1.0-int-M-0310

		Verify that PoC Users are able to add other PoC Users (Manual Answer) to a Restricted Chat PoC Group (On-Demand) Session.

		On-Demand Call Establishment
Chat Group



		11

		PoC-1.0-int-M-0405

		Verify that privacy request is properly handled when leaving and re-joining a PoC Session

		Session Privacy



		12

		PoC-1.0-int-M-0410

		Verify that PoC Client is able to send PoC Alert Messages.

		PoC Alert



		13

		PoC-1.0-int-M-0411

		Verify that PoC Client is able to receive PoC Alert Messages.

		PoC Alert



		14

		PoC-1.0-int-M-0501

		Implicit Talk Burst Control, Right to Speak, request (INVITE) when re-joining a Pre-Arranged PoC Group PoC Group Session, Talk Burst Control indicates idle -> Talk Burst granted

		Talk Burst
Pre-Arranged Group Related





4.4.3 Optional Features Test Cases


The following tests are to be executed by early and mature implementations after the mandatory features test cases were executed. That means that early implementations will execute Basic Level Tests before attempting Optional Features set. Similarly, mature implementations will attempt Second Level tests before attempting Optional Features tests.


		Index

		Test Case Number

		Test Case Description

		What is Tested



		1

		PoC-1.0-int-O-0201

		Verify that Ad-Hoc PoC Group Session is properly established and the Inviting PoC Client can get a Right to Speak Indication when the first Invited PoC Client accepts the session.

		Pre-Established Session
Confirmed Indication



		2

		PoC-1.0-int-O-0210

		Verify that the Pre-Arranged PoC Group Session is properly established on-demand and Unconfirmed Indication is sent to the Inviting PoC Client before the Invited PoC Client accepts the invitation. The Inviting PoC Client can get a Right to Speak Indication.

		On-Demand
Unconfirmed Indication



		3

		PoC-1.0-int-O-0301

		Verify that an active session is put “on hold”. (Ad-Hoc PoC Group Session)

		On-Hold and Off-Hold



		4

		PoC-1.0-int-O-0322

		Verify that the PoC Client is able to send Group Advertisement messages.

		Group Advertisement



		5

		PoC-1.0-int-O-0506

		Verify that the PoC Server cancels a queued, Right to Speak, request when requested by a PoC User.

		Talk Burst Queue Support



		6

		PoC-1.0-int-O-0540

		Only the Distinguished Participant of a session is able to hear talk bursts from Ordinary Participants and Ordinary Participants are able to hear talk bursts only from the Distinguished Participant of that session.

		1-many-1



		7

		PoC-1.0-int-O-0601

		Verify that the PoC Participant can monitor Simultaneous PoC Sessions. (On-Demand Session)

		Simultaneous Session



		8

		PoC-1.0-int-O-0631

		Verify that the PoC Sever is able to reject the new or disconnect the existing and accept the new PoC Session if the PoC Client does not support Simultaneous PoC Sessions. (Note: This test case may be considered mandatory.)

		Simultaneous Session





4.5 









5. Enabler Test Requirements


5.1 Test Infrastructure Requirements


This section should provide a detailed description and diagram showing the infrastructure and connectivity required to perform successful testing at an OMA TestFest. See the example below. 


DELETE THIS COMMENT.

<text>


5.2 Enabler Execution Flow


This section should provide a detailed description and diagram showing the execution flow of a typical test case for this enabler, presenting the interactions between the clients, servers and other infrastructure elements used to execute a test case.


DELETE THIS COMMENT and REPLACE THE EXAMPLE CALL-FLOW BELOW


[image: image4.wmf] 


MMS


 


Client


 


GGSN 


/ NAS


 


WAP 


Gateway


 


MMSC 


Server


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


1


 


PPG


 


SMSC


 


2


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


MMSC


 


MailBox


 


(M


-


Send.req) WSP post over WTP


 


(M


-


Send.req) 


HTTP post


 


(M


-


Send.


cnf


) 


HTTP 200


 


(M


-


Send.req) WSP 


200 over WTP


 


(M


-


Send.req) 


HTTP post


 


(M


-


Send.


cnf


) 


HTTP 200


 


(M


-


Notification.ind


) 


push PAP/HTTP


 


HTTP


 200 push response


 


3


 


4


 


5


 


Activate SMPP Handler


 


M


-


Notification.ind in SMS message(s) send over SMPP


 


(M


-


Notification.ind) SMS


 


MMS


 


Client


-


2


 




Figure 1: Example Call Flow


<text>


5.3 Test Content Requirements


Describe any additional Test Content or Test Materials that should be used during OMA testing of the enabler. Include and set-up instructions a participant will need to perform before he/she can use the Test Content. Be sure to provide a URL or other reference to where the Test Content is expected to be found. Noting the OMA Content Server at (http://testfest.openmobilealliance.org/) is sufficient.


DELETE THIS COMMENT


<text>


5.4 Test Limitations


5.4.1 Physical


Describe any physical limitations that will constrain testing. 


DELETE THIS COMMENT


<text>


5.4.2 Resources


Describe any limitations, either human, machine or software availability, that will impact or restrict testing. 


DELETE THIS COMMENT

<text>


5.5 Test Restrictions


Describe any restrictions placed on testing by OMA or any other appropriate body.


DELETE THIS COMMENT

<text>


5.6 Test Tools


No OMA PoC test tool is available at this time.





<text>


5.6.1 Existing Tools to be Used


Not available.






<text>


5.6.2 Test Tool Requirements


Not available.






<text>


5.7 Resources Required


This section should set out the optimum human resources required to complete the testing in the expected timescales.  It should also indicate what the minimum/maximum acceptable requirement would be for meaningful testing to take place.  It should also note that the creator of an implementation decides how much resource he/she can put into testing of the enabler implementation. 


DELETE THIS COMMENT.


<text>


6. Enabler Test Reporting


6.1 Problem Reporting Requirements


Describe any additional information that the OMA Working Group or OMA IOP Sub Working Group would like to receive about problems and issues raised during a TestFest or Bi-Lateral Testing. If no special requirements are necessary, then note in the text “Normal Reporting, no special reporting required”. 


DELETE THIS COMMENT


<text>


6.2 Enabler Test Requirements


Describe any special Tests Reults report requirements that the OMA Working Group or OMA IOP Sub Working Group might have that will affect the standard ETR and PTR reports normally produced by OMA and the Trusted Zone. If no special requirements are necessary, then note in the text “Normal Reporting, no special reporting required”. 


DELETE THIS COMMENT


<text>


6.3 Approval Criteria


Describe any criteria that the testing of the enabler should fulfil before the enabler can be recognised as Approved by OMA. 


DELETE THIS COMMENT.


<text>


Appendix A. Change History
(Informative)


A.1 Approved Version History


		Reference

		Date

		Description



		n/a

		n/a

		No prior version –or- No previous version within OMA





A.2 Draft/Candidate Version <current version> History


		Document Identifier

		Date

		Sections

		Description



		Draft Version 


OMA-ETG-PoC-V1_0-20051206-D

		06 Dec 2005

		First version

		Added information from:


· OMA-Basic-Level-Tests-POC-TestFest-V1_0-20050616-D

· OMA-IOP-POC-2005-0237R01-2nd-Level-and-Optional-Features-PoC-Test-Cases


· OMA-TestFest-Pre-Test-Guidelines-PoC-V1_0-20050616-A





Appendix B. <Additional Information>


Appendix C. May PoC TestFest Configuration for TEL Uri Calls (Informative
)


C.1 Introduction


The purpose of the content of the following sections is to give a better understanding and clarity to a configuration of the UEs and Servers during the PoC TestFest.


Please note that all the examples in the text are informative and shall be used for that purpose only. The actual syntax of the headers should follow the referenced standards.


C.2 Configuration Parameters in the UE


		Fields Used by the UE

		Used Example

		Description



		UE Host Port

		PoC_UserA1_HOSTPORT

		The address of the UE. It is an address and the port, where the UE wants to be contacted. Host portion of the HOSTPORT can be either the UE IP address or the UE FQDN.



		UE IP address

		PoC-UserA1_IP


PoC-UserA2_IP


PoC-UserB1_IP


PoC-UserB2_IP

		The IP address the UE learns during the registration with the access network.



		Outbound proxy address (IMS Entry point)

		networkA.net


networkB.net

		The address of the IMS Core (Pcscf) preconfigured in the UE. It is usually a domain that is resolved by the UE to the IP and port through the DNS lookup procedures.



		MSISDN

		PoC-UserA1_MSISDN


PoC-UserA2_MSISDN


PoC-UserB1_MSISDN


PoC-UserB2_MSISDN

		MSISDN resides on the SIM card. It can be used for the username of the public Id and username of the Contact information send to the IP network. It can also be used as a username of a private Id for the SIP and HTTP authentication in the IP network.



		IMSI

		PoC-UserA1_IMSI


PoC-UserA2_IMSI


PoC-UserB1_IMSI


PoC-UserB2_IMSI

		IMSI resides on the SIM card. It is used for the access network registration of the UE. It may also be used as a password for the SIP and the HTTP authentication in the IP network.



		UE port

		PoC-UserA1_PORT


PoC-UserA2_PORT


PoC-UserB1_PORT


PoC-UserB2_PORT

		The port that the UE chooses to listen on for the IP traffic (UE configuration dependent value).
If the UE does not specify the port value in the Contact header field and the hostport value contains an IP address, the IP Network shall assume a default SIP port of 5060 according to the RFC 3261.



		Conference-Factory

		Conference-Factory

		The preconfigured trigger for 1-1 and ad-hoc group calls. An example of Conference-Factory is “ad-hoc”. This value needs to be configured in the UE and in the IP network.



		APN

		TerminalVendor1_APN


TerminalVendor2_APN

		Access Network Point is either an UE configuration parameter or is entered manually to the UE.





C.3 Signaling during attachment to the Packet-Switched Access Network
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Figure 1: Access Network


A. UE ( Access Network


The UE issues an Attach message to the Access Network. The UE includes an IMSI.


B. UE ( Access Network


The UE issues a PDP Context Activation request. The UE includes an IMSI and APN values.


C. Access Network ( UE


The UE receives its IP address, a PDP Id and the access network DNS IP address (optional).


The SGSN stores an active PDP context for the UE.Once the UE has its IP address it can start the IP messaging.


C.4 IP Network Setup
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Figure 2: IP Network – SIP Interface

The NNI will not be tested during the May TestFest event. Each terminal vendor will test against one IP network at the time. This means that the originating and terminating side of the call are processed by the same network.


The SIP authentication is optional for the May TestFest event. It may be attempted by the vendors that support the same type of authentication.

NOTE!!! When the terminal vendor is set up for testing with the networkA.net, this vendor’s APN points to networkA.net for routing. All the UEs with IP addresses that belong to that APN and routing to Pcscf in networkA.net will have their messages routed to the address of Pcscf in the networkA.net.


If the terminal vendor wants to test with the networkB.net, the only thing that needs to change is the APN configuration.  Now, the same UE IPs routing to a new server will have their messages routed to Pcscf in the networkB.net. The only change in the configuration is the address of the IP Network entry point (router or a Pcscf) in networkB.net.


No SIM card exchange is needed in the configuration. The only change would be done in the APN configuration. After the change all the IP addresses would trigger APN routing to the networkB.net.


The UE would have to only reconfigure the domain of the new IMS System.


C.5 Signaling during SIP registration with the IP Network


The registration shall be consistent with the rules and procedures of 3GPP TS24.229 or 3GPP2 X.S0013.4 depending on the type of IMS Core.


A. PoC-UserA1 ( Originating IMS Core
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The example is informative. For the details on the message see PoC CP Appendix F.1


 


 




The UE issues a SIP REGISTER message and sends it to the outbound proxy in the IMS network. The address of the outbound proxy is preconfigured in the UE and is usually in the form of a domain. The UE does the DNS lookup for routing purpose and sends the message to the resolved IP address and port of the Pcscf. 


With the usage of APN, the access network (through a router) will route the messages from the preconfigured range of IP addresses to a corresponding IMS Core.
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REGISTER


 sip:networkA.net SIP/2.0


 


To


: <sip:PoC


-


UserA1_MSISDN@networkA.net>


 


From


: <sip:PoC


-


UserA1_MSISDN@networkA.net>;tag= PoC


-


UserA1_REGISTER_FromTag


 


Contact


: <sip:PoC


-


UserA1_MSISDN@PoC


-


UserA1_HOSTPORT>;+g.poc.talkburst="TRUE"


 


…


 


 


 




		Field

		Field Value

		Description



		Leader Line

		REGISTER sip:networkA.com SIP/2.0

		SIP URI of the domain name of the home network.


REFERENCES:
- 3GPP 24.229, section 5.1.1.2
- 3GPP2 X.S0013.004, section 5.1.1.2


- RFC 3261



		To:

		<sip:PoC-UserA1_MSISDN@networkA.com>

		 The SIP URI that contains the public user identity to be registered.


REFERENCES:
- 3GPP 24.229, section 5.1.1.2
- 3GPP2 X.S0013.004, section 5.1.1.2
- RFC 3261



		From:

		<sip:PoC-UserA1_MSISDN@networkA.com>>tag= PoC-UserA1_REGISTER_FromTag

		 The SIP URI that contains the public identity to be registered.


REFERENCES:
- 3GPP 24.229, section 5.1.1.2
- 3GPP2 X.S0013.004, section 5.1.1.2


- RFC 3261



		Contact:

		<sip:PoC-UserA1_MSISDN@PoC-UserA1_HOSTPORT> ;+g.poc.talkburst;+g.poc.groupad




		The SIP URI(s) containing the IP address of the UE in the hostport parameter or FQDN.


REFERENCES:
- 3GPP 24.229, section 5.1.1.2
- 3GPP2 X.S0013.004, section 5.1.1.2


- RFC 3261





Optionally, when the terminal and server vendors agree to test SIP authentication, the IMS Core authorizes and authenticates the UE. The authentication is not required for the May TestFest. 


When attempted,  the SIP authentication is done based on the public Id included in the From and To header and private Id included in the Authorization header of the REGISTER message.


B. Originating IMS Core ( PoC-UserA1


Once the authorization and the SIP authentication is successful (optional), the IMS Core sends a 200 OK to the UE.


UE is now registered with the IP network’s SIP side.


C. PoC-UserA1 ( Originating IMS Core


Once the UE received a 200 OK response from the IMS Core, the UE will publish the PoC service settings. The settings include the ISB and AM.


REFERENCES:


- OMA-CP, section 6.1.2


C.6 Signaling during PoC Ad-Hoc Call with the IP Network


This section presents an ad-hoc call using TEL URI, where PoC-UserA1 calls PoC-UserA2 and PoC-UserA3. All three users are registered with the IMS Core prior to the call:


· PoC-UserA1 is registered in networkA.net.


· PoC-UserA2 is registered in networkA.net.


· PoC-UserA3 is registered in networkA.net.


All three UEs have SIM cards whose IMSI numbers will resolve to IP addresses in the range configured in APN with networkA.net for routing.


NOTE!!! When the terminal vendor wants to test with networkB.net, the APN configuration can be changed (for all the IP addresses associated with APN) to networkB.net for routing. No SIM card exchange is needed in this type of configuration.


A. PoC-UserA1 ( Originating IMS Core
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The example is informative. For the details on the message see PoC CP Appendix F.4


 


 




The PoC-UserA1 issues an INVITE request to PoC-UserA2. The INVITE is issued to the address of the preconfigured in the UE outbound proxy (Pcscf).
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INVITE


 sip:Conference


-


Factory@networkA.net SIP/2.0


 


To


: <sip:Conference


-


Factory@networkA.net>


 


P


-


Preferred


-


Identity:


 <sip:PoC


-


UserA1@networkA.net>


 


Accept


-


Contact:


 *;+g.poc.talkburst; require;explicit


 


From


: <sip:PoC


-


UserA1_MSISDN@networkA.net>;tag= PoC


-


User


A1_INVITE_FromTag


 


Contact


: <sip:PoC


-


UserA1_MSISDN@PoC


-


UserA1_HOSTPORT>


 


…


 


 


<resource


-


lists xmlns="urn:ietf:params:xml:ns:resource


-


lists"                   


xmlns:xsi="http://www.w3.org/2001/XMLSchema


-


instance">


 


     <list>


 


       <entry uri="tel:+19725552222


" />


 


       <entry uri="tel:+19725553333"/>


 


     </list>


 


</resource


-


lists>


 




For more details on the message see PoC CP Appendix F.4


		Field

		Field Value

		Description



		Leader Line

		INVITE sip:Conference-Factory@networkA.net

		The preconfigured conference factory that lets the network know that this is a PoC call. IT should be set to the value of the URI in the To field.



REFERENCE:


- RFC 3261, section 8.1.1.1



		To:

		<sip:Conference-Factory@networkA.net>

		 The desired “logical” recipient of the request, or the address-of-record of the user or resource that is the target of this request.


REFERENCE:


- RFC 3261, section 8.1.1.2



		From:

		<sip:PoC-UserA1_MSISDN@networkA.com>>tag= PoC-UserA1_INVITE_FromTag

		The logical identity of the initiator of the request, possibly the user’s address-of-record. Like the To header field, it contains a URI and optionally a display name.

REFERENCE:


- RFC 3261, section 8.1.1.3



		Contact:

		<sip:PoC-UserA1_MSISDN@PoC-UserA1_HOSTPORT>

		 A SIP URI that can be used to contact that specific instance of the UE for subsequent requests. The Contact header must be present and contain exactly one SIP URI.


REFERENCE:


- RFC 3261, section 8.1.1.8



		P-Preferred-Identity:

		<sip:PoC-UserA1@networkA.net>

		The identity of the UE.



		Accept-Contact:

		*;+g.poc.talkburst; require;explicit

		The PoC feature-tags





B. Originating IMS Core (  PoC-Server (networkA.net)


The IMS Core receives the INVITE request, authorizes the PoC-UserA (optional) and adds P-Asserted-Identity header with the public Id of the PoC-UserA.


Looking at the Conference-Factory, the IMS Core forwards the request to the PoC Server with the networkA.net domain. This determination is done through pre-configured triggers in the IMS Core system. The DNS resolution from domain to IP address is done for routing purpose. 


C. PoC-ServerA (networkA.net)  ( Originating IMS Core
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The example is informative. For the details on the message see PoC CP Appendix F.5


 


 


PoC Server with the domain networkA.net looks at the SDP in the body of the INVITE message, checks the access policy for each invited user and issues one INVITE requests for each invited user in the <resource-lists> XML tag list.


INVITE to PoC-UserA2 looks like:
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INVITE


 tel:+19725552222 SIP/2.0


 


To


: <tel:+19725552222>


 


P


-


Asserted


-


Identity:


 <sip:PoC


-


UserA1@networkA.net>


 


Accept


-


Contact:


 *;+g.poc.talkburst; require;explicit


 


From


: <


sip:PoC


-


ServerA


@


networkA.net


 >;tag= PoC


-


ServerA_INVITE_FromTag


 


Contact


: 


<sip:PoC


-


ServerA


@networkA.net;


session=ad


-


hoc


>;isfocus


 


…


 


 




		Field

		Field Value

		Description



		Leader Line

		INVITE tel:+19725552222

		The telephone of the invited user. The XDMS must have TEL URI configured for PoC-UserA2 and PoC-UserA3.



		To:

		<tel:+19725552222>

		Same as the request URI in the Leader Line



		From:

		<sip:PoC-ServerA@ networkA.net >;tag= PoC-ServerA_INVITE_FromTag

		The id of the PoC-ServerA and a From tag generated by PoC-ServerA.



		Contact:

		<sip:PoC-ServerA@networkA.net;session=ad-hoc>;isfocus

		The location of PoC-ServerA



		P-Asserted-Identity:

		<sip:PoC-UserA1@networkA.net>

		The identity of the calling UE.



		Accept-Contact:

		*;+g.poc.talkburst; require;explicit

		The PoC feature-tag





D. Originating IMS Core ( Terminating IMS Core
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The example is informative. For the details on the message see PoC CP Appendix F.5


 


 


Since the invited user URI is in the form of TEL URI, the IMS Core needs to do the TEL URI to SIP URI resolution. To do so, the Scscf shall translate the E.164 address to a globally routable SIP URI using an ENUM/DNS translation mechanism.


REFERENCES:


- 3GPP TS.24.229, section 5.4.3.2


- 3GPP2 X.S0013-004, section 5.4.3.2


- PoC-AD, section 8.1.1


Once the Originating IMS Core discovers the domain of the invited user (networkA.net for PoC-UserA2 and PoC-UserA3) it will forward the message to the network the invited user is registered with.


The Originating IMS Core (Scscf) routes the INVITE message to the Terminating IMS Core based on the network that the invited user belongs to. Since all three users are in the same network, the originating IMS Core routes the INVITE to the terminating IMS Core within the networkA.net domain.
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INVITE


 sip:PoC


-


UserA2@networkA.net SIP/2.0


 


To


: <tel:+19725552222>


 


P


-


Asserted


-


Identity:


 <sip:PoC


-


UserA1@networkA.net>


 


Accept


-


Contact:


 *;+g.poc.talkburst; require;explicit


 


From


: <


sip:PoC


-


ServerA


@


networkA.net


 >;tag= PoC


-


ServerA_INVITE_FromTag


 


Contact


: 


<sip:


PoC


-


ServerA@networkA.net;


session=ad


-


hoc


>;isfocus


 


…


 


 




		Field

		Field Value

		Description



		Leader Line

		INVITE sip:PoC-UserA2@networkA.net

		The resolved sip address of the invited user. The telephone number: +19725552222 resolved to sip address of PoC-UserA2.



		To:

		<tel:+19725552222>

		Same as the To header in the incoming INVITE.



		From:

		<sip:PoC-ServerA@ networkA.net >;tag= PoC-ServerA_INVITE_FromTag

		The id of the PoC Server and a From tag generated by PoC-ServerA.



		Contact:

		<sip:PoC-ServerA@networkA.net;session=ad-hoc>;isfocus

		The location of PoC-ServerA.



		P-Asserted-Identity:

		<sip:PoC-UserA1@networkA.net>

		The identity of the calling UE initiating the call.



		Accept-Contact:

		*;+g.poc.talkburst; require;explicit

		The PoC feature-tags.





E. Originating IMS Core ( Terminating IMS Core

See D.


F. Terminating IMS Core ( PoC-ServerA

See D.


G. PoC-ServerA ( Terminating IMS Core

See D.


H. Terminating IMS Core ( PoC-UserA2 and PoC-UserA3

See D.


C.7 during PoC 1-1 Call with the IP Network


This section presents a 1-1 call using TEL URI, wherePoC-UserA1 calls PoC-UserA2. Both users are registered with the IMS Core prior to the call:


· PoC-UserA1 is registered in networkA.net.


· PoC-UserA2 is registered in networkA.net.


The call setup is the same as in the ad-hoc call in section 5. The only difference is that the SDP body of the INVITE message will have only one TEL URI address. As a consequence, the PoC Server will issue only one INVITE request to PoC-UserA2.


See Section 6 for details on the 1-1 Call Flow.


C.8 Signaling during PoC Pre-Arranged Group Call with the IP Network


This section presents a pre-arranged group call using TEL URI, where PoC-UserA1 calls PoC-UserA2 and PoC-UserA3. All three users are registered with the IMS Core prior to the call:


· PoC-UserA1 is registered in networkA.net.


· PoC-UserA2 is registered in networkA.net.


· PoC-UserA3 is registered in networkA.net.


GroupA consists of all three members.


The call setup is the similar to the ad-hoc call in section 6. The differences:


· SDP body of the INVITE message will not contain a list of invited users.


· The request URI will contain the group SIP URI instead of Conference-Factory-URI


As a consequence, the PoC Server will look up the group in the XDMS (based on group URI), apply the authorization policies and issue one INVITE request per one group member. In this case there will be one INVITE message to PoC-UserA2 and one to PoC-UserA3. Assuming the URIs of PoC-UserA2 and PoC-UserA3 are TEL URIs, the flow of INVITE messages will be identical to the flow of Ad-hoc, section 6, C.


See Section A.6 for details on the Group Call Flow.


�This was section 5 in Basic Level Tests



�This section is from OMA-TestFest-Pre-Test-Guidelines-PoC-V1_0-20050616-A document



�The following 3 sets of test cases were added from OMA-Basic-Level-Tests-POC-TestFest-V1_0-20050616-D and OMA-IOP-POC-2005-0237R01-2nd-Level-and-Optional-Features-PoC-Test-Cases



�This is Appendix A from Basic Level Tests document
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Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestGuidelines-20051130-I]

( 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestGuidelines-20051130-I]
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The example is informative. For the details on the message see PoC CP Appendix F.1�
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REGISTER sip:networkA.net SIP/2.0




To: <sip:PoC-UserA1_MSISDN@networkA.net>




From: <sip:PoC-UserA1_MSISDN@networkA.net>;tag= PoC-UserA1_REGISTER_FromTag




Contact: <sip:PoC-UserA1_MSISDN@PoC-UserA1_HOSTPORT>;+g.poc.talkburst="TRUE"




…
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INVITE sip:Conference-Factory@networkA.net SIP/2.0




To: <sip:Conference-Factory@networkA.net>




P-Preferred-Identity: <sip:PoC-UserA1@networkA.net>




Accept-Contact: *;+g.poc.talkburst; require;explicit




From: <sip:PoC-UserA1_MSISDN@networkA.net>;tag= PoC-UserA1_INVITE_FromTag




Contact: <sip:PoC-UserA1_MSISDN@PoC-UserA1_HOSTPORT>




…









<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"                   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">




     <list>




       <entry uri="tel:+19725552222" />




       <entry uri="tel:+19725553333"/>




     </list>




</resource-lists>
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The example is informative. For the details on the message see PoC CP Appendix F.5�
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The example is informative. For the details on the message see PoC CP Appendix F.5�
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The example is informative. For the details on the message see PoC CP Appendix F.4�
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Accept-Contact: *;+g.poc.talkburst; require;explicit




From: <sip:PoC-ServerA@networkA.net >;tag= PoC-ServerA_INVITE_FromTag




Contact: <sip:PoC-ServerA@networkA.net;session=ad-hoc>;isfocus
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INVITE sip:PoC-UserA2@networkA.net SIP/2.0
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P-Asserted-Identity: <sip:PoC-UserA1@networkA.net>




Accept-Contact: *;+g.poc.talkburst; require;explicit




From: <sip:PoC-ServerA@networkA.net >;tag= PoC-ServerA_INVITE_FromTag




Contact: <sip:PoC-ServerA@networkA.net;session=ad-hoc>;isfocus
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