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1 Reason for Contribution

Currently there is an issue regarding the amount of time and resources that are consumed at our organized test events to establish the readiness of products. The ability to pre-test these products would drastically improve the overall quality of the test fest and would address the issue of conformance to the MMS EICS prior to an event.

In order to address this the application of a test tool, which has, as part of its features the ability to automatically exercise the mandatory requirements identified in the EICS, is recommended by the working group.

The working group has collected and detailed the requirements for such a tool in this document. 

2 Summary of Contribution

This contribution outlines the requirements for an OMA MMS Test Tool.

3 Detailed Proposal

Table of contents

31
Terminology and Conventions


31.1
Conventions


31.2
Definitions


31.3
Abbreviations


42
Introduction


42.1
Purpose


42.2
Test Tool Logical Breakdown


62.3
Operating Environment


62.4
Multi Session Capability


62.5
Multi User Capability


7Client Test System


72.7
MMSC/Server Test System


92.8
Protocol Analyzer


92.8.1
Capture Tool


9Protocol capturing


92.8.2
Analysis Tool


92.8.2.1
User interface


9Display OMA MMS Protocol


102.8.2.3
Protocol Testing


113
Test Tool Scenarios


113.1
Legend


113.2
SSP/HTTP setup


113.2.1
SSP Setup – Capture Tool


113.2.2
SSP Setup – Server Emulator


123.3
CSP/HTTP SETUP


123.3.1
CSP-WSP/HTTP Setup – Capture Tool


123.3.2
CSP-WSP/HTTP Setup – Server Emulator


133.3.3
CSP-WSP/HTTP Setup – Client Emulator


133.4
CSP/SMS setup


133.4.1
CSP-SMS Setup – Capture Tool


143.4.2
CSP-SMS Setup – Server Emulator


143.4.3
CSP-SMS Setup – Client Emulator









































1 Terminology and Conventions

1.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

1.2 Definitions

OMA IOP WG
The OMA Working Group in charge of Interoperability issues concerning the OMA specifications

OMA IOP MMS
A sub-working group of the OMA IOP WG responsible for issues relating directly to the OMA MMS specifications.

Test Fest
An interoperability event where different manufacturers’ servers and clients are tested towards each other to verify that they can interoperate correctly according to test classes

Test Tool
The OMA MMS Protocol Test Tool

Vendor
The author / supplier of the Test Tool

1.3 Abbreviations


	ETS
	Enabler Test Specification

	EICS
	Enabler Implementation Conformance Statement

	CSP
	Client to Server Protocol

	HTTP
	Hyper Text Transfer Protocol

	MMS
	Multi Media Messaging Service

	MMSC
	Multi Media Messaging Service Center

	IOP
	Interoperability

	IUT
	Implementation Under Test

	OMA
	Open Mobile Alliance

	SAP
	Service Access Point

	SCR
	Static Conformance Requirement

	SMPP
	Short Message Peer to Peer

	SMSC
	Short Message Service Center

	SMS 
	Short Message Service

	SSP
	Server to Server Protocol


2 Introduction


Due to the OMA MMS protocol being defined by primitives, the OMA-IOP-MMS Subgroup has seen the need of a  Test Tool.  

2.1 Purpose

The Test Tool is to be used for conformance and interoperability testing.  The reports and test results generated by the Test Tool will be used in conformance testing as defined in the IOP Process.

The Test Tool has the ability to also be used for debugging and development purposes as well as an aid in Test Fest preparation 
The objects to be tested are, in priority order
MMS clients (MM1)
MMS proxy relays with integral MMS servers (MM1 only)

MMS proxy relays with integral MMS servers ( MM1 and MM4)


Testing of the interface between the MMS proxy relay and the MMS server is out of scope (MM2), as is MM5, MM6 and MM8 
2.2 Test Tool Logical Breakdown

The Test Tool is divided into two distinct components, Protocol Analyzer and Client / Server Emulator.  The Protocol Analyzer portion of the Test Tool is broken down into two logical functions, the capture Tool and the Analysis Tool.  The Client /Server Emulator is broken down into three parts, the Test Result Analysis Tool, the Client / Server Emulator itself, and an API driver interface or test notation interpreter for the Emulator.  Each logical function will be defined further below.


Section 3 deleted as it is mainly commercial requirements rather than function/technical
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3.4 

3.5 

3.6 

3.7 

3.8 Operating Environment

The test tools should be able to be executable in most common Operating System environments (Windows 2000, Windows XP, Linux, SUN Solaris etc). 
3.9 Multi Session Capability(desired but optional)
To support interoperability test fests, the client test tools should be available in a form capable of testing multiple clients simultaneously.  The protocol capture and logging tool must support multiple simultaneous test sessions.  
3.10 Multi User Capability(desired but optional)
The test tools must be able to run concurrent user sessions without interference with each other.  Users’ information test results and logs must be protected so that no user can gain access to another users account or logs without authorization.

4 Client Test System
4.1 
Clients will be tested by emulating all the parts of the MMS environment needed to receive and send MMS messages to and from the client under test.  The test system will automate the construction of messages sent to the client under test.  The test system will prompt an operator to initiate the sending of messages for testing the client’s ability to originate MMS messages.  
The Client test system should be available in a form that does not include a WAP gateway, a W-HTTP proxy or PPG as these will be available in the environment established for running the test system (e.g. at a test fest).  
CSP/MM1 over HTTP is assumed.  If the client uses CSP/SMS we should assume that protocol conversion is carried out by the SMSC or by other means.
The test system will 

1. interpret test scripts that define the test purpose, test steps and pass/fail criteria
2. construct and send all MMS messages to the client under test as defined in the CSP according to the test scripts
3. Receive MMS messages from the client under test
4. Analyse MMS messages received from the client under test for conformance to the target MMS specifications 
· Construction

· Sequence, to the extent practicable
5. Analyse content of MMS messages originated by the client under test using automated or manual means as appropriate, including parsing and display of the multimedia content
6. Inject errors into transmitted protocol or content as defined by test scripts and analyse the responses
7. Provide a means for the test operator to be prompted when manual action is required by a test, such as creating MMS messages
8. Provide means for the test operator to be enter observations/result information into the test system when prompted
9. Log all transactions and results

10. Present results and logs to the operator

11. Provide the operator with management tools for test tool configuration and parameterisation, test selection etc
12. optional/nice to have: Provide a means for synchronization with handset user interface test automation tools, including results capture and logging
4.2 MMSC/Server Test System

This is for testing an MMS proxy relay combined with an MMS server – MMS server in this document
MMS servers will be tested by emulating all the parts of the MMS environment needed to receive and send MMS messages to and from the MMS Server under test.  The test system will automate the construction of messages sent to the MMS Server under test and will, when needed, act as several clients to be able to perform tests that use multiple recipients.  
The initial priority is for testing the CSP/MM1 interface only over HTTP.  
The second priority will be to add server emulation capability to allow testing of an MMSC over both the MM1 and MM4 interfaces.  
The test system will not include a WAP gateway, a W-HTTP proxy or PPG.  These are required to be available in the environment established for running the test system.  (Are we correct in assuming this for the PPG or should we be testing the MMS server – PPG interface?)
(To be revisited. Need to determine if tool should emulate WAP GW and or PPG to reduce variability)
The test system will 

1. interpret test scripts that define the test purpose, test steps and pass/fail criteria

2. construct and send all MMS messages to the MMS server under test as defined in the CSP according to the test scripts, over the MM1 interface and the email interface using SMTP 
3. Receive MMS messages from the MMS server under test over the MM1 interface
4. Analyse MMS messages received from the MMS server under test for conformance to the target MMS specifications 

· Construction

· Sequence, to the extent practicable

5. Analyse content of MMS messages from the MMS server under test using automated or manual means as appropriate, including parsing and display of the multimedia content.
6. Are there requirements for testing content adaptation? Yup
7. Inject errors into transmitted protocol or content as defined by test scripts and analyse the responses

8. Provide a means for the test operator to be prompted when manual action is required by a test, such as viewing received content.
9. Provide means for the test operator to be enter observations/result information into the test system when prompted

10. Log all transactions and results

11. Present results and logs to the operator

12. Provide the operator with management tools for test tool configuration and parameterisation, test selection etc

4.2.1 

4.2.2 
4.2.2.1 

4.2.2.2 

4.2.2.3 



4.2.3 

4.2.3.1 

4.2.3.2 

4.3 Protocol Analyzer 

4.3.1 Capture Tool

The capture Tool is used to capture and log the OMA MMS Protocol Interactions/transactions.  It must not change the protocol that is being captured.  The capture of the underlining protocol, where it may be inevitable, is not required and the storage of it is immaterial to this Test Tool functionality.
The tool must be capable of operating stand-alone, without a client or server emulator present.

Sessions may  be identified by client IP address, MSISDN or MDN

The session capture process must be able to be started and stopped by operator action


4.3.1.1 Protocol capturing

The Capture and Analysis Tools 
must be able to capture and analyse message flows over several of the defined MMS interfaces and with several of the possible protocol bindings.  In priority order they are;  

· MM1: CSP/HTTP over IP
· 
· MM4: SMTP/MIME over IP
· 
· 
· 

4.3.2 Analysis Tool

The analysis tool is to be a single user client application that retrieves and processes logs from the capture tool

4.3.2.1 User interface 

The Analysis Tool must have a user interface that is able to handle file storage and retrieval and display of logs.  The user must be able to analyse logs in whole or in part.
4.3.2.2 Display OMA MMS Protocol

The OMA MMS Protocol interactions / transactions must be displayed in Human readable format, broken down into primitives.  This content must be able to be stored and retrieved for use in email or for pasting into a document.  
Message origin, destination, and sequencing must be clearly displayed
4.3.2.3 Protocol Testing
The captured content will be compared to the OMA MMS protocol specifications to report both non-conformant and out-of-sequence primitives, to the extent practicable.  Non-conformant and out-of-sequence entities should be highlighted.  
5 Test Tool Scenarios

Add protocol versions and possible optional underlying protocols
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5.2 SSP/HTTP setup

5.2.1 SSP Setup – Capture Tool


5.2.2 SSP Setup – Server Emulator


5.3 CSP/HTTP SETUP

5.3.1 CSP-WSP/HTTP Setup – Capture Tool

5.3.2 CSP-WSP/HTTP Setup – Server Emulator


5.3.3 CSP-WSP/HTTP Setup – Client Emulator


5.4 CSP/SMS setup

5.4.1 CSP-SMS Setup – Capture Tool


5.4.2 CSP-SMS Setup – Server Emulator


5.4.3 CSP-SMS Setup – Client Emulator
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