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1 Reason for Change

IOP-PRC recognized that the DM 1.2 ETS needs some improvement and more clarity.
This CR corrects the following test case from Test group 12:

· DeviceManagement-v1.2-client-con-1203
This Change Request clarifies to way how the test case can check if the structure of a DMAcc Management Object is correct. Because a Client can contain several DMAcc Management Objects, this CR offers to the Test Tool the possibility to test all of them and in a generic way, without obliging the user to provide to the Test Tool a DDF or XML Schema or any other inputs.

Furthermore, according the Chapter 5.3.1.2 in [DMSTDOBJ] (the Specification Reference of this test case), the node <X>/AppID has a value fixed to “w7”. In the same way, the following nodes have pre-defined values:

	Node
	Values
	Specification Reference

	<X>/AppID
	“w7”
	5.3.1.2

	<X>/AppAddr/<X>AddrType
	“URI”, “IPv4” or “IPv6”
	5.3.1.12

	<X>/AppAuth/<X>/AAuthLevel
	“CLCRED”, ”SRVCRED”, “OBEX” or “HTTP”
	5.3.1.19

	<X>/AppAuth/<X>/AAuthType
	“HTTP-BASIC”, “HTTP-DIGEST”, “BASIC”, “DIGEST”, “HMAC”, “X509”, “SECUREID”, “SAFEWORD”, “DIGIPASS”, or “TRANSPORT”
	5.3.1.20


This Change Request proposes then to modify the pass criteria of the test case in order to test the values of this nodes and not only their occurrence.

To avoid any confusion with the expression “Mobile Originated”, it’s preferable not to use the abbreviation MO but the complete expression “Management Object”.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the CR

6 Detailed Change Proposal

5.12.3 Structure of the DMAcc Management Object
	Test Case Id
	DeviceManagement-v1.2-client-con-1203

	Test Object
	Client device

	Test Case Description
	To check if the structure of the DMAcc Management Object is correct.

	Specification Reference
	[DMSTDOBJ] Chapter 5.3.1

	SCR Reference
	SCR-DM-STDOBJ-C-003

Support of DM Account Object


	Test Tool
	DM 1.2 Conformance test tool

	Preconditions
	The client must not be involved in a session with the server.
1. Client can submit to server a DDF or XML schema description of the expected node structure 

2. Client can enter <Interior Node> location into the test tool

3. Server address, port number, authentication settings, and connectivity definitions provisioned into the client as applicable.

	Test Procedure
	1. The test procedure starts with a ‘DM Session Initialisation Macro’ (see E.1) with a ‘Get’ command on the './DMAcc' node in the Setup-Response (step 3 of the macro).

2. If required by the client: ‘DM Authentication Macro’.

3. Client responds to the Get with a valid package #3 message (see C.4) and with at least one <Interior Node> as Results.
4. For each <Interior Node> node at step 3 or for only the <Interior Node> specified as precondition:

a. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>’ node.
b. Client responds to the Get with a valid package #3 message (see C.4).

c. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppID’ node and a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr’ node.

d. Client responds to the Get with a valid package #3 message (see C.4) and with at least one <X> node as Results for the ‘Get’ on the ‘./DMAcc/<Interior Node>/AppAddr’ node.
e. For each <X> node at step 4.d:

i. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr/<X>’ node

ii. Client responds to the Get with a valid package #3 message (see C.4)
iii. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr/<X>/AddrType’ node and, if applicable, on the ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port’ node.

iv. Client responds to the Get with a valid package #3 message (see C.4)

v. If applicable, for each <Y> node under ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port’ node:
1. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port/<Y>’ node

2. Client responds to the Get with a valid package #3 message (see C.4)
f. If applicable:

i. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAuth’ node

ii. Client responds to the Get with a valid package #3 message (see C.4) and with at least one <X> node as Results for the ‘Get’ on the ‘./DMAcc/<Interior Node>/AppAuth’ node.

iii. For each <X> node under ‘./DMAcc/<Interior Node>/AppAuth’ node:

1. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthLevel’ node and a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthType’ node.
2. Client responds to the ‘Get’ commands with a valid package #3 message (see C.4).

g. If applicable:

i. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/ToConRef’ node
ii. Client responds to the Get with a valid package #3 message (see C.4) and with at least one <X> node as Results for the ‘Get’ on the ‘./DMAcc/<Interior Node>/ ToConRef’ node.

iii. For each <X> node under ‘./DMAcc/<Interior Node>/ ToConRef’ node:

1. Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/ ToConRef/<X>’ node

2. Client responds to the ‘Get’ command with a valid package #3 message (see C.4).
5. Test tool checks the response and sends a valid package #4 message (see C.5) to close the session.


	Pass-Criteria
	The Results returned by the Test Object MUST contain the names of all the mandatory nodes under  <Interior Node> separated by /.   GET on <Interior Node> MUST also return appropriate optional nodes as defined in the DDF or XML Schema submitted by Client

1. GET on <Interior Node> MUST at least return:

AppId  / ServerId / AppAddr 

GET on <Interior Node> MAY also return the following node names as appropriate to submitted DDF

Name  / PrefConRef / ToConRef  / AAuthPref / AppAuth / Ext

2. GET on <Interior Node>/AppAddr/<x>/  MUST at least return:

Addr / AddrType

    GET on <Interior Node>/AppAddr/<x>/ MAY also return the following node names as appropriate to submitted DDF:

Port

3. If applicable, GET on <Interior Node>/AppAddr/<x>/Port/<x>  MUST at least return:

              PortNbr

4. GET on <Interior Node>/ AppAuth /<x>/ MUST at least return :

AAuthLevel/ AuthType 

GET on <Interior Node>/ AppAuth /<x>/ MAY also return the following node names as appropriate to submitted DDF:

 AAuthName / AAuthSecret / AAuthData

5. If applicable, GET on <Interior Node>/ ToConRef /<x> MUST at least return:

ConRef object

Step 3:
The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc’
b. a ‘Data’ tag set to “200”
2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc’

b. a ‘Data’ tag set to a not empty value containing the names of at least one <Interior Node> node.
Step 4.b:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:
a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>’ (where <Interior Node> is the name of the interior node).

b. a ‘Data’ tag set to “200”
2. the message’s ‘SyncBody’ SHALL contain a ‘Results’ tag with:
a. a ‘Data’ tag containing at least the following node names separated with a /:
1. AppID

2. ServerID

3. AppAddr

4. But could OPTIONALLY also contain the following nodes Name, PrefConRef, ToConRef, AAuthPref, AppAuth and Ext, which would in turn contain further sub-nodes.
Step 4.d:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppID’

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppID’

b. a ‘Data’ tag set to “w7”.

3. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAddr’
b. a ‘Data’ tag set to “200”

4. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppAddr’
b. a ‘Data’ tag set to a not empty value containing the names of at least one <X> node.

Step 4.e.ii:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAddr/<X>’.

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain a ‘Results’ tag with:

a. a ‘Data’ tag containing at least the following node names separated with a /:

1. Addr
2. AddrType
3. But could OPTIONALLY also contain the following node Port, which would in turn contain further sub-nodes.

Step 4.e.iv:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAddr/<X>/AddrType’

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppAddr/<X>/AddrType’
b. a ‘Data’ tag set to an empty value or “URI” or “IPv4” or “IPv6”.

3. If applicable, the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port’
b. a ‘Data’ tag set to “200”

4. If applicable, the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port’

b. a ‘Data’ tag set to a not empty value containing the names of at least one <Y> node.

If applicable, Step 4.e.v.2:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port/<Y>’

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port/<Y>’

b. a ‘Data’ tag set to “PortNbr”.

If applicable, Step 4.f.ii:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAuth’

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppAuth’

b. a ‘Data’ tag set to a not empty value containing the names of at least one <X> node.

If applicable, Step 4.f.iii.2:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthLevel’

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthLevel’

b. a ‘Data’ tag set to “CLCRED” or “SRVCRED” or “OBEX” or “HTTP”.

3. If applicable, the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthType’

b. a ‘Data’ tag set to “200”

4. If applicable, the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthType’

b. a ‘Data’ tag set to “HTTP-BASIC” or “HTTP-DIGEST” or “BASIC” or “DIGEST” or “HMAC” or “X509” or “SECUREID” or “SAFEWORD” or “DIGIPASS” or “TRANSPORT”.

If applicable, Step 4.g.ii:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/ToConRef’

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/ToConRef’

b. a ‘Data’ tag set to a not empty value containing the names of at least one <X> node.

If applicable, Step 4.g.iii.2:

The client MUST send a valid package #3 (see C.4) as follows:

1. the message’s ‘SyncBody’ SHALL contain at least a ‘Status’ tag with:

a. a ‘TargetRef’ tag set to ‘./DMAcc/<Interior Node>/ToConRef/<X>’

b. a ‘Data’ tag set to “200”

2. the message’s ‘SyncBody’ SHALL contain at least a ‘Results’ tag with an ‘Item’ tag with:

a. a ‘Source’ tag with a ‘LocURI’ tag set to ‘./DMAcc/<Interior Node>/ ToConRef /<X>’

b. a ‘Data’ tag set to “ConRef”.




MESSAGE SEQUENCE

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	The test procedure starts with a ‘DM Session Initialisation Macro’ (see E.1) with a ‘Get’ command on the './DMAcc' node in the Setup-Response (step 3 of the macro). 

	2
	
	
	If required by the client: ‘DM Authentication Macro’

	3
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4) and with at least one <Interior Node> as Results.

	4a
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>’ node.

	4b
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4).

	4c
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppID’ node and a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr’ node.

	4d
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4) and with at least one <X> node as Results for the ‘Get’ on the ‘./DMAcc/<Interior Node>/AppAddr’ node.

	4e.i
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr/<X>’ node.

	4e.ii
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4).

	4e.iii
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr/<X>/AddrType’ node and, if applicable, on the ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port’ node.

	4e.iv
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4).

	4e.v.1 (conditional)
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAddr/<X>/Port/<Y>’ node.

	4e.v.2 (conditional)
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4).

	4f.i (conditional)
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAuth’ node.

	4f.ii (conditional)
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4) and with at least one <X> node as Results for the ‘Get’ on the ‘./DMAcc/<Interior Node>/AppAuth’ node.

	4f.iii.1 (conditional)
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthLevel’ node and a ‘Get’ command on the ‘./DMAcc/<Interior Node>/AppAuth/<X>/AAuthType’ node.

	4f.iii.2 (conditional)
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4).

	4g.i (conditional)
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/ToConRef’ node.

	4f.iii.2 (conditional)
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4) and with at least one <X> node as Results for the ‘Get’ on the ‘./DMAcc/<Interior Node>/ ToConRef’ node.

	4g.iii.1 (conditional)
	(
	Server Management Operations Message
	Test Tool sends a valid package #4 message (see C.5) with a ‘Get’ command on the ‘./DMAcc/<Interior Node>/ ToConRef/<X>’ node.

	4g.iii.2 (conditional)
	(
	Client Response
	Client responds to the Get with a valid package #3 message (see C.4).

	5
	(
	Server Management Operations Message
	Test tool checks the response and sends a valid package #4 message (see C.5) to close the session.
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