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Recommendations (from informal review)

	ID
	Open Date
	Section
	Description
	Status

	001
	2004.12.07
	4
	Lucent: How can an informative section include requirements?
	CLOSED

“Informative” in the section heading will be removed from new AD version 

	002
	2004.12.07
	4,5
	Lucent: Either delete missing sections, or add editor notes on plan to fill in.
	CLOSED

Newer versions of the SUPL AD starting from version OMA-AD-SUPL-V1_0-20041201-D has these sections completed.

	003
	2004.12.07
	6.2,3
	Lucent: Perhaps these sections should be moved to Section 5
	CLOSED

It is preferred to define all the functions in one location in the document. A full security definition is defined in section 7, as referenced in section 6.2.3

	004
	2004.12.07
	6.2.2
	Lucent: There are no current requirements to support either LE or emergency services with SUPL.  For example, law enforcement requirements typically require that surveillance be serruptitious (i.e. non-detectable by the end user).  It is not at all clear that SUPL can meet this requirement.  Likewise, for emergency services, network-based location is typically required (i.e., networks are responsible for delivering location, and regional standards have been developed  for doing so).  In particular, the location method for satisfying a location request from a PSAP is typically done at a serving node, whilst including SUPL would dictate that that decision (based on subscription/capability set) somehow get moved back to the location server.  This would dictate a substantial change to network standards.
	CLOSED

The AD will be updated to clarify emergency services support with the following text:

“Complete Emergency service support, based on local regulations and available technology, is for further study.”

Please refer to the attached document SUPL AD OMA-AD-SUPL-V1_0-2004xxxx-D contained in this contribution for detail on the changes.
Also, clarification is made in section 6.2.1 to address this with the following text:

“Allow for future emergency and lawful override regulations that may apply to the target SUPL User” 

Please refer to the attached SUPL AD OMA-AD-SUPL-V1_0-2004xxxx-D contained in this contribution for detail on the changes.

	005
	2004.12.07
	6
	Lucent: The architectural diagram depicting the MPC and the PDE as a single entity needs clarification that for existing 3GPP deployments, it is dependent upon network signaling (unless OMA-LOC are willing to undertake the development of an IP-based protocol to replace the network signaling).
	CLOSED

This comment is withdrawn.

	006
	2004.12.07
	6.5
	ARC chair: It is not required to add the Lup reference point to the “OMA-Inventory of Architectures relevant to OMA V1.0”, 4 February 2004.
	CLOSED

The editor note in section 6.5 related to the update of the OMA-Inventory document will be removed.


Recommendations (from formal review)
	ID
	Open Date
	Section
	Description
	Status

	001
	2004-12-22
	2.2
	Nokia: Delete [ARCH-INVENT] since it is never used. (BTW - this reference appears to be a duplicate of [OMA AD]).
	CLOSED

[ARCH-INVENT] reference 
deleted

	002
	2004-12-22
	3.2
	Nokia: Add a definition of User Plane and Control Plane
	CLOSED


Added definitions in 3.2

	003
	2004-12-22
	3.2
	Nokia: Delete the following unused definitions: Collaborative Context Model, Contextual Item
	CLOSED


Removed unused definitions

	004
	2004-12-07
	3.2
	Vodafone: SET User is not defined in the definitions however, it has been used in AD Section 6.2.5 & 6.9.1.7.2  

Please note that: The term SET User is also used in the body of the SUPL RD but not defined in definitions section in the same document. 

If the SET User is not a valid term then it shall be replaced with an equivalent term i.e. SUPL User.
	CLOSED
Defined “SET User” and used it instead of “SUPL User” where appropriate. Redefined “SUPL User”.
RD will be checked for this as well.

	
	
	
	
	

	005
	2004-12-22
	4
	Nokia: Clarify the use of cost effective (e.g. is cost in terms of an efficient protocol, money, both, something else, etc.)
	CLOSED
Explained “cost effective” by adding “the effects of deploying SUPL are mostly restricted to providing an SLP and enabling terminals to support SUPL.”

	006
	2004-12-22
	4
	Nokia: If there is a specification for A-GPS it should be added to section 2 and a cross-reference should be added after its usage in this section.
	CLOSED
Informative references added.


	007
	2004-12-07
	4.2
	Vodafone: SUPL User is missing from the main actors of the AD. This term has been repeatedly used in the RD for use cases.
	CLOSED
Added

	008
	2004-12-22
	4.3
	Nokia: it appears this AD addresses all of the requirements in [SUPL RD] except for requirements 6.1#8 and 6.1#9. If this is true, this would be more clear if the text was changed as follows:

      This AD satisfies all of the requirements in [SUPL RD] except the following:
	CLOSED
Replaced with the suggested text.

	009
	2004-12-22
	5
	Nokia:Delete the following paragraph since there is no requirement the AD reflect the OSE and there is no need to reference ARCH’s Common Functions work (the CF WID is now closed):

     “The SUPL Release 1 (R1) Subsystem does not consider integration with the OMA OSE model. SUPL Release 2 MAY use common functions [OMA-CF] which may be available in the OMA OSE at that time. These functions may include but is not limited to, authentication, charging or privacy.”
      
A consequence of deleting the above is that the [OMA-CF] reference in section 2.2 should also be deleted.
	CLOSED
Deleted the paragraph and the “OMA-CF” reference in 2.2

	010
	2004-12-22
	5
	Nokia: This section does not address the following requirement in the AD template:

     It should also describe high-level dependencies on other architectures 
     (e.g. other Architecture Documents in OMA.

To address this, enumerate this architecture’s dependencies on other enablers/specifications and for each of the dependencies include its reference (and add the reference to section 2.). If there are no such dependencies, then explicitly state so.

Also, clarify the meaning of “This” in the sentence beginning “This includes but is not …”.
	CLOSED
Added OMA MLS AD as dependency
Replaced “This” in “This includes …” by “SUPL” for clarification.

	011
	2004-12-22
	6
	Lucent: For some existing deployments which may easily be adapted to include SUPL functionality, there is an embedded dependency for either network-standardized or non-standard signaling (between distributed SLCs and SPCs).  This dependency needs to be clearly stated, and preferably, a commitment to remove the dependency should be addressed.
	CLOSED
OMA-LOC does consider an SLC-SPC interface for upcoming SUPL releases.

	012
	2004-12-07
	6.1.2
	Vodafone: SUPL User authentication consideration is mentioned in this section. However, there is no solution defined in the AD. SUPL User authentication to SLP needs to be defined as specified in the RD 6.1.2  “It SHALL be possible to authenticate the SUPL Agent, SUPL network and SET user.  “. SET User in this context assumed to be same as SUPL User
	CLOSED
A contribution is pending which addresses this issue (ref. OMA-LOC-2004-0490R01)
Security related issues of the SUPL specification, are delegated to the OMA Security working group.

	013
	2004-12-07
	6.2.2
	Vodafone: Which of these mechanism defined for SUPL initiation are mandatory to implement? As the AD includes the word “can” it is not clear what is the normative requirement.
	CLOSED
Text changed.
Platform SHALL support both initiation methods.
SET SHALL support at least one the two.

Depending upon SET capabilities the applicable method is applied.
Note: SIP method has been removed for the first SUPL release.

	014
	2004-12-07
	6.2.2
	Vodafone: Security assumptions for the SUPL initiation mechanisms defined in this section are not clear. As the SUPL_INIT messages described in the AD do not have any security protection themselves, some assumptions must be made regarding the security of these delivery mechanisms (SMS, WAP Push, etc) when these messages are transported over these.
	CLOSED
This issue is being addressed by the SEC Group.

	015
	2004-12-07
	6.2.3
	Vodafone: This section describes authentication between the SUPL Agent and SLP. No mechanisms of authentication between SUPL User and SUPL Agent or SLP is defined. If must be clarified how this authentication is handled or if it is considered to be out of scope. It must be noted that SUPL RD requires the SUPL User to be authenticated.
	CLOSED
A contribution is pending which addresses this issue (ref. OMA-LOC-2004-0490R01)
Security related issues of the SUPL specification, are delegated to the OMA Security working group.

	016
	2004-12-07
	6.2.3
	Vodafone: SSL is mentioned in this section for SUPL Agent authentication. This conflicts with Section 7 of the AD where TLS is mandated. TLS protocol itself is not backwards compatible with SSL. Support for SSL needs to be clarified.
	CLOSED
Specific text is taken away from Section 6.2.3. Instead, we refer to Section 7.

	017
	2004-12-07
	6.2.3
	Vodafone: This section contains the statement” SSL/TLS using OMA MLP client username and password authentication”. AD Section 7 states that only TLS Shall be used for SUPL Agent to SLP authentication. This option needs to be clarified. In addition, MLP protocol allows username and password to be used for authentication, it must be clear which entity (SUPL Agent or SUPL User) actually is assigned a username/password.
	CLOSED
Specific text is taken away from Section 6.2.3. Instead, we refer to Section 7.

	018
	2004-12-07
	6.2.5
	Vodafone: This section states that charging for MLS, SET User, SUPL agent is performed. However, it is not clear in the rest of the AD which mechanisms/protocols are used to charge for SET User  or MLS.
	CLOSED
Added that further details on charging are out of scope of SUPL.

	019
	2004-12-07
	6.2.3
	Vodafone: This section states that SET may support a list of functions. Specifically, SSF (SUPL Security Function) is considered optional to implement this contradicts with Section 7 where authentication is mandatory for SUPL Agents which reside in the SET.
	CLOSED
“which may be used” is removed.

	020
	2004-12-22
	6.6.1.1
	Nokia: The use of “may” in the sentence “The SLC … may perform …” makes the definition of a SLC system ambiguous because it implies an SLC may not perform any of the functions in the list and that raises the question – What exactly does an SLC system do [if it doesn’t do any of the functions in the list]?

Section 6.6.1.2’s use of “may” creates a similar problem.
	CLOSED
Deleted “may” in 6.6.1.1 and 6.6.1.2 as this is the function split if SLP comes in two parts. Also, cell-id translation was taken away from 6.6.1.2 since this seems to have been caused by a copy&paste error.

	021
	2004-12-22
	6.6.2
	Nokia: the way this section defines a SET – as a system that supports one or more of the SPF, SSF and SSDF functions – implies a SET could the same (function wise) as a SPC because an SPC system (as defined in section 6.6.1.1) can also be limited to just the SPF or SSF function. This needs to be clarified.
	CLOSED
There is overlap between functionalities of SLC/SPC and SET. Depending on the capabilities of a SET and the positioning method chosen, a SET can indeed act very much like an SLC/SPC. This is intended.

	022
	2004-12-22
	7.1 & 7.2
	Nokia: The Editor Notes implies this AD is not complete and thus is not yet ready for a Formal review. Does LOC expect another Formal review for v1_0 of this AD?
	CLOSED
Indeed, the section on security is missing. However, this part is not crucial for ARC review and is being developed in cooperation with OMA SEC WG. 
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