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1 Reason for Contribution

This input contribution proposes a resolution on the comments ID 18 and ID 21 of SUPL RD in SUPL CONRR. Comments are as follows:

	018
	2005-5-18
	T
	5.2.1
	“SUPL partially enabled network means the SUPL Provider in the network has no capability to proceed the positioning of the SET in the Visited network by itself. “

Recommendation: Add ‘SUPL partially enabled network’ to definitions section.

Proposed resolution: provide text.
	To be discussed.

	021
	2005-5-18
	T
	5.3.2.1
	Home network is a SUPL enabled NW. SUPL enabled NW means that the network has a SUPL provider.

Recommendation: Define SUPL enabled NW in the definition section, and delete text in […]. 

Proposed resolution: provide text.
	To be discussed.


2 Summary of Contribution

The proposed resolution is in the section 3.
3 Detailed Proposal

<<RESOLUTION BEGINS>>

3.2 Definitions

	AFLT
	Advanced Forward Link Trilateration

	CAMEL
	CAMEL is a network functionality, which provides the mechanisms of Intelligent Network to a mobile user  (See [23.271]).

	Cell Global Identifier
	Refers to the cell used by the Mobile Station at the start of the call. (See [23.271]).

	Control Plane
	The Control Plane is a functional plane containing the signalling structure for the user bearer management. Typically the control plane designates the circuit switched and packet switched wireless signalling networks which enable voice, data, supplementary service operation, etc.

	E-CI
	Enhanced Cell-ID

	GMLC
	The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC  (See [23.271]).

	LAN
	Local area network

	LCS
	Provides the mechanisms to support mobile location services for operators, subscribers and third party service providers (See [23.271]).

	Lg
	Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN (gateway MLC interface) (See [23.271]).

	Location Server
	Software and/or hardware entity offering location capabilities. 

	Lr
	Interface between Gateway MLCs  (See [23.271]).

	MLS application
	An application which requests and consumes the location information.

Note: this could be further qualified by distinguishing the application provider and actually application consumer of the location information

	SUPL Agent  classes
	Classifies the deployment architecture of SUPL Agent and MLS application.

	MLS application and SUPL Agent classes
	MLS Application and SUPL Agent  can be classified as follows:

- Class1: MLS application and SUPL Agent  are in the SET

- Class 2: MLS application is in the network and the SUPL Agent  is in the SET

- Class 3: MLS application is in the SET and SUPL Agent  is in the network

- Class 4: MLS application and the SUPL Agent  are in the network

In this classification the LCS applications can be trusted or non-trusted.

	Network Measurement Report
	The report of measurements performed by terminals in GSM mobile networks that are sent from terminal to mobile network.

	Network specific parameter
	 Parameters, extracted from the mobile network, that can be used in a Position Calculation function. 

	Policy Owner
	The privacy policy owner of the SET. Defines/configures the privacy rules to which the MLS apllications will comply to.

	Non-trusted applications
	Applications to which the “trusted applications” definition is not applicable are qualified as non-trusted; therefore these types of applications must be authenticated and authorized in order to access User Plane Location Services. An example of non-trusted application would be an application downloaded from the Internet into the handset.

	Security Function
	Security function manages the Authentication and Authorization for SUPL Agents and MLS Applications to access User Plane Location Services

Note: Authentication between the SUPL Agent  and MLS applications is beyond the scope of this work

	SUPL Agent
	Service access point which accesses the  network resources to obtain location information

	SUPL Enabled Terminal (SET)
	A device that is capable of communicating with a SUPL network using the SUPL interface. Examples of this could be a UE in UMTS, an MS in GSM or CDMAIS-95, or a PC over an IP-based transport

	SUPL enabled NW
	A network is capable of communicating and proceeding the positioning procedures with the SET and the SUPL enabled or partially enabled network(s) using the SUPL interface 

	SUPL partially enabled NW
	A network is capable of communicating with the SET and the SUPL enabled or partially enabled network(s) using the SUPL interface, but not capable of proceeding the positioning procedures of the SET

	SUPL Provider
	Location information is sensitive personal information and requires specific care with privacy and security. The bearer related information (like e.g. "Global Cell Identifier") should not be accessible without the network provider's consent. So it is important that whatever policy the network provider decides, when applicable on the provision of SUPL, functionality cannot be breached.

Valid scenarios would be:

1) The network provider is the single SUPL provider

2) The network provider and roaming partners are the only SUPL providers.

3) The network provider out-sources the SUPL functionality and there is a single 3rd party SUPL provider.

4) The network provider has an open policy on the provision of SUPL functionality and there are multiple 3rd party SUPL providers.

	SUPL User
	The user of a MLS application 

	Timing Advance
	Parameter in GSM network indicating distance between Base Station and terminal.

	Trusted applications
	Trusted applications are applications whose distribution and billing are controlled by the SUPL provider through secured channels that transcend location services (a DRM download server can provide a completely trusted environment including the management of location apps for example). Trusted applications do not require authentication and authorization upon service invocation. Authentication and authorization are considered implicit in the framework of application distribution.

Note: Trusted application may be either SUPL Enabled Terminal (SET)-resident or network-resident

	User Plane
	The user plane designates the functional plane where the information is part of the wireless user data and is transported over user bearers such as the wireless packet data network or SMS.


<<RESOLUTION ENDS>>
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed resolution is presented for LOC WG discussion and agreement for SUPL CONRR.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

