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1 Reason for Contribution

This contribution shows how SUPL can be used to support routing and location for VoIP emergency calls for 3GPP and 3GPP2 networks. This is a revised version of OMA-LOC-2005-0497-IC-SUPL-2_0 in which portions not relevant to use of SUPL have been removed and some enhancements have been added. The provided solution enables impacts specific to SUPL 2.0 to be defined.
2 Summary of Contribution

3 Detailed Proposal

1. Current Situation

3GPP is currently developing a solution to support IMS emergency calls in 3GPP TR 23.867 and 3GPP TS 23.167 but this work is still ongoing with significant portions not yet completed. 3GPP2 is just starting on a similar work item but has yet to produce any stage 1. Assuming it is decided to allow use of SUPL to locate and help route VoIP emergency calls for either the 3GPP or 3GPP2 solutions, inclusion of detailed procedures within either solution is highly unlikely due to restrictions of scope. Furthermore, inclusion of 3GPP and 3GPP2 details within any SUPL solution defined by OMA is also unlikely. Hence, no complete and  fully  integrated solution may be produced by any standards body. Instead, there would be a set of partial solutions that hopefully would be consistent and fit together. This contribution summarizes a complete solution that can be used to derive specific SUPL 2.0 impacts and know why these impacts will be needed. The solution goes beyond what has so far been agreed in 3GPP but is not yet inconsistent – i.e. it represents one possible direction for 3GPP in terms of using SUPL.

2. Network Architecture

The principal elements and interfaces in the network architecture relevant to support of emergency VoIP calls using SUPL are shown below.
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Figure 1 – Network Architecture Applicable to SUPL Location

A brief summary of the network elements and interfaces follows.

Access Network
This contains the RAN (radio access network) which might be a 3GPP RAN, 3GPP2 RAN or WLAN. It may also contain the packet (IP) network – e.g. the SGSN and GGSN for 3GPP or PDSN for 3GPP2.

V-PLMN
This contains the IMS network elements – e.g. P-CSCF, E-CSCF and MGCF. It may also contain entities to support location and routing – e.g. E-SLP, V-SLP and ELRC. 
E-CSCF
The E-CSCF (Emergency Call Session Control Function) has been defined for the 3GPP VoIP emergency call solution in 3GPP TS 23.167 and is a variant of an S-CSCF (Serving CSCF) with additional capabilities to support IMS emergency calls.

E-SLP
The E-SLP (Emergency Services SUPL Location Platform) substitutes for the H-SLP (Home SLP) in the case of location of emergency calls.

ELRC
The ELRC (Emergency Location and Routing Centre) has been suggested in 3GPP but not yet agreed (e.g. its role and functions are still unclear). Tentatively, it can support routing and location for an emergency VoIP call and the interface to the PSAPs, avoiding the need to support these functions in either the E-CSCF or E-SLP. By allowing the ELRC to be combined with either the E-CSCF or E-SLP, it is also possible to flexibly reassign location and routing functions to several different entities to support more flexible implementation possibilities. The ELRC might also perform the role defined for a GMLC or MPC to support circuit mode emergency calls as defined in OMA-LOC-2005-0576-IC-Support-for-Emergency-Circuit-Mode-Calls-using-SUPL. That would allow a PLMN to deploy a single entity (containing functions for a ELRC and either GMLC or MPC) to enable SUPL support for both types of emergency call. As the interfaces between the E-SLP and the ELRC, GMLC and MPC can be the same (see later), this would not introduce any contradiction.
J-STD-036 E2’
For a PSTN-capable PSAP in North America, this interface can be the same as the E2 interface defined in J-STD-036 rev. B. For a SIP capable PSAP, this can be an extension of the E2 interface. For other regions, other types of interface between the PSAP and ELRC might be used.

Li
This denotes a new location related interface (Li = LCS IMS interface) between the E-CSCF and ELRC. This interface is not yet agreed by 3GPP. This interface also corresponds to, and could be similar to or an extension of, the v2 interface defined in the “draft NENA Standards for VoIP/Packet Migration i2 Solutions”.

3. Call Flow Details

The figure below shows a possible procedure to support VoIP emergency call setup, PSAP selection and delivery of location information in the case that positioning is performed by SUPL. Entities that are less relevant to SUPL are not shown in the figure (e.g. access network, P-CSCF, S/R) but are included in the more detailed step description further down. It is assumed here that the UE has a UICC and that there is a roaming agreement between the HPLMN and VPLMN.  
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Figure 2 – VoIP Emergency Call Setup using SUPL Location

1) The UE discovers an AN (access network - e.g. 802.11 WLAN, 3GPP GPRS PLMN, 3GPP2 cdma2000 EV-DO PLMN), performs any low level connection (e.g. 802.11 association), attaches to the AN, establishes IP connectivity and discovers a local SIP server address (e.g. P-CSCF). 

2) The UE sends a SIP REGISTER to the SIP server (e.g. P-CSCF) discovered in step 1 (not shown). This contains an emergency services indication, a public user ID (e.g. special emergency public user ID agreed in 3GPP), a private user ID, H-PLMN domain name, the UE IP address obtained in step 1 and possibly location data (e.g. current cell ID). Due to the presence of the emergency services indication or the emergency public user ID, the initial SIP server forwards the REGISTER to an E-CSCF in the same network (and not to an I-CSCF in the HPLMN as in other cases). The E-CSCF may forward the REGISTER to the H-PLMN where normal IMS registration occurs. The S-CSCF in the HPLMN would then treat the E-CSCF in the VPLMN like a P-CSCF. 

3) The E-CSCF returns a 200 OK to the UE – e.g. after the HPLMN returns a 200 OK to the E-CSCF. In order to update location information in the ELRC, the UE could re-register (by repeating steps 2 and 3) if, following setup of the emergency call, there is a handoff within the same VPLMN to a different IP access node (e.g. different SGSN for 3GPP or different PDSN for 3GPP2). The E-CSCF can then update the ELRC with new location data (e.g. new cell ID). This would be helpful if the E-SLP used later is not able to support the whole VPLMN coverage area and may need the assistance of a V-SLP.
4) The UE sends a SIP INVITE to the SIP server (e.g. P-CSCF) discovered in step 1. This carries some global SIP URL or TEL URI indicating an emergency call (e.g. sos@local-domain or “911” as being proposed by IETF Ecrit) and may include the type of emergency service needed. It also carries any preliminary information concerning the UE location that is already available to the UE – e.g. cell ID or approximate location coordinates – and may carry the basic location capabilities of the UE (e.g. SUPL 2.0 capable) if not provided during registration. The UE also includes contact information for the purposes of callback – this should include a TEL URI (e.g. derived from the MSISDN) and possibly a SIP URL (e.g. emergency public user ID used in step 2). The first SIP server then forwards the SIP INVITE to the E-CSCF. 

5) Based possibly on the UE support of SUPL (e.g. indicated in the SIP INVITE in step 4 or SIP REGISTER in step 2), the E-CSCF sends a routing request to an Emergency Location and Routing Center (ELRC), either in the same network or in some other network. The routing request includes the UE public identities received in step 2 or step 4 (e.g. emergency public user ID, TEL URI), any location data that was received, the type of emergency service (if included in step 4) and the UE’s IP address.

6) If the location data provided in step 5 is not accurate and reliable enough to select an appropriate PSAP, the ELRC may invoke steps 10 to 15 in advance to obtain a more accurate and reliable interim location estimate. For example, by using SUPL with just the cell ID method, response time need not be great. Based on the location data received in step 5, or location information obtained by invoking  steps 10 to 15 in advance, and the type of emergency service if indicated in step 5, the E-SLP selects a PSAP. For a PSTN accessible PSAP for calls in North America, the  E-SLP may also obtain an ESRD non-dialable directory number that can be used to route to the PSAP and an ESRK non-dialable directory number that identifies the PSAP, ELRC and, temporarily, the UE. This would be the same type of procedure that is currently used to support E911 circuit mode calls in North America, as defined in J-STD-036. The ESRD and ESRK correspond, respectively, to the ESRN and ESQK defined in the draft “NENA Standards for VoIP/Packet Migration i2 Solutions” being considered for E911 VoIP support in the US.
7) The E-SLP returns a Routing Response to the E-CSCF containing, if obtained, the PSAP identity for an IP capable PSAP – either SIP URL or IP address. For a legacy PSTN-capable PSAP, the Routing Response may contain a TEL-URI or for calls in North America, the ESRD and ESRK assigned in step 6. The Routing Response may also contain any location estimate obtained in step 6. The E-SLP also stores a call record for the UE containing all the information so far obtained.
8) Establishment of the call continues until complete. For an IP capable PSAP, this would be accomplished using SIP alone. For a PSTN capable PSAP, the E-CSCF would forward the SIP INVITE to an MGCF (via a BGCF – Breakout Gateway Control Function) and, for calls in North America, would include the ESRD and ESRK obtained in step 7. The MGCF would then route the call to the PSAP over the PSTN, possibly via a selective router, using SS7 ISUP and/or MF signaling. For calls in North America, the ESRD or ESRK would be used as routing numbers and the ESRK would be passed to the PSAP as the identity of the UE and as a key to obtain more information. The actual call path would be established separately. For example, for a PSTN-capable PSAP, interworking between VoIP (e.g. RTP/IP) and circuit mode (e.g. PCM) would occur at an MGW (media gateway) controlled by the MGCF. In the case of an IP capable PSAP, the call path would be end-to-end IP.

9) Some time after the call is established, the PSAP may send a location request to the ELRC indicated during call establishment in step 8 (e.g. indicated by an ESRD or ESRK in the case of calls in North America to a PSTN capable PSAP). The PSAP may identify the UE using the UE’s public user address (e.g. SIP URI, TEL URI) or ESRK for calls in North America to a PSTN-capable PSAP. The location request indicates a requirement for an accurate location estimate.

10) Based on known or assumed support for SUPL by the UE (e.g. indicated in the SIP REGISTER in step 2 or SIP INVITE in step 4), the ELRC forwards the location request to an E-SLP and includes the UE’s IP address obtained in step 5 and any location data received in step 5 or obtained from an earlier invocation of positioning.

11) The E-SLP determines from any received location data (and possibly using the UE’s IP address) whether a separate V-SLP is needed to assist location. The E-SLP will act similarly to an H-SLP in performing subsequent SUPL location using procedures almost identical to those for either SUPL 1.0 roaming support if a V-SLP was chosen or SUPL 1.0 non-roaming support if a V-SLP will not be used. In the roaming case, some preliminary RLP signaling occurs between the E-SLP and SLC portion of the V-SLP (i.e. V-SLC), as defined for SUPL 1.0, which is not shown in Figure 2. The E-SLP then assembles a SUPL INIT message to instigate a network initiated location procedure with the UE (using either proxy or non-proxy modes) and sends this directly to the UE IP address using mobile terminated IP (a required new capability for SUPL 2.0). Sending of the SUPL INIT using SMS or WAP Push might still be allowed as an option, but the reliability and response time would be suspect given that the SET is using IP access and the VPLMN or access network might not provide support. The SUPL INIT contains an IP address for an SPC associated with either the E-SLP (E-SPC address) or V-SLP (V-SPC address) if non-proxy mode is used, QoP accuracy/delay requirements, a proxy/non-proxy mode indication and possibly authentication data. However, different to the normal SUPL 1.0 procedure, if the UE is not in its home network or if the E-SLP is not the H-SLP for the UE or if the E-SLP is the H-SLP but chooses not to behave as the H-SLP (e.g. to simplify implementation), the E-SLP includes its own IP address in the SUPL INIT. Also different to the normal SUPL procedure, the SUPL INIT includes an emergency services indication, for example in the SUPL INIT notification parameter.

12) The UE establishes a secure IP connection to its H-SLP if the E-SLP is the H-SLP for the UE (i.e. if the E-SLP did not include its address in the SUPL INIT sent in step 11). However, if the E-SLP is not the H-SLP for the UE (i.e. the E-SLP included its IP address in the SUPL INIT in step 11) then, different to a normal SUPL 1.0 location procedure, the UE establishes an IP connection or a secure IP connection to the E-SLP and not to the H-SLP. For non-proxy mode, the UE may obtain authentication data from the E-SLP (not shown) and establishes an IP connection or a secure IP connection to the E-SPC or V-SPC, possibly with mutual authentication. (The SLC portion of the E-SLP will also convey information to the E-SPC or V-SPC – not shown here – for non-proxy mode.) The UE may obtain location related measurements (e.g. signal levels and/or timing of neighboring cells) or a location estimate (e.g. using standalone GPS) consistent with the received QoP. The UE then returns a SUPL POS INIT to either the E-SLP (proxy mode) or E-SPC or V-SPC (non-proxy mode, not shown in Figure 2). The SUPL POS INIT contains an authenticatable hash code in the case of proxy mode, the UE positioning capabilities and may include either a location estimate or a request for certain A-GPS assistance data (but in the case of IS-801 support, this would be included in an embedded SUPL POS message).
13) If a suitably accurate location estimate is not obtained following step 12, the E-SLP, E-SPC or V-SPC exchanges further SUPL POS messages with the UE each containing an embedded RRLP, RRC or IS-801 positioning message. This continues (typically just one message exchange) until adequate positioning measurements or a location estimate have been provided to the E-SLP, E-SPC or V-SPC.

14) A SUPL END is returned to the UE to close the SUPL transaction.

15) The E-SLP, E-SPC or V-SPC computes an accurate location estimate from the location information received in step 12 or step 13. For non-proxy mode, the V-SPC or E-SPC conveys this to the SLC portion of the E-SLP. The accurate location estimate is then returned to the ELRC.

16) The ELRC returns the location estimate to the PSAP.

17) The emergency call is later released.

18) The E-CSCF sends an indication of call release to the ELRC.

19) The ELRC may then release any record of the call and returns an acknowledgment to the E-CSCF. The E-CSCF (or UE) may also de-register the emergency public user ID registered in steps 2-3. 

4. Security Impacts

Since the E-SLP can replace the H-SLP for SUPL positioning for both roaming and non-roaming scenarios and with either proxy or non-proxy mode, the existing security procedures need to be modified. For example, the existing procedures are generally based on shared keys in both the UE (SET) and H-SLP and/or on other information provisioned in the UE concerning the H-SLP (e.g. fully qualified domain name, root X.509 public key certificate). Such information would not be applicable to an E-SLP. For an E-SLP, authentication for proxy and non-proxy modes can be supported using the same procedures described for support of circuit mode emergency calls in OMA-LOC-2005-0576-IC-Support-for-Emergency-Circuit-Mode-Calls-using-SUPL.
5. Interface between the ELRC and the E-SLP

The interface between the ELRC and the E-SLP, as described for Figure 2, resembles both the Le/L1 interface between a SUPL Agent and an H-SLP and the Lr/LCS-z interface between a pair of SLPs in SUPL 1.0. Thus, it might be supported using MLP or RLP (or an enhanced version of MLP or RLP). The interface can be, and probably should be, the same as that between a GMLC or MPC and E-SLP for support of emergency calls using circuit mode, as described in OMA-LOC-2005-0576-IC-Support-for-Emergency-Circuit-Mode-Calls-using-SUPL. 

6. SUPL 2.0 Impacts

It may be observed that the impacts to SUPL 2.0 to support VoIP emergency calls are nearly the same as the impacts needed to support circuit mode emergency calls. The impacts for both applications are summarized below.

	SUPL 2.0 Impact
	Circuit Mode
	VoIP
	Comments

	E-SLP
	Y
	Y
	A new variant of an SLP needs to be defined to support emergency  calls.

	MT-IP
	N
	Y
	Mobile terminated IP is needed to send a SUPL INIT  to a SET from an E-SLP and avoid use of SMS or WAP push which may be unreliable and/or slower for an IP SET user.

	Enhanced Security
	Y
	Y
	Enhanced security is needed when the E-SLP is not the H-SLP for an emergency calling SET

	E-SLP IP address in the SUPL INIT
	Y
	Y
	If the E-SLP is not the H-SLP, the E-SLP IP address must be included in the SUPL INIT

	Emergency services indication in the SUPL INIT
	Y
	Y
	An emergency services indication in the SUPL INIT Informs the SET that location is associated with an emergency call

	SET connects to E-SLP and not H-SLP
	Y
	Y
	This impact is needed when the E-SLP is not the H-SLP for an emergency calling SET.


Table 1 – SUPL 2.0 impacts needed to support Emergency Calls using Circuit Mode and VoIP
4 Intellectual Property Rights
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5 Recommendation

The solution contained herein should be used as context information to help derive SUPL 2.0 impacts to support emergency VoIP calls and could later be incorporated within some spec. applicable to SUPL 2.0 (e.g. in an Annex to the AD) with an informative status to show how emergency VoIP calls can be supported using SUPL 2.0.
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