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1 Reason for Change

During informal Requirements Document review a number  of comments proposing changes to the MLSS 1.2 Rd was given (see  Document OMA-REQ-2007-0045-INP_Proposed_REQ_feedback_for_MLS_1.2_informal_review ) 

The comments implying changes to the RD are listed below:

1. General comments:

Baseline: The baseline is confusing. Either the MLS 1.1 RD is used as a baseline where new use cases and requirements are added on top or the RD is started from a clean template in which case RD v1.1 is added to the normative reference section. REQ recommendation would be to start from a clean template (i.e. remove existing 1.1 requirements and add a normative reference to 1.1 RD). This would greatly simplify the review process.

Definitions/abbreviations: ensure only terms that actually are used in the RD (after changes suggested above) are defined. Ensure defined terms are capitalized throughout the document. Where possible refer to the OMA dictionary rather than definining your own terms.

Proposed changes:   The RD reformatted according to recommendation.
2. Scope and Introduction: 

· Does the scope/introduction fit the expectations given in the WID?

There is a single WID (v1.1) which seems to result in two enabler releases v1.1 and v1.2. It would be advisable to explain in the scope and introduction the motivation and scope of version 1.2 and also the differences (eg added functionality) with the previous version (v.1.1)

Proposed changes:   Difference relative MLS V1.1 given in section 1 and 4.

3. If this is a part of the WID, does the RD draft mentions phasing to cover the full intention of the WID?

See previous point. It would be advisable to explain the expected differences between 1.1 and 1.2. Another question that should be clarified is whether one should expect a 1.3 out of the same WID or whether this 1.2 will cover everything in that WID that has not been covered yet.

Proposed changes:   Difference relative MLS V1.1 given in section 1 and 4. It is also added statement that if further requirements are identified by in future a MLS V1.3 may be created.

4. Actors, Stakeholders, Market Drivers etc:

· Does the RD contain a high-level picture? If so is it limited to the actors and stakeholders and their relationships?

The RD does not contain a high level picture. If this material was available in previous versions of the RD it would be advisable to include it here for clarity.

Proposed changes:  No such material available. No change
5. The Actor Benefits section of a use case should give the reader some idea about the market drivers for the requirements to expect. Have the use cases adequately and clearly addressed the actor issues and benefits?

Use cases 5.1 and 5.2 seem for the time being motivated for technical reasons only. An indicator of this is that end users or service providers are noht considered as actors in the use cases. Market benefits of these use cases are not expressed in the use cases. The recommendation is to consider showing end users and service providers as actors and explain how they benefit from these new features (eg multiple step location makes user experience better because a first coarse position can be provided very quickly, service provider may increase usage thanks to better user experience)

Proposed changes: Benefits for end user and service providers proposed.
6. From the special checklist:

· Identify any dependency on other enablers or WGs. Identify use cases which are likely to require support by other enablers.  Indicate whether the work on the other enablers is already ongoing.

· Identify any aspects which could be re-used by other enablers.

· Identify any requirements which are likely to impact other enablers.

Consider if GPM should be identified as a reused enabler for this release of MLS 1.2

Proposed changes:  The commonalities of MLS and PGM is currently being jointly investigated by LOC and ARC WG. Until this activiy is finalized it is suggested to keep the MLS 1.2 RD unchanged.
· Specific comments:

Requirement G5: is there an internal (i.e. an OMA document) or an external reference where the term “civic address” is defined? It would be good to have a definition of this term, even better a reference to another document where it is defined, if it exists.

Proposed changes:  Definition of civic address added.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree changes to resolve comments at formal RD review.

6 Detailed Change Proposal

1. Scope
(Informative)

This document describes the requirements for the Mobile Location Service V1.2 (MLS V1.2), which consists of the Mobile Location Protocol  (MLP), Roaming Location Protocol (RLP) and Location Privacy Checking Protocol (PCP ).
MLS V1.2 is an evolvement of MLS V1.1.  A summary of the difference relative MLS V1.1 is defined in section 4.

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[MLS 1.1 RD]
	“Mobile Location Service Requirements”,  Open Mobile Alliance(, OMA-RD-MLS-V1_1
URL: http://www.openmobilealliance.org/

	[22.071]
	“Location Services (LCS); Service description; Stage 1”, 3GPP TS 22.071 Release 6, URL:http://www.3gpp.org/ftp/Specs/latest/Rel-6/22_series/

	[22.071 Rel-7]
	“Location Services (LCS); Service description; Stage 1”, 3GPP TS 22.071 Release 7, URL:http://www.3gpp.org/ftp/Specs/latest/Rel-7/22_series/

	[23.271]
	“Functional stage 2 description of Location Services (LCS)”, 3GPP TS 23.271 Release 6, URL:http://www.3gpp.org/ftp/Specs/latest/Rel-6/23_series/

	[23.271 Rel-7]
	“Functional stage 2 description of Location Services (LCS)”, 3GPP TS 23.271 Release 7, URL:http://www.3gpp.org/ftp/Specs/latest/Rel-7/23_series/

	[SUPL RD]
	“ Secure User Plane Location Requirements”,  Open Mobile Alliance(, OMA-RD-SUPL-V1_0
URL: http://www.openmobilealliance.org/

	[SUPL 2.0 RD]
	“ Secure User Plane Location Requirements”,  Open Mobile Alliance(, OMA-RD-SUPL-V2_0
URL: http://www.openmobilealliance.org/

	
	


	[3GPP2 X.S0002-0]
	“TIA/EIA-41-D Location Services Enhancements”, Version 1.0, dated March 2004


2.2 Informative References

	[29.002]
	“Mobile Application Part (MAP) specification“, 3GPP TS 29.002 Release 6,  URL:http://www.3gpp.org/ftp/Specs/latest/Rel-6/29_series/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	
	

	
	

	L3
	Interface between MPCs in 3GPP2 mobile networks. See also [3GPP2 X.S0002-0]

	
	

	Le
	Interface between Location Server and LCS Client in 3GPP mobile networks. See also [23.271] and  [23.271 Rel-7]

	Lg
	Interface between Location Server and Core Network in 3GPP mobile networks. See also [23.271] and  [23.271 Rel-7]

	Lr 
	Interface between Location Servers. See also [23.271] and  [23.271 Rel-7]

	Location Server
	Software and/or hardware entity offering location capabilities. 

	
	

	
	

	
	

	SUPL Enabled Terminal (SET)
	A device that is capable of communicating with a SUPL network using the SUPL interface. Examples of this could be a UE in UMTS, an MS in GSM or CDMAIS-95, or a PC over an IP-based transport. See also [SUPL RD]

	SUPL Provider
	Mobile Network Operator, provides location assistance data to the SUPL Agent and optionally calculates the SET location. See also [SUPL RD]

	Target
	The entity being located. Can be a child, an employee, a friend, a machine, a car etc.

	Timing Advance
	Parameter in GSM network indicating distance between Base Station and terminal.

	Verinym
	True identity, i.e. MSISDN or IMSI, of the target or requestor.

	Civic address
	Description of a location by means of e.g Street name, Street number, Town and Country.


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	GMLC
	Gateway Mobile Location Server. See also  [23.271] and  [23.271 Rel-7]

	GPS
	Global Positioning System

	
	

	LCS
	LoCation Services. See also [23.271] and  [23.271 Rel-7]

	MLP
	Mobile Location Protocol, the protocol for the 3GPP Le interface. See also [23.271] and  [23.271 Rel-7]

	MLS
	Mobile Location Service

	MPC
	Mobile Positioning Center

	PCE
	Privacy Checking Entity, equivalent to 3GPP PPR (Privacy Profile Register), responsible for checking the privacy settings of a target [23.271] and  [23.271 Rel-7]. 

	PCP
	Location Privacy Checking Protocol, the protocol for the 3GPP Lpp and Lid interfaces. See also [23.271 and  [23.271 Rel-7]].

	PLMN
	Public Land Mobile Network.

	
	

	RLP
	Roaming Location Protocol, the protocol for the 3GPP Lr interface. See also [23.271] and  [23.271 Rel-7]

	SUPL
	Secure User Plane Location

	
	

	
	


4. Introduction
(Informative)

OMA continues the work started in LIF (Location Interoperability Forum) and, at the same time, broadens its scope and maintains  all location specifications owned by OMA.

The OMA Mobile Location Service V1.2 (MLS V1.2) consists of a set of location specifications complying with defined releases of 3GPP Release 6 LCS Specification. The set of specifications in MLS V1.2 consist of MLP , RLP  and PCP . 

MLP  describes the protocol between an MLS client and the Location Server. In the 3GPP context, MLP was chosen to be an instantiation of the stage 3 specifications for the Le reference point  and  [23.271 Rel-7].
RLP  describes the protocol between two Location Servers. In the 3GPP context, RLP  will be an instantiation of the stage 3 specifications for the Lr reference point  and  [23.271 Rel-7]. Additionally, RLP  will be an instantiation of a reference point between SUPL Providers with the purpose to transport information between SUPL Providers to enable positioning of roaming SUPL Enabled Terminals. Examples of such information are coarse position used when generating GPS assistance data or the actual GPS assistance data. In the context of 3GPP2, RLP V1.1 will also be an instantiation of the L3 reference point i.e. the reference point between two MPCs [3GPP2 X.S0002-0]
PCP  describes the protocol between the Location Server and a Privacy Checking Entity (PCE). In the 3GPP context, PCP  will be an instantiation of the stage 3 specifications for the Lid/Lpp reference point  and  [23.271 Rel-7].
MLS V1.2 is an evolvement of MLS V1.1.  The functional additions are:

· support of 3GPP Release 7 LCS Specification
· support of  OMA SUPL V2.0 
· support of the L3 interface in “TIA/EIA-41-D Location Services Enhancements”
· support of multiple responses with increasing accuracy to a location request

· support of  capability to stop reporting for individual targets for a Triggered Location Reporting Request that included more than one target.
· Support of civic address formats.
MLS V1.2  is expected to fulfill all the currently defined requirement and thus no further versions of MLS are currently planned. It is however foreseen that evolution on the location specifications supported by   may create a need for further releases in the future. 
5. Use Cases
(Informative)

The basic use cases for MLP  and RLP  are described in [22.071], [23.271] , [22.071 Rel-7] and  [23.271 Rel-7]. Specific use cases for SUPL  are shown in [SUPL RD] and  [SUPL 2.0 RD].  Additional use cases are given below.
5.1 Use Case for Multiple steps location

5.1.1  ASK  \* MERGEFORMAT Short Description

An application user requests the location of a positioning target with a high accuracy positioning. The application provides a graphical interface that shows the positioning target on a map.

The Location Server  may report the position results as they become available with increasing precision (coarse position results are reported first followed by more accurate position results) allowing the graphical interface to display the position result in multiple steps with increasing accuracy (i.e. "zooming in" on the final target position). Alternatively, the Location Server may only report one single position result.

5.1.2 Actors

· Positioning target (target to be positioned)

· Application (End-user application for location services)

· MLS Enabler implementation (Providing location data)

5.1.2.1 Actor Specific Issues

· Application (End-user application for location services)

The application needs to be able to handle multiple consecutive replies to the same request.

· MLS Enabler implementation (Providing location data)

MLS Enabler implementation needs to be able to handle requests generating multiple consecutive replies.

5.1.2.2 Actor Specific Benefits

· Application (End-user application for location services)

The application provides a enhanced  user experience in that the relatively long delays for accurate positioning may be mitigated by first providing a less accurate but faster position estimate e.g in form of a map of  the area surrounding the final estimate.
· MLS Enabler implementation  (Providing location data)

MLS Enabler implementation can serve location requests with multiple consecutive replies with increased accuracy. Relative to having two separate requests with different requested accuracy and response time this use case allows the MLS enabler implementation to improve resource usage and to minimise delays of final position estimate.
5.1.3 Pre-conditions

An application asks the location server for the position of a target with a precise position.

The location server needs to be able to first provide a series of location results with increasing accuracy.

5.1.4 Post-conditions

The application can display the position result in multiple steps: starting with the low accuracy results and ending with the high accuracy results.

5.1.5 Normal Flow

1. An application sends a location request to a MLS Enabler implementation for a target to be located precisely.

2. The MLS Enabler implementation selects a positioning method capable of providing this precise location.

3. The MLS Enabler implementation starts to perform the location procedure: in the normal course of this procedure, information allowing to derive the location of the positioning target is sent to the MLS Enabler implementation.

4. The MLS Enabler implementation transforms this information in a valid location information format for the application.

5. The MLS Enabler implementation sends a response to the application including a coarse location information and the associated accuracy.

6. The MLS Enabler implementation carries on with the computation of the accurate location result.

7. As the MLS Enabler implementation continues with the calculation of the final high accuracy position result, it may send interim position results of increasing accuracy to the application.

8. The MLS Enabler implementation sends the final (high accuracy) location response including the accuracy to the agent..

5.2 Use Case Stopping Triggered Location Reporting for Individual Targets

5.2.1  ASK  \* MERGEFORMAT Short Description

 This use case describes the procedure of stopping triggered location reporting for individual targets.

5.2.2 Actors

· Positioning targets (targets to be positioned)

· Application (End-user application for location services)

· MLS Enabler implementation (Providing location data)

5.2.2.1 Actor Specific Issues

· Application (End-user application for location services)

The application asks to stop triggered location reporting for individual targets.

· MLS Enabler implementation (Providing location data)

MLS Enabler stops triggered location reporting for the individual targets.

5.2.2.2 Actor Specific Benefits

· Application (End-user application for location services)

The application is able to stop triggered location reporting for individual targets. This makes handling of location triggers for groups of targets more flexible from a application developers point of view.  
· MLS Enabler implementation  (Providing location data)

MLS Enabler implementation stops triggered location reporting for individual targets
5.2.3 Pre-conditions

An application asks the MLS Enabler implementation to start triggered location reporting for a list of targets 
5.2.4 Post-conditions

Triggered location reporting for the individual targets included in the stop request is stopped while the reporting for the other targets continues.
5.2.5 Normal Flow

1. An application sends a triggered location reporting request to a MLS Enabler implementation for a list of targets.

2. The MLS Enabler implementation starts to perform the triggered location reporting procedure.
3. The MLS Enabler implementation sends a report to the application whenever the trigger event occurs.

4. The application sends a request to the MLS Enabler implementation to stop the location reporting for some individual targets. 
5. The MLS Enabler implementation terminates the triggered location reporting procedures for the individual targets included in the stop request. The MLS Enabler implementation sends a report of other targets to the application whenever the trigger event occurs.
6. Requirements
(Normative)

6.1 High-Level Functional Requirements

6.1.1 General requirements

	Label
	Description
	Enabler Release

	G1
	MLS  SHALL fulfil the requirements in [MLS 1.1 RD].
	MLS V1.2

	
	
	

	G2
	MLS  SHALL fulfil the requirements related to Le, Lr, Lid and Lpp interfaces stated  in [22.071 Rel-7] and [23.271 Rel-7]. 
	MLS V1.2

	G3
	MLS  SHALL allow to respond to a location request with multiple responses of increasing accuracy.
	MLS V1.2

	G4
	MLS SHOULD allow stopping of triggered location reporting for individual targets for the case a Triggered Location Reporting Request included more than one target.
	MLS V1.2

	G5
	MLS SHALL fulfil the requirements in [SUPL 2.0 RD] that are applicable to the interfaces in MLS.
	MLS V1.2

	G6
	MLS SHALL support civic address format.
	MLS V1.2


Table 1: High-Level Functional General Requirements

6.1.2 RLP specific requirements

	Label
	Description
	Enabler Release

	
	
	

	
	

	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	R1
	RLP SHALL support transport of L3 interface specific parameters between MPCs [3GPP2 X.S0002-0] i.e. RLP SHALL provide an instantiation of the L3 interface.
	MLS V1.2


Table 2: High-Level Functional RLP specific Requirements


	
	
	

	
	
	

	
	

	

	
	
	

	
	
	



6.1.4 Security

<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

Please refer to the Requirements Best Practises Document for an overview of OMA-SEC interests in this area.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Security Items

6.1.4.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authentication Items
6.1.4.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Authorization Items

6.1.4.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Data Integrity Items

6.1.4.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Confidentiality Items

6.1.5  Charging

<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Charging Items

6.1.6 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Administration and Configuration Items

6.1.7  Usability

<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Usability Items

6.1.8  Interoperability

	Label
	Description
	Enabler Release

	IOP1
	MLS SHALL allow that MLS implementations use protocol specification from earlier MLS versions on some of its interfaces as long as only functions included in the earliest MLS version is used.
	MLS V1.2

	IOP2 
	MLS SHALL enable an implementation entity to indicate it cannot support a requested function  due to that one or more connected MLS entities only support an earlier MLS version
	MLS V1.2

	
	
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Interoperability Items

6.1.9 Privacy

<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 12: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ enabler MUST NOT restrict deployment options

The XYZ enabler MUST be defined in an execution environment neutral manner

The XYZ enabler MUST specify interfaces that are access technology neutral

The XYZ enabler MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.

This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 13: High-Level System Requirements
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