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	Review Report Document Id
	OMA-CONRR-SUPL-V2_0-20080226-D
	 FORMCHECKBOX 
 OMA Confidential

	Material Being Reviewed:
	OMA-ERP-SUPL_2_0-V2_0-20071008-D

	Group Presenting Document:
	OMA LOC WG

	Date of This Report:
	26 February 2008


1. Instructions

Review comments should be collected and aggregated into a single review report.  This will facilitate efforts to resolve issues:

· If the review involves more than one document (e.g. ERP), use a separate table for each document.

· Avoid changing Comments once drafts have been published – source of possible confusion.

· The Type column should indicate 'E' for Editorial comment or 'T' for Technical comment

2. Review Information

2.1 OMA Groups Involved

	Name Of Group
	Role
	Invited
	Comments Provided

	
	
	
	

	Requirements
	
	 FORMCHECKBOX 

	

	Architecture
	
	 FORMCHECKBOX 

	

	Security
	
	 FORMCHECKBOX 

	

	IOP
	
	 FORMCHECKBOX 

	

	LOC WG
	Submitting Group
	 FORMCHECKBOX 

	OMA-CONR-2007-0052-RC_SUPL2_0_ERP_Orange

OMA-CONR-2007-0051-RC_SUPL2_0_ERP_ETRI

OMA-CONR-2007-0048R01-for_ERP_SUPL_V2_0_20071008 (CMCC & ZTE)
OMA-CONR-2007-0047-RC_SUPL2_0_ERP_Andrew

OMA-CONR-2007-0044-RC_SUPL_2_0_ERP_TS_from_LGE

OMA-CONR-2007-0043-RC_SUPL_2_0_ERP_RD_AD_from_LGE

OMA-CONR-2007-0042R01-RC_SUPL2_0_ERP_TS_ULP_Qualcomm

OMA-CONR-2007-0041-RC_SUPL2_0_ERP_TS_ILP_Qualcomm

OMA-CONR-2007-0040R01-SUPL2_0_ERP_AD_Qualcomm

OMA-CONR-2007-0039-RC_SUPL2_0_Ericsson

OMA-CONR-2007-0037-RC_SUPL_2.0_ERP_AD (Sprint Nextel)

OMA-CONR-2007-0036-RC_SUPL_2.0_ERP_RD (Sprint Nextel)
OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
OMA-CONR-2007-0046-RC_SUPL2_0_ERP_AD_TCS
OMA-CONR-2007-0053-SUPL_2.0_ERP_RD_AD_Nokia
OMA-CONR-2007-0054R01-SUPL_2.0_ERP_TS_ULP_Nokia
OMA-CONR-2007-0055-SUPL_2.0_ERP_TS_ILP_Nokia
OMA-CONR-2007-0xyz-SUPL_2_0_ERP_TS_CIBA


2.2 Review History

	Review Type
	Date
	Review Method
	Participating Groups
	Full Document Id

	Full
	2007-12-03
	Conf Call
	LOC, REL
	OMA-ERP-SUPL_2_0-V2_0-20071008-D

	
	
	
	
	


3. Review Comments

3.1 OMA-RD-SUPL-V2_0-20070116-C
	ID
	Open Date
	Type
	Section
	Description
	Status

	A0044
	2007.10.10
	T
	6.2
	Source: Ericsson
Form: Doc#0039
Comment: It is not clear if requirements OSR-7 is fulfilled 

Proposed Change: 
	OPEN CR required; AKE
Pending OMA-LOC-2008-0008-CR_SUPL_2_0_RD_ConrrA0044_WLAN.doc

	
	
	
	
	
	


3.2 OMA-AD-SUPL-V2_0-20070831-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	B090
	2007.11.29
	T
	5.4.3, 5.4.4
	Source: Qualcomm

Form: 

Comment: MLP part in call flow diagram in figure 4 and figure 5 needs to be brought in line with figure 79 in ULP. Also, MLP does not currently support the suggested call flow sequence.

Proposed Change: correct figure 4.
	Status: OPEN Pending similar resolution for comment to ULP section. CRs required (first to MLP & ULP).

	B123
	2007.11.29
	E
	5.4.4
	Source: Khiem Tran

Form: doc#0047

Comment: There is an apparent contradiction between Figure 1:Supl Architecture and 5.4.4 NI Proxy where it says 

“Note: the WAP-PPG/SMS-C network element is only involved if WAP Push or MT SMS is used for delivering the ULP SUPL INIT message to the SET.  If UDP/IP or SIP Push is used as transport for the ULP SUPL INIT message, the WAP-PPG/SMS-C is not involved.”

In Figure 1, it looks like the WAP-PPG can be involved when SIP Push is used as a transport due to the SIP Push (P-X) interface  shown between the WAP PPG and the SIP/IP core. The same comment applies for the SMS-C.
Proposed Change: Change the note in 5.4.4 if it is incorrect.
	Status: OPEN CR: Khiem & Paul  

	B144
	2007.11.30
	T
	4
	Source: Nokia

Comment: Here we are talking about initial phase (SUPL 1.0) and SUPL Release 2 (SUPL 2.0). 
Proposed Change: Since this document is for SUPL 2.0, the statement should be changed to clarify that in SUPL 1.0 only A-GPS service is provided and in SUPL 2.0 A-GNSS concept is introduced. Also “initial phase” should be clarified as SUPL 1.0.
	Status: OPEN / CLOSED

<provide response> CR required: Nokia describing the history. (also ref. B064); 

	B146
	2007.11.30
	E
	4.1
	Source: Nokia

Comment: It is mentioned that "SUPL Version 1 supports the following modes of operation…".  In that case what does SUPL Version 2 support? 
Proposed Change: Clarify. Add high level description of essential additions of SUPL 2.0 compared to SUPL 1.0
	Status: OPEN / CLOSED

<provide response> CR required Nokia; (ref. B077) 

	
	
	
	
	
	


3.3 OMA-TS-SUPL_MO-V1_0-20070615-A
	ID
	Open Date
	Type
	Section
	Description
	Status


No comments received.
3.4 OMA-TS-ULP-V2_0-20070927-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	D020 
	2007.10.10
	T
	5.1.8.1

5.1.8.2

5.1.8.3

5.1.10.1

5.1.10.2

5.1.10.3


	Source: Ericsson
Form: Doc#0039
Comment: The flows do not describe the repetition ‘loop’ for real time reporting. E.g. in 5.1.8.1 step N only includes “Alternatively -  and applicable – step L is repeated.”

Proposed Change: Change in 5.1.8.1 to 

“Alternatively repeat step L or step H depending on reporting mode”

Introduce corresponding changes to the flows.
	OPEN 
CR required (Ake)

	D023 
	2007.10.10
	T
	5.1.15

5.1.18

5.1.19


	Source: Ericsson
Form: Doc#0039
Comment: The flows for “notification based on current location” non-proxy mode are optimized to avoid unnecessary signaling between SET and H-SLC. This increases complexity and makes flows significantly different from ‘normal’ non-proxy flows as the H-SLC need to, via V-SLC & V-SPC inform the SET that a ‘second’ notification need to be performed. Suggest to consider simpler solution 

Proposed Change: SET should always send SUPL REPORT to H-SLC if “notification based on location is indicated in SUPL INIT. 
	OPEN 
CR Required (Ake)

	D024 
	2007.10.10
	T
	5.1.18
	Source: Ericsson
Form: Doc#0039
Comment: In step E it is stated H-SLP will inform V-SLP on if “notification based of location” will be used. The used message SUPL START does not include any such element.

Proposed Change: ?
	OPEN CR is required on RLP; Ake

	D025 
	2007.10.10
	T
	5.1.22
	Source: Ericsson
Form: Doc#0039
Comment: In 5.1.22.1 step C, a statement “SUPL INIT SHALL contain E-SLP address if the E-SLP is not the H-SLP of the SET.  The flow description and the security mechanism does however not care whether E-SLP is provided in SUPL INIT or defaulted. The restriction on E-SLP seems thus not be needed.

The comments applies also to 5.1.22.2 step D, 5.1.22.3 step E and

5.1.22.4 step F 

Proposed Change: Remove sentence
	OPEN 
CR required (Ake)

	D029 
	2007.10.10
	T
	5.1.22
	Source: Ericsson
Form: Doc#0039
Comment: In 5.1.22.1 step E, 

It’s stated “…establish IP connection using either the H-SLP, …”. It shall read “…establish IP connection using either the default E-SLP address , …”

The comments applies also to 5.1.22.2 step F, 5.1.22.3 step G and

5.1.22.4 step H

Proposed Change: Correct sentence
	OPEN
CR required (Ake)

	D039 
	2007.10.10
	T
	5.2.16
	Source: Ericsson
Form: Doc#0039
Comment: The flows contain several serious flaws as the flows are based on  Network Initiated periodic flows with minor modifications. Examples of flaws:

- Batch and Quasi-real time reporting is included although no mechanism for SET to select reporting mode is defined.
- V-SLP (for V-SLP positioning) is not aware what mode is used.

There are no requirements or use-cases that  identifies need of periodic delivery to third party. The effort needed to make flows correct are significant. There are only minor disadvantages by instead using repeated ‘normal’ third party delivery. 

Proposed Change:
	OPEN Postponed


	D040 
	2007.10.10
	T
	5.2.16
	Source: Ericsson
Form: Doc#0039
Comment: 5.2.16.1 step P includes sentence “As an option (e.g. if the 3rd party is not available), the H-SLP could retain the historic position fixes for later retrieval by the 3rd party.” As the delivery mechanism is out of scope of SUPL the described storage function is also out of scope of SUPL.

Comment applies to corresponding step in the other slows in 5.1.16

Proposed Change: Remove sentence (or periodic 3rd party delivery)
	OPEN 


	D048 
	2007.10.10
	T
	6.1.2.1
	Source: Ericsson
Form: Doc#0039
Comment:  Regarding third bullet:
There is a mechanism in GBA to get different keys for different protocols between the UE and the NAF. This mechanism is mandatory to use and relies on that you have to include a protocol ID in the request for a NAF key from the BSF. The protocol IDs can be assigned by the OMNA. It is seen as preferable to use this mechanism instead of having a second FQDN for the SLP.

Proposed Change: 
	OPEN To be validated by security experts. CR required: Ericsson
Pending CR:

OMA-LOC-2008-0015-CR_SUPL_2_0_TS_ULP_ConrrD49_GBA_ProtocolIdentifier.doc

	D49-2
	2007.10.10
	T
	6.1.2.1

6.1.2.2
	Source: Ericsson
Form: Doc#0039
Comment: The 3GPP2 references for GBA should also be included (see 6.1.1.2). Otherwise the section can be seen as not applicable to CDMA.
Proposed Change: 
	OPEN 
Postpone;
Either remove all PP2 references to GBA, or make it consistent i.e. add all missing 3GPP2 references to GBA.


	D51-2
	2007.10.10
	T
	6.1.5.1
	Source: Ericsson
Form: Doc#0039
Comment:  To prevent DoS attacks it is suggested that the format of the E-SLP FQDN is restricted to "E-SLP.*.*.*" This would allow for operators to filter DNS lookups to illegal E-SLPs.
Proposed Change: 
	OPEN Postponed

Check with security experts.
CR Required (Ake)

	D51-3
	2007.10.10
	T
	6.1.5.2
	Source: Ericsson
Form: Doc#0039
Comment:  The description of the white list function is incomplete (e.g. sec 6.1.5.2.2 and the relation to "locality").  In addition the mechanism seems prune to implementation errors. 
As the threats not seems likely and can be mitigated by other means it is suggested to remove the white list function from SUPL 2.0  
Proposed Change: 
	OPEN
 CR will be provided by Ericsson.

	D096 
	2007.10.10
	T
	10.20.2.2
	Source: Ericsson
Form: Doc#0039
Comment: If trigger condition never occur the session may get infinite duration if SET loose contact with SLP. To avoid the need of implementation depended timeouts a duration element should be introduced.

Proposed Change: Add new element ‘max. duration’
	OPEN 
CR required; Ake

	D0134 
	2007.10.10
	T
	11.2.14
	Source: Ericsson
Form: Doc#0039
Comment: The value of N in 

ReportDataList ::= SEQUENCE SIZE (1..N) OF ReportData

is not defined.

Proposed Change:  
Note: This also needs to align with the tabular definition.
	OPEN – 
CR required – Andreas  to submit.

	D0149 
	2007.11.29
	T
	10.20.2.2, 11.2.12 
	Source: Qualcomm

Form: 

Comment: unclear whether a combination of periodic and area event triggers is allowed

Proposed Change: clarify whether a combination of periodic and area event triggers is allowed.
	Status: OPEN – 
Pending contribution: OMA-LOC-2008-0106R01-CR_SUPL2_0_TS_ULP_CONRR_D149_D150_D160_D301_Event_Trigger_Clarification

	D0150 
	2007.11.29
	T
	10.20.2.2, 11.2.12 
	Source: Qualcomm

Form: 

Comment: use case for area event trigger criteria "within" needs explanation.

Proposed Change: add description of area event trigger criteria "within"
	Status: OPEN – 
CR required Andrew to submit.

	D0160 
	2007.11.29
	T
	10.20.2.2, 11.2.12
	Source: Qualcomm

Form: 

Comment: Area Event Params do not currently define a start time/stop time or any other definition of time window to be applied to a area event trigger session. As a result, the SLP is required to emulate the correct time behavior by establishing and terminating an area event trigger session at the correct times. It should be evaluated whether the SET should be responsible for this functionality and whether timing parameters should be provided to the SET.

Proposed Change: update according to the results of this discussions.
	Status: OPEN – 
CR required – Andrew to submit.

	D0190 
	2007.11.30
	T
	9.2.10
	Source: LGE
Form: OMA-CONR-2007-0044
Comment: In SUPL TRIGGERED START message, ‘Area-id request’ parameter is not defined. This parameter is used when the H-SLP request the area-id to the V-SLP in the SET roaming case. In the callflow of the area event triggered service, this parameter is already mentioned.

Proposed Change: New CR will delete the parameter.
	Status: OPEN / CLOSED

CR required – LGE to submit

	D0268 
	2007.11.29
	E
	5.1, 5.2
	Source: Khiem Tran

Form: doc#0047

Comment: In 5.1, the Introductory text says “SET MAY reuse an existing secure IP connection to the SLP”, but makes no mention that the following call flows are for a single session over a connection only.  Without this statement, various SHALL statements in the following call flows become incorrect (for example where it says “the SET SHALL release the secure IP connection”, it would cause problems if multiple sessions were in progress on the same connection, without some extra clarification). 

This comment also applies to section 5.2.

Proposed Change: add a sentence to 5.1 and 5.2 stating that the following callflows are for a single session over a connection only.
	Status: OPEN 

CR is required Ericsson and Andrew will coordinate with CR on transport.

	D0287 
	2007.11.29
	T
	5.1.22.1
	Source: Khiem Tran

Form: doc#0047

Comment: NI ES N-R Success case, Proxy mode, Step B contains the text “The E-SLP uses the location data and/or any SET IP address received in step A to verify that the target SET is currently not SUPL roaming.”
 The diagram shows “location data” being included in the EME LIR. The equivalent parameter in the MLP spec, is a “shape” element  included in the supl_support_params element. This needs to be stated as it means only later versions of MLP can be used. 

There also needs to be some guidance as to what the shape actually means. Is it the only possible area that the SET may be in, or is it just an estimate position? This could make a difference from an SLP implementation point of view. Also, is it only used for determining SUPL roaming? 
Proposed Change: mention that the “location data” is included in the supl_support_params element. Clarify what the shape should be taken to mean.
	Status: OPEN 

CR is required Andrew and TCS to coordinate.

	D0300 
	2007.11.29
	T
	6
	Source: Khiem Tran

Form: doc#0047

Comment: Throughout section 6 (Security Considerations), there is an unstated assumption that a SET must be either 3GPP or 3GPP2 based from a security perspective and that a WLAN only SET, if one existed, would either have to be a 3GPP or 3GPP2 SET as well, or would need to act like one. If correct, this needs to be stated somewhere. If not correct, it needs to be stated what the security considerations for a WLAN only SET are.
Proposed Change: confirm whether a WLAN only SET is supported and what the security considerations for it would be (for example, does it require a SIM?)
	Status: OPEN 

POSTPONED pending on response from Security group.  QualComm to bring the issue to their attention.

	D0301 
	2007.11.29
	E
	10.20.2.2
	Source: Khiem Tran

Form: doc#0047

Comment: In the section for Area event params, the text above the table indicates that the Area trigger events can be of 3 types, but text in first row of  Table 51 and the ASN.1 description indicates that an Area event trigger can actually be a combination of trigger event types. If so, this should be clarified.
Proposed Change: The text above Table 51 should read “The Area Event trigger could involve any combination of the following three trigger types:” See also the other comments for this section, as it may make this one irrelevant.
	Status: OPEN 

CR is required Andrew to submit

	D0302 
	2007.11.29
	E
	10.20.2.2
	Source: Khiem Tran

Form: doc#0047

Comment: The exact intention of the three trigger types (entering, within and leaving), combined with periodic reporting is currently not well defined. It is not clear for example whether an entering trigger implies the SET must confirm it is outside the target area before it can “enter” it, or whether there periodic reporting should continue after a trigger regardless of whether the trigger condition remains (ie. Would a SET with a “within” trigger send periodic reports as long as it is still within the area, or would it send N periodic reports after the trigger event regardless of whether it leaves the area).
Proposed Change: Clarify what the actual requirements are, state in the spec the intended behaviour.
	Status: OPEN 
CR is required Andrew to submit

	D0303 
	2007.11.29
	T
	5.1.9.1,

10.20.22
	Source: Khiem Tran

Form: doc#0047

Comment: Step H in 5.1.9.1  contains the text:

“If the area ids are downloaded in step F, the SET SHALL compare the current area id to the downloaded area ids. When the area event trigger mechanism in the SET or the comparison of the current area id to the downloaded area ids indicates that a position fix is to be executed..”

This allows a Set to receives both a list of area ids and a target area as part of an area event trigger and to use the two of them to determine whether it needs to check it’s location more accurately. For example, in the leaving area trigger, if the SET knows that the area ids are all inside the geographic target area, then it doesn’t need to contact the H-SLP for a more precise fix if it detects that it is within one of the area ids. (In practical terms, if my geographic area is a university campus and the area ids are wlan access points that are definitely within the university campus, there is no need for the SET to perform A-GPS position if it is within range of one of the WLAN APs). The same applies for the entering triggers, with the difference that the area ids would need to cover an area larger than the geographic area (for example, the SET might only need to check if it is within the university campus if its WCDMA Area Id indicates that it’s within the same locality as the university.

This sort of optimization is currently only possible if the trigger does not combine both entering and leaving triggers, as was the case previously. Now that support for a trigger to be both entering and leaving has been added, and since the same list of area ids is shared between them, the SET currently has no way to interpret whether the list of area ids indicates that it should check or not check its position.
Proposed Change: A decision needs to be made on which behaviour is most important. I would propose only allowing one type of trigger per area event, but if triggers of multiple types are required, one option would be to either pass separate area id lists or … add add igni
	Status: OPEN 

CR is required Andrew to submit

	
	
	
	
	.. to add flags to indicate how the area ids are to be interpreted.
	

	D0307 
	2007.11.29
	T
	11, 10.11.4
	Source: Khiem Tran

Form: doc#0047

Comment: The Location Value element in Location Data from the WLAN AP definition is not big enough for the ASN1 data type as currently defined. 

Locationvalue is an Octet string of size 1..128, but according to 10.11.4, it could contain a location encoding “as per RFC 4119”. 

“As per RFC4119” is a bit ambiguous as RFC4119 basically defines the PIDFLO which contains usage rules as well as a location. The PIDFLO also supports locations in different forms, such as civic address. 

128 octets is certainly not large enough to contain an entire PIDFLO.  It doesn’t seem to be long enough to encode even a basic gml:location object according to RFC4119, let alone a civic location object, which can be quite large.

Proposed Change: limit the Location Value to be something that can fit in 128 octets (for example a set of coordinates) or increase the size of the Location Value octet string.
	Status: OPEN 

POSTPONED pending discussion.

CR required: Andrew ?

	D0310 
	2007.11.29
	T
	Appendix D, Timers
	Source: Khiem Tran

Form: doc#0047

Comment: The default values of some of the timers may need to be adjusted.

RT1 has a default value of 10+(optionally) response time in QoP. In some call flows it must be at least longer than ST2 and ST4 put together (for example, see 5.1.19), but default values of ST2 and ST4 are: 10 (proxy for ST2, otherwise 50+qop for non-proxy) and 10 respectively.

This is also true for cases where RT1 must be greater than ST2 and ST3 (for example 5.1.3 and 5.1.4). Also cases where RT1 could be larger than ST2+UT2+UT3+ST5+UT5 (see 5.1.17 and 5.1.18)

Note: PT1 must be greater than UT4 (5.1.15) PT1 currently includes QoP. If this is removed, need to readjust default value.

Also, UT2 should be greater than ST4 (see 5.1.8.3) but their default values are the same.

Likewise UT1 should be greater than ST3 (see 5.1.9.2) but their default values are the same.

Likewise UT1 should be greater than ST4 (see 5.2.5)

Proposed Change: default timer values need to be considered and adjusted as necessary.
	Status: OPEN 

CR is required Andrew to submit

	D0311 
	2007.11.29
	T
	Appendix D, Timers
	Source: Khiem Tran

Form: doc#0047

Comment: The SLP timer values don’t take user verification and notification into account. ST2, for example, covers the time from the sending of the SUPL INIT to the receipt of a SUPL POS INIT. If no user verification is required, this could be significantly shorter than if user verification was required. The default value for ST2 is ten seconds, a good deal of which could be taken up by the SUPL INIT delivery. This does not leave much time for a user to find their handset and respond to a request. It also raises the question of how the time limit to respond is actually conveyed to the user. If they are to respond within 5 seconds, they may still be too late if too much time has elapsed delivering the SUPL INIT.

Proposed Change: allow the SLP to vary the  timer values by an optional amount if user response is required.

Update to ST2 timer for proposed change.
	Status: OPEN 

CR is required Andrew to submit

	D0342 
	2007.11.30
	T
	B.1
	Source: Nicolas Bellardie

Form: doc#0052

Comment: There is an example of the use of MLP with ULP in asynchronous mode. An example with RLP would be nice too.

Proposed Change: Write an example with RLP.
	Status: OPEN 

CR required (Nicolas ?)

Also to MLP to be updated to facilitate Asynchronous mode.
Also Ref. B090 and D…

	D0343 
	2007.11.28
	T
	5.1.1

Step B


	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  Even though the note in step B indicates that the specifics for determining if the SET is SUPL roaming are considered outside the scope of SUPL, the call flow shows that roaming determination is performed before the H-SLP contacts the SET.

An alternative to the current call flow is to allow the H-SLP to check whether the SET is SUPL roaming after it receives the SUPL POS INIT message from the SET,  or in more general terms after the H-SLP has obtained the location ID information from the SET. With this approach, roaming determination can be done by the H-SLP based on location ID.

Proposed Change: add a new note in step B to allow the H-SLP to determine whether the SET is SUPL roaming based on SET Location ID after it has been received in the first SUPL message from the SET.  

The added new  note may read “Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location identifier (lid) received in the first message from the SET. ”
	Status: OPEN / CLOSED

CR required TCS to submit.

	D0344 
	2007.11.28
	T
	5.1.3

Step B
	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  same as comment in A001.

Proposed Change: Add note in step B to allow the H-SLP to determine whether the SET is SUPL roaming based on Location ID after the H-SLP receives the SET location ID in the first SUPL message from the SET, in which case step E and F will be skipped by the H-SLP.

The added new  note may read “Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location identifier (lid) received in the first message from the SET, in which case step E and F are skipped by the H-SLP”
	Status: OPEN / CLOSED

CR required TCS to submit.

	D0345 
	2007.11.28
	T
	5.1.8.2

Step F


	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  In step F, it says that the H-SLP determines the V-SLP based on LID or other mechanism. However, roaming determination is also done in step B according to current call flow description.

Proposed Change:  apply the change proposed in A001 and reword step F to read “The H-SLP sends an RLP TSRLRR including the SUPL TRIGGERED START message to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL positioning procedure”. 
	Status: OPEN / CLOSED

CR required TCS to submit.

	D0346 
	2007.11.28
	T
	5.1


	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  Comment A001/A002/A003 may apply to other calls in section 5.1 as well.

Proposed Change: Apply proposed changes in A001 or A002 or A003, whichever applicable, to other call flows in section 5.1.
	Status: OPEN / CLOSED

CR required TCS to submit.

	D0350 
	2007.11.28
	T
	9.2.11


	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  The definition of  Number of historic measurements is not clear. 

Here is the ANS.1 definition of the report data  to which Number of historic measurements is supposed to apply: 
ReportDataList ::= SEQUENCE SIZE (1..N) OF ReportData

ReportData ::= SEQUENCE {

  positionData PositionData OPTIONAL,

  MeasurementData MultipleLocationIds OPTIONAL,

  resultCode ResultCode OPTIONAL,

  timeStamp TimeStamp OPTIONAL,

  reportTriggerType ReportTriggerType OPTIONAL,

  ...}

MultipleLocationIds ::= SEQUENCE SIZE (1..MaxLidSize) OF LocationIdData

is it supposed to ensure that the total number of location ids in the ReportDataList do not exceed the value set by Number of historic measurements?
Further, is there really a need for this parameter?  The limit set by ASN.1 (N * MaxLidSize) may just work fine.

Proposed Change: clarify and make changes if needed. 
	Status: OPEN / CLOSED

<provide response>

CR required Andreas & Fei to look at this

	D0353 
	2007.11.28
	T
	9.2.15

10.20.2.2


	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  The fact that Report Trigger Type is included in SUPL REPORT message as defined in 9.2.15 implies multiple area event triggers may be  used in one session (i.e. combination of leaving and entering triggers in one session is allowed). However the way area event param is defined in 10.20.2.2 does not back this up.

An extensive discussion on area event had been started via emails for the past couple of weeks. Expect this comment to be addressed as part of the overall discussion on area event.

Proposed Change:
	Status: OPEN / CLOSED

<provide response>
CR required (Andrew)

	D0355 
	2007.11.28
	T
	5.1.12


	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  

As pointed out in comment A001, A002 and A003, using lid to determine whether the SET is SUPL roaming should be allowed. The call flow defined in section 5.1.12 needs to take this into account.

Proposed Change: 
Update the call flow to cover the case where lid is used to determine whether the SET is SUPL roaming.
	Status: OPEN / CLOSED

CR required TCS to submit.

	D0358 
	2007.11.28
	T
	5.1.14


	Source: TCS

Form: OMA-CONR-2007-0045-RC_SUPL2_0_ERP_TS_ULP_TCS
Comment:  

To support the use case associated with this call flow, should the Notification type be set to noNotificationNoVerification in the SUPL INIT message or what?

Proposed Change: 
Clarify.
	Status: OPEN / CLOSED

<provide response>

CR required (QC, TCS, E///)
Add paragraph to explain 

TCS will prep. CR



	D0368 
	
	T
	3.2
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: Missing WiMAX from Location ID

Proposed Change: Add WiMAX BS information (CR TBD)
	Status: OPEN
CR pending 462R02

	D0370 
	
	T
	3.2
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: Missing WiMAX from Multiple Location IDs

Proposed Change: Add WiMAX BS information (CR TBD)
	Status: OPEN
Pending CR 462R02

	D0371 
	2007.11.30
	E
	4
	Source: Nokia

Comment: Introduction should shortly list and describe changes between SUPL 1.0 and SUPL 2.0 in slightly more detailed level. Differences are important definitions for the protocol level.

Proposed Change: Add chapter 4.1 to address the issue
	Status: OPEN
CR required

Marta will draft CR

	D0373 
	
	T
	5.1.7.2
	Source: Nokia

Comment:  Towards the call flows: As a generic comment.  One mistake in 1.0 is that It is not good to force terminal to create data connection for just indicating “error/reject” response. Because even that will cost to user the data transfer (~2-4kb because of certificates). Now if some one can create system that just send fool SUPL INIT messages it will create extra cost to user. So in the end we should give to user option to select how the system should behave. STD should not limit it. 

Proposed Change: Change accordingly
	Status: OPEN
Marta will draft CR

	D0375 
	
	T
	5.1.8.1
	Source: Nokia

Comment: J: It should be noticed that SET memory is limited and there has to be some limit for the storage or way how terminal can flush if data to NW event batch reporting continues. (However, a purpose of STD is not to specify the behavior of the terminal on the implementation level.) Should the SET send a message if it can’t store more calculated position estimates?

Proposed Change: (CR TBD)  
	Status: OPEN
CR required (Marta)

	D0382 
	
	T
	5.1.22
	Source: Nokia

Comment: Does this now bring security hole. Can some one send fake SUPL INIT with own SLP address and this way get persons location. This especially dangerous as normally in emergency case SET will not check privacy or even inform user. One way to go around of this is to have own separated E-SLP preconfigured to each phone or use predefined address like 112.<operator>.com. Even with this approach there is risk of DNS hijacking but the risk still less than this solution

Proposed Change: recheck and enhance security if needed (CR TBD)
	Status: OPEN


	D0392 
	2007.11.30
	T
	6.1.1.4
	Source: Nokia

Comment: As per TLS RFC "Minimizing TLS Handshake" can be termed as "Abbreviated Handshake".  This way it becomes easier for communication during testing and other activities.

Proposed Change: Sync terms with the RFCs to avoid confusion
	Status: OPEN
Validate comment with SEC.

	D0393 
	2007.11.30
	T
	6.1.1.4
	Source: Nokia

Comment: Under "The H-SLC CAN choose whether or not to resume a TLS session, using the following guidelines", third bullet:  In SUPL 2.0, each SUPL session, for e.g. Triggered session, can take place with 2 different connections.  During these connections, the IP address assigned for the SET could be different.  But if the TLS session cache is still available, that can be used for minimum handshake (abbreviated handshake)

Proposed Change:  change “MUST NOT” into “MAY” and clarify conditions
	Status: OPEN
Validate comment with SEC.

	D0394 
	2007.11.30
	T
	6.1.4.1
	Source: Nokia

Comment: Bullet 5, In SUPL 2.0, each SUPL session, for eg. Triggered session, can take place with 2 different connections.  During these connections, the IP address assigned for the SET could be different.  But if the TLS session cache is still available, that can be used for minimum handshake (abbreviated handshake). In this case, IP address of the SET changes.  But still SET can be authenticated with the current IP address.

Proposed Change:  clarify conditions
	Status: OPEN
Validate comment with SEC.

	D0395 
	
	T
	6.1.5.2
	Source: Nokia

Comment: This does not protect user form fake location queries which then causes A) money lost in form of data connection B) user lost his privacy. In SET there must be way to authenticate is SUPL_INIT message real or is someone try to fool the system. CRITICAL!!  There’s only partial fix for this which handles the case B i.e. SET always uses this “e-slp.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org” when it connects to E-SLP. This still not take a way the case A which is also critical even white list do not remove this problem.

Proposed Change: (CR TBD) 
	Status: OPEN
Validate comment with SEC.

Somewhat related to comment D51-3.

	D0396 
	
	T
	6.1.6
	Source: Nokia

Comment: End-to-end security is optional: This still allows fake messages and SET will connect to H-SLP and send some data. In practice only bad thing here is the data cost which end user must pay

Proposed Change: 
	Status: OPEN
Validate comment with SEC.

	D0397 
	
	T
	6.1.6.4.2
	Source: Nokia

Comment: It is not good that set must create data connection to NW and send data just for verification reason. Already this data connection cost for user! WAP PUSH/SMS must be protected in a way that SEN can do the authentication of the SUPL INIT without connection to NW. Lesson learned from SUPL 1.0

Proposed Change:  Maybe one way to do this (at least minimize the risk) is that spec mandate that SUPL init includes SLP address and SET can check if it is same as configured in SET, if not or if it doest not exist SET will reject the request
	Status: OPEN
Validate comment with SEC.

	D0417 
	
	T
	9.2.11
	Source: Nokia

Comment: Batch Reporting Conditions, third bullet: There might be exceptions to this like SET available memory
Proposed change: Possible SET-out-of-memory message (CR TBD)
	Status: OPEN
Ref. D375 (perhaps add result-code to 9.2.15 ?) Marta

	D0418 
	
	T
	9.2.12
	Source: Nokia

Comment: SUPL Triggered Stop should contain reason/error code
Proposed change: TBD
	Status: OPEN
CR required (Marta)

	D0419 
	
	E/T
	9.2.14
	Source: Nokia

Comment: Is this the actual query or a notification or an acknowledgement of notification. Normally notification just means showing information, but actual use may reject the request. 
Proposed change: clarify
	Status: OPEN
CR required (Marta)

	D0426 
	
	T
	10.11
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: Definition for WiMAX base station information missing

Proposed Change: add chapter 10.11.5 for WiMAX BS Information definition
	Status: OPEN
Pending CR 462R03

	D0427 
	
	T
	10.19
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: missing WiMAX

Proposed Change: add WiMAX BS Information (CR TBD)
	Status: OPEN
Pending CR 462R03

	D0429 
	
	T
	10.20.2.2
	Source: Nokia

Comment: Geographic target area: Which types are must for SET. The only reasonable are form is really the Circular Area. And how negation about supported form are done between SLP and SET?
Proposed change:  (CR TBD)
	Status: OPEN
Marta



	D0430 
	
	T
	10.20.2.2
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: Area Id list: WiMAX missing

Proposed Change: add (CR TBD)
	Status: OPEN
Pending CR 462R03

	D0431 
	
	T
	10.20.2.2
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: Area Id Set: WiMAX missing

Proposed Change: add (CR TBD)
	Status: OPEN
Pending CR 462R03

	D0432 
	
	T
	10.20.2.2
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: WiMAX Area Id missing

Proposed Change: add 10.20.2.2.5 for WiMAX Area id (CR TBD)
	Status: OPEN
Pending CR 462R03

	D0433 
	
	E/T
	10.21
	Source: Nokia

Comment: This need more elaboration. What Location bases notification really means
Proposed change: Add description
	Status: OPEN
CR required (Marta)

	D0434 
	
	T
	10.24
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: WiMAX missing

Proposed Change: add (CR TBD)
	Status: OPEN
CR will be provided (Marta)

	D0436 
	
	T
	11.2
	Source: Nokia

Form: <INP doc, mtg, confcall>

Comment: WiMAX missing

Proposed Change: add, CR will be provided (CR TBD)
	Status: OPEN
Pending CR 462R03.. (Marta)

	D0441 
	
	E/T
	B.3
	Source: Nokia

Comment: Add example case also for SIP as it is one of the supported channel in SUPL 2.0

Proposed change: Add description (CR TBD)
	Status: OPEN
CR required (Marta)

Perhaps related by CR0021

	D0442 
	2007.12.1
	T
	6
	Source: Nokia Oyj
Comment: WiMAX Security considerations missing

Proposed change: TBD
	Status: OPEN
Pending CR0002 to SEC


3.5 OMA-TS-ILP-V2_0-20071008-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	E0026 
	2007.11.29
	T
	Appendix C
	Source: Khiem Tran

Form: doc#0047

Comment: There are currently conflicting definitions for the PT1 timer for non-proxy mode in the 2.0 ULP and ILP specs.

In the TS ULP (for all non-proxy cases), the default value is “10+ (optionally) response time in QoP”

In the TS ILP for Network Initiated, non-proxy mode, it is UT4+10. For SET Initiated, non-proxy mode, it is 10 seconds. 

Since the TS ULP 2.0  version is identical to that in 1.0, it looks like the ILP version is the later one, but I’m not sure that the H-SPC would even know the value of UT4.

Proposed Change: Make ULP and ILP consistent. 
	Status: OPEN 



	E0027 
	2007.12.1
	T
	9
	Source: Nokia

Form: 

Comment: WiMAX security considerations missing

Proposed Change: Add, TBD
	Status: OPEN
To be addressed after ULP issues resolved.


	E0029 
	2007.12.1
	T
	11.2.1

11.2.4

11.2.6

12.17
	Source: Nokia

Form: 

Comment:  Location ID, Multiple location IDs: add WiMAX

Proposed Change: TBD
	Status: OPEN
To be addressed after ULP issues resolved.



	E0030 
	2007.12.1
	
	12.5
	Source: Nokia

Form: 

Comment: add WiMAX BS information

Proposed Change: Add also chapter 12.5.5 for WiMAX BS info definition
	Status: OPEN
To be addressed after ULP issues resolved.



	E0031 
	2007.12.1
	
	13
	Source: Nokia

Form: 

Comment: WiMAX missing

Proposed Change: Add, TBD
	Status: OPEN
To be addressed after ULP issues resolved.



	
	
	
	
	
	


3.6 OMA-TS-CIBA-V1_0-20070830-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	
	
	
	
	
	


3.7 OMA-SUP-AC_ap0004_supl-V1_0-20070615-A
	ID
	Open Date
	Type
	Section
	Description
	Status


No comments recieved.
3.8 OMA-ETR-SUPL-V2_0-20070928-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	
	
	
	
	
	


3.9 OMA-ERELD-SUPL-V2_0-20071008-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	I001
	2007.10.10
	T
	4
	Source: Ericsson
Form: Doc#0039
Comment:  The text seem to extensive to fulfill the intended use according to ERELD template see quote below

“In this overview section, the enabler is to be described in general terms, explaining in one or a few paragraphs what the enabler is about.  The text will be reused on the OMA release pages on a page which provides an overview of the enabler”

Proposed Change:  Remove figure 1. make text version independent.
	OPEN
CR will be prepared by Ake.



	I003
	2007.10.10
	E
	4.1 
	Source: Ericsson
Form: Doc#0039
Comment:  Text is missing.
Proposed Change: Add text in accordance with template. (“It should describe the main objective of the version by providing a high level, concise and informative description of the functionality supported”)
	OPEN
CR will be prepared by Ake

	I004
	2007.10.10
	T
	4.2 
	Source: Ericsson
Form: Doc#0039
Comment:  The text in sec 4.2 and subsections seem to extensive to fulfill the intended use according to ERELD template (“should describe the main objective of the new version of the release by providing a high level, concise and informative description of the functionality that the new version of the enabler introduces.  The section should also address any backward compatibility issues”)
Proposed Change: Delete subsection add short descriptive text.
	OPEN
CR will be prepared by ake

	
	
	
	
	
	


3.10 OMA-ETR-SUPL-V2_0-20070928-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	J004
	2007.10.16
	T
	5.1.1.1

Basic functionality  
	Source: Nokia

Form: INP doc

Comment: Term “Basic functionality” may be interpreted many ways and it is not being used in the technical specification. 

Proposed Change: 

Feature Description column:

Rename this feature e.g. as “ULP Message, Common Part”.
Feature Test Requirement column:

Verify the Common Part of ULP message in terms of Version support, Session ID support,
	Status: OPEN 

Action: IOP Champion to suggest modification to TWG

	J005
	2007.10.16
	T
	5.1.1.1

Authentication Mechanisms applicable to an E-SLP - Processing Emergency SUPL INIT messages
	Source: Nokia

Form: INP doc

Comment: It is not obvious from TS-ULP that this feature is mandatory. [TS-ULP] 6.1.5 says that: ”Support for this feature will be dictated by the appropriate emergency services regulatory bodies.”
Proposed Change:
Move it under Optional Test Requirements.
	Status: OPEN 

Action: This is to be further analyzed by the TWG and way forward defined to clarify whether optional or mandatory.



	J006
	2007.10.16
	T
	5.1.1.1

Retrieval of Historical Positions  and/or Enhanced Cell Sector Measurements
	Source: Nokia

Form: INP doc

Comment: It is not obvious from SUPL technical specifications that this feature is mandatory.

Proposed Change:
Move it under Optional Test Requirements.
	Status: OPEN 

Action: This is to be further analyzed by the TWG and way forward defined to clarify whether optional or mandatory

	J007
	2007.10.16
	T
	5.1.1.1

Network / SET Capabilities Change for Area Event Triggered Scenarios


	Source: Nokia

Form: INP doc

Comment: It is not obvious from SUPL technical specifications that this feature is mandatory.

Proposed Change: 

Move it under Optional Test Requirements.
	Status: OPEN 

Action: This is to be further analyzed by the TWG and way forward defined to clarify whether optional or mandatory

	J008
	2007.10.16
	T
	5.1.1.1

Basic functionality failures


	Source: Nokia

Form: INP doc

Comment: “Basic functionality failures” may be interpreted many ways.

Proposed Change: 

Feature Description column:

Replace “Basic functionality failures” e.g. with “Incompatible/ Invalid Common Part of ULP Message”.
	Status: OPEN 

Action: IOP Champion to suggest modification to TWG.

	J009
	2007.10.16
	T
	5.1.1.1

V-SLP to V-SLP Handover - Proxy mode/Non proxy mode
	Source: Nokia

Form: INP doc

Comment: It is not obvious from SUPL technical specifications that this feature is mandatory.

Proposed Change: 

Move it under Optional Test Requirements.
	Status: OPEN
Action TWG: Verify current version and update as applicable.
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