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1 Reason for Change

Resolution of comment B0055 to B057 in CONRR. 
	B055
	2007.10.10
	T
	2.1
	Source: Ericsson
Form: Doc#0039
Comment: References  [OMA MLP] is missing version 
Proposed Change: Add V 3.2

	B056
	2007.10.10
	T
	2.1
	Source: Ericsson
Form: Doc#0039
Comment: Add reference to MLP 3.3

Proposed Change: 

	B057
	2007.10.10
	T
	2.1
	Source: Ericsson
Form: Doc#0039
Comment: Add a reference to RLP 1.1

Proposed Change: 


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP AD document accordingly.
6 Detailed Change Proposal
Change 1:  Modify references
2.1 Normative References

	[3GPP 33.220]
	3GPP TS 33.220, “Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture”
URL: http://www.3gpp.org/

	[3GPP 33.222]
	3GPP TS 33.222, “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)” 
URL: http://www.3gpp.org/

	[3GPP RRC]
	3GPP TS 25.331, “Radio Resource Control (RRC) Protocol Specification”
URL: http://www.3gpp.org/

	[3GPP RRLP]
	3GPP TS 44.031, “Location Services (LCS); Mobile Station (MS) – Serving Mobile Location Centre (SMLC) Radio Resource LCS Protocol (RRLP)”,
URL: http://www.3gpp.org/

	[3GPP2 C.S0022-0]
	3GPP2 C.S0022-0 v3.0, Position Determination Service for cdma2000 Spread Spectrum Systems; April 2001
URL: http://www.3gpp.org/

	[3GPP2 C.S0022-A]
	3GPP2 C.S0022-A v1.0: “Position Determination Service Standard for Dual Mode Spread Spectrum Systems” March 2004
URL: http://ww.3gpp2.org

	[OMA MLP]
	 “Mobile Location Protocol”, Version 3.2, Open Mobile Alliance(, OMA-TS-MLP-V3_2
URL: http://www.openmobilealliance.org/

	[OMA MLP 3.3]
	 “Mobile Location Protocol”, Version 3.3, Open Mobile Alliance(, OMA-TS-MLP-V3_3
URL: http://www.openmobilealliance.org/

	[OMA RLP]
	“Inter-Location Server Interface Specification”, Version 1.0, Open Mobile Alliance(, OMA-TS-RLP-V1_0
URL: http://www.openmobilealliance.org/

	[OMA RLP 1.1]
	“Inter-Location Server Interface Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-RLP-V1_1
URL: http://www.openmobilealliance.org/

	[OMA ULP]
	OMA-TS-ULP-V2_0, “UserPlane Location Protocol v2.0”, Open Mobile Alliance(
URL: http://www.openmobilealliance.org/

	[PSK-TLS]
	“Pre-Shared Key Ciphersuites for Transport Layer Security (TLS)”, IETF RFC 4279, December 2005
URL: http://www.ietf.org/rfc/rfc4279.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997
URL: http://www.ietf.org/rfc/rfc2119.txt

	
	

	[SUPL RD]
	OMA-RD-SUPL-V2_0, “Secure User Plane Requirements v2.0”, Open Mobile Alliance(,
URL: http://www.openmobilealliance.org/

	[TLS]
	“Transport Layer Security (TLS) Version 1.0”, IETF RFC 2246, Jan 1999
URL: http://www.ietf.org/rfc/rfc2246.txt

	[WAP PAP]
	OMA WAP-247-PAP, “WAP Push Access Protocol”, Open Mobile Alliance™
URL: http://www.openmobilealliance.org/

	[WAP POTAP]
	OMA WAP-235-PushOTA, “WAP Push Over The Air Protocol”, Open Mobile Alliance™
URL: http://www.openmobilealliance.org/

	[SIP PUSH]
	OMA-ERP_SIP_PUSH-V1_0, “SIP_Push”, Open Mobile Alliance™
URL: http://www.openmobilealliance.org/

	[WAP PROVSC]
	OMA-WAP-ProvSC-V1_1-20040428-C, “WAP Provisioning Smart Card”, Open Mobile Alliance™
URL: http://www.openmobilealliance.org/

	[WAP PUSH]
	OMA WAP-251-PushMessage, “WAP Push Message”, Open Mobile Alliance™
URL: http://www.openmobilealliance.org/


Change 2:  Modify intro
4. Introduction
(Informative)

Secure User Plane Location (SUPL) is an Enabler which utilizes existing standards where available and possible, to transfer assistance data and positioning data over a User Plane bearer, such as IP, to aid network and SUPL Enabled Terminal (SET) based positioning technologies in the calculation of a SET’s position.  SUPL includes but is not limited to the definition of a Location User Plane (Lup) reference point and corresponding interface between the SUPL Location Platform (SLP) and SET, security functions (e.g., authentication, authorization), charging functions, roaming functions, privacy function.  SUPL utilizes existing standards where available and possible, and SUPL should be extensible to enabling more positioning technologies as the need arises so that they utilize the same mechanism.  In the initial phase, SUPL will provide full functionality of A-GPS with minimum changes of current network elements.  For SUPL Release 2, the A-GNSS concept is introduced to allow additional Navigation Satellite System assisted positioning technology to be utilized, e.g., A-Galileo.

Note: Applicability of a particular A-GNSS is subject to the support in relevant 3GPP and 3GPP2 specifications that SUPL r on.

SUPL is used by MLS Applications via a SUPL Agent to determine the position of a SET.  SUPL itself does not specify an API for direct use by MLS Applications.  The SUPL architecture depends on [OMA RLP] or [OMA RLP] .

This document describes the architecture for SUPL.

Change 3:  Modify arch model
5. Architectural Model

Secure User Plane Location (SUPL) is an Enabler that utilizes existing standards where available and possible, to transfer assistance data and positioning data over a User Plane bearer, such as IP, to aid network and SET based positioning technologies in the calculation of a SET’s position.  SUPL includes but is not limited to the definition of a Location User Plane (Lup) reference point and corresponding interface between the SUPL network and SET, security functions (e.g., authentication, authorization), charging functions, roaming functions, and privacy functions.

SUPL is used by MLS Applications via a SUPL Agent to determine the position of a SET.  SUPL itself does not specify an API for direct use by MLS Applications.

The SUPL architecture is dependent on [OMA RLP]. For a limited set of configurations [OMA RLP] provides sufficient support.
5.1 Dependencies

The SUPL architecture is dependent on the following OMA enablers:

· OMA Mobile Location Service Version 1.2 (see [OMA MLP] and [OMA RLP])

· For a limited set of configuration and or functionality  OMA Mobile Location Service Version 1.1 (see [OMA MLP] and [OMA RLP])
· OMA Push (see Error! Reference source not found., [WAP POTAP], Error! Reference source not found., [SIP PUSH])

The SUPL architecture is also dependent on the following specifications:

· [3GPP RRC]
· [3GPP RRLP]
· [3GPP2 C.S0022-A]
· [3GPP2 C.S0022-0]
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